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# My Introduction

In trying to understand security and its implementation hard and disruptive to click back and forth through numerous web page links. To get an understanding of the basic concepts the related web page topics are grouped together.

The text is cut and paste from the web page and several of the embedded links remain. Some of the headings are removed or moved levels change to promote a table of contents that will inform of topics without having to drill through several web pages to get a high level understanding.
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# My Summary of Security Topics and Changes

This is the high level overview of the security topics. Portions within the topics get change.

Read the Security Change in the .NET Framework 4 to be forewarned which portions with the topics have been obsoleted or removed.

|  |  |  |  |
| --- | --- | --- | --- |
| **1.1** | **2** | **3/3.5** | **4** |
|  |  |  | [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx) |
|  |  |  | Describes important changes to the .NET Framework security system. |
|  | [Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.80).aspx) | [Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.85).aspx) | [Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.100).aspx) |
|  | Lists links to How-to topics contained in this section. | Lists links to How-to topics contained in this section. | Lists links to How-to topics contained in this section. |
| [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx) | [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.80).aspx) | [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.85).aspx) | [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx) |
| Provides an overview of common language runtime security features. This section is of interest to developers and system administrators. | Provides an overview of common language runtime security features. This section is of interest to developers and system administrators. | Provides an overview of common language runtime security features. This section is of interest to developers and system administrators. | Provides an overview of common language runtime security features. This section is of interest to developers and system administrators. |
| [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.80).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.85).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx) |
| Describes how to interact with code access security in your code. This section is of interest to developers. | Describes how to interact with code access security in your code. This section is of interest to developers. | Describes how to interact with code access security in your code. This section is of interest to developers. | Describes how to interact with code access security in your code. This section is important to developers and can be of interest to system administrators. |
| [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx) | [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.80).aspx) | [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.85).aspx) | [Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx) |
| Describes how to interact with role-based security in your code. This section is of interest to developers. | Describes how to interact with role-based security in your code. This section is of interest to developers. | Describes how to interact with role-based security in your code. This section is of interest to developers. | Describes how to interact with role-based security in your code. This section is of interest to developers. |
| [Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.71).aspx) | [Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.80).aspx) | [Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.85).aspx) | [Cryptographic Services](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx) |
| Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers. | Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers. | Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers. | Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers. |
| [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx) | [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.80).aspx) | [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.85).aspx) | [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.100).aspx) |
| Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | (Applies only to code that uses legacy security rules.) Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications. |
| [Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.71).aspx) | [Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.80).aspx) | [Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.85).aspx) | [Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.100).aspx) |
| Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications. | (Applies only to code that uses legacy security rules.) Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications. |
| [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.71).aspx) | [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.80).aspx) | [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.85).aspx) | [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/8a3x2b7f(v=vs.100).aspx) |
| Describes some of the best practices for creating reliable .NET Framework applications. | Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers. | Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers. | Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers. |
| [Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.71).aspx) | [Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.80).aspx) | [Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.85).aspx) | [Security Tools (.NET Framework)](https://msdn.microsoft.com/en-us/library/dd233106(v=vs.100).aspx) |
| Describes tools that are useful to developers and administrators. | Describes tools that are useful to developers and administrators. | Describes tools that are useful to developers and administrators. | Describes command-line tools that help you perform security-related tasks, such as configuring security policy, managing certificates, and digitally signing files. |
|  | [ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.80).aspx) | [ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.85).aspx) | [ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.100).aspx) |
|  | Describes the managed APIs that allow you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for a number of protected resources such as files, folders, and so on. This section is of interest to developers. | Describes the managed APIs that allow you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for a number of protected resources such as files, folders, and so on. This section is of interest to developers. | Describes the managed classes that enable you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for protected resources such as files and folders. This section is of interest to developers. |
|  | [About System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180945(v=vs.80).aspx) | [About System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180945(v=vs.85).aspx) |  |
|  | Describes the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. This section is of interest to developers. | Describes the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. This section is of interest to developers. |  |
|  | [Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.80).aspx) | [Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.85).aspx) |  |
|  | [Explains how to use the System.Security.Cryptography.Pkcs namespace to program the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards into your application. This section is of interest to developers.](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.80).aspx) | [Explains how to use the System.Security.Cryptography.Pkcs namespace to program the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards into your application. This section is of interest to developers.](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx) |  |
|  |  |  |  |
| Related Sections | Related Sections | Related Sections | Related Sections |
|  |  |  |  |
|  |  |  |  |
| Securing ASP.NET Web Applications | [ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.80).aspx) | [ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.85).aspx) | [ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.100).aspx) |
| Describes ASP.NET security and provides instructions for using it in your code. | Describes ASP.NET security and provides instructions for using it in your code. | Describes ASP.NET security and provides instructions for using it in your code. | Describes ASP.NET security and provides instructions for using it in your code. |
| [Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.71).aspx) | [Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.80).aspx) | [Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.85).aspx) | [Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.100).aspx) |
| Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files. | Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files. | Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files. | (Aapplies only to code that uses legacy security rules.) Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files. |

## Securing Applications

.NET Framework 1.1

https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.71).aspx

The common language runtime and the .NET Framework provide many useful classes and services that enable developers to easily write security code. These classes and services also enable system administrators to customize the access that code has to protected resources. In addition, the runtime and the .NET Framework provide useful classes and services that facilitate the use of cryptography and role-based security.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx)

Provides an overview of common language runtime security features. This section is of interest to developers and system administrators.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

Describes how to interact with code access security in your code. This section is of interest to developers.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

Describes how to interact with role-based security in your code. This section is of interest to developers.

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.71).aspx)

Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx)

Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.71).aspx)

Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.71).aspx)

Describes some of the best practices for creating reliable .NET Framework applications.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.71).aspx)

Describes tools that are useful to developers and administrators.

Related Sections

[Securing ASP.NET Web Applications](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.71).aspx)

Describes ASP.NET security and provides instructions for using it in your code.

[Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.71).aspx)

Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files.

## Security in the .NET Framework

.NET Framework 2.0

The common language runtime and the .NET Framework provide many useful classes and services that enable developers to easily write security code. These classes and services also enable system administrators to customize the access that code has to protected resources. In addition, the runtime and the .NET Framework provide useful classes and services that facilitate the use of cryptography and role-based security.

In This Section

[Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.80).aspx)

Lists links to How-to topics contained in this section.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.80).aspx)

Provides an overview of common language runtime security features. This section is of interest to developers and system administrators.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.80).aspx)

Describes how to interact with code access security in your code. This section is of interest to developers.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.80).aspx)

Describes how to interact with role-based security in your code. This section is of interest to developers.

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.80).aspx)

Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.80).aspx)

Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.80).aspx)

Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.80).aspx)

Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.80).aspx)

Describes tools that are useful to developers and administrators.

[ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.80).aspx)

Describes the managed APIs that allow you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for a number of protected resources such as files, folders, and so on. This section is of interest to developers.

[About System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180945(v=vs.80).aspx)

Describes the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. This section is of interest to developers.

[Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.80).aspx)

Explains how to use the [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.80).aspx) namespace to program the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards into your application. This section is of interest to developers.

Related Sections

[ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.80).aspx)

Describes ASP.NET security and provides instructions for using it in your code.

[Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.80).aspx)

Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files.

## Security in the .NET Framework

.NET Framework 3.0

The common language runtime and the .NET Framework provide many useful classes and services that enable developers to easily write security code. These classes and services also enable system administrators to customize the access that code has to protected resources. In addition, the runtime and the .NET Framework provide useful classes and services that facilitate the use of cryptography and role-based security.

In This Section

[Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.85).aspx)

Lists links to How-to topics contained in this section.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.85).aspx)

Provides an overview of common language runtime security features. This section is of interest to developers and system administrators.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.85).aspx)

Describes how to interact with code access security in your code. This section is of interest to developers.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.85).aspx)

Describes how to interact with role-based security in your code. This section is of interest to developers.

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.85).aspx)

Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.85).aspx)

Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.85).aspx)

Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.85).aspx)

Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.85).aspx)

Describes tools that are useful to developers and administrators.

[ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.85).aspx)

Describes the managed APIs that allow you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for a number of protected resources such as files, folders, and so on. This section is of interest to developers.

[About System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180945(v=vs.85).aspx)

Describes the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. This section is of interest to developers.

[Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.85).aspx)

Explains how to use the [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx) namespace to program the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards into your application. This section is of interest to developers.

Related Sections

[ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.85).aspx)

Describes ASP.NET security and provides instructions for using it in your code.

[Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.85).aspx)

Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files.

## Security in the .NET Framework

**.NET Framework 4**

The common language runtime and the .NET Framework provide many useful classes and services that enable developers to easily write secure code and enable system administrators to customize the permissions granted to code so that it can access protected resources. In addition, the runtime and the .NET Framework provide useful classes and services that facilitate the use of cryptography and role-based security.

|  |
| --- |
| Important note**Important** |
| Effective with the .NET Framework version 4, there are major changes to the code access security system. Security policy is no longer applied to applications. All applications that can be run from the desktop are now executed as full-trust applications. This includes both applications on the computer and applications that can be run from a network share. Partially trusted applications must be run in a sandbox, which determines their grant set. The permission system continues to be used, but it is transcended by security transparency rules. For information about these changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

[**In This Section**](javascript:void(0))

[Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx)

Describes important changes to the .NET Framework security system.

[Security How-to Topics](https://msdn.microsoft.com/en-us/library/ms172378(v=vs.100).aspx)

Lists links to How-to topics contained in this section.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx)

Provides an overview of common language runtime security features. This section is of interest to developers and system administrators.

[Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx)

Describes how to interact with code access security in your code. This section is important to developers and can be of interest to system administrators.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx)

Describes how to interact with role-based security in your code. This section is of interest to developers.

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx)

Provides an overview of cryptographic services provided by the .NET Framework. This section is of interest to developers.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.100).aspx)

(Applies only to code that uses legacy security rules.) Describes how to manage code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.100).aspx)

(Applies only to code that uses legacy security rules.) Describes some of the best practices for administrating code access security policy. This section is of interest to system administrators who manage .NET Framework applications.

[Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/8a3x2b7f(v=vs.100).aspx)

Describes some of the best practices for creating reliable .NET Framework applications. This section is of interest to developers.

[ACL Technology Overview](https://msdn.microsoft.com/en-us/library/ms229742(v=vs.100).aspx)

Describes the managed classes that enable you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for protected resources such as files and folders. This section is of interest to developers.

[**Related Sections**](javascript:void(0))

[Security Tools (.NET Framework)](https://msdn.microsoft.com/en-us/library/dd233106(v=vs.100).aspx)

Describes command-line tools that help you perform security-related tasks, such as configuring security policy, managing certificates, and digitally signing files.

[ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.100).aspx)

Describes ASP.NET security and provides instructions for using it in your code.

[Configuring Security Policy](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.100).aspx)

(Aapplies only to code that uses legacy security rules.) Describes how to configure security policy using the .NET Framework Configuration tool and the Code Access Security Policy tool, and how to import security components using XML files.

## Security Changes in the .NET Framework 4

**.NET Framework 4**

There have been two major changes to security in the .NET Framework version 4. Machine-wide security policy has been eliminated, although the permissions system remains in place, and [security transparency](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx) has become the default enforcement mechanism. (For more information, see [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx).) In addition, some permission operations that presented the potential for security vulnerabilities have been made obsolete.

|  |
| --- |
| Important note**Important** |
| Code access security (CAS) has not been eliminated, Security policy has been eliminated from CAS, but evidence and permissions are still in effect. A few permissions have been eliminated, and transparency has simplified the enforcement of security. For a brief overview of the changes, see [Summary of Changes in Code Access Security](https://msdn.microsoft.com/en-us/library/ff527276(v=vs.100).aspx). |

You should be aware of the following key points:

* Transparency separates code that runs as part of the application from code that runs as part of the infrastructure. It was introduced in .NET Framework version 2.0, and has been enhanced to become the code access security enforcement mechanism. Unlike security policy, [level 2 transparency](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#transparency2) rules are enforced at run time, not at assembly load time. These rules are always in effect, even for assemblies that run as fully trusted by default. However, level 2 transparency does not affect fully trusted code that is not annotated, such as desktop applications. Assemblies (including desktop assemblies) that are marked with the [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.100).aspx) and that call methods marked with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) receive a [MethodAccessException](https://msdn.microsoft.com/en-us/library/system.methodaccessexception(v=vs.100).aspx). You can change this behavior by applying the [SecurityRulesAttribute](https://msdn.microsoft.com/en-us/library/system.security.securityrulesattribute(v=vs.100).aspx) and setting the [SecurityRulesAttribute.RuleSet](https://msdn.microsoft.com/en-us/library/dd288474(v=vs.100).aspx) property to [Level1](https://msdn.microsoft.com/en-us/library/system.security.securityruleset(v=vs.100).aspx); however, you should do this only for backwards compatibility. You must explicitly mark a desktop application as security-transparent to apply transparency restrictions to it.
* Code that calls security policy APIs receives a [NotSupportedException](https://msdn.microsoft.com/en-us/library/system.notsupportedexception(v=vs.100).aspx) in addition to compiler warnings at run time. Policy may be re-enabled by using the [<NetFx40\_LegacySecurityPolicy> configuration element](https://msdn.microsoft.com/en-us/library/dd409253(v=vs.100).aspx). When policy is enabled, security transparency is still in effect. Security policy is applied at assembly load time and has no effect on transparency, which is enforced by the runtime.
* The obsolete request permissions ([RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)) receive compiler warnings and do not work in the .NET Framework 4, but they do not cause an exception to be thrown. [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) requests cause a [NotSupportedException](https://msdn.microsoft.com/en-us/library/system.notsupportedexception(v=vs.100).aspx) to be thrown at run time.
* The [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) security action is not obsolete, but it should not be used for verifying permissions. Instead, use the[SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) for types and methods that require full trust, or use the [Demand](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.demand(v=vs.100).aspx) method for types and methods that require individual permissions.
* If your application is built with Visual Studio 2010, you can run it without these changes by specifying a target .NET Framework version that is earlier than the .NET Framework 4 in the Visual Studio project settings. However, you will not be able to use new .NET Framework 4 types and members. You can also specify an earlier version of the .NET Framework by using the [<supportedRuntime> element](https://msdn.microsoft.com/en-us/library/w4atty68(v=vs.100).aspx) in the startup settings schema in your [application configuration file](https://msdn.microsoft.com/en-us/library/1xtk877y(v=vs.100).aspx).

The following sections discuss these and other changes in the .NET Framework 4:

* [Security Policy Simplification](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#simplification)
* [Security Transparency Level 2](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#transparency2)
* [Obsolete Permission Requests](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#obsolete)
* [Conditional APTCA](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#aptca)
* [Evidence Objects](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#evidence_object)
* [Evidence Collections](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#evidence_collection)

[**Security Policy Simplification**](javascript:void(0))

Starting with the .NET Framework 4, the common language runtime (CLR) is moving away from providing security policy for computers. Historically, the .NET Framework has provided code access security (CAS) policy as a mechanism to tightly control and configure the capabilities of managed code. Although CAS policy is powerful, it can be complicated and restrictive. Furthermore, CAS policy does not apply to native applications, so its security guarantees are limited. System administrators should look to operating system-level solutions such as [Windows Software Restriction Policies](http://go.microsoft.com/fwlink/?LinkId=178101) (SRP) or [AppLocker](http://go.microsoft.com/fwlink/?LinkId=178102) on Windows 7 and Windows Server 2008 R2 as a replacement for CAS policy. SRP and AppLocker policies provide simple trust mechanisms that apply to both managed and native code. As a security policy solution, SRP and AppLocker are simpler and provide better security guarantees than CAS.

In the .NET Framework 4, machine-wide security policy is turned off by default. Applications that are not hosted (that is, applications that are executed through Windows Explorer or from a command prompt) now run as full trust. This includes all applications that reside on shares on the local network. Hosted or sandboxed applications continue to run with trust policies that are decided by their hosts (for example, by Internet Explorer, ClickOnce, or ASP.NET). Applications or controls that run in sandboxes are considered partially trusted.

To simplify the security policy, the transparency model has been applied to the .NET Framework. Applications and controls that run in a host or sandbox with the limited permission set granted by the sandbox are considered transparent. Transparency means that you do not have to be concerned about checking CAS policy when you are running partially trusted applications. Transparent applications just run using their grant set. As a programmer, your only concern should be that your applications target the grant set for their sandbox and that they do not call code that requires full trust (security-critical code).

|  |
| --- |
| Important note**Important** |
| As a result of these security policy changes, you may encounter compilation warnings and runtime exceptions if you call the obsolete CAS policy types and members either explicitly or implicitly (through other types and members). For a list of obsolete types and members and their replacements, see [Code Access Security Policy Compatibility and Migration](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.100).aspx).  You can avoid the warnings and errors by using the [<NetFx40\_LegacySecurityPolicy> configuration element](https://msdn.microsoft.com/en-us/library/dd409253(v=vs.100).aspx) in the runtime settings schema to opt into the legacy CAS policy behavior. However, specifying the use of legacy security policy does not include any custom CAS policy for that version unless it is migrated to .NET Framework 4.  You can also enable legacy CAS policy by setting the target .NET Framework version for your Visual Studio project to an earlier version than the .NET Framework 4. This enables legacy CAS policy and includes any custom CAS policies you specified for that version. However, you will not be able to use new .NET Framework 4 types and members. You can also specify an earlier version of the .NET Framework by using the [<supportedRuntime> element](https://msdn.microsoft.com/en-us/library/w4atty68(v=vs.100).aspx) in the startup settings schema. |

[**Security Transparency Level 2**](javascript:void(0))

Security transparency was introduced in the .NET Framework version 2.0, but it was very limited and used primarily to improve code validation efficiency. In the .NET Framework 4, transparency is an enforcement mechanism that separates code that runs as part of the application from code that runs as part of the infrastructure. Transparency draws a barrier between code that can do privileged things (critical code), such as calling native code, and code that cannot (transparent code). Transparent code can execute commands within the bounds of the permission set it is operating within, but cannot execute, call, derive from, or contain critical code.

The primary goal of transparency enforcement is to provide a simple, effective mechanism for isolating different groups of code based on privilege. In the sandboxing model, these privilege groups are either fully trusted (that is, not restricted) or partially trusted (that is, restricted to the permission set granted to the sandbox).

Desktop applications run as fully trusted; therefore, they are not affected by the transparency model. For more information about security transparency changes, see [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx).

[**Obsolete Permission Requests**](javascript:void(0))

Runtime support has been removed for enforcing the [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) permission requests. In general, these requests were not well understood and presented the potential for security vulnerabilities when they were not used properly:

* A [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) action could be easily overridden by an [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) action. The code in an assembly was able to execute an [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) action for a permission if the permission was in the grant set for the assembly. The [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) prevented the [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) from being seen on the stack, making it ineffective.
* [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) could not be used effectively outside the application scope. If [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) appeared on an executable (.exe) file and the grant set was not met, end users of the file received an unhandled [FileLoadException](https://msdn.microsoft.com/en-us/library/system.io.fileloadexception(v=vs.100).aspx) exception that contained no information about how to correct the problem. You could not use a single minimum request set for libraries (.dll files), because different types and members in the assembly generally have different permission requirements.
* [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) was confusing and often used incorrectly with unexpected results. Developers could easily omit permissions from the list without realizing that doing so implicitly refused the omitted permissions.
* [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) did not provide an effective least-privilege model, because it required you to explicitly identify permissions you did not want instead of identifying the permissions you needed. In addition, if new permissions became available, they would not be included in the list. Furthermore, refusal did not make sense for all permissions. For example, you could refuse a value for the[UserQuota](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragepermission.userquota(v=vs.100).aspx) property in the [IsolatedStoragePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragepermission(v=vs.100).aspx).

Finally, specifying only the permissions you did not want created the potential for security vulnerabilities if you failed to identify all potentially harmful permissions.

* [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) and [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) enabled developers to break homogenous domains by creating multiple permission sets within the domain.

The .NET Framework 4 removes runtime enforcement of these enumeration values. Assemblies containing the attributes that use these[SecurityAction](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) values will continue to load; however, the CLR will not refuse to load the referenced assemblies or modify their grant set based upon the permission sets.

[**Conditional APTCA**](javascript:void(0))

The conditional use of the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) (APTCA) attribute enables hosts to identify which assemblies they want to expose to partial-trust callers that are loaded within the context of the host. The candidate assemblies must already be designed for partial trust; that is, they must either be APTCA (security-safe-critical in the transparency model) or fully transparent. A new constructor for the[AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) enables the host to specify the level of visibility for an APTCA assembly by using the[PartialTrustVisibilityLevel](https://msdn.microsoft.com/en-us/library/system.security.partialtrustvisibilitylevel(v=vs.100).aspx) enumeration in the constructor call.

[**Evidence Objects**](javascript:void(0))

Before the .NET Framework 4, almost any object could be used as an evidence object if the hosting code wanted to apply it as evidence. For example, some .NET Framework code recognized [System.Uri](https://msdn.microsoft.com/en-us/library/system.uri(v=vs.100).aspx) objects as evidence. The runtime considered evidence objects as[System.Object](https://msdn.microsoft.com/en-us/library/system.object(v=vs.100).aspx) references and did not apply any type safety to them.

This presented a problem because the .NET Framework imposed implicit restrictions on which types could be used as evidence objects. Specifically, any object used as evidence had to be serializable and could not be null. If these requirements were not met, the CLR threw an exception whenever an operation that required one of these assumptions was performed.

To enable constraints on the types of objects that can be used as evidence and to provide the ability to add new features and requirements to all evidence objects, the .NET Framework 4 introduces a new base class, [System.Security.Policy.EvidenceBase](https://msdn.microsoft.com/en-us/library/system.security.policy.evidencebase(v=vs.100).aspx), which all evidence objects must derive from. The [EvidenceBase](https://msdn.microsoft.com/en-us/library/system.security.policy.evidencebase(v=vs.100).aspx) class ensures, upon instantiation, that the evidence object is serializable. In addition, new evidence requirements can be created in the future by adding new default implementations to the base class.

Backward Compatibility

All the types used by the CLR as evidence objects have been updated in the .NET Framework 4 to derive from [EvidenceBase](https://msdn.microsoft.com/en-us/library/system.security.policy.evidencebase(v=vs.100).aspx). However, custom evidence types used by third-party applications are not known and cannot be updated. Therefore, those evidence types cannot be used with the new members that expect evidence derived from [EvidenceBase](https://msdn.microsoft.com/en-us/library/system.security.policy.evidencebase(v=vs.100).aspx).

[Back to top](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx#top)

[**Evidence Collections**](javascript:void(0))

Before the .NET Framework 4, the CLR generated the full set of evidence objects that applied to an assembly when the assembly was loaded. These objects were stored in a list, which consumers would then iterate over looking for a specific object. Therefore, all evidence was made available, whether or not it was used. For most evidence objects, this behavior was not an issue; however, for evidence objects such as [System.Security.Policy.Publisher](https://msdn.microsoft.com/en-us/library/system.security.policy.publisher(v=vs.100).aspx) (which requires Authenticode verification), this behavior was inefficient.

To improve this behavior, the interaction with the evidence collection has been redesigned in .NET Framework 4. An evidence collection now behaves like a dictionary instead of a list. Instead of iterating over the evidence collection to see if a required evidence object exists, consumers can now request a specific type of evidence, and the collection returns the evidence if it is found. For example, the callStrongName name = evidence.GetHostEvidence<StrongName>(); returns a [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) object if one exists; otherwise, it returns null.

This dictionary model delays the generation of evidence objects until they are requested. In the [Publisher](https://msdn.microsoft.com/en-us/library/system.security.policy.publisher(v=vs.100).aspx) evidence example, the performance overhead of verifying the Authenticode signature of an assembly is delayed until that information is needed. In the most common case of full-trust applications where [Publisher](https://msdn.microsoft.com/en-us/library/system.security.policy.publisher(v=vs.100).aspx) evidence is not needed, the verification process is avoided

### Summary of Changes in Code Access Security

**.NET Framework 4**

In the .NET Framework version 4, code access security (CAS) has undergone major changes, with the purpose of simplifying the security system. In earlier versions of the .NET Framework, the rights of a managed application were determined by security policy rules, which were set computer-wide to establish runtime settings. Starting with the .NET Framework 4:

* Security policy is no longer in effect. Permissions are still in use; only the policy system has been eliminated.
* Access rights for applications are determined by two factors: their permissions (the grant set established by their application domain) and their [transparency](https://msdn.microsoft.com/en-us/library/ff527276(v=vs.100).aspx#security_transparency). All partial-trust applications are classified as transparent. Transparent applications do not have to be concerned with security. Transparency was first used for Microsoft Silverlight and has now been extended to all hosted environments.
* Desktop and local intranet applications are granted full trust.

|  |
| --- |
| Important note**Important** |
| The major change to CAS is the elimination of security policy. CAS itself has not been eliminated; only the use of policy (and some permission requests) has been removed. |

This topic provides a short overview of CAS changes in the .NET Framework 4. For more information, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx).

[**Sandboxing and the Permission Model**](javascript:void(0))

The following list describes the trust model for desktop and hosted applications in the .NET Framework 4. For more information, see[Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx).

* **Desktop applications.** As in previous versions of the .NET Framework, managed applications that reside on the desktop (unless they have been downloaded from the Web) are granted full trust. Applications that reside on shares on the local intranet are also granted full trust. You can no longer use policy to restrict permissions for an application based on its folder on the local hard drive.
* **Hosted applications.** Applications that run in a sandbox (for example, Silverlight-based applications) are granted a limited set of permissions that determine which computer resources they can access (for example, which files they are allowed to use). Sandboxes provide the ability to identify some assemblies within the sandbox as being partially trusted and some as being fully trusted. The partial-trust assemblies are granted a specific set of permissions, as determined by the application domain ([System.AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx)) that created the sandbox. Some of the full-trust code in the full-trust libraries can be called by partially trusted code. That trusted code can make calls to protected resources on the computer. However, publicly accessible full-trust types and members that can call into protected resources must have undergone a security audit. Those members are classified as being safe-critical, as discussed in the next section. They can be called by partial-trust (transparent) code and, in turn, they can call into critical code.

[**Security Transparency**](javascript:void(0))

Security transparency separates security-sensitive code from non-security-sensitive code. It was introduced in the .NET Framework version 2.0 to make security audits easier by annotating code that had to perform security-sensitive actions as security-critical. This meant that any code that was not security-critical (that is, transparent code) did not require a thorough review. However, in these earlier versions of the .NET Framework, transparency was used only by Microsoft code.

In the .NET Framework 4, this model has been extended and the rules have been tightened to turn security transparency into an enforcement model. In this enhanced model, code that is security-sensitive and callable by partial-trust applications is more easily identifiable. This further reduces the surface area that has to be audited.

The following table shows the transparency categories and the associated attributes for annotating code.

|  |  |  |
| --- | --- | --- |
| Security category | Attribute | Description |
| Transparent | [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.100).aspx) | Code that does not do anything that is inherently security-sensitive. |
| Critical | [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) | Code that can do anything, but that cannot be called from partial-trust applications. |
| Safe-critical | [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.100).aspx) | Code that can do anything and that can be called from partial-trust applications. This is the safe brokering layer; its purpose is to perform proper security checks and validation before calling critical code. |

Transparent code cannot do the following, regardless of the permissions granted to it:

* Contain unverifiable code.
* Use [platform invoke](https://msdn.microsoft.com/en-us/library/26thfadc(v=vs.100).aspx).
* Perform [Assert](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.assert(v=vs.100).aspx) operations.
* Call critical code.
* Derive from critical code.
* Call code that is protected by a [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) (that is, code that is considered critical).

If your code tries to violate these rules, exceptions are thrown (even if your code has full trust). For more information, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx).

Note that security sensitivity is defined in the common language runtime (CLR) as actions that are prohibited for transparent code. The transparency model does not protect against scenario-specific security violations such as storing passwords in fields.

[**How the Security Model Works**](javascript:void(0))

* Each [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) has an associated permission set, which is defined by the host in a hosted scenario. (The permission set is full trust for code that is not hosted.)
* Partial-trust code is always transparent; therefore, it cannot perform the actions prohibited for transparent code (see [transparency](https://msdn.microsoft.com/en-us/library/ff527276(v=vs.100).aspx#security_transparency)).
* By default, full-trust code is critical unless it has been marked as being transparent. If a desktop application is marked as transparent, it cannot call critical code, even though it has full trust.
* Libraries may be exposed to partial-trust code both by the host and by the .NET Framework. These libraries contain a mix of transparent, critical, and safe-critical code.
* The safe-critical code must demand appropriate permissions before using critical functionality. For example, the [File.Open](https://msdn.microsoft.com/en-us/library/system.io.file.open(v=vs.100).aspx) method demands [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.100).aspx) before it opens a file.
* The safe-critical code must also perform any other checks and validation before and after calls to critical functionality. For example, exceptions and messages may have to be filtered before being passed to partially trusted code.
* Critical code has to assert the permissions it needs when it is called by partial-trust code, because critical code might be doing something that the partial-trust code is not allowed to do.

[**See Also**](javascript:void(0))

Concepts

[Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx)

[Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx)

## Security Changes in the .NET Framework

**.NET Framework 4.6 and 4.5**

The most important change to security in the .NET Framework 4.5 is in strong naming. See [Enhanced Strong Naming](https://msdn.microsoft.com/en-us/library/hh415055(v=vs.110).aspx) for a description of those changes.

The .NET Framework 4.5 provides a two-tier security model for managed applications. Windows Store apps run in a Windows security container that limits access to resources. Within that container, managed applications run fully trusted. From a code access security (CAS) perspective, there is nothing a developer can do to elevate privileges. For information about the privileges granted by Windows, see [App capability declarations (Windows Store apps)](http://go.microsoft.com/fwlink/?LinkId=230436) in the Windows Dev Center. For information about creating a Windows Store app, see [Create your first Windows Store app using C# or Visual Basic](http://go.microsoft.com/fwlink/?LinkId=230461).

|  |
| --- |
| Important note**Important** |
| Important changes to code access security (CAS) were made in the .NET Framework 4. For a description of those changes, see [Security Changes in the .NET Framework 4](http://go.microsoft.com/fwlink/?LinkId=230442). |

[**See Also**](javascript:void(0))

Concepts

[Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx)

[Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx)

[Code Access Security Policy Compatibility and Migration](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx)

# My Summary of Security How-tos

Framework 1.1 does not have any how-tos. However the 1.1 topic frequently covers the same concepts under the same title without a How-to prefix. The 2.0 and 3/3.35 how-to list topic are identical and 4 changes a few of the categories and organization.

|  |  |  |
| --- | --- | --- |
| **.NET Framework 2.0** | **.NET Framework 3.0** | **.NET Framework 4** |
|  |  |  |
| [How to: Request Permission to Access Unmanaged Code](https://msdn.microsoft.com/en-US/library/d0313z05(v=vs.80).aspx) | [How to: Request Permission to Access Unmanaged Code](https://msdn.microsoft.com/en-us/library/d0313z05(v=vs.85).aspx) |  |
|  |  | [How to: Make APTCA Assemblies Inaccessible to Partially Trusted Code](https://msdn.microsoft.com/en-us/library/bb397854(v=vs.100).aspx) |
| [How to: Request Minimum Permissions by Using the RequestMinimum Flag](https://msdn.microsoft.com/en-US/library/ms229913(v=vs.80).aspx) | [How to: Request Minimum Permissions by Using the RequestMinimum Flag](https://msdn.microsoft.com/en-us/library/ms229913(v=vs.85).aspx) |  |
| [How to: Request Optional Permissions by Using the RequestOptional Flag](https://msdn.microsoft.com/en-US/library/ea5yat38(v=vs.80).aspx) | [How to: Request Optional Permissions by Using the RequestOptional Flag](https://msdn.microsoft.com/en-us/library/ea5yat38(v=vs.85).aspx) |  |
| [How to: Refuse Permissions by Using the RequestRefuse Flag](https://msdn.microsoft.com/en-US/library/4b7hy971(v=vs.80).aspx) | [How to: Refuse Permissions by Using the RequestRefuse Flag](https://msdn.microsoft.com/en-us/library/4b7hy971(v=vs.85).aspx) |  |
| [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-US/library/0d005ted(v=vs.80).aspx) | [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.85).aspx) | [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.100).aspx) |
| [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-US/library/t6547wf1(v=vs.80).aspx) | [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-us/library/t6547wf1(v=vs.85).aspx) | [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-us/library/t6547wf1(v=vs.100).aspx) |
| [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-US/library/y9dd5fx0(v=vs.80).aspx) | [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-us/library/y9dd5fx0(v=vs.85).aspx) | [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-us/library/y9dd5fx0(v=vs.100).aspx) |
| [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-US/library/dc8ztsad(v=vs.80).aspx) | [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-us/library/dc8ztsad(v=vs.85).aspx) | [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-us/library/dc8ztsad(v=vs.100).aspx) |
| [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-US/library/tswxhw92(v=vs.80).aspx) | [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.85).aspx) | [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.100).aspx) |
| [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx) | [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/sb7w85t6(v=vs.85).aspx) | [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/sb7w85t6(v=vs.100).aspx) |
| [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx) | [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/ms229740(v=vs.85).aspx) | [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/ms229740(v=vs.100).aspx) |
| [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx) | [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229746(v=vs.85).aspx) | [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229746(v=vs.100).aspx) |
| [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx) | [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229919(v=vs.85).aspx) | [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229919(v=vs.100).aspx) |
| [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx) | [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229744(v=vs.85).aspx) | [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229744(v=vs.100).aspx) |
| [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx) | [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229943(v=vs.85).aspx) | [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229943(v=vs.100).aspx) |
| [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx) | [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-us/library/ms229745(v=vs.85).aspx) | [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-us/library/ms229745(v=vs.100).aspx) |
| [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx) | [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-us/library/ms229950(v=vs.85).aspx) | [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-us/library/ms229950(v=vs.100).aspx) |
| [How to: Use Data Protection](https://msdn.microsoft.com/en-US/library/ms229741(v=vs.80).aspx) | [How to: Use Data Protection](https://msdn.microsoft.com/en-us/library/ms229741(v=vs.85).aspx) | [How to: Use Data Protection](https://msdn.microsoft.com/en-us/library/ms229741(v=vs.100).aspx) |
| [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-US/library/101853ac(v=vs.80).aspx) | [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.85).aspx) | [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.100).aspx) |
| [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-US/library/xt8xsee5(v=vs.80).aspx) | [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-us/library/xt8xsee5(v=vs.85).aspx) | [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-us/library/xt8xsee5(v=vs.100).aspx) |
| [How to: Sign Messages by One Signer](https://msdn.microsoft.com/en-US/library/ms180956(v=vs.80).aspx) | [How to: Sign Messages by One Signer](https://msdn.microsoft.com/en-us/library/ms180956(v=vs.85).aspx) |  |
| [How to: Sign a Message by Multiple Signers](https://msdn.microsoft.com/en-US/library/ms180957(v=vs.80).aspx) | [How to: Sign a Message by Multiple Signers](https://msdn.microsoft.com/en-us/library/ms180957(v=vs.85).aspx) |  |
| [How to: Countersign a Message](https://msdn.microsoft.com/en-US/library/ms180958(v=vs.80).aspx) | [How to: Countersign a Message](https://msdn.microsoft.com/en-us/library/ms180958(v=vs.85).aspx) |  |
| [How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-US/library/ms180959(v=vs.80).aspx) | [How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-us/library/ms180959(v=vs.85).aspx) |  |
| [How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-US/library/ms180960(v=vs.80).aspx) | [How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-us/library/ms180960(v=vs.85).aspx) |  |
| [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-US/library/ms180961(v=vs.80).aspx) | [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx) |  |
| [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-US/library/ms180963(v=vs.80).aspx) | [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx) |  |
| [How to: Add an Authenticated Attribute to a Signed Message](https://msdn.microsoft.com/en-US/library/ms180964(v=vs.80).aspx) | [How to: Add an Authenticated Attribute to a Signed Message](https://msdn.microsoft.com/en-us/library/ms180964(v=vs.85).aspx) |  |
| [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-US/library/ms229931(v=vs.80).aspx) | [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-us/library/ms229931(v=vs.85).aspx) | [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-us/library/ms229931(v=vs.100).aspx) |
|  |  |  |
|  |  | [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.100).aspx) |
|  |  | [Walkthrough: Creating a Cryptographic Application](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.100).aspx) |

## Security How-to Topics

**.NET Framework 2.0**

The following list includes links to the How-to topics found in the conceptual documentation for security.

* [How to: Request Permission to Access Unmanaged Code](https://msdn.microsoft.com/en-US/library/d0313z05(v=vs.80).aspx)
* [How to: Request Minimum Permissions by Using the RequestMinimum Flag](https://msdn.microsoft.com/en-US/library/ms229913(v=vs.80).aspx)
* [How to: Request Optional Permissions by Using the RequestOptional Flag](https://msdn.microsoft.com/en-US/library/ea5yat38(v=vs.80).aspx)
* [How to: Refuse Permissions by Using the RequestRefuse Flag](https://msdn.microsoft.com/en-US/library/4b7hy971(v=vs.80).aspx)
* [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-US/library/0d005ted(v=vs.80).aspx)
* [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-US/library/t6547wf1(v=vs.80).aspx)
* [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-US/library/y9dd5fx0(v=vs.80).aspx)
* [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-US/library/dc8ztsad(v=vs.80).aspx)
* [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-US/library/tswxhw92(v=vs.80).aspx)
* [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx)
* [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx)
* [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx)
* [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx)
* [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx)
* [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx)
* [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx)
* [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx)
* [How to: Use Data Protection](https://msdn.microsoft.com/en-US/library/ms229741(v=vs.80).aspx)
* [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-US/library/101853ac(v=vs.80).aspx)
* [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-US/library/xt8xsee5(v=vs.80).aspx)
* [How to: Sign Messages by One Signer](https://msdn.microsoft.com/en-US/library/ms180956(v=vs.80).aspx)
* [How to: Sign a Message by Multiple Signers](https://msdn.microsoft.com/en-US/library/ms180957(v=vs.80).aspx)
* [How to: Countersign a Message](https://msdn.microsoft.com/en-US/library/ms180958(v=vs.80).aspx)
* [How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-US/library/ms180959(v=vs.80).aspx)
* [How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-US/library/ms180960(v=vs.80).aspx)
* [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-US/library/ms180961(v=vs.80).aspx)
* [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-US/library/ms180963(v=vs.80).aspx)
* [How to: Add an Authenticated Attribute to a Signed Message](https://msdn.microsoft.com/en-US/library/ms180964(v=vs.80).aspx)
* [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-US/library/ms229931(v=vs.80).aspx)

## Security How-to Topics

**.NET Framework 3.0**

The following list includes links to the How-to topics found in the conceptual documentation for security.

* [How to: Request Permission to Access Unmanaged Code](https://msdn.microsoft.com/en-us/library/d0313z05(v=vs.85).aspx)
* [How to: Request Minimum Permissions by Using the RequestMinimum Flag](https://msdn.microsoft.com/en-us/library/ms229913(v=vs.85).aspx)
* [How to: Request Optional Permissions by Using the RequestOptional Flag](https://msdn.microsoft.com/en-us/library/ea5yat38(v=vs.85).aspx)
* [How to: Refuse Permissions by Using the RequestRefuse Flag](https://msdn.microsoft.com/en-us/library/4b7hy971(v=vs.85).aspx)
* [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.85).aspx)
* [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-us/library/t6547wf1(v=vs.85).aspx)
* [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-us/library/y9dd5fx0(v=vs.85).aspx)
* [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-us/library/dc8ztsad(v=vs.85).aspx)
* [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.85).aspx)
* [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/sb7w85t6(v=vs.85).aspx)
* [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/ms229740(v=vs.85).aspx)
* [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229746(v=vs.85).aspx)
* [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229919(v=vs.85).aspx)
* [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229744(v=vs.85).aspx)
* [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229943(v=vs.85).aspx)
* [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-us/library/ms229745(v=vs.85).aspx)
* [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-us/library/ms229950(v=vs.85).aspx)
* [How to: Use Data Protection](https://msdn.microsoft.com/en-us/library/ms229741(v=vs.85).aspx)
* [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.85).aspx)
* [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-us/library/xt8xsee5(v=vs.85).aspx)
* [How to: Sign Messages by One Signer](https://msdn.microsoft.com/en-us/library/ms180956(v=vs.85).aspx)
* [How to: Sign a Message by Multiple Signers](https://msdn.microsoft.com/en-us/library/ms180957(v=vs.85).aspx)
* [How to: Countersign a Message](https://msdn.microsoft.com/en-us/library/ms180958(v=vs.85).aspx)
* [How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-us/library/ms180959(v=vs.85).aspx)
* [How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-us/library/ms180960(v=vs.85).aspx)
* [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx)
* [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx)
* [How to: Add an Authenticated Attribute to a Signed Message](https://msdn.microsoft.com/en-us/library/ms180964(v=vs.85).aspx)
* [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-us/library/ms229931(v=vs.85).aspx)

## Security How-to Topics

**.NET Framework 4**

The following list includes links to the How-to and Walkthrough topics found in the conceptual documentation for security.

Code Access Security

* [How to: Request Permission for a Named Permission Set](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.100).aspx)
* [How to: Make APTCA Assemblies Inaccessible to Partially Trusted Code](https://msdn.microsoft.com/en-us/library/bb397854(v=vs.100).aspx)

Role-based Security

* [How to: Create a WindowsPrincipal Object](https://msdn.microsoft.com/en-us/library/t6547wf1(v=vs.100).aspx)
* [How to: Create GenericPrincipal and GenericIdentity Objects](https://msdn.microsoft.com/en-us/library/y9dd5fx0(v=vs.100).aspx)
* [How to: Perform Imperative Security Checks](https://msdn.microsoft.com/en-us/library/dc8ztsad(v=vs.100).aspx)

Cryptographic Services

* [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.100).aspx)
* [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/sb7w85t6(v=vs.100).aspx)
* [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-us/library/ms229740(v=vs.100).aspx)
* [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229746(v=vs.100).aspx)
* [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-us/library/ms229919(v=vs.100).aspx)
* [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229744(v=vs.100).aspx)
* [How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-us/library/ms229943(v=vs.100).aspx)
* [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-us/library/ms229745(v=vs.100).aspx)
* [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-us/library/ms229950(v=vs.100).aspx)
* [How to: Use Data Protection](https://msdn.microsoft.com/en-us/library/ms229741(v=vs.100).aspx)
* [Walkthrough: Creating a Cryptographic Application](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.100).aspx)
* [How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-us/library/ms229931(v=vs.100).aspx)

Security Policy Management

* [How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.100).aspx)
* [How to: Add Custom Permissions to Security Policy](https://msdn.microsoft.com/en-us/library/xt8xsee5(v=vs.100).aspx)

Secure Coding Guidelines

* [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.100).aspx)

## Key Security Concepts

**.NET Framework 1.1, 2.0, 3.0, 3.5**

The Microsoft .NET Framework offers code access security and role-based security to help address security concerns about mobile code and to provide support that enables components to determine what users are authorized to do. These security mechanisms use a simple, consistent model so that developers familiar with code access security can easily use role-based security, and vice versa. Both code access security and role-based security are implemented using a common infrastructure supplied by the common language runtime.

|  |
| --- |
| NoteNote |
| Starting with the .NET Framework version 4, security transparency is the default enforcement mechanism. Security transparency separates code that runs as part of the application from code that runs as part of the infrastructure. For more information, see [Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx). |

Because they use the same model and infrastructure, code access security and role-based security share several underlying concepts, which are described in this section. Make sure that you are familiar with these concepts before reading the documentation for .NET Framework code access security and role-based security.

[Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.71).aspx) 1.1, [Security Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.80).aspx) 2.0, 3.0, 3.5, 4.0

Describes permission objects and how they are used by the runtime.

[Type Safety and Security](https://msdn.microsoft.com/en-us/library/hbzz1a9a(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5, 4.0

Describes memory type safety and the security benefits it provides.

[Security Policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5

Provides an overview of security policy and how it is used by the runtime.

[Principal](https://msdn.microsoft.com/en-us/library/axt6w9h8(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5, 4.0

Describes three kinds of principals supported by .NET Framework role-based security.

[Authentication](https://msdn.microsoft.com/en-us/library/syf5yeat(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5, 4.0

Provides an overview of the authentication process used in .NET Framework role-based security.

[Authorization](https://msdn.microsoft.com/en-us/library/h2ds7dy5(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5, 4.0

Provides an overview of the authorization process used in .NET Framework role-based security.

[Security Concerns for Internal Virtual and Overloads Overridable Friend Keywords](https://msdn.microsoft.com/en-us/library/heyd8kky(v=vs.71).aspx) 1.1, 2.0, 3.0, 3.5, 4.0

Explains security concerns when using these keywords.

Related Sections

[Securing ASP.NET Web Applications](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.71).aspx)

Describes ASP.NET security in detail and provides instructions for using it in your code.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

Describes .NET Framework role-based security in detail and provides instructions for using it in your code.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx)

Describes the .NET Framework security policy model.

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

Describes .NET Framework role-based security in detail and provides instructions for using it in your code.

[ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.100).aspx)

Describes ASP.NET security in detail and provides instructions for using it in your code.

[Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx)

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx)

Describes .NET Framework role-based security in detail and provides instructions for using it in your code.

[Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx)

Describes how security transparency is implemented in the .NET Framework 4.

### Permissions **.NET Framework 1.1, 2.0, 3.0**

The common language runtime allows code to perform only those operations that the code has permission to perform. The runtime uses objects called permissions to implement its mechanism for enforcing restrictions on managed code. The primary uses of permissions are as follows:

* Code can request the permissions it either needs or could use. The .NET Framework security system determines whether such requests are honored. Requests are honored only if the code's evidence merits granting those permissions. Code never receives more permission than the current security settings allow based upon a request. However, code will be granted less permission based upon a request.
* The runtime can grant permissions to code based on characteristics of the code's identity, on the permissions that are requested, and on how much the code is trusted (as determined by security policy set by an administrator). For more information about how the runtime decides which permissions to grant, see [Security Policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.71).aspx) and [Permission Grants](https://msdn.microsoft.com/en-us/library/abt16x18(v=vs.71).aspx).
* Code can demand that its callers have specific permissions. If you place a demand for a certain permission on your code, all code that uses your code must have that permission to run.

There are three kinds of permissions, each with a specific purpose:

* Code access permissions, which represent access to a protected resource or the ability to perform a protected operation.
* Identity permissions, which indicate that code has credentials that support a particular kind of identity.
* Role-based security permissions, which provide a mechanism for discovering whether a user (or the agent acting on the user's behalf) has a particular identity or is a member of a specified role. [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) is the only role-based security permission.

The runtime provides built-in permission classes in several namespaces and also supplies support for designing and implementing custom permission classes.

### Security Permissions

### **.NET Framework 3.5**

Updated: September 2008

The common language runtime allows code to perform only those operations that the code has permission to perform. The runtime uses objects called permissions to implement its mechanism for enforcing restrictions on managed code.

There are three kinds of permissions, and each has a specific purpose:

* [Code Access Permissions](https://msdn.microsoft.com/en-us/library/h846e9b3(v=vs.90).aspx), which represent access to a protected resource or the ability to perform a protected operation.
* [Identity Permissions](https://msdn.microsoft.com/en-us/library/d3wktt6a(v=vs.90).aspx) (a category of code access permissions), which indicate that code has credentials that support a particular kind of identity.
* [Role-Based Security Permissions](https://msdn.microsoft.com/en-us/library/7sxk9k2h(v=vs.90).aspx), which provide a mechanism for discovering whether a user (or the agent acting on the user's behalf) has a particular identity or is a member of a specified role. [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.90).aspx) is the only role-based security permission.

Security permissions can be in the form of a permission class ([Imperative Security](https://msdn.microsoft.com/en-us/library/0xkh23z7(v=vs.90).aspx)) or an attribute that represents a permission class ([Declarative Security](https://msdn.microsoft.com/en-us/library/kaacwy28(v=vs.90).aspx)). The base class for security permissions is [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.90).aspx); the base class for security permission attributes is[CodeAccessSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.codeaccesssecurityattribute(v=vs.90).aspx).

An application, in the form of an assembly, is granted a set of permissions. The grants are made by using predefined permission sets. The .NET Framework provides default [NamedPermissionSets](https://msdn.microsoft.com/en-us/library/53dz82ah(v=vs.90).aspx). The grant set determines the permissions the code has available to it. The runtime grants permissions to code based on characteristics of the code's identity, on the permissions that are requested, and on how much the code is trusted (as determined by security policy set by an administrator). For more information about how the runtime decides which permissions to grant, see [Security Policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.90).aspx) and [Permission Grants](https://msdn.microsoft.com/en-us/library/abt16x18(v=vs.90).aspx).

The primary uses of permissions are as follows:

* Library code can demand that its callers have specific permissions. If you place a [Demand](https://msdn.microsoft.com/en-us/library/1a68f9a5(v=vs.90).aspx) for a permission in your code, all code that uses your code is expected to have that permission to run. Demands can be used to determine whether callers have access to specific resources or to discover the identity of a caller.
* Code can verify that it has the permissions it either needs or could use. Use the [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag to confirm that code has the permissions it needs to run. For more information, see [How to: Request Minimum Permissions by Using the RequestMinimum Flag](https://msdn.microsoft.com/en-us/library/ms229913(v=vs.90).aspx).
* Code can use permissions to deny access to resources it wants to protect. You can use the ability to deny permissions to protect against inadvertent access by your own code; for example, you can limit file access to a specific location when you accept a file path from user input. However, we do not recommend using permission requests to prohibit access for the purpose of protecting against intentional misuse. Called assemblies, which have the refused permissions in their grant set, can override denied permissions by using the [Assert](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.90).aspx) method. The only way to securely protect resources from untrusted code in referenced assemblies is to execute that code with a grant set that does not include those permissions.
* The runtime provides built-in permission classes in several namespaces and also supplies support for designing and implementing custom permission classes.
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### Security Permissions

**.NET Framework 4, 4.5**

The common language runtime allows code to perform only those operations that the code has permission to perform. The runtime uses objects called permissions to enforce restrictions on managed code. The runtime provides built-in permission classes in several namespaces and also supports designing and implementing custom permission classes.

There are two kinds of permissions, and each has a specific purpose:

* [Code Access Permissions](https://msdn.microsoft.com/en-us/library/h846e9b3(v=vs.100).aspx) represent access to a protected resource or the ability to perform a protected operation.
* [Role-Based Security Permissions](https://msdn.microsoft.com/en-us/library/7sxk9k2h(v=vs.100).aspx) provide a mechanism for discovering whether a user (or the agent acting on the user's behalf) has a particular identity or is a member of a specified role. [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.100).aspx) is the only role-based security permission.

Security permissions can be in the form of a permission class ([imperative security](https://msdn.microsoft.com/en-us/library/0xkh23z7(v=vs.100).aspx)) or an attribute that represents a permission class ([declarative security](https://msdn.microsoft.com/en-us/library/kaacwy28(v=vs.100).aspx)). The base class for security permissions is [System.Security.CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.100).aspx); the base class for security permission attributes is [System.Security.Permissions.CodeAccessSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.codeaccesssecurityattribute(v=vs.100).aspx).

An application, in the form of an assembly, is granted a set of permissions at the time it is loaded into an application domain. The grants are typically made by using predefined permission sets that are determined by the [SecurityManager.GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.100).aspx) method. The grant set determines the permissions the code has available to it. The runtime grants permissions based on the code's origin location (for example, the local machine, local intranet, or the Internet). Code can also be granted special permissions if it is loaded into a sandbox. For more information about running code in a sandbox, see [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.100).aspx).

The primary uses of permissions are as follows:

* Library code can demand that its callers have specific permissions. If you place a [Demand](https://msdn.microsoft.com/en-us/library/1a68f9a5(v=vs.100).aspx) for a permission in your code, all code that uses your code is expected to have that permission to run. Demands can be used to determine whether callers have access to specific resources or to discover the identity of a caller.
* Code can use permissions to deny access to resources it wants to protect. You can use [SecurityAction.PermitOnly](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) to specify a limited permission set, implicitly denying all other permissions. However, we do not recommend using [PermitOnly](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) to prohibit access for the purpose of protecting against intentional misuse. Called assemblies, which have the implicitly refused permissions in their grant set, can override denied permissions by performing an [SecurityAction.Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) for any permission they want to use. For example, if you permitted only [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.100).aspx) and called an assembly that inherently has [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.100).aspx), the assembly can simply do an [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) for[FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.100).aspx) and perform file operations. The only way to securely protect resources from untrusted code in referenced assemblies is to execute that code with a grant set that does not include those permissions.

[**See Also**](javascript:void(0))
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#### Code Access Permissions

.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0, 4.5

Code access permissions are permission objects that are used to help protect resources and operations from unauthorized use. They are a fundamental part of the common language runtime's mechanism for enforcing security restrictions on managed code.

Each code access permission represents one of the following rights:

* The right to access a protected resource, such as files or environment variables.
* The right to perform a protected operation, such as accessing unmanaged code.

All code access permissions can be requested or demanded by code, and the runtime decides which permissions, if any, to grant the code.

Each code access permission derives from the [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx) class, which means that all code access permissions have methods in common, such as **Demand**, **Assert**, **Deny**, **PermitOnly**, **IsSubsetOf**, **Intersect**, and **Union**.

The .NET Framework provides the following code access permissions.

|  |  |
| --- | --- |
| Permission class name | Right represented |
| [AspNetHostingPermission](https://msdn.microsoft.com/en-us/library/system.web.aspnethostingpermission(v=vs.71).aspx) | Access resources in ASP.NET-hosted environments. |
| [DirectoryServicesPermission](https://msdn.microsoft.com/en-us/library/system.directoryservices.directoryservicespermission(v=vs.71).aspx) | Access to the [System.DirectoryServices](https://msdn.microsoft.com/en-us/library/system.directoryservices(v=vs.71).aspx) classes. |
| [DnsPermission](https://msdn.microsoft.com/en-us/library/system.net.dnspermission(v=vs.71).aspx) | Access to Domain Name System (DNS). |
| [EnvironmentPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.environmentpermission(v=vs.71).aspx) | Read or write environment variables. |
| [EventLogPermission](https://msdn.microsoft.com/en-us/library/system.diagnostics.eventlogpermission(v=vs.71).aspx) | Read or write access to event log services. |
| [FileDialogPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.filedialogpermission(v=vs.71).aspx) | Access files that have been selected by the user in an **Open** dialog box. |
| [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) | Read, append, or write files or directories. |
| [IsolatedStorageFilePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragefilepermission(v=vs.71).aspx) | Access isolated storage, which is storage that is associated with a specific user and with some aspect of the code's identity, such as its Web site, publisher, or signature. |
| [MessageQueuePermission](https://msdn.microsoft.com/en-us/library/system.messaging.messagequeuepermission(v=vs.71).aspx) | Access message queues through the managed Microsoft Message Queuing (MSMQ) interfaces. |
| [OdbcPermission](https://msdn.microsoft.com/en-us/library/system.data.odbc.odbcpermission(v=vs.71).aspx) | Access an ODBC data source. |
| [OleDbPermission](https://msdn.microsoft.com/en-us/library/system.data.oledb.oledbpermission(v=vs.71).aspx) | Access databases using OLE DB. |
| [OraclePermission](https://msdn.microsoft.com/en-us/library/system.data.oracleclient.oraclepermission(v=vs.71).aspx) | Access an Oracle database. |
| [PerformanceCounterPermission](https://msdn.microsoft.com/en-us/library/system.diagnostics.performancecounterpermission(v=vs.71).aspx) | Access performance counters. |
| [PrintingPermission](https://msdn.microsoft.com/en-us/library/system.drawing.printing.printingpermission(v=vs.71).aspx) | Access printers. |
| [ReflectionPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.reflectionpermission(v=vs.71).aspx) | Discover information about a type at run time. |
| [RegistryPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.registrypermission(v=vs.71).aspx) | Read, write, create, or delete registry keys and values. |
| [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) | Execute, assert permissions, call into unmanaged code, skip verification, and other rights. |
| [ServiceControllerPermission](https://msdn.microsoft.com/en-us/library/system.serviceprocess.servicecontrollerpermission(v=vs.71).aspx) | Access running or stopped services. |
| [SocketPermission](https://msdn.microsoft.com/en-us/library/system.net.socketpermission(v=vs.71).aspx) | Make or accept connections on a transport address. |
| [SqlClientPermission](https://msdn.microsoft.com/en-us/library/system.data.sqlclient.sqlclientpermission(v=vs.71).aspx) | Access SQL databases. |
| [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.71).aspx) | Access user interface functionality. |
| [WebPermission](https://msdn.microsoft.com/en-us/library/system.net.webpermission(v=vs.71).aspx) | Make or accept connections on a Web address. |

Additionally, the .NET Framework provides the following abstract classes that you can use to create your own custom permissions.

|  |  |
| --- | --- |
| Permission class name | Right represented |
| [DBDataPermission](https://msdn.microsoft.com/en-us/library/system.data.common.dbdatapermission(v=vs.71).aspx) | Access a database. |
| [IsolatedStoragePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragepermission(v=vs.71).aspx) | Access isolated storage. |
| [ResourcePermissionBase](https://msdn.microsoft.com/en-us/library/system.security.permissions.resourcepermissionbase(v=vs.71).aspx) | Access system resources. |

#### Identity Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Identity permissions represent characteristics that identify an assembly. The common language runtime grants identity permissions to an assembly based on the information it obtains about the assembly. This information, called evidence, is provided by the loader or a [trusted host](https://msdn.microsoft.com/en-us/library/6700e49f(v=vs.71).aspx) and can include items such as the digital signature of the assembly or the Web site where it originates. Each identity permission represents a particular kind of evidence that an assembly must have in order to run. For example, one permission represents the [strong name](https://msdn.microsoft.com/en-us/library/wd40t7ad(v=vs.71).aspx)an assembly must have, another represents the Web site where the code must have originated, and so on.

Because the identity permissions have a set of functionality in common with code access permissions, they are derived from the same base class as the code access permissions, [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx).

Identity permissions help protect code from unauthorized access. The runtime grants identity permissions when the assembly is loaded based on the evidence that is provided. Although identity permissions can be requested, they cannot be granted unless the code has the proper identity evidence. Identity permissions can also be demanded.

The .NET Framework provides the following identity permissions.

|  |  |
| --- | --- |
| Class name | Identity represented |
| [PublisherIdentityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.publisheridentitypermission(v=vs.71).aspx) | The software publisher's digital signature. |
| [SiteIdentityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.siteidentitypermission(v=vs.71).aspx) | The Web site where the code originated. |
| [StrongNameIdentityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.strongnameidentitypermission(v=vs.71).aspx) | The [strong name](https://msdn.microsoft.com/en-us/library/wd40t7ad(v=vs.71).aspx) of the assembly. |
| [URLIdentityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.urlidentitypermission(v=vs.71).aspx) | The URL where the code originated (including the protocol prefix — http, https, ftp, and so on). |
| [ZoneIdentityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.zoneidentitypermission(v=vs.71).aspx) | The zone where the code originated. For more information, see [System.Security.SecurityZone](https://msdn.microsoft.com/en-us/library/system.security.securityzone(v=vs.71).aspx). |

#### Role-Based Security Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0, 4.5**

[PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) is a role-based security permission that can be used to determine whether a user has a specified identity or is a member of a specified role. **PrincipalPermission** is the only role-based security permission supplied by the .NET Framework class library.

##### PrincipalPermission Class

.NET Framework 1.1,2.0, 3.0, 3.5, 4, 4.5, 4.6

Allows checks against the active principal (see [IPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx)) using the language constructs defined for both declarative and imperative security actions. This class cannot be inherited.

[**Syntax**](javascript:void(0))

C#

[SerializableAttribute]

[ComVisibleAttribute(true)]

public sealed class PrincipalPermission : IPermission,

ISecurityEncodable, IUnrestrictedPermission

The PrincipalPermission type exposes the following members.

[Constructors](javascript:void(0))

|  |  |  |
| --- | --- | --- |
|  | Name | Description |
| Public method | [PrincipalPermission(PermissionState)](https://msdn.microsoft.com/en-us/library/230thh38(v=vs.110).aspx) | Initializes a new instance of the PrincipalPermission class with the specified[PermissionState](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.110).aspx). |
| Public method | [PrincipalPermission(String, String)](https://msdn.microsoft.com/en-us/library/zxy9x672(v=vs.110).aspx) | Initializes a new instance of the PrincipalPermission class for the specified *name*and *role*. |
| Public method | [PrincipalPermission(String, String, Boolean)](https://msdn.microsoft.com/en-us/library/3ht8409h(v=vs.110).aspx) | Initializes a new instance of the PrincipalPermission class for the specified *name*,*role*, and authentication status. |

[**Methods**](javascript:void(0))

|  |  |  |
| --- | --- | --- |
|  | Name | Description |
| Public method | [Copy](https://msdn.microsoft.com/en-us/library/0zye58ay(v=vs.110).aspx) | Creates and returns an identical copy of the current permission. |
| Public method | [Demand](https://msdn.microsoft.com/en-us/library/t5cyk9b0(v=vs.110).aspx) | Determines at run time whether the current principal matches the principal specified by the current permission. |
| Public method | [Equals](https://msdn.microsoft.com/en-us/library/t5tw73ff(v=vs.110).aspx) | Determines whether the specified PrincipalPermission object is equal to the current PrincipalPermission.(Overrides [Object.Equals(Object)](https://msdn.microsoft.com/en-us/library/bsc2ak47(v=vs.110).aspx).) |
| Public method | [FromXml](https://msdn.microsoft.com/en-us/library/b3sd1794(v=vs.110).aspx) | Reconstructs a permission with a specified state from an XML encoding. |
| Public method | [GetHashCode](https://msdn.microsoft.com/en-us/library/6es82tfx(v=vs.110).aspx) | Gets a hash code for the PrincipalPermission object that is suitable for use in hashing algorithms and data structures such as a hash table. (Overrides [Object.GetHashCode()](https://msdn.microsoft.com/en-us/library/zdee4b3y(v=vs.110).aspx).) |
| Public method | [GetType](https://msdn.microsoft.com/en-us/library/dfwy45w9(v=vs.110).aspx) | Gets the [Type](https://msdn.microsoft.com/en-us/library/system.type(v=vs.110).aspx) of the current instance. (Inherited from [Object](https://msdn.microsoft.com/en-us/library/system.object(v=vs.110).aspx).) |
| Public method | [Intersect](https://msdn.microsoft.com/en-us/library/hs8b07b2(v=vs.110).aspx) | Creates and returns a permission that is the intersection of the current permission and the specified permission. |
| Public method | [IsSubsetOf](https://msdn.microsoft.com/en-us/library/k3t0d94x(v=vs.110).aspx) | Determines whether the current permission is a subset of the specified permission. |
| Public method | [IsUnrestricted](https://msdn.microsoft.com/en-us/library/wfx08hsc(v=vs.110).aspx) | Returns a value indicating whether the current permission is unrestricted. |
| Public method | [ToString](https://msdn.microsoft.com/en-us/library/f0kzd01y(v=vs.110).aspx) | Creates and returns a string representing the current permission. (Overrides [Object.ToString()](https://msdn.microsoft.com/en-us/library/7bxwbwt2(v=vs.110).aspx).) |
| Public method | [ToXml](https://msdn.microsoft.com/en-us/library/bedasy0k(v=vs.110).aspx) | Creates an XML encoding of the permission and its current state. |
| Public method | [Union](https://msdn.microsoft.com/en-us/library/t8swcd04(v=vs.110).aspx) | Creates a permission that is the union of the current permission and the specified permission. |

Thread Safety

Any public static (**Shared** in Visual Basic) members of this type are thread safe. Any instance members are not guaranteed to be thread safe.

Remarks

By passing identity information (user name and role) to the constructor, **PrincipalPermission** can be used to demand that the identity of the active principal matches this information.

To match the active [IPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) and associated [IIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.iidentity(v=vs.71).aspx), both the specified identity and role must match. If a null reference (**Nothing** in Visual Basic) identity string is used, it is interpreted as a request to match any identity. Use of a null reference (**Nothing**) role string will match any role. By implication, passing a null reference (**Nothing**) parameter for *name* or *role* to **PrincipalPermission** will match the identity and roles in any **IPrincipal**. It is also possible to construct a **PrincipalPermission** that only determines whether the **IIdentity** represents an authenticated or unauthenticated entity. In this case, *name* and *role* are ignored.

Unlike most other permissions, **PrincipalPermission** does not extend [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx). It does, however, implement the [IPermission](https://msdn.microsoft.com/en-us/library/system.security.ipermission(v=vs.71).aspx)interface. This is because **PrincipalPermission** is not a code access permission; that is, it is not granted based on the identity of the executing assembly. Instead, it allows code to perform actions ([Demand](https://msdn.microsoft.com/en-us/library/t5cyk9b0(v=vs.71).aspx), [Union](https://msdn.microsoft.com/en-us/library/t8swcd04(v=vs.71).aspx), [Intersect](https://msdn.microsoft.com/en-us/library/hs8b07b2(v=vs.71).aspx), and so on) against the current user identity in a manner consistent with the way those actions are performed for code access and code identity permissions.

Example

[Visual Basic, C#, C++] The following example creates two **PrincipalPermission** objects representing two different administrative users, forms the union of the two, and makes a demand. [Demand](https://msdn.microsoft.com/en-us/library/t5cyk9b0(v=vs.71).aspx) will succeed only if the active implementation of [IPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) represents either user Bob in the role of Manager or user Louise in the role of Supervisor.

### [Type Safety and Security](https://msdn.microsoft.com/en-us/library/hbzz1a9a(v=vs.71).aspx)

Type Safety and Security

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0, 4.5**

Type-safe code accesses only the memory locations it is authorized to access. (For this discussion, type safety specifically refers to memory type safety and should not be confused with type safety in a broader respect.) For example, type-safe code cannot read values from another object's private fields. It accesses types only in well-defined, allowable ways.

During just-in-time (JIT) compilation, an optional verification process examines the metadata and Microsoft intermediate language (MSIL) of a method to be JIT-compiled into native machine code to verify that they are type safe. This process is skipped if the code has permission to bypass verification. For more information about verification, see [Compiling MSIL to Native Code](https://msdn.microsoft.com/en-us/library/ht8ecch6(v=vs.71).aspx).

Although verification of type safety is not mandatory to run managed code, type safety plays a crucial role in assembly isolation and security enforcement. When code is type safe, the common language runtime can completely isolate assemblies from each other. This isolation helps ensure that assemblies cannot adversely affect each other and it increases application reliability. Type-safe components can execute safely in the same process even if they are trusted at different levels. When code is not type safe, unwanted side effects can occur. For example, the runtime cannot prevent unsafe code from calling into native (unmanaged) code and performing malicious operations. When code is type safe, the runtime's security enforcement mechanism ensures that it does not access native code unless it has permission to do so. All code that is not type safe must have been granted [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) with the passed enum member [SkipVerification](https://msdn.microsoft.com/en-us/library/tht37fky(v=vs.71).aspx) to run.

See Also

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx) | [Writing Verifiably Type-Safe Code](https://msdn.microsoft.com/en-us/library/01k04eaf(v=vs.71).aspx)

### Security Policy ****.NET Framework 1.1, 2.0, 3.0, 3.5****

Security policy is the configurable set of rules that the common language runtime follows when it decides what it will allow code to do. Administrators set security policy and the runtime enforces it. The runtime helps ensure that code can access only the resources and call only the code allowed by security policy.

Whenever an attempt is made to load an assembly, the runtime uses security policy to determine which permissions to grant to the assembly. After examining information, called evidence, that describes the identity of the assembly, the runtime uses security policy to decide how much the code is trusted and, therefore, what permissions to grant to that assembly. Evidence includes, but is not limited to, the code's publisher, its site, and its zone. Security policy also determines which permissions to grant to application domains.

See Also

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx) | [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx)

### .NET Framework Security Policy ****.NET Framework 4****

Security policy is the configurable set of rules that the common language runtime follows when it decides what it will allow code to do. Administrators set security policy and the runtime enforces it. The runtime helps ensure that code can access only the resources and call only the code allowed by security policy.

|  |
| --- |
| Note**Note** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. For more information, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Whenever an attempt is made to load an assembly, the runtime uses security policy to determine which permissions to grant to the assembly. After examining information, called evidence, that describes the identity of the assembly, the runtime uses security policy to decide how much the code is trusted and, therefore, what permissions to grant to that assembly. Evidence includes, but is not limited to, the code's publisher, its site, and its zone. Security policy also determines which permissions to grant to application domains.

### Principal

**.NET Framework 1.1, 2.0, 3.0, 4.0, 4.5**

A principal represents the identity and role of a user and acts on the user's behalf. Role-based security in the .NET Framework supports three kinds of principals:

* Generic principals represent users and roles that exist independent of Windows NT and Windows 2000 users and roles.
* Windows principals represent Windows users and their roles (or their Windows NT and Windows 2000 groups). A Windows principal can impersonate another user, which means the principal can access a resource on a user's behalf while presenting the identity that belongs to that user.
* Custom principals can be defined by an application in any way that is needed for that particular application. They can extend the basic notion of the principal's identity and roles.

### Authentication

**.NET Framework 1.1, 2.0, 3.0**

Authentication is the process of discovering and verifying the identity of a principal by examining the user's credentials and validating those credentials against some authority. The information obtained during authentication is directly usable by your code. That is, once the identity of the principal is discovered, you can use .NET Framework role-based security to determine whether to allow that principal to access your code.

A variety of authentication mechanisms are used today, many of which can be used with .NET Framework role-based security. Some of the most commonly used mechanisms are basic, digest, Passport, operating system (such as NTLM or Kerberos), or application-defined mechanisms.

### Authentication

**.NET Framework 3.5**

Updated: May 2009

Authentication is the process of discovering and verifying the identity of a principal by examining the user's credentials and validating those credentials against some authority. The information obtained during authentication is directly usable by your code. You can also use .NET Framework role-based security to authenticate the current user and to determine whether to allow that principal to access your code. See the overloads of the [WindowsPrincipal.IsInRole](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal.isinrole(v=vs.90).aspx) method for examples of how to authenticate the principal for specific roles. For example, you can use the [WindowsPrincipal.IsInRole(String)](https://msdn.microsoft.com/en-us/library/fs485fwh(v=vs.90).aspx) method to determine whether the current user is a member of the Administrators group.

A variety of authentication mechanisms are used today, many of which can be used with .NET Framework role-based security. Some of the most commonly used mechanisms are basic, digest, Passport, operating system (such as NTLM or Kerberos), or application-defined mechanisms.

[**Example**](javascript:void(0))

The following example requires that the active principal be an administrator. The *name* parameter is null, which allows any user who is an administrator to pass the demand.

|  |
| --- |
| Note**Note:** |
| In Windows Vista, User Account Control (UAC) determines the privileges of a user. If you are a member of the Built-in Administrators group, you are assigned two run-time access tokens: a standard user access token and an administrator access token. By default, you are in the standard user role. To execute the code that requires you to be an administrator, you must first elevate your privileges from standard user to administrator. You can do this when you start an application by right-clicking the application icon and indicating that you want to run as an administrator. |

[**See Also**](javascript:void(0))

Other Resources

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.90).aspx)

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.90).aspx)

[**Change History**](javascript:void(0))

|  |  |  |
| --- | --- | --- |
| Date | History | Reason |
| May 2009 | Added link to [WindowsPrincipal.IsInRole](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal.isinrole(v=vs.90).aspx) for examples. | Customer feedback. |
| September 2008 | Added examples. | Customer feedback. |

### Authentication

**.NET Framework 4, 4.5**

Authentication is the process of discovering and verifying the identity of a principal by examining the user's credentials and validating those credentials against some authority. The information obtained during authentication is directly usable by your code. You can also use .NET Framework role-based security to authenticate the current user and to determine whether to allow that principal to access your code. See the overloads of the [WindowsPrincipal.IsInRole](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal.isinrole(v=vs.100).aspx) method for examples of how to authenticate the principal for specific roles. For example, you can use the [WindowsPrincipal.IsInRole(String)](https://msdn.microsoft.com/en-us/library/fs485fwh(v=vs.100).aspx) overload to determine if the current user is a member of the Administrators group.

A variety of authentication mechanisms are used today, many of which can be used with .NET Framework role-based security. Some of the most commonly used mechanisms are basic, digest, Passport, operating system (such as NTLM or Kerberos), or application-defined mechanisms.

[**Example**](javascript:void(0))

The following example requires that the active principal be an administrator. The *name* parameter is **null**, which allows any user who is an administrator to pass the demand.

|  |
| --- |
| Note**Note** |
| In Windows Vista, User Account Control (UAC) determines the privileges of a user. If you are a member of the Built-in Administrators group, you are assigned two run-time access tokens: a standard user access token and an administrator access token. By default, you are in the standard user role. To execute the code that requires you to be an administrator, you must first elevate your privileges from standard user to administrator. You can do this when you start an application by right-clicking the application icon and indicating that you want to run as an administrator. |

C#

[**C++**](https://msdn.microsoft.com/en-us/library/syf5yeat(v=vs.100).aspx?cs-save-lang=1&cs-lang=cpp#code-snippet-1)

[**VB**](https://msdn.microsoft.com/en-us/library/syf5yeat(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Threading;

using System.Security.Permissions;

using System.Security.Principal;

class SecurityPrincipalDemo

{

public static void Main()

{

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

PrincipalPermission principalPerm = new PrincipalPermission(null, "Administrators");

principalPerm.Demand();

Console.WriteLine("Demand succeeded.");

}

}

The following example demonstrates how to determine the identity of the principal and the roles available to the principal. An application of this example might be to confirm that the current user is in a role you allow for using your application.

C#

[**C++**](https://msdn.microsoft.com/en-us/library/syf5yeat(v=vs.100).aspx?cs-save-lang=1&cs-lang=cpp#code-snippet-2)

[**VB**](https://msdn.microsoft.com/en-us/library/syf5yeat(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

using System;

using System.Threading;

using System.Security.Permissions;

using System.Security.Principal;

class SecurityPrincipalDemo

{

public static void DemonstrateWindowsBuiltInRoleEnum()

{

AppDomain myDomain = Thread.GetDomain();

myDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

WindowsPrincipal myPrincipal = (WindowsPrincipal)Thread.CurrentPrincipal;

Console.WriteLine("{0} belongs to: ", myPrincipal.Identity.Name.ToString());

Array wbirFields = Enum.GetValues(typeof(WindowsBuiltInRole));

foreach (object roleName in wbirFields)

{

try

{

// Cast the role name to a RID represented by the WindowsBuildInRole value.

Console.WriteLine("{0}? {1}.", roleName,

myPrincipal.IsInRole((WindowsBuiltInRole)roleName));

Console.WriteLine("The RID for this role is: " + ((int)roleName).ToString());

}

catch (Exception)

{

Console.WriteLine("{0}: Could not obtain role for this RID.",

roleName);

}

}

// Get the role using the string value of the role.

Console.WriteLine("{0}? {1}.", "Administrators",

myPrincipal.IsInRole("BUILTIN\\" + "Administrators"));

Console.WriteLine("{0}? {1}.", "Users",

myPrincipal.IsInRole("BUILTIN\\" + "Users"));

// Get the role using the WindowsBuiltInRole enumeration value.

Console.WriteLine("{0}? {1}.", WindowsBuiltInRole.Administrator,

myPrincipal.IsInRole(WindowsBuiltInRole.Administrator));

// Get the role using the WellKnownSidType.

SecurityIdentifier sid = new SecurityIdentifier(WellKnownSidType.BuiltinAdministratorsSid, null);

Console.WriteLine("WellKnownSidType BuiltinAdministratorsSid {0}? {1}.", sid.Value, myPrincipal.IsInRole(sid));

}

public static void Main()

{

DemonstrateWindowsBuiltInRoleEnum();

}

}

[**See Also**](javascript:void(0))

Other Resources

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx)

[Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx)

### Authorization

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5**

Authorization is the process of determining whether a principal is allowed to perform a requested action. Authorization occurs after authentication and uses information about the principal's identity and roles to determine what resources the principal can access. You can use .NET Framework role-based security to implement authorization.

See Also

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx) | [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

### Security Concerns for Internal Virtual and Overloads Overridable Friend Keywords

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4., 4.5**

You should never base the security of your application on a member that is marked with the internalvirtual modifier in C# (the [Overloads](https://msdn.microsoft.com/en-us/library/ybxdk47f(v=vs.71).aspx)[Overridable](https://msdn.microsoft.com/en-us/library/zcfd2sa9(v=vs.71).aspx)[Friend](https://msdn.microsoft.com/en-us/library/aa445159(v=vs.71).aspx)modifier in Visual Basic). Although members marked with these modifiers can only be overridden by other members within the current assembly, this rule is enforced only by the C# and Visual Basic languages. The runtime does not enforce this rule. It is therefore possible to override members marked as **internal virtual**in C# and **Overloads Overridable Friend** in Visual Basic using Microsoft Intermediate Language, or any other language that does not enforce this rule.

See Also

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx) | [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

## Key Security Concepts

**.NET Framework 4.6 and 4.5**

The Microsoft .NET Framework offers security transparency, code access security and role-based security to help address security concerns about mobile code and to provide support that enables components to determine what users are authorized to do. These security mechanisms use a simple, consistent model so that developers familiar with code access security can easily use role-based security, and vice versa. Both code access security and role-based security are implemented using a common infrastructure supplied by the common language runtime.

|  |
| --- |
| Note**Note** |
| Starting with the .NET Framework 4, security transparency is the default enforcement mechanism. Security transparency separates code that runs as part of the application from code that runs as part of the infrastructure. For more information, see [Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx). |

Because they use the same model and infrastructure, code access security and role-based security share several underlying concepts, which are described in this section. Make sure that you are familiar with these concepts before reading the documentation for .NET Framework code access security and role-based security.

### [Security permissions](javascript:void(0))

The common language runtime allows code to perform only those operations that the code has permission to perform. The runtime uses objects called permissions to enforce restrictions on managed code. The runtime provides built-in permission classes in several namespaces and also supports designing and implementing custom permission classes.

There are two kinds of permissions, and each has a specific purpose:

* Code access permissions represent access to a protected resource or the ability to perform a protected operation.
* Role-based security permissions provide a mechanism for discovering whether a user (or the agent acting on the user's behalf) has a particular identity or is a member of a specified role. [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.110).aspx) is the only role-based security permission.

Security permissions can be in the form of a permission class (imperative security) or an attribute that represents a permission class (declarative security). The base class for security permissions is [System.Security.CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.110).aspx); the base class for security permission attributes is [System.Security.Permissions.CodeAccessSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.codeaccesssecurityattribute(v=vs.110).aspx).

An application, in the form of an assembly, is granted a set of permissions at the time it is loaded into an application domain. The grants are typically made by using predefined permission sets that are determined by the [SecurityManager.GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.110).aspx) method. The grant set determines the permissions the code has available to it. The runtime grants permissions based on the code's origin location (for example, the local machine, local intranet, or the Internet). Code can also be granted special permissions if it is loaded into a sandbox. For more information about running code in a sandbox, see [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.110).aspx).

The primary uses of permissions are as follows:

* Library code can demand that its callers have specific permissions. If you place a [Demand](https://msdn.microsoft.com/en-us/library/1a68f9a5(v=vs.110).aspx) for a permission in your code, all code that uses your code is expected to have that permission to run. Demands can be used to determine whether callers have access to specific resources or to discover the identity of a caller.
* Code can use permissions to deny access to resources it wants to protect. You can use [SecurityAction.PermitOnly](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) to specify a limited permission set, implicitly denying all other permissions. However, we do not recommend using [PermitOnly](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) to prohibit access for the purpose of protecting against intentional misuse. Called assemblies, which have the implicitly refused permissions in their grant set, can override denied permissions by performing an [SecurityAction.Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) for any permission they want to use. For example, if you permitted only [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.110).aspx) and called an assembly that inherently has [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.110).aspx), the assembly can simply do an [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) for[FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.110).aspx) and perform file operations. The only way to securely protect resources from untrusted code in referenced assemblies is to execute that code with a grant set that does not include those permissions.

#### [**Code access permissions**](javascript:void(0))

Code access permissions are permission objects that are used to help protect resources and operations from unauthorized use. They are a fundamental part of the common language runtime's mechanism for enforcing security restrictions on managed code.

Each code access permission represents one of the following rights:

* The right to access a protected resource, such as files or environment variables.
* The right to perform a protected operation, such as accessing unmanaged code.

All code access permissions can be requested or demanded by code, and the runtime decides which permissions, if any, to grant the code.

Each code access permission derives from the [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.110).aspx) class, which means that all code access permissions have methods in common, such as **Demand**, **Assert**, **Deny**, **PermitOnly**, **IsSubsetOf**, **Intersect**, and **Union**.

|  |
| --- |
| Important note**Important** |
| In the .NET Framework 4, runtime support has been removed for enforcing the [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx), [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx), and[RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) permission requests. These requests should not be used in code that is based on .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.110).aspx). |

#### [**Role-based security permissions**](javascript:void(0))

[PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.110).aspx) is a role-based security permission that can be used to determine whether a user has a specified identity or is a member of a specified role. **PrincipalPermission** is the only role-based security permission supplied by the .NET Framework class library.

### [Type safety and security](javascript:void(0))

Type-safe code accesses only the memory locations it is authorized to access. (For this discussion, type safety specifically refers to memory type safety and should not be confused with type safety in a broader respect.) For example, type-safe code cannot read values from another object's private fields. It accesses types only in well-defined, allowable ways.

During just-in-time (JIT) compilation, an optional verification process examines the metadata and Microsoft intermediate language (MSIL) of a method to be JIT-compiled into native machine code to verify that they are type safe. This process is skipped if the code has permission to bypass verification. For more information about verification, see [Managed Execution Process](https://msdn.microsoft.com/en-us/library/k5532s8a(v=vs.110).aspx).

Although verification of type safety is not mandatory to run managed code, type safety plays a crucial role in assembly isolation and security enforcement. When code is type safe, the common language runtime can completely isolate assemblies from each other. This isolation helps ensure that assemblies cannot adversely affect each other and it increases application reliability. Type-safe components can execute safely in the same process even if they are trusted at different levels. When code is not type safe, unwanted side effects can occur. For example, the runtime cannot prevent managed code from calling into native (unmanaged) code and performing malicious operations. When code is type safe, the runtime's security enforcement mechanism ensures that it does not access native code unless it has permission to do so. All code that is not type safe must have been granted [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.110).aspx) with the passed enum member [SkipVerification](https://msdn.microsoft.com/en-us/library/tht37fky(v=vs.110).aspx) to run.

For more information, see [Writing Verifiably Type-Safe Code](https://msdn.microsoft.com/en-us/library/01k04eaf(v=vs.110).aspx).

### [Principal](javascript:void(0))

A principal represents the identity and role of a user and acts on the user's behalf. Role-based security in the .NET Framework supports three kinds of principals:

* Generic principals represent users and roles that exist independent of Windows users and roles.
* Windows principals represent Windows users and their roles (or their Windows groups). A Windows principal can impersonate another user, which means that the principal can access a resource on a user's behalf while presenting the identity that belongs to that user.
* Custom principals can be defined by an application in any way that is needed for that particular application. They can extend the basic notion of the principal's identity and roles.

For more information, see [Principal and Identity Objects](https://msdn.microsoft.com/en-us/library/ftx85f8x(v=vs.110).aspx).

### [Authentication](javascript:void(0))

Authentication is the process of discovering and verifying the identity of a principal by examining the user's credentials and validating those credentials against some authority. The information obtained during authentication is directly usable by your code. You can also use .NET Framework role-based security to authenticate the current user and to determine whether to allow that principal to access your code. See the overloads of the [WindowsPrincipal.IsInRole](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal.isinrole(v=vs.110).aspx) method for examples of how to authenticate the principal for specific roles. For example, you can use the [WindowsPrincipal.IsInRole(String)](https://msdn.microsoft.com/en-us/library/fs485fwh(v=vs.110).aspx) overload to determine if the current user is a member of the Administrators group.

A variety of authentication mechanisms are used today, many of which can be used with .NET Framework role-based security. Some of the most commonly used mechanisms are basic, digest, Passport, operating system (such as NTLM or Kerberos), or application-defined mechanisms.

#### [**Example**](javascript:void(0))

The following example requires that the active principal be an administrator. The *name* parameter is **null**, which allows any user who is an administrator to pass the demand.

|  |
| --- |
| Note**Note** |
| In Windows Vista, User Account Control (UAC) determines the privileges of a user. If you are a member of the Built-in Administrators group, you are assigned two run-time access tokens: a standard user access token and an administrator access token. By default, you are in the standard user role. To execute the code that requires you to be an administrator, you must first elevate your privileges from standard user to administrator. You can do this when you start an application by right-clicking the application icon and indicating that you want to run as an administrator. |

C#

[**C++**](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.110).aspx?cs-save-lang=1&cs-lang=cpp#code-snippet-1)

[**VB**](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Threading;

using System.Security.Permissions;

using System.Security.Principal;

class SecurityPrincipalDemo

{

public static void Main()

{

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

PrincipalPermission principalPerm = new PrincipalPermission(null, "Administrators");

principalPerm.Demand();

Console.WriteLine("Demand succeeded.");

}

}

The following example demonstrates how to determine the identity of the principal and the roles available to the principal. An application of this example might be to confirm that the current user is in a role you allow for using your application.

C#

[**C++**](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.110).aspx?cs-save-lang=1&cs-lang=cpp#code-snippet-2)

[**VB**](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

using System;

using System.Threading;

using System.Security.Permissions;

using System.Security.Principal;

class SecurityPrincipalDemo

{

public static void DemonstrateWindowsBuiltInRoleEnum()

{

AppDomain myDomain = Thread.GetDomain();

myDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

WindowsPrincipal myPrincipal = (WindowsPrincipal)Thread.CurrentPrincipal;

Console.WriteLine("{0} belongs to: ", myPrincipal.Identity.Name.ToString());

Array wbirFields = Enum.GetValues(typeof(WindowsBuiltInRole));

foreach (object roleName in wbirFields)

{

try

{

// Cast the role name to a RID represented by the WindowsBuildInRole value.

Console.WriteLine("{0}? {1}.", roleName,

myPrincipal.IsInRole((WindowsBuiltInRole)roleName));

Console.WriteLine("The RID for this role is: " + ((int)roleName).ToString());

}

catch (Exception)

{

Console.WriteLine("{0}: Could not obtain role for this RID.",

roleName);

}

}

// Get the role using the string value of the role.

Console.WriteLine("{0}? {1}.", "Administrators",

myPrincipal.IsInRole("BUILTIN\\" + "Administrators"));

Console.WriteLine("{0}? {1}.", "Users",

myPrincipal.IsInRole("BUILTIN\\" + "Users"));

// Get the role using the WindowsBuiltInRole enumeration value.

Console.WriteLine("{0}? {1}.", WindowsBuiltInRole.Administrator,

myPrincipal.IsInRole(WindowsBuiltInRole.Administrator));

// Get the role using the WellKnownSidType.

SecurityIdentifier sid = new SecurityIdentifier(WellKnownSidType.BuiltinAdministratorsSid, null);

Console.WriteLine("WellKnownSidType BuiltinAdministratorsSid {0}? {1}.", sid.Value, myPrincipal.IsInRole(sid));

}

public static void Main()

{

DemonstrateWindowsBuiltInRoleEnum();

}

}

### [Authorization](javascript:void(0))

Authorization is the process of determining whether a principal is allowed to perform a requested action. Authorization occurs after authentication and uses information about the principal's identity and roles to determine what resources the principal can access. You can use .NET Framework role-based security to implement authorization.

### [Security concerns for internal virtual keywords](javascript:void(0))

You should never base the security of your application on a member that is marked with the [internal](https://msdn.microsoft.com/en-us/library/7c5ka91b(v=vs.110).aspx) [virtual](https://msdn.microsoft.com/en-us/library/9fkccyh4(v=vs.110).aspx) modifier in C# (the[Overloads](https://msdn.microsoft.com/en-us/library/ybxdk47f(v=vs.110).aspx) [Overridable](https://msdn.microsoft.com/en-us/library/zcfd2sa9(v=vs.110).aspx) [Friend](https://msdn.microsoft.com/en-us/library/08w05ey2(v=vs.110).aspx) modifier in Visual Basic). Although members marked with these modifiers can only be overridden by other members within the current assembly, this rule is enforced only by the C# and Visual Basic languages. The runtime does not enforce this rule. It is therefore possible to override members marked as **internal virtual**in C# and **Overloads Overridable Friend** in Visual Basic using Microsoft Intermediate Language, or any other language that does not enforce this rule.

## Code Access Security

Code Access Security

**.NET Framework 1.1, 2.0, 3.0, 3.**

Today's highly connected computer systems are frequently exposed to code originating from various, possibly unknown sources. Code can be attached to e-mail, contained in documents, or downloaded over the Internet. Unfortunately, many computer users have experienced firsthand the effects of malicious mobile code, including viruses and worms, which can damage or destroy data and cost time and money.

Most common security mechanisms give rights to users based on their logon credentials (usually a password) and restrict resources (often directories and files) that the user is allowed to access. However, this approach fails to address several issues: users obtain code from many sources, some of which might be unreliable; code can contain bugs or vulnerabilities that enable it to be exploited by malicious code; and code sometimes does things that the user does not know it will do. As a result, computer systems can be damaged and private data can be leaked when cautious and trustworthy users run malicious or error-filled software. Most operating system security mechanisms require that every piece of code must be completely trusted in order to run, except perhaps for scripts on a Web page. Therefore, there is still a need for a widely applicable security mechanism that allows code originating from one computer system to execute with protection on another system, even when there is no trust relationship between the systems.

To help protect computer systems from malicious mobile code, to allow code from unknown origins to run with protection, and to help prevent trusted code from intentionally or accidentally compromising security, the .NET Framework provides a security mechanism called code access security. Code access security allows code to be trusted to varying degrees depending on where the code originates and on other aspects of the code's identity. Code access security also enforces the varying levels of trust on code, which minimizes the amount of code that must be fully trusted in order to run. Using code access security can reduce the likelihood that your code can be misused by malicious or error-filled code. It can reduce your liability because you can specify the set of operations your code should be allowed to perform as well as the operations your code should never be allowed to perform. Code access security can also help minimize the damage that can result from security vulnerabilities in your code.

All managed code that targets the common language runtime receives the benefits of code access security, even if that code does not make a single code access security call. However, all applications should make code access requests, as outlined in [Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.71).aspx).

[Introduction to Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.71).aspx)

Provides an overview of code access security.

[Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.71).aspx)

Describes code access security and its most common uses.

[Using Libraries from Partially Trusted Code](https://msdn.microsoft.com/en-us/library/8skskf63(v=vs.71).aspx)

Describes how to enable libraries for use with unmanaged code and how to use libraries from unmanaged code.

[Writing Secure Class Libraries](https://msdn.microsoft.com/en-us/library/e942ksxt(v=vs.71).aspx)

Describes security considerations for class libraries.

[Writing Secure Managed Controls](https://msdn.microsoft.com/en-us/library/fked7c79(v=vs.71).aspx)

Describes security considerations for developing and deploying managed controls.

[Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.71).aspx)

Describes how to how create custom permissions.

Related Sections

[Securing Applications](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.71).aspx)

Provides an overview of the entire .NET Framework security system.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx)

Provides an overview of many of the key terms and concepts used in the .NET Framework security system.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

Describes how to incorporate security based on roles.

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.71).aspx)

Describes how to incorporate cryptography into your applications.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx)

Describes how to manage security policy.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.71).aspx)

Describes the tools used to implement and administer the .NET Framework security system.

[Security in the .NET Framework](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.80).aspx)

Provides an overview of the entire .NET Framework security system.

## Code Access Security

**.NET Framework 4,** 4.5, 4.6

Today's highly connected computer systems are frequently exposed to code originating from various, possibly unknown sources. Code can be attached to e-mail, contained in documents, or downloaded over the Internet. Unfortunately, many computer users have experienced firsthand the effects of malicious mobile code, including viruses and worms, which can damage or destroy data and cost time and money.

Most common security mechanisms give rights to users based on their logon credentials (usually a password) and restrict resources (often directories and files) that the user is allowed to access. However, this approach fails to address several issues: users obtain code from many sources, some of which might be unreliable; code can contain bugs or vulnerabilities that enable it to be exploited by malicious code; and code sometimes does things that the user does not know it will do. As a result, computer systems can be damaged and private data can be leaked when cautious and trustworthy users run malicious or error-filled software. Most operating system security mechanisms require that every piece of code must be completely trusted in order to run, except perhaps for scripts on a Web page. Therefore, there is still a need for a widely applicable security mechanism that allows code originating from one computer system to execute with protection on another system, even when there is no trust relationship between the systems.

The .NET Framework provides a security mechanism called code access security to help protect computer systems from malicious mobile code, to allow code from unknown origins to run with protection, and to help prevent trusted code from intentionally or accidentally compromising security. Code access security enables code to be trusted to varying degrees depending on where the code originates and on other aspects of the code's identity. Code access security also enforces the varying levels of trust on code, which minimizes the amount of code that must be fully trusted in order to run. Using code access security can reduce the likelihood that your code will be misused by malicious or error-filled code. It can reduce your liability, because you can specify the set of operations your code should be allowed to perform. Code access security can also help minimize the damage that can result from security vulnerabilities in your code.

|  |
| --- |
| Note**Note** |
| Major changes have been made to code access security in the .NET Framework version 4. The most notable change has been [security transparency](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx), but there are also other significant changes that affect code access security. For information about these changes, see[Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Code access security primarily affects library code and partially trusted applications. Library developers must protect their code from unauthorized access from partially trusted applications. Partially trusted applications are applications that are loaded from external sources such as the Internet. Applications that are installed on your desktop or on the local intranet run in full trust. Full-trust applications are not affected by code access security unless they are marked as [security-transparent](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx), because they are fully trusted. The only limitation for full-trust applications is that applications that are marked with the [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.100).aspx) attribute cannot call code that is marked with the[SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) attribute. Partially trusted applications must be run in a sandbox (for example, in Internet Explorer) so that code access security can be applied. If you download an application from the Internet and try to run it from your desktop, you will get a[NotSupportedException](https://msdn.microsoft.com/en-us/library/system.notsupportedexception(v=vs.100).aspx) with the message: "An attempt was made to load an assembly from a network location which would have caused the assembly to be sandboxed in previous versions of the .NET Framework. This release of the .NET Framework does not enable CAS policy by default, so this load may be dangerous." If you are sure that the application can be trusted, you can enable it to be run as full trust by using the [<loadFromRemoteSources> element](https://msdn.microsoft.com/en-us/library/dd409252(v=vs.100).aspx). For information about running an application in a sandbox, see [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.100).aspx).

All managed code that targets the common language runtime receives the benefits of code access security, even if that code does not make a single code access security call. For more information, see [Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.100).aspx).

[Key Functions of Code Access Security](javascript:void(0))

Code access security helps limit the access that code has to protected resources and operations. In the .NET Framework, code access security performs the following functions:

* Defines permissions and permission sets that represent the right to access various system resources.
* Enables code to demand that its callers have specific permissions.
* Enables code to demand that its callers possess a digital signature, thus allowing only callers from a particular organization or site to call the protected code.
* Enforces restrictions on code at run time by comparing the granted permissions of every caller on the call stack to the permissions that callers must have.

[Walking the Call Stack](javascript:void(0))

To determine whether code is authorized to access a resource or perform an operation, the runtime's security system walks the call stack, comparing the granted permissions of each caller to the permission being demanded. If any caller in the call stack does not have the demanded permission, a security exception is thrown and access is refused. The stack walk is designed to help prevent luring attacks, in which less-trusted code calls highly trusted code and uses it to perform unauthorized actions. Demanding permissions of all callers at run time affects performance, but it is essential to help protect code from luring attacks by less-trusted code. To optimize performance, you can have your code perform fewer stack walks; however, you must be sure that you do not expose a security weakness whenever you do this.

The following illustration shows the stack walk that results when a method in Assembly A4 demands that its callers have permission P.

Security stack walk
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| --- | --- |
| Title | Description |
| [Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.100).aspx) | Describes code access security and its most common uses. |
| [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx) | Describes the security transparency model in the .NET Framework 4. |
| [Using Libraries from Partially Trusted Code](https://msdn.microsoft.com/en-us/library/8skskf63(v=vs.100).aspx) | Describes how to enable libraries for use with unmanaged code and how to use libraries from unmanaged code. |
| [Writing Secure Class Libraries](https://msdn.microsoft.com/en-us/library/e942ksxt(v=vs.100).aspx) | Describes security considerations for class libraries. |
| [Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.100).aspx) | Describes how to create custom permissions. |
| [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx) | Provides an overview of many of the key terms and concepts used in the .NET Framework security system. |
| [Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx) | Describes how to incorporate security based on roles. |
| [Cryptographic Services](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx) | Describes how to incorporate cryptography into your applications. |
| [Security Tools (.NET Framework)](https://msdn.microsoft.com/en-us/library/dd233106(v=vs.100).aspx) | Describes the tools used to implement and administer the .NET Framework security system. |

### **Introduction to Code Access** Security

Introduction to Code Access Security

.NET Framework 1.1, 2.0, 3.0, 3.5

Code access security is a mechanism that helps limit the access that code has to protected resources and operations. In the .NET Framework, code access security performs the following functions:

* Defines permissions and permission sets that represent the right to access various system resources.
* Enables administrators to configure security policy by associating sets of permissions with groups of code (code groups).
* Enables code to request the permissions it requires in order to run, as well as the permissions that would be useful to have, and specifies which permissions the code must never have.
* Grants permissions to each assembly that is loaded, based on the permissions requested by the code and on the operations permitted by security policy.
* Enables code to demand that its callers have specific permissions.
* Enables code to demand that its callers possess a digital signature, thus allowing only callers from a particular organization or site to call the protected code.
* Enforces restrictions on code at run time by comparing the granted permissions of every caller on the call stack to the permissions that callers must have.

To determine whether code is authorized to access a resource or perform an operation, the runtime's security system walks the call stack, comparing the granted permissions of each caller to the permission being demanded. If any caller in the call stack does not have the demanded permission, a security exception is thrown and access is refused. The stack walk is designed to help prevent luring attacks, in which less-trusted code calls highly trusted code and uses it to perform unauthorized actions. Demanding permissions of all callers at run time affects performance, but it is essential to help protect code from luring attacks by less-trusted code. To optimize performance, you can have your code perform fewer stack walks; however, you must be sure that you do not expose a security weakness whenever you do this.

The following figure illustrates the stack walk that results when a method in Assembly A4 demands that its callers have permission P.

Security stack walk
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In one typical use of code access security, an application downloads a control from a local intranet host Web site directly to the client so that the user can enter data. The control is built using an installed class library. The following are some of the ways code access security might be used in this scenario:

* Before load time, an administrator can configure security policy to specify that code be given special authority (more permission than local internet code would usually receive) if it has a particular digital signature. By default, the predefined **LocalIntranet** named permission set is associated with all code that is downloaded from the local intranet.
* At load time, the runtime grants the control no more permissions than those associated with the **LocalIntranet** named permission set, unless the control has a trusted signature. In that case, it is granted the permissions associated with the **LocalIntranet** permission set and potentially some additional permissions because of its trusted signature.
* At run time, whenever a caller (in this case the hosted control) accesses a library that exposes protected resources or a library that calls unmanaged code, the library makes a security demand, which causes the permissions of its callers to be checked for the appropriate permission grants. These security checks help prevent the control from performing unauthorized actions on the client's computers.

### Code Access Security Basics

.NET Framework 1.1, 2.0, 3.0, 3.5

Every application that targets the common language runtime must interact with the runtime's security system. When an application executes, it is automatically evaluated and given a set of permissions by the runtime. Depending on the permissions that the application receives, it either runs properly or generates a security exception. The local security settings on a particular computer ultimately decide which permissions code receives. Because these settings can change from computer to computer, you can never be sure that your code will receive sufficient permissions to run. This is in contrast to the world of unmanaged development, in which you do not have to worry about your code's permission to run.

Every developer must be familiar with the following code access security concepts in order to write effective applications targeting the common language runtime:

* Writing type-safe code: To enable code to benefit from code access security, you must use a compiler that generates verifiably type-safe code. For more information, see [Writing Verifiably Type-Safe Code](https://msdn.microsoft.com/en-us/library/01k04eaf(v=vs.71).aspx).
* Imperative and declarative syntax: Interaction with the runtime security system is performed using imperative and declarative security calls. Declarative calls are performed using attributes; imperative calls are performed using new instances of classes within your code. Some calls can be performed only imperatively, while others can be performed only declaratively. Some calls can be performed in either manner. For more information, see [Security Syntax](https://msdn.microsoft.com/en-us/library/a95batfc(v=vs.71).aspx).
* Requesting permissions for your code: Requests are applied to the assembly scope, where your code informs the runtime about permissions that it either needs to run or specifically does not want. Security requests are evaluated by the runtime when your code is loaded into memory. Requests cannot influence the runtime to give your code more permissions than the runtime would have given your code had the request not been made. However, requests are what your code uses to inform the runtime about the permissions it requires in order to run. For more information, see [Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx).
* Using secure class libraries: Your class libraries use code access security to specify the permissions they require in order to be accessed. You should be aware of the permissions required to access any library that your code uses and make appropriate requests in your code. For more information, see [Using Secure Class Libraries](https://msdn.microsoft.com/en-us/library/32y7hb4c(v=vs.71).aspx).

See Also
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### Code Access Security Basics

**.NET Framework 4**

Every application that targets the common language runtime (that is, every managed application) must interact with the runtime's security system. When a managed application is loaded, its host automatically grants it a set of permissions. These permissions are determined by the host's local security settings or by the sandbox the application is in. Depending on these permissions, the application either runs properly or generates a security exception.

The default host for desktop applications allows code to run in full trust. Therefore, if your application targets the desktop, it has an unrestricted permission set. Other hosts or sandboxes provide a limited permission set for applications. Because the permission set can change from host to host, you must design your application to use only the permissions that your target host allows

You must be familiar with the following code access security concepts in order to write effective applications that target the common language runtime:

* Writing type-safe code: To enable code to benefit from code access security, you must use a compiler that generates verifiably type-safe code. For more information, see [Writing Verifiably Type-Safe Code](https://msdn.microsoft.com/en-us/library/01k04eaf(v=vs.100).aspx).
* Imperative and declarative syntax: Interaction with the runtime security system is performed using imperative and declarative security calls. Declarative calls are performed using attributes; imperative calls are performed using new instances of classes within your code. Some calls can be performed only imperatively, others can be performed only declaratively, and some calls can be performed in either manner. For more information, see [Security Syntax](https://msdn.microsoft.com/en-us/library/a95batfc(v=vs.100).aspx).
* Using secure class libraries: Class libraries use code access security to specify the permissions they require in order to be accessed. You should be aware of the permissions required to access any library that your code uses.
* Transparent code: In the .NET Framework version 4 and later, in addition to identifying specific permissions, you must also determine whether your code should run as security-transparent. Security-transparent code cannot call types or members that are identified as security-critical. This rule applies to full-trust applications as well as partially trusted applications. For more information, see [Using Secure Class Libraries](https://msdn.microsoft.com/en-us/library/32y7hb4c(v=vs.100).aspx) and [Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.100).aspx).

### Code Access Security Basics

**.NET Framework 4.6 and 4.5**

Every application that targets the common language runtime (that is, every managed application) must interact with the runtime's security system. When a managed application is loaded, its host automatically grants it a set of permissions. These permissions are determined by the host's local security settings or by the sandbox the application is in. Depending on these permissions, the application either runs properly or generates a security exception.

The default host for desktop applications allows code to run in full trust. Therefore, if your application targets the desktop, it has an unrestricted permission set. Other hosts or sandboxes provide a limited permission set for applications. Because the permission set can change from host to host, you must design your application to use only the permissions that your target host allows.

You must be familiar with the following code access security concepts in order to write effective applications that target the common language runtime:

* **Type-safe code**: Type-safe code is code that accesses types only in well-defined, allowable ways. For example, given a valid object reference, type-safe code can access memory at fixed offsets that correspond to actual field members. If the code accesses memory at arbitrary offsets outside the range of memory that belongs to that object's publicly exposed fields, it is not type-safe. To enable code to benefit from code access security, you must use a compiler that generates verifiably type-safe code. For more information, see the[Writing Verifiably Type-Safe Code](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.110).aspx#typesafe_code) section later in this topic.
* **Imperative and declarative syntax**: Code that targets the common language runtime can interact with the security system by requesting permissions, demanding that callers have specified permissions, and overriding certain security settings (given enough privileges). You use two forms of syntax to programmatically interact with the .NET Framework security system: declarative syntax and imperative syntax. Declarative calls are performed using attributes; imperative calls are performed using new instances of classes within your code. Some calls can be performed only imperatively, others can be performed only declaratively, and some calls can be performed in either manner.
* **Secure class libraries**: A secure class library uses security demands to ensure that the library's callers have permission to access the resources that the library exposes. For example, a secure class library might have a method for creating files that would demand that its callers have permissions to create files. The .NET Framework consists of secure class libraries. You should be aware of the permissions required to access any library that your code uses. For more information, see the [Using Secure Class Libraries](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.110).aspx#secure_library) section later in this topic.
* **Transparent code**: Starting with the .NET Framework 4, in addition to identifying specific permissions, you must also determine whether your code should run as security-transparent. Security-transparent code cannot call types or members that are identified as security-critical. This rule applies to full-trust applications as well as partially trusted applications. For more information, see [Security-Transparent Code](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx).

[**Writing Verifiably Type-Safe Code**](javascript:void(0))

Just-in-time (JIT) compilation performs a verification process that examines code and tries to determine whether the code is type-safe. Code that is proven during verification to be type-safe is called *verifiably type-safe code*. Code can be type-safe, yet might not be verifiably type-safe because of the limitations of the verification process or of the compiler. Not all languages are type-safe, and some language compilers, such as Microsoft Visual C++, cannot generate verifiably type-safe managed code. To determine whether the language compiler you use generates verifiably type-safe code, consult the compiler's documentation. If you use a language compiler that generates verifiably type-safe code only when you avoid certain language constructs, you might want to use the [PEVerify tool](https://msdn.microsoft.com/en-us/library/62bwd2yd(v=vs.110).aspx) to determine whether your code is verifiably type-safe.

Code that is not verifiably type-safe can attempt to execute if security policy allows the code to bypass verification. However, because type safety is an essential part of the runtime's mechanism for isolating assemblies, security cannot be reliably enforced if code violates the rules of type safety. By default, code that is not type-safe is allowed to run only if it originates from the local computer. Therefore, mobile code should be type-safe.

[**Using Secure Class Libraries**](javascript:void(0))

If your code requests and is granted the permissions required by the class library, it will be allowed to access the library and the resources that the library exposes will be protected from unauthorized access. If your code does not have the appropriate permissions, it will not be allowed to access the class library, and malicious code will not be able to use your code to indirectly access protected resources. Other code that calls your code must also have permission to access the library. If it does not, your code will be restricted from running as well.

Code access security does not eliminate the possibility of human error in writing code. However, if your application uses secure class libraries to access protected resources, the security risk for application code is decreased, because class libraries are closely scrutinized for potential security problems.

[**Declarative Security**](javascript:void(0))

Declarative security syntax uses [attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.110).aspx) to place security information into the [metadata](https://msdn.microsoft.com/en-us/library/xcd8txaw(v=vs.110).aspx) of your code. Attributes can be placed at the assembly, class, or member level, to indicate the type of request, demand, or override you want to use. Requests are used in applications that target the common language runtime to inform the runtime security system about the permissions that your application needs or does not want. Demands and overrides are used in libraries to help protect resources from callers or to override default security behavior.

|  |
| --- |
| Note**Note** |
| In the .NET Framework 4, there have been important changes to the .NET Framework security model and terminology. For more information about these changes, see [Security Changes in the .NET Framework](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.110).aspx). |

In order to use declarative security calls, you must initialize the state data of the permission object so that it represents the particular form of permission you need. Every built-in permission has an attribute that is passed a [SecurityAction](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) enumeration to describe the type of security operation you want to perform. However, permissions also accept their own parameters that are exclusive to them.

The following code fragment shows declarative syntax for requesting that your code's callers have a custom permission calledMyPermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. In this example, the declarative call is placed directly before the class definition, specifying that this permission be applied to the class level. The attribute is passed a **SecurityAction.Demand** structure to specify that callers must have this permission in order to run.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[MyPermission(SecurityAction.Demand, Unrestricted = true)]

public class MyClass

{

public MyClass()

{

//The constructor is protected by the security call.

}

public void MyMethod()

{

//This method is protected by the security call.

}

public void YourMethod()

{

//This method is protected by the security call.

}

}

[**Imperative Security**](javascript:void(0))

Imperative security syntax issues a security call by creating a new instance of the permission object you want to invoke. You can use imperative syntax to perform demands and overrides, but not requests.

Before you make the security call, you must initialize the state data of the permission object so that it represents the particular form of the permission you need. For example, when creating a [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.110).aspx) object, you can use the constructor to initialize the **FileIOPermission**object so that it represents either unrestricted access to all files or no access to files. Or, you can use a different **FileIOPermission**object, passing parameters that indicate the type of access you want the object to represent (that is, read, append, or write) and what files you want the object to protect.

In addition to using imperative security syntax to invoke a single security object, you can use it to initialize a group of permissions in a permission set. For example, this technique is the only way to reliably perform [assert](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.110).aspx) calls on multiple permissions in one method. Use the[PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.110).aspx) and [NamedPermissionSet](https://msdn.microsoft.com/en-us/library/system.security.namedpermissionset(v=vs.110).aspx) classes to create a group of permissions and then call the appropriate method to invoke the desired security call.

You can use imperative syntax to perform demands and overrides, but not requests. You might use imperative syntax for demands and overrides instead of declarative syntax when information that you need in order to initialize the permission state becomes known only at run time. For example, if you want to ensure that callers have permission to read a certain file, but you do not know the name of that file until run time, use an imperative demand. You might also choose to use imperative checks instead of declarative checks when you need to determine at run time whether a condition holds and, based on the result of the test, make a security demand (or not).

The following code fragment shows imperative syntax for requesting that your code's callers have a custom permission calledMyPermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. A new instance ofMyPermision is created in MyMethod, guarding only this method with the security call.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

public class MyClass {

public MyClass(){

}

public void MyMethod() {

//MyPermission is demanded using imperative syntax.

MyPermission Perm = new MyPermission();

Perm.Demand();

//This method is protected by the security call.

}

public void YourMethod() {

//This method is not protected by the security call.

}

}

[**Using Managed Wrapper Classes**](javascript:void(0))

Most applications and components (except secure libraries) should not directly call unmanaged code. There are several reasons for this. If code calls unmanaged code directly, it will not be allowed to run in many circumstances because code must be granted a high level of trust to call native code. If policy is modified to allow such an application to run, it can significantly weaken the security of the system, leaving the application free to perform almost any operation.

Additionally, code that has permission to access unmanaged code can probably perform almost any operation by calling into an unmanaged API. For example, code that has permission to call unmanaged code does not need [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.110).aspx) to access a file; it can just call an unmanaged (Win32) file API directly, bypassing the managed file API that requires **FileIOPermission**. If managed code has permission to call into unmanaged code and does call directly into unmanaged code, the security system will be unable to reliably enforce security restrictions, since the runtime cannot enforce such restrictions on unmanaged code.

If you want your application to perform an operation that requires accessing unmanaged code, it should do so through a trusted managed class that wraps the required functionality (if such a class exists). Do not create a wrapper class yourself if one already exists in a secure class library. The wrapper class, which must be granted a high degree of trust to be allowed to make the call into unmanaged code, is responsible for demanding that its callers have the appropriate permissions. If you use the wrapper class, your code only needs to request and be granted the permissions that the wrapper class demands.

#### Writing Verifiably Type-Safe Code

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Type-safecode is code that accesses types only in well-defined, allowable ways. For example, given a valid object reference, type-safe code can access memory at fixed offsets corresponding to actual field members. However, if the code accesses memory at arbitrary offsets outside the range of memory that belongs to that object's publicly exposed fields, it is not type-safe.

[JIT compilation](https://msdn.microsoft.com/en-us/library/ht8ecch6(v=vs.71).aspx) performs a process called verification that examines code and attempts to determine whether the code is type-safe. Code that is proven during verification to be type-safe is called verifiably type-safe code. Code can be type-safe, yet not be verifiably type-safe, due to the limitations of the verification process or of the compiler. Not all languages are type-safe, and some language compilers, such as Microsoft Visual C++, cannot generate verifiably type-safe managed code. To determine whether the language compiler you use generates verifiably type-safe code, consult the compiler's documentation. If you use a language compiler that generates verifiably type-safe code only when you avoid certain language constructs, you might want to use the .NET Framework SDK [PEVerify tool](https://msdn.microsoft.com/en-us/library/62bwd2yd(v=vs.71).aspx) to determine whether your code is verifiably type-safe.

Code that is not verifiably type-safe can attempt to execute if security policy allows the code to bypass verification. However, because type safety is an essential part of the runtime's mechanism for isolating assemblies, security cannot be reliably enforced if code violates the rules of type safety. By default, code that is not type-safe is allowed to run only if it originates from the local computer. Therefore, mobile code should be type-safe.
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#### Writing Verifiably Type-Safe Code

**.NET Framework 4**

Type-safe code is code that accesses types only in well-defined, allowable ways. For example, given a valid object reference, type-safe code can access memory at fixed offsets corresponding to actual field members. However, if the code accesses memory at arbitrary offsets outside the range of memory that belongs to that object's publicly exposed fields, it is not type-safe.

Just-in-time (JIT) compilation performs a process called verification that examines code and attempts to determine whether the code is type-safe. Code that is proven during verification to be type-safe is called verifiably type-safe code. Code can be type-safe, yet not be verifiably type-safe, due to the limitations of the verification process or of the compiler. Not all languages are type-safe, and some language compilers, such as Microsoft Visual C++, cannot generate verifiably type-safe managed code. To determine whether the language compiler you use generates verifiably type-safe code, consult the compiler's documentation. If you use a language compiler that generates verifiably type-safe code only when you avoid certain language constructs, you might want to use the Windows Software Development Kit (SDK) [PEVerify tool](https://msdn.microsoft.com/en-us/library/62bwd2yd(v=vs.100).aspx) to determine whether your code is verifiably type-safe.

Code that is not verifiably type-safe can attempt to execute if security policy allows the code to bypass verification. However, because type safety is an essential part of the runtime's mechanism for isolating assemblies, security cannot be reliably enforced if code violates the rules of type safety. By default, code that is not type-safe is allowed to run only if it originates from the local computer. Therefore, mobile code should be type-safe.
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#### Security Syntax

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

Code that targets the common language runtime can interact with the security system by requesting permissions, demanding that callers have specified permissions, and overriding certain security settings (given enough privileges). You use two different forms of syntax to programmatically interact with the .NET Framework security system: declarative syntax and imperative syntax. Some operations can be done using both forms of syntax while other operations can be performed using only declarative syntax. You should be familiar with both forms.

##### Declarative Security

**.NET Framework 1.1, 2.0, 3.0,**

Declarative security syntax uses [attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) to place security information into the [metadata](https://msdn.microsoft.com/en-us/library/4y7k7c6k(v=vs.71).aspx) of your code. Attributes can be placed at the assembly, class, or member level, to indicate the type of request, demand, or override you want to use. Requests are used in applications that target the common language runtime to inform the runtime security system about the permissions that your application needs or does not want. Demands and overrides are used in libraries to help protect resources from callers or to override default security behavior.

In order to use declarative security calls, you must initialize the state data of the permission object so that it represents the particular form of permission you need. Every built-in permission has an attribute that is passed a [SecurityAction](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) enumeration to describe the type of security operation you want to perform. However, permissions also accept their own parameters that are exclusive to them. For a complete description of the parameters specific to permissions, see the section describing built-in [permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.71).aspx).

The following code fragment shows declarative syntax for requesting that your code's callers have a custom permission called MyPermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. In this example, the declarative call is placed directly before the class definition, specifying that this permission be applied to the class level. The attribute is passed a**SecurityAction.Demand** structure to specify that callers must have this permission in order to run.

[C#]

[MyPermission(SecurityAction.Demand, Unrestricted = true)]

public class MyClass

{

public MyClass()

{

//The constructor is protected by the security call.

}

public void MyMethod()

{

//This method is protected by the security call.

}

public void YourMethod()

{

//This method is protected by the security call.

}

}

###### Extending Metadata Using Attributes

.NET Framework 1.1, 2.0, 3.0, 3.5

The common language runtime allows you to add keyword-like descriptive declarations, called attributes, to annotate programming elements such as types, fields, methods, and properties. Attributes are saved with the metadata of a Microsoft .NET Framework file and can be used to describe your code to the runtime or to affect application behavior at run time. While the .NET Framework supplies many useful attributes, you can also design and deploy your own.

###### Extending Metadata Using Attributes

.NET Framework 4

If you have used C++, you are probably familiar with declarations that contain keywords, such as **public** and **private**, that provide additional information about class members. These keywords further define the behavior of class members by describing their accessibility to other classes. Because compilers are explicitly designed to recognize predefined keywords, you do not traditionally have the opportunity to create your own. The common language runtime, however, allows you to add keyword-like descriptive declarations, called attributes, to annotate programming elements such as types, fields, methods, and properties.

When you compile your code for the runtime, it is converted into Microsoft intermediate language (MSIL) and placed inside a portable executable (PE) file along with metadata generated by the compiler. Attributes allow you to place extra descriptive information into metadata that can be extracted using runtime reflection services. The compiler creates attributes when you declare instances of special classes that derive from [System.Attribute](https://msdn.microsoft.com/en-us/library/system.attribute(v=vs.100).aspx).

The .NET Framework uses attributes for a variety of reasons and to address a number of issues. Attributes describe how to serialize data, specify characteristics that are used to enforce security, and limit optimizations by the just-in-time (JIT) compiler so the code remains easy to debug. Attributes can also record the name of a file or the author of code, or control the visibility of controls and members during forms development.

You can use attributes to describe your code in practically any way conceivable and to affect run-time behavior in creative new ways. Attributes allow you to add your own descriptive elements to C#, Visual C++, Microsoft Visual Basic 2005, or any other language that targets the runtime, without having to rewrite your compiler.

###### Extending Metadata Using Attributes

.NET Framework 4.6 and 4.5

The common language runtime allows you to add keyword-like descriptive declarations, called attributes, to annotate programming elements such as types, fields, methods, and properties. When you compile your code for the runtime, it is converted into Microsoft intermediate language (MSIL) and placed inside a portable executable (PE) file along with metadata generated by the compiler. Attributes allow you to place extra descriptive information into metadata that can be extracted using runtime reflection services. The compiler creates attributes when you declare instances of special classes that derive from [System.Attribute](https://msdn.microsoft.com/en-us/library/system.attribute(v=vs.110).aspx).

The .NET Framework uses attributes for a variety of reasons and to address a number of issues. Attributes describe how to serialize data, specify characteristics that are used to enforce security, and limit optimizations by the just-in-time (JIT) compiler so the code remains easy to debug. Attributes can also record the name of a file or the author of code, or control the visibility of controls and members during forms development.

###### Metadata and Self-Describing Components

**.NET Framework 1.1, 2.0, 3.0, 3.6**

In the past, a software component (.exe or .dll) written in one language could not easily use a software component written in another language. COM provided a step forward in solving this problem. The .NET Framework makes component interoperation even easier by allowing compilers to emit additional declarative information into all modules and assemblies. This information, called metadata, helps components to seamlessly interact.

###### SecurityAction Enumeration

Has under gone some changes

https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx

|  |  |  |
| --- | --- | --- |
| Declaration of security action | Time of action | Targets supported |
| **LinkDemand** (do not use in the .NET Framework 4) | Just-in-time compilation | Class, method |
| InheritanceDemand | Load time | Class, method |
| Demand | Run time | Class, method |
| Assert | Run time | Class, method |
| **Deny** (obsolete in the .NET Framework 4) | Run time | Class, method |
| PermitOnly | Run time | Class, method |
| **RequestMinimum** (obsolete in the .NET Framework 4) | Grant time | Assembly |
| **RequestOptional** (obsolete in the .NET Framework 4) | Grant time | Assembly |
| **RequestRefuse** (obsolete in the .NET Framework 4) | Grant time | Assembly |

For additional information about attribute targets, see [Attribute](https://msdn.microsoft.com/en-us/library/system.attribute(v=vs.110).aspx).

##### Imperative Security

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

Imperative security syntax issues a security call by creating a new instance of the permission object you want to invoke. You can use imperative syntax to perform demands and overrides, but not requests.

Before you make the security call, you must initialize the state data of the permission object so that it represents the particular form of the permission you need. For example, when creating a [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) object, you can use the constructor to initialize the **FileIOPermission**object so that it represents either unrestricted access to all files or no access to files. Or, you can use a different **FileIOPermission**object, passing parameters that indicate the type of access you want the object to represent (that is, read, append, or write) and what files you want the object to protect.

In addition to using imperative security syntax to invoke a single security object, you can use it to initialize a group of permissions called a[permission set](https://msdn.microsoft.com/en-us/library/4652tyx7(v=vs.71).aspx). For example, this technique is the only way to reliably perform [assert](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.71).aspx) calls on multiple permissions in one method. Use the[PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.71).aspx) and [NamedPermissionSet](https://msdn.microsoft.com/en-us/library/system.security.namedpermissionset(v=vs.71).aspx) classes to create a group of permissions and then call the appropriate method to invoke the desired security call.

You can use imperative syntax to perform demands and overrides, but not requests. You might use imperative syntax for demands and overrides instead of declarative syntax when information that you need in order to initialize the permission state becomes known only at run time. For example, if you want to ensure that callers have permission to read a certain file, but you do not know the name of that file until run time, use an imperative demand. You might also choose to use imperative checks instead of declarative checks when you need to determine at run time whether a condition holds and, based on the result of the test, make a security demand (or not).

The following code fragment shows imperative syntax for requesting that your code's callers have a custom permission called MyPermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. A new instance of MyPermision is created inMyMethod, guarding only this method with the security call.

[C#]

public class MyClass {

public MyClass(){

}

public void MyMethod() {

//MyPermission is demanded using imperative syntax.

MyPermission Perm = new MyPermission();

Perm.Demand();

//This method is protected by the security call.

}

public void YourMethod() {

//This method is not protected by the security call.

}

}

#### Requesting Permissions

**.NET Framework 1.1, 2.0, 3.0,**

Requesting permissions is the way you let the runtime know what your code needs to be allowed to do. You request permissions for an assembly by placing attributes (declarative syntax) in the assembly scope of your code. When the assembly is created, the language compiler stores the requested permissions in the [assembly manifest](https://msdn.microsoft.com/en-us/library/1w45z383(v=vs.71).aspx). At load time, the runtime examines the permission requests, and applies security policy rules to determine which permissions to grant to the assembly. Requests only influence the runtime to deny permissions to your code and never influence the runtime to give more permissions to your code. The local administration policy always has final control over the maximum permissions your code is granted.

Although your code does not have to request permissions in order to compile, there are important reasons your code should always request permissions:

* Requesting permissions increases the likelihood that your code will run properly if it is allowed to execute. Code that request a minimal set of permissions will not run unless it receives those permissions. If you do not identify a minimum set of permissions, your code must gracefully handle any and all situations where not being granted some permission might prevent it from executing properly.
* Requesting permissions helps ensure that your code is granted only the permissions it needs. If your code is not granted extra permissions, it cannot damage the resources protected by those extra permissions, even if it is exploited by malicious code or has bugs that can be leveraged to damage resources. You should request only those permissions that your code needs, and no more.
* Requesting permissions lets administrators know the minimum permissions that your application needs so that they can adjust security policy accordingly. Administrators use the [Permission View Tool (Permview.exe)](https://msdn.microsoft.com/en-us/library/06251f13(v=vs.71).aspx) to examine assemblies and set up security policy to issue required permissions. If you do not explicitly request the permissions that your application requires, the Permission View tool cannot return any information about the permissions that your application requires. If an administrator does not know this information, your application is difficult to administer.

Requesting permissions informs the runtime which permissions your application needs to function or specifically does not want. For example, if your application writes to the local hard disk without using isolated storage, your application must have [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx). If your code does not request **FileIOPermission** and the local security settings do not allow your application to have this permission, a security exception is raised when the application attempts to write to the disk. Even if the application can handle the exception, it will not be allowed to write to the disk. This behavior might be frustrating to users if your application is a text-editing program that they have been using for an extended period of time. On the other hand, if your application requests **FileIOPermission** and the local security settings do not allow your application to have **FileIOPermission**, the application will generate the exception when it starts and the user will not face the problem of losing any work. Additionally, if your application requests **FileIOPermission** and if it is a trusted application, the administrator can adjust security policy to allow it to execute from the remote share.

If your code does not access protected resources or perform protected operations, you do not need to request any permissions. For example, a permission request might not be necessary if the code simply computes a result based on inputs passed to it, without using any resources. If your code does access protected resources but does not request the necessary permissions, it might still be allowed to execute, but it could fail at some point during execution if it attempts to access a resource for which it does not have the necessary permission.

To request permissions, you must know which resources and protected operations your code uses, and you must also know which permissions protect those resources and operations. In addition, you need to keep track of any resources accessed by any class library methods that are called by your components. For a list of the code access permissions that are included with the .NET Framework, see the[Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.71).aspx) topic.

The following table describes the types of permission requests.

|  |  |
| --- | --- |
| Permission request | Description |
| Minimum permissions ([RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx)) | Permissions your code must have in order to run. |
| Optional permissions ([RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx)) | Permissions your code can use but can run effectively without. This request implicitly refuses all other permissions not specifically requested. |
| Refused permissions ([RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx)) | Permissions that you want to ensure will never be granted to your code, even if security policy allows them to be granted. |
| Perform any of the above requests on built-in permission sets ([Requesting Built-in Permission Sets](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.71).aspx)). | Built-in permission sets, including **Nothing**, **Execution**, **FullTrust**,**Internet**,**LocalIntranet**, and **SkipVerification**. |
| Perform any of the above requests on XML-encoded permission sets ([Requesting XML-Encoded Permissions](https://msdn.microsoft.com/en-us/library/cywyd064(v=vs.71).aspx)). | XML representation (either a string containing the XML-encoded permission set or the location of an XML file containing the encoded permission set) of a desired permission set. |

If you specify required permissions (using **RequestMinimum**), the code will be granted each required permission that [security policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.71).aspx) allows. The code will be allowed to run only if it is granted all the permissions it requires.

Requesting optional permissions without also requesting required permissions can, in some cases, severely restrict the permissions granted to an assembly. For example, suppose security policy normally grants Assembly A the permissions associated with the **Everything** named permission set. If the developer of Assembly A requests Permission A as optional and does not request any required permissions, Assembly A will be granted either Permission A (if security policy allows it) or no permissions at all.
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#### Requesting Permissions

**.NET Framework 4**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, runtime support has been removed for the [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)permission requests. This topic does not apply to code that is based on the .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Requesting permissions is the way you let the runtime know what your code needs to be allowed to do. You request permissions for an assembly by placing attributes (declarative syntax) in the assembly scope of your code. When the assembly is created, the language compiler stores the requested permissions in the [assembly manifest](https://msdn.microsoft.com/en-us/library/1w45z383(v=vs.100).aspx). At load time, the runtime examines the permission requests, and applies security policy rules to determine which permissions to grant to the assembly. Requests only influence the runtime to deny permissions to your code and never influence the runtime to give more permissions to your code than has been granted. The local administration policy always has final control over the maximum permissions your code is granted.

|  |
| --- |
| Note**Note** |
| Code that is intended to reside on a computer runs in the **My\_Computer\_Zone**, which, by default, has full trust. Full trust causes all permission requests to be approved. Demands for permissions always succeed, even for identity permissions where the identity condition is not met. If your code is intended to run only in the **My\_Computer\_Zone**, there is no value in requesting permissions. If your code is intended to run in any of the other zones, requesting permissions is recommended. |
| Note**Note** |
| In the .NET Framework 3.5 Service Pack 1 and later, applications in shares on the intranet run in full trust by default. If your application is intended to run from a share, it will run in full trust just like an application that is residing on a computer. For more information, see[Running Intranet Applications in Full Trust](https://msdn.microsoft.com/en-us/library/cc713717(v=vs.100).aspx). |

Although your code does not have to request permissions in order to run in partial trust, there are important reasons your code should always request permissions:

* Requesting permissions increases the likelihood that your code will run properly if it is allowed to execute. Code that request a minimal set of permissions will not run unless it receives those permissions. If you do not identify a minimum set of permissions, your code must gracefully handle any and all situations where not being granted some permission might prevent it from executing properly.
* Requesting permissions helps ensure that your code is granted only the permissions it needs. If your code is not granted extra permissions, it cannot damage the resources protected by those extra permissions, even if it is exploited by malicious code or has bugs that can be leveraged to damage resources. You should request only those permissions that your code needs, and no more.
* Requesting permissions lets administrators know the minimum permissions that your application needs so that they can adjust security policy accordingly. You can determine the permissions your application requires from the Security tab on the project properties page for a Visual Studio project. If an administrator does not know this information, your application is difficult to administer.

Requesting permissions informs the runtime which permissions your application needs to function or specifically does not want. For example, if your application writes to the local hard disk without using isolated storage, your application must have [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.100).aspx). If your code does not request **FileIOPermission** and the local security settings do not allow your application to have this permission, a security exception is raised when the application attempts to write to the disk. Even if the application can handle the exception, it will not be allowed to write to the disk. This behavior might be frustrating to users if your application is a text-editing program that they have been using for an extended period of time. On the other hand, if your application requests **FileIOPermission** and the local security settings do not allow your application to have **FileIOPermission**, the application will generate the exception when it starts and the user will not face the problem of losing any work. Additionally, if your application requests **FileIOPermission** and if it is a trusted application, the administrator can adjust security policy to allow it to execute from the remote share.

If your code does not access protected resources or perform protected operations, you do not need to request any permissions. For example, a permission request might not be necessary if the code simply computes a result based on inputs passed to it, without using any resources. If your code does access protected resources but does not request the necessary permissions, it might still be allowed to execute, but it could fail at some point during execution if it attempts to access a resource for which it does not have the necessary permission.

To request permissions, you must know which resources and protected operations your code uses, and you must also know which permissions protect those resources and operations. In addition, you need to keep track of any resources accessed by any class library methods that are called by your components. For a list of the code access permissions that are included with the .NET Framework, see the[Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.100).aspx) topic.

The following table describes the types of permission requests.

|  |  |
| --- | --- |
| Permission request | Description |
| Minimum permissions ([RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)) | Permissions your code must have in order to run. |
| Optional permissions ([RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)) | Permissions your code can use but can run effectively without. This request implicitly refuses all other permissions not specifically requested. |
| Refused permissions ([RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)) | Permissions that you want to ensure will never be granted to your code, even if security policy allows them to be granted. |
| Perform any of the above requests on built-in permission sets ([Requesting Built-in Permission Sets](https://msdn.microsoft.com/en-us/library/0d005ted(v=vs.100).aspx)). | Built-in permission sets, including **Nothing**, **Execution**, **FullTrust**,**Internet**,**LocalIntranet**, and **SkipVerification**. |
| Perform any of the above requests on XML-encoded permission sets ([Requesting XML-Encoded Permissions](https://msdn.microsoft.com/en-us/library/cywyd064(v=vs.100).aspx)). | XML representation (either a string containing the XML-encoded permission set or the location of an XML file containing the encoded permission set) of a desired permission set. |

If you specify required permissions (using **RequestMinimum**), the code will be granted each required permission that [security policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.100).aspx) allows. The code will be allowed to run only if it is granted all the permissions it requires.

Requesting optional permissions without also requesting required permissions can, in some cases, severely restrict the permissions granted to an assembly. For example, suppose security policy normally grants Assembly A the permissions associated with the **Everything** named permission set. If the developer of Assembly A requests Permission A as optional and does not request any required permissions, Assembly A will be granted either Permission A (if security policy allows it) or no permissions at all.

##### Requesting Minimum Permissions

**.NET Framework 1.1**

**Newer title**

##### How to: Request Permission to Access Unmanaged Code

.NET Framework 2.0, 3.0, 3.5

You can easily request permissions by applying [attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) that represent the permissions you want to request to the assembly level of your code. The attributes you use can vary, depending on the permissions you are requesting. Requests are compiled into the [metadata](https://msdn.microsoft.com/en-us/library/4y7k7c6k(v=vs.71).aspx) of your application's [assembly manifest](https://msdn.microsoft.com/en-us/library/1w45z383(v=vs.71).aspx) and evaluated by the runtime when your code is loaded into memory during execution.

The following example shows how to request permission to access unmanaged code. Note that it uses a [SecurityPermissionAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionattribute(v=vs.71).aspx) and it specifies two values: a [SecurityAction](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) value that specifies the kind of permission request being made (**RequestMinimum**, in this case), and a flag that indicates which permission is being requested. In this case, [SecurityPermissionFlag.UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx) specifies a request for unmanaged code permission. The assembly: syntax tells the compiler that the attribute is being applied at the assembly level.

[C#]

//The request is placed at the assembly level.

using System.Security.Permissions;

[assembly:SecurityPermissionAttribute(SecurityAction.RequestMinimum, Flags = SecurityPermissionFlag.UnmanagedCode)]

namespace MyNamespace {

using System;

using System.Runtime.InteropServices;

public class MyClass {

public MyClass() {

}

public void MyMethod() {

//Perform interoperation with unmanaged code here.

}

}

}

If the previous code does not receive **SecurityPermission** with the **UnmanagedCode** flag, the runtime throws a [PolicyException](https://msdn.microsoft.com/en-us/library/system.security.policy.policyexception(v=vs.71).aspx) and the code is not allowed to execute. However, if the code does receive that permission, then it is allowed to execute.

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Metadata and Self-Describing Components](https://msdn.microsoft.com/en-us/library/4y7k7c6k(v=vs.71).aspx) |[SecurityPermissionAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionattribute(v=vs.71).aspx) | [SecurityAction Enumeration](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) | [SecurityPermissionFlag.UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx)

See Also

Reference

[SecurityPermissionAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionattribute(v=vs.85).aspx)  
[SecurityAction Enumeration](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.85).aspx)  
[SecurityPermissionFlag.UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.85).aspx)

Concepts

[Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.85).aspx)

Other Resources

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.85).aspx)  
[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.85).aspx)  
[Metadata and Self-Describing Components](https://msdn.microsoft.com/en-us/library/4y7k7c6k(v=vs.85).aspx)

##### How to: Request Minimum Permissions by Using the RequestMinimum Flag

.NET Framework 2.0, 3.0, 3.5

The

[RequestMinimum](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.80).aspx) flag allows you to request a minimum set of permissions your code requires to execute. By contrast, the [RequestRefuse](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.80).aspx) flag allows you to refuse permissions by explicitly specifying which ones your code should not be granted.

In contrast to using the **RequestMinimum** flag, your application will execute if it does not receive all the permissions that you request using the [RequestOptional](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.80).aspx) flag, and a [SecurityException](https://msdn.microsoft.com/en-US/library/system.security.securityexception(v=vs.80).aspx) will be thrown when your application attempts to access a protected resource. If you use this type of request, you must enable your code to catch any exceptions that will be thrown if your code is not granted the optional permission.

The following example requests [FileIOPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.fileiopermission(v=vs.80).aspx) using the **RequestMinimum** flag. The example will not execute if it has not been granted the requested permission. This example assumes that a hypothetical class Log exists in LogNameSpace. The Log class contains the MakeLogmethod that creates a new log file on the local computer. This application creates a new instance of the Log class and executes the MakeLogmethod in the **try** block. Using the **catch** keyword, it intercepts any **SecurityException** thrown and displays a message.

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229913(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

//The request is placed at the assembly level.

using System.Security.Permissions;

[assembly:FileIOPermission(SecurityAction.RequestMinimum, Unrestricted = true)]

namespace MyNamespace {

using System;

using System.Security;

//The hypothetical class log is in this namespace.

using LogNameSpace;

public class MyClass {

public MyClass() {

}

public static void Main(string[] args) {

//Put any code that requires optional permissions in the try block.

try {

Log MyLog = new Log();

MyLog.MakeLog();

Console.WriteLine("The Log has been created.");

}

//Catch the security exception and inform the user that the

//application was not granted FileIOPermission.

catch(SecurityException) {

Console.WriteLine("This application does not have permission to write to the disk.");

}

}

}

}

The previous code creates the log file and displays the following message to the console if it has sufficient permissions:

The Log has been created.

If the code is run from a share and the local security settings do not allow such code to have **FileIOPermission**, the code is not granted sufficient permission and displays the following message:

This application does not have permission to write to the disk.

##### Requesting Optional Permissions

**.NET Framework 1.1**

**The newer**

##### How to: Request Optional Permissions by Using the RequestOptional Flag

.NET Framework 2.0, 3.0, 3.5

The [SecurityAction.RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) flag allows you to request a set of permissions while refusing all other permissions the runtime otherwise might have been willing to give. By contrast, the **RequestRefuse** flag allows you to refuse permissions by explicitly specifying which ones your code should not be granted.

In contrast to using the **RequestMinimum** flag, your application will execute if it does not receive all the permissions that you request using the **RequestOptiona**l flag, and a **SecurityException** will be thrown when your application attempts to access a protected resource. If you use this type of request, you must enable your code to catch any exceptions that will be thrown if your code is not granted the optional permission.

The following example requests **FileIOPermission** using the **SecurityAction.RequestOptional** flag, indirectly refusing all other permissions. This example assumes that a hypothetical class Log exists in LogNameSpace. The Log class contains the MakeLog method that creates a new log file on the local computer. This application creates a new instance of the Log class and executes the MakeLog method in the **try** block. Using the **catch** keyword, it intercepts any **SecurityException** thrown and displays a message.

[C#]

//The request is placed at the assembly level.

using System.Security.Permissions;

[assembly:FileIOPermission(SecurityAction.RequestOptional, Unrestricted = true)]

namespace MyNamespace {

using System;

using System.Security;

//The hypothetical class log is in this namespace.

using LogNameSpace;

public class MyClass {

public MyClass() {

}

public static void Main(string[] args) {

//Put any code that requires optional permissions in the try block.

try {

Log MyLog = new Log();

MyLog.MakeLog();

Console.WriteLine("The Log has been created.");

}

//Catch the security exception and inform the user that the

//application was not granted FileIOPermission.

catch(SecurityException) {

Console.WriteLine("This application does not have permission to write to the disk.");

}

}

}

}

The previous code creates the log file and displays the following message to the console if it has sufficient permissions:

The Log has been created.

If the code is run from a share and the local security settings do not allow such code to have **FileIOPermission**, the code is not granted sufficient permission and displays the following message:

This application does not have permission to write to the disk.

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [SecurityAction Enumeration](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) | [FileIOPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) |[UIPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.71).aspx)

##### How to: Request Optional Permissions by Using the RequestOptional Flag

**.NET Framework 3.5**

Updated: January 2010

The [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag enables you to request a set of permissions and implicitly refuse all other permissions that the runtime otherwise might be willing to give. By contrast, the [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag enables you to refuse permissions by explicitly specifying which ones your code should not be granted.

You must use the [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag to identify permissions that you must have in addition to the optional permissions you identify with the [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag. Your code loads and runs even if it does not have the permissions identified with the [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag. A[SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.90).aspx) is thrown when your application tries to use a resource that it does not have permission to access. If you use[RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) permissions, you must enable your code to catch any exceptions that will be thrown if your code is not granted the optional permission.

The Test example in the following procedure requests [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.90).aspx) by using the [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag, and requests [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.90).aspx) by using the [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.90).aspx) flag. Therefore, it indirectly refuses all other permissions. The code in the **try** block in the Main method tries to create a new file. If the attempt fails, the **catch** block intercepts the [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.90).aspx) that is thrown and displays a message.

To run an application in a sandbox that demonstrates RequestOptional

1. In Visual Studio, create a console application project.
2. Copy the code from the [Example](https://msdn.microsoft.com/en-us/library/ea5yat38(v=vs.90).aspx#example) section into the application file. The code creates a sandbox that runs with the **LocalIntranet**permission set. The **LocalIntranet** permission set does not include [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.90).aspx).
3. On the **Project** menu, click **Properties**, click the **Signing** tab, and sign the project with a strong name key.
4. Add a new console application project named Test to the solution.
5. Copy the following code into the application file for Test. The code requests [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.90).aspx) as an optional requirement. The application can be started even if it does not have [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.90).aspx).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/ea5yat38(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Security;

using System.Security.Permissions;

using System.IO;

[assembly:FileIOPermission(SecurityAction.RequestOptional, Unrestricted = true)]

[assembly: UIPermission(SecurityAction.RequestMinimum, Unrestricted = true)]

public class MyClass

{

public MyClass()

{

}

public static void Main(string[] args)

{

//Put any code that requires optional permissions in the try block.

try

{

File.Create("test.txt");

Console.WriteLine("The file has been created.");

}

//Catch the security exception and inform the user that the

//application was not granted FileIOPermission.

catch (SecurityException)

{

Console.WriteLine("This application does not have permission to write to the disk.");

}

}

}

1. Run the sandbox application. It will load and run the test application. When the application is run, an exception is thrown with the following message:
2. This application does not have permission to write to the disk.

For more information about how to run applications in a sandbox, see [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.90).aspx).

[**Example**](javascript:void(0))

The following example creates a sandbox that runs with **LocalIntranet** permissions.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/ea5yat38(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

using System;

using System.Collections;

using System.Diagnostics;

using System.Security;

using System.Security.Permissions;

using System.Security.Policy;

using System.Reflection;

using System.IO;

[assembly: FileIOPermission(SecurityAction.RequestMinimum, Unrestricted=true)]

namespace SimpleSandboxing

{

class Program

{

static void Main(string[] args)

{

// Create the permission set to grant to other assemblies.

// In this case we are granting the permissions found in the LocalIntranet zone.

PermissionSet pset = GetNamedPermissionSet("LocalIntranet");

if (pset == null)

return;

AppDomainSetup ads = new AppDomainSetup();

// Identify the folder to use for the sandbox.

Directory.CreateDirectory("C:\\Sandbox");

ads.ApplicationBase = "C:\\Sandbox";

// Copy the application to be executed to the sandbox.

File.Copy(@"..\..\..\Test\Bin\Debug\Test.exe", "C:\\sandbox\\Test.exe", true);

File.Copy(@"..\..\..\Test\Bin\Debug\Test.pdb", "C:\\sandbox\\Test.pdb", true);

Evidence hostEvidence = new Evidence();

// Create the sandboxed domain.

AppDomain sandbox = AppDomain.CreateDomain(

"Sandboxed Domain",

hostEvidence,

ads,

pset,

GetStrongName(Assembly.GetExecutingAssembly()));

sandbox.ExecuteAssemblyByName("Test");

}

public static StrongName GetStrongName(Assembly assembly)

{

if (assembly == null)

throw new ArgumentNullException("assembly");

AssemblyName assemblyName = assembly.GetName();

Debug.Assert(assemblyName != null, "Could not get assembly name");

// Get the public key blob.

byte[] publicKey = assemblyName.GetPublicKey();

if (publicKey == null || publicKey.Length == 0)

throw new InvalidOperationException("Assembly is not strongly named");

StrongNamePublicKeyBlob keyBlob = new StrongNamePublicKeyBlob(publicKey);

// Return the strong name.

return new StrongName(keyBlob, assemblyName.Name, assemblyName.Version);

}

private static PermissionSet GetNamedPermissionSet(string name)

{

IEnumerator policyEnumerator = SecurityManager.PolicyHierarchy();

// Move through the policy levels to the machine policy level.

while (policyEnumerator.MoveNext())

{

PolicyLevel currentLevel = (PolicyLevel)policyEnumerator.Current;

if (currentLevel.Label == "Machine")

{

NamedPermissionSet copy = currentLevel.GetNamedPermissionSet(name);

return (PermissionSet)copy;

}

}

return null;

}

}

}

[**See Also**](javascript:void(0))
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[Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.90).aspx)
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[**Change History**](javascript:void(0))

|  |  |  |
| --- | --- | --- |
| Date | History | Reason |
| January 2010 | Replaced the sample to be run in the sandbox. | Customer feedback. |
| September 2008 | Expanded the information. | Customer feedback. |

##### Refusing Permissions

**.NET Framework 1.1**

**Newer title**

##### How to: Refuse Permissions by Using the RequestRefuse Flag

.NET Framework 2.0, 3.0, 3.5

If you are concerned that your code might be used to access system resources maliciously, you can request that it never be granted a particular permission. For example, an application that browses data in a file but never modifies the data might refuse any file-write permissions. In the event of a bug or a malicious attack, this code cannot damage the data on which it operates.

**RequestRefuse** allows a large set of permissions to be requested as optional permissions, while ensuring that certain specific permissions are not in the grant.

The following example uses **RequestRefuse** to refuse **FileIOPermission**from the common language runtime security system:

[C#]

//The request is placed at the assembly level.

using System.Security.Permissions;

[assembly:FileIOPermission(SecurityAction.RequestRefuse ,Unrestricted = true)]

namespace MyNameSpace

{

using System;

using System.Security;

using System.Security.Permissions;

using System.IO;

public class MyClass

{

public MyClass()

{

}

public static int Main(string[] args)

{

//Creation of the log is attempted in the try block.

try

{

StreamWriter TextStream = new StreamWriter("Log.txt");

TextStream.WriteLine("This Log was created on {0}", DateTime.Now);

TextStream.Close();

Console.WriteLine("The Log was created");

}

//Catch the Security exception and inform the user that the

//application was not granted FileIOPermission.

catch(SecurityException)

{

Console.WriteLine("This application does not have permission to write to the disk.");

}

return 0;

}

}

}

The previous example is not granted permission to create the file and generates a security exception. The catch statement intercepts the exception and the application displays the following message to the console:

This application does not have permission to write to the disk.

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

##### Requesting Built-in Permission Sets

**.NET Framework 1.1**

**New title**

##### How to: Request Permission for a Named Permission Set

.NET Framework 2.0, 3.0, 3.5, 4.0

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, runtime support has been removed for enforcing the [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and[RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) permission requests. Do not use these requests in code that is based on .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Instead of requesting individual permissions (using **RequestMinimum**, **RequestOptional**, or **RequestRefuse**), you can request any of the following built-in permission sets: **Nothing**, **Execution**, **FullTrust**,**Internet**, **LocalIntranet**, and **SkipVerification**. You cannot request custom named permission sets or the **Everything** modifiable built-in permission set because the permissions they represent can vary. The following example shows the syntax to request permission for a named permission set. It attaches a [PermissionSetAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionsetattribute(v=vs.71).aspx) with a **Name** value representing the name of the desired permission set.

[C#]

//The attribute is placed at the assembly level.

using System.Security.Permissions;

[assembly:PermissionSetAttribute(SecurityAction.RequestMinimum, Name = "FullTrust")]

namespace MyNamespace

{

using System;

using System.Runtime.InteropServices;

public class MyClass

{

public MyClass()

{

}

public void MyMethod()

{

//Perform operations that require permissions here.

}

}

}

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

##### Requesting XML-Encoded Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, runtime support has been removed for the [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and [RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx)permission requests. This topic does not apply to code that is based on the .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

If you need to request a custom permission set (using **RequestMinimum**, **RequestOptional**, or **RequestRefuse**), you can use an XML representation of the desired permission set in one of two ways: either you can pass a string that contains the actual XML-encoded permission set or you can provide the location of an XML file containing the encoded permission set. The following example uses XML with the [PermissionSetAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionsetattribute(v=vs.71).aspx). The XML flag is a string containing an XML-encoded permission set, which in this case represents an unrestricted**UIPermission**and an unrestricted **RegistryPermission**.

[C#]

//The attribute is placed at the assembly level.

using System.Security.Permissions;

[assembly:PermissionSetAttribute(SecurityAction.RequestMinimum, XML="<PermissionSet class=\"System.Security.PermissionSet\" version=\"1\"><Permission class=\"System.Security.Permissions.UIPermission, mscorlib\" version=\"1\"><AllWindows/></Permission><Permission class=\"System.Security.Permissions.RegistryPermission, mscorlib\" version=\"1\"><Unrestricted/></Permission></PermissionSet>")]

namespace MyNamespace

{

using System;

using System.Runtime.InteropServices;

public class MyClass

{

public MyClass()

{

}

public void MyMethod()

{

//Perform user interface operations here.

}

}

}

The following example shows a request for a custom permission set by providing the location and name of the file that contains the same XML-encoded permission set. If you do not specify the location of your XML file, the runtime looks for it in the same directory as the application.

VB

Imports System

Imports System.Runtime.InteropServices

Imports System.Security.Permissions

'The attribute is placed at the assembly level.

<assembly: PermissionSetAttribute(SecurityAction.RequestMinimum, File := "pset.xml")>

Namespace MyNamespace

Public Class MyClass1

Public Sub New()

End Sub

Public Sub MyMethod()

'Perform operations that require permissions here.

End Sub

End Class

End Namespace

[C#]

//The attribute is placed at the assembly level.

using System.Security.Permissions;

[assembly:PermissionSetAttribute(SecurityAction.RequestMinimum, File = "pset.xml")]

namespace MyNamespace

{

using System;

using System.Runtime.InteropServices;

public class MyClass

{

public MyClass()

{

}

public void MyMethod()

{

//Perform operations that require permissions here.

}

}

}

Creating an XML-Encoded Permission Set

You can create an XML encoding of a permission set by creating an instance of the [PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.71).aspx) object, adding instances of the permissions you want to the object, and then calling the **ToXml** method to return a **SecurityElement** object that represents the XML encoding or calling the **ToString** method to return a string representation of the XML encoding.

See Also

[Requesting Permissions](https://msdn.microsoft.com/en-us/library/yd267cce(v=vs.71).aspx) | [PermissionSetAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionsetattribute(v=vs.71).aspx) | [PermissionSet Class](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.71).aspx) | [Metadata and Self-Describing Components](https://msdn.microsoft.com/en-us/library/4y7k7c6k(v=vs.71).aspx) | [Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

#### Using Secure Class Libraries

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

A secure library is a class library that uses security demands to ensure that the library's callers have permission to access the resources that the library exposes. For example, a secure class library might have a method for creating files that would demand that its callers have permissions to create files. The .NET Framework comprises secure class libraries.

If your code requests and is granted the permissions required by the class library, it will be allowed to access the library and the resource will be protected from unauthorized access; if your code does not have the appropriate permissions, it will not be allowed to access the class library, and malicious code will not be able to use your code to indirectly access the resource. Even if your code has permission to access a library, it will not be allowed to run if code that calls your code does not also have permission to access the library.

Code access security does not eliminate the possibility of human error in writing code; however, if applications use secure class libraries to access protected resources, the security risk for application code is decreased because class libraries are closely scrutinized for potential security problems.

See Also

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.71).aspx)

#### Using Managed Wrapper Classes

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

Most applications and components (except secure libraries) should not directly call unmanaged code. There are several reasons for this. If code calls unmanaged code directly, it will not be allowed to run in many circumstances because code must be granted a high level of trust to call native code. If policy is modified to allow such an application to run, it can significantly weaken the security of the system, leaving the application free to perform almost any operation.

Additionally, code that has permission to access unmanaged code can probably perform almost any operation by calling into an unmanaged API. For example, code that has permission to call unmanaged code does not need [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) to access a file; it can just call an unmanaged (Win32) file API directly, bypassing the managed file API that requires **FileIOPermission**. If managed code has permission to call into unmanaged code and does call directly into unmanaged code, the security system will be unable to reliably enforce security restrictions, since the runtime cannot enforce such restrictions on unmanaged code.

If you want your application to perform an operation that requires accessing unmanaged code, it should do so through a trusted managed class that wraps the required functionality (if such a class exists). Do not create a wrapper class yourself if one already exists in a secure class library. The wrapper class, which must be granted a high degree of trust to be allowed to make the call into unmanaged code, is responsible for demanding that its callers have the appropriate permissions. If you use the wrapper class, your code only needs to request and be granted the permissions that the wrapper class demands.

See Also

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Using Secure Class Libraries](https://msdn.microsoft.com/en-us/library/32y7hb4c(v=vs.71).aspx) | [FileIOPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx)

### Security-Transparent Code

**.NET Framework 4.6 and 4.5**

[Other Versions](javascript:;)
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Security involves three interacting pieces: sandboxing, permissions, and enforcement. Sandboxing refers to the practice of creating isolated domains where some code is treated as fully trusted and other code is restricted to the permissions in the grant set for the sandbox. The application code that runs within the grant set of the sandbox is considered to be transparent; that is, it cannot perform any operations that can affect security. The grant set for the sandbox is determined by evidence ([Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.110).aspx) class). Evidence identifies what specific permissions are required by sandboxes, and what kinds of sandboxes can be created. Enforcement refers to allowing transparent code to execute only within its grant set.

|  |
| --- |
| Important note**Important** |
| Security policy was a key element in previous versions of the .NET Framework. Starting with the .NET Framework 4, security policy is obsolete. The elimination of security policy is separate from security transparency. For information about the effects of this change, see[Code Access Security Policy Compatibility and Migration](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx). |

This topic describes the transparency model in more detail. It contains the following sections:

* [Purpose of the Transparency Model](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx#purpose)
* [Specifying the Transparency Level](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx#level)
* [Transparency Enforcement](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx#enforcement)

[**Purpose of the Transparency Model**](javascript:void(0))

Transparency is an enforcement mechanism that separates code that runs as part of the application from code that runs as part of the infrastructure. Transparency draws a barrier between code that can do privileged things (critical code), such as calling native code, and code that cannot (transparent code). Transparent code can execute commands within the bounds of the permission set it is operating in, but cannot execute, derive from, or contain critical code.

The primary goal of transparency enforcement is to provide a simple, effective mechanism for isolating different groups of code based on privilege. Within the context of the sandboxing model, these privilege groups are either fully trusted (that is, not restricted) or partially trusted (that is, restricted to the permission set granted to the sandbox).

|  |
| --- |
| Important note**Important** |
| The transparency model transcends code access security. Transparency is enforced by the just-in-time compiler and remains in effect regardless of the grant set for an assembly, including full trust. |

Transparency was introduced in the .NET Framework version 2.0 to simplify the security model, and to make it easier to write and deploy secure libraries and applications. Transparent code is also used in Microsoft Silverlight, to simplify the development of partially trusted applications.

|  |
| --- |
| Note**Note** |
| When you develop a partially trusted application, you have to be aware of the permission requirements for your target hosts. You can develop an application that uses resources that are not allowed by some hosts. This application will compile without error, but will fail when it is loaded into the hosted environment. If you have developed your application using Visual Studio, you can enable debugging in partial trust or in a restricted permission set from the development environment. For more information, see [How to: Debug a ClickOnce Application with Restricted Permissions](https://msdn.microsoft.com/en-us/library/593zkfdf(v=vs.110).aspx). The Calculate Permissions feature provided for ClickOnce applications is also available for any partially trusted application. |

[Back to top](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx#top)

[**Specifying the Transparency Level**](javascript:void(0))

The assembly-level [SecurityRulesAttribute](https://msdn.microsoft.com/en-us/library/system.security.securityrulesattribute(v=vs.110).aspx) attribute explicitly selects the [SecurityRuleSet](https://msdn.microsoft.com/en-us/library/system.security.securityruleset(v=vs.110).aspx) rules that the assembly will follow. The rules are organized under a numeric level system, where higher levels mean tighter enforcement of security rules.

The levels are as follows:

* Level 2 ([Level2](https://msdn.microsoft.com/en-us/library/system.security.securityruleset(v=vs.110).aspx)) – the .NET Framework 4 transparency rules.
* Level 1 ([Level1](https://msdn.microsoft.com/en-us/library/system.security.securityruleset(v=vs.110).aspx)) – the .NET Framework 2.0 transparency rules.

The primary difference between the two transparency levels is that level 1 does not enforce transparency rules for calls from outside the assembly and is intended only for compatibility.

|  |
| --- |
| Important note**Important** |
| You should specify level 1 transparency for compatibility only; that is, specify level 1 only for code that was developed with the .NET Framework 3.5 or earlier that uses the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.110).aspx) attribute or does not use the transparency model. For example, use level 1 transparency for .NET Framework 2.0 assemblies that allow calls from partially trusted callers (APTCA). For code that is developed for the .NET Framework 4, always use level 2 transparency. |

[**Level 2 Transparency**](javascript:void(0))

Level 2 transparency was introduced in the .NET Framework 4. The three tenets of this model are transparent code, security-safe-critical code, and security-critical code.

* Transparent code, regardless of the permissions it is granted (including full trust), can call only other transparent code or security-safe-critical code. If the code is partially trusted, it can only perform actions that are allowed by the domain’s permission set. Transparent code cannot do the following:
  + Perform an [Assert](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.assert(v=vs.110).aspx) operation or elevation of privilege.
  + Contain unsafe or unverifiable code.
  + Directly call critical code.
  + Call native code or code that has the [SuppressUnmanagedCodeSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.suppressunmanagedcodesecurityattribute(v=vs.110).aspx) attribute.
  + Call a member that is protected by a [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx).
  + Inherit from critical types.

In addition, transparent methods cannot override critical virtual methods or implement critical interface methods.

* Security-safe-critical code is fully trusted but is callable by transparent code. It exposes a limited surface area of full-trust code. Correctness and security verifications happen in safe-critical code.
* Security-critical code can call any code and is fully trusted, but it cannot be called by transparent code.

[**Level 1 Transparency**](javascript:void(0))

The level 1 transparency model was introduced in the .NET Framework version 2.0 to enable developers to reduce the amount of code that is subject to a security audit. Although level 1 transparency was publicly available in version 2.0, it was primarily used only within Microsoft for security auditing purposes. Through annotations, developers are able to declare which types and members can perform security elevations and other trusted actions (security-critical) and which cannot (security-transparent). Code that is identified as transparent does not require a high degree of security auditing. Level 1 transparency states that the transparency enforcement is limited to within the assembly. In other words, any public types or members that are identified as security-critical are security-critical only within the assembly. If you want to enforce security for those types and members when they are called from outside the assembly, you must use link demands for full trust. If you do not, publicly visible security-critical types and members are treated as security-safe-critical and can be called by partially trusted code outside the assembly.

The level 1 transparency model has the following limitations:

* Security-critical types and members that are public are accessible from security-transparent code.
* The transparency annotations are enforced only within an assembly.
* Security-critical types and members must use link demands to enforce security for calls from outside the assembly.
* Inheritance rules are not enforced.
* The potential exists for transparent code to do harmful things when run in full trust.

[Back to top](https://msdn.microsoft.com/en-us/library/ee191569(v=vs.110).aspx#top)

[**Transparency Enforcement**](javascript:void(0))

Transparency rules are not enforced until transparency is calculated. At that time, an [InvalidOperationException](https://msdn.microsoft.com/en-us/library/system.invalidoperationexception(v=vs.110).aspx) is thrown if a transparency rule is violated. The time that transparency is calculated depends on multiple factors and cannot be predicted. It is calculated as late as possible. In the .NET Framework 4, assembly-level transparency calculation occurs sooner than it does in the .NET Framework 2.0. The only guarantee is that transparency calculation will occur by the time it is needed. This is similar to how the just-in-time (JIT) compiler can change the point when a method is compiled and any errors in that method are detected. Transparency calculation is invisible if your code does not have any transparency errors.

#### Security-Transparent Code, Level 1

**.NET Framework 4.6 and 4.5**

Transparency helps developers write more secure .NET Framework libraries that expose functionality to partially trusted code. Level 1 transparency was introduced in the .NET Framework version 2.0 and was primarily used only within Microsoft. Starting with the .NET Framework 4, you can use [level 2 transparency](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx). However, level 1 transparency has been retained so that you can identify legacy code that must run with the earlier security rules.

|  |
| --- |
| Important note**Important** |
| You should specify level 1 transparency for compatibility only; that is, specify level 1 only for code that was developed with the .NET Framework 3.5 or earlier that uses the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.110).aspx) or does not use the transparency model. For example, use level 1 transparency for .NET Framework 2.0 assemblies that allow calls from partially trusted callers (APTCA). For code that is developed for the .NET Framework 4, always use level 2 transparency. |

This topic contains the following sections:

* [The Level 1 Transparency Model](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.110).aspx#the_level_1_transparency_model)
* [Transparency Attributes](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.110).aspx#transparency_attributes)
* [Security Transparency Examples](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.110).aspx#security_transparency_examples)

[**The Level 1 Transparency Model**](javascript:void(0))

When you use Level 1 transparency, you are using a security model that separates code into security-transparent, security-safe-critical, and security-critical methods.

You can mark a whole assembly, some classes in an assembly, or some methods in a class as security-transparent. Security-transparent code cannot elevate privileges. This restriction has three consequences:

* Security-transparent code cannot perform [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) actions.
* Any link demand that would be satisfied by security-transparent code becomes a full demand.
* Any unsafe (unverifiable) code that must execute in security-transparent code causes a full demand for the [UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx)security permission.

These rules are enforced during execution by the common language runtime (CLR). Security-transparent code passes all the security requirements of the code it calls back to its callers. Demands that flow through the security-transparent code cannot elevate privileges. If a low-trust application calls security-transparent code and causes a demand for high privilege, the demand will flow back to the low-trust code and fail. The security-transparent code cannot stop the demand because it cannot perform assert actions. The same security-transparent code called from full-trust code results in a successful demand.

Security-critical is the opposite of security-transparent. Security-critical code executes with full trust and can perform all privileged operations. Security-safe-critical code is privileged code that has been through an extensive security audit to confirm that it does not allow partially trusted callers to use resources they do not have permission to access.

You have to apply transparency explicitly. The majority of your code that handles data manipulation and logic can typically be marked as security-transparent, whereas the lesser amount of code that performs elevations of privileges is marked as security-critical or security-safe-critical.

|  |
| --- |
| Important note**Important** |
| Level 1 transparency is limited to assembly scope; it is not enforced between assemblies. Level 1 transparency was primarily used within Microsoft for security audit purposes. Security-critical types and members within a level 1 assembly can be accessed by security-transparent code in other assemblies. It is important that you perform link demands for full trust in all your level 1 security-critical types and members. Security-safe-critical types and members must also confirm that callers have permissions for protected resources that are accessed by the type or member. |

For backward compatibility with earlier versions of the .NET Framework, all members that are not annotated with transparency attributes are considered to be security-safe-critical. All types that are not annotated are considered to be transparent. There are no static analysis rules to validate transparency. Therefore, you may need to debug transparency errors at run time.

[**Transparency Attributes**](javascript:void(0))

The following table describes the three attributes that you use to annotate your code for transparency.

|  |  |
| --- | --- |
| Attribute | Description |
| [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.110).aspx) | Allowed only at the assembly level. Identifies all types and members in the assembly as security-transparent. The assembly cannot contain any security-critical code. |
| [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) | When used at the assembly level without the [Scope](https://msdn.microsoft.com/en-us/library/ms147620(v=vs.110).aspx) property, identifies all code in the assembly as security-transparent by default, but indicates that the assembly may contain security-critical code.  When used at the class level, identifies the class or method as security-critical, but not the members of the class. To make all the members security-critical, set the [Scope](https://msdn.microsoft.com/en-us/library/ms147620(v=vs.110).aspx) property to [Everything](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalscope(v=vs.110).aspx).  When used at the member level, the attribute applies only to that member.  The class or member identified as security-critical can perform elevations of privilege.   |  | | --- | | Important note**Important** | | In level 1 transparency, security-critical types and members are treated as security-safe-critical when they are called from outside the assembly. You should protect security-critical types and members with a link demand for full trust to avoid unauthorized elevation of privilege. | |
| [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.110).aspx) | Identifies security-critical code that can be accessed by security-transparent code in the assembly. Otherwise, security-transparent code cannot access private or internal security-critical members in the same assembly. Doing so would influence security-critical code and make unexpected elevations of privilege possible. Security-safe-critical code should undergo a rigorous security audit.   |  | | --- | | Note**Note** | | Security-safe-critical types and members must validate the permissions of callers to determine whether the caller has authority to access protected resources. | |

The [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.110).aspx) attribute enables security-transparent code to access security-critical members in the same assembly. Consider the security-transparent and security-critical code in your assembly as separated into two assemblies. The security-transparent code would not be able to see the private or internal members of the security-critical code. Additionally, the security-critical code is generally audited for access to its public interface. You would not expect a private or internal state to be accessible outside the assembly; you would want to keep the state isolated. The [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.110).aspx) attribute maintains the isolation of state between security-transparent and security-critical code while providing the ability to override the isolation when it is necessary. Security-transparent code cannot access private or internal security-critical code unless those members have been marked with [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.110).aspx). Before applying the [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.110).aspx), audit that member as if it were publicly exposed.

[**Assembly-wide Annotation**](javascript:void(0))

The following table describes the effects of using security attributes at the assembly level.

|  |  |
| --- | --- |
| Assembly attribute | Assembly state |
| No attribute on a partially trusted assembly | All types and members are transparent. |
| No attribute on a fully trusted assembly (in the global assembly cache or identified as full trust in the **AppDomain**) | All types are transparent and all members are security-safe-critical. |
| **SecurityTransparent** | All types and members are transparent. |
| **SecurityCritical(SecurityCriticalScope.Everything)** | All types and members are security-critical. |
| **SecurityCritical** | All code defaults to transparent. However, individual types and members can have other attributes. |

[**Security Transparency Examples**](javascript:void(0))

To use the .NET Framework 2.0 transparency rules (level 1 transparency), use the following assembly annotation:

[assembly: SecurityRules(SecurityRuleSet.Level1)]

If you want to make a whole assembly transparent to indicate that the assembly does not contain any critical code and does not elevate privileges in any way, you can explicitly add transparency to the assembly with the following attribute:

[assembly: SecurityTransparent]

If you want to mix critical and transparent code in the same assembly, start by marking the assembly with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx)attribute to indicate that the assembly can contain critical code, as follows:

[assembly: SecurityCritical]

If you want to perform security-critical actions, you must explicitly mark the code that will perform the critical action with another[SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) attribute, as shown in the following code example:

[assembly: SecurityCritical]

Public class A

{

[SecurityCritical]

private void Critical()

{

// critical

}

public int SomeProperty

{

get {/\* transparent \*/ }

set {/\* transparent \*/ }

}

}

public class B

{

internal string SomeOtherProperty

{

get { /\* transparent \*/ }

set { /\* transparent \*/ }

}

}

The previous code is transparent except for the Critical method, which is explicitly marked as security-critical. Transparency is the default setting, even with the assembly-level [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) attribute.

#### Security-Transparent Code, Level 2

**.NET Framework 4.6 and 4.5**
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Level 2 transparency was introduced in the .NET Framework 4. The three tenets of this model are transparent code, security-safe-critical code, and security-critical code.

* Transparent code, including code that is running as full trust, can call other transparent code or security-safe-critical code only. It can only perform actions allowed by the domain’s partial trust permission set (if one exists). Transparent code cannot do the following:
  + Perform an [Assert](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.assert(v=vs.110).aspx) or elevation of privilege.
  + Contain unsafe or unverifiable code.
  + Directly call critical code.
  + Call native code or code with the [SuppressUnmanagedCodeSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.suppressunmanagedcodesecurityattribute(v=vs.110).aspx) attribute.
  + Call a member that is protected by a [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx).
  + Inherit from critical types.

In addition, transparent methods cannot override critical virtual methods or implement critical interface methods.

* Safe-critical code is fully trusted but is callable by transparent code. It exposes a limited surface area of full-trust code; correctness and security verifications happen in safe-critical code.
* Security-critical code can call any code and is fully trusted, but it cannot be called by transparent code.

This topic contains the following sections:

* [Usage Examples and Behaviors](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#examples)
* [Override Patterns](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#override)
* [Inheritance Rules](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#inheritance)
* [Additional Information and Rules](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#additional)

[**Usage Examples and Behaviors**](javascript:void(0))

To specify .NET Framework 4 rules (level 2 transparency), use the following annotation for an assembly:

[assembly: SecurityRules(SecurityRuleSet.Level2)]

To lock into the .NET Framework 2.0 rules (level 1 transparency), use the following annotation:

[assembly: SecurityRules(SecurityRuleSet.Level1)]

If you do not annotate an assembly, the .NET Framework 4 rules are used by default. However, the recommended best practice is to use the[SecurityRulesAttribute](https://msdn.microsoft.com/en-us/library/system.security.securityrulesattribute(v=vs.110).aspx) attribute instead of depending on the default.

[**Assemblywide Annotation**](javascript:void(0))

The following rules apply to the use of attributes at the assembly level:

* No attributes: If you do not specify any attributes, the runtime interprets all code as security-critical, except where being security-critical violates an inheritance rule (for example, when overriding or implementing a transparent virtual or interface method). In those cases, the methods are safe-critical. Specifying no attribute causes the common language runtime to determine the transparency rules for you.
* **SecurityTransparent**: All code is transparent; the entire assembly will not do anything privileged or unsafe.
* **SecurityCritical**: All code that is introduced by types in this assembly is critical; all other code is transparent. This scenario is similar to not specifying any attributes; however, the common language runtime does not automatically determine the transparency rules. For example, if you override a virtual or abstract method or implement an interface method, by default, that method is transparent. You must explicitly annotate the method as **SecurityCritical** or **SecuritySafeCritical**; otherwise, a[TypeLoadException](https://msdn.microsoft.com/en-us/library/system.typeloadexception(v=vs.110).aspx) will be thrown at load time. This rule also applies when both the base class and the derived class are in the same assembly.
* **AllowPartiallyTrustedCallers** (level 2 only): All code defaults to transparent. However, individual types and members can have other attributes.

The following table compares the assembly level behavior for Level 2 with Level 1 .

|  |  |  |
| --- | --- | --- |
| Assembly attribute | Level 2 | Level 1 |
| No attribute on a partially trusted assembly | Types and members are by default transparent, but can be security-critical or security-safe-critical. | All types and members are transparent. |
| No attribute | Specifying no attribute causes the common language runtime to determine the transparency rules for you. All types and members are security-critical, except where being security-critical violates an inheritance rule. | On a fully trusted assembly (in the global assembly cache or identified as full trust in the **AppDomain**) all types are transparent and all members are security-safe-critical. |
| **SecurityTransparent** | All types and members are transparent. | All types and members are transparent. |
| **SecurityCritical(SecurityCriticalScope.Everything)** | Not applicable. | All types and members are security-critical. |
| **SecurityCritical** | All code that is introduced by types in this assembly is critical; all other code is transparent. If you override a virtual or abstract method or implement an interface method, you must explicitly annotate the method as **SecurityCritical** or**SecuritySafeCritical**. | All code defaults to transparent. However, individual types and members can have other attributes. |

[**Type and Member Annotation**](javascript:void(0))

The security attributes that are applied to a type also apply to the members that are introduced by the type. However, they do not apply to virtual or abstract overrides of the base class or interface implementations. The following rules apply to the use of attributes at the type and member level:

* **SecurityCritical**: The type or member is critical and can be called only by full-trust code. Methods that are introduced in a security-critical type are critical.

|  |
| --- |
| Important note**Important** |
| Virtual and abstract methods that are introduced in base classes or interfaces, and overridden or implemented in a security-critical class are transparent by default. They must be identified as either **SecuritySafeCritical** or **SecurityCritical**. |

* **SecuritySafeCritical**: The type or member is safe-critical. However, the type or member can be called from transparent (partially trusted) code and is as capable as any other critical code. The code must be audited for security.

[Back to top](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#top)

[**Override Patterns**](javascript:void(0))

The following table shows the method overrides allowed for level 2 transparency.

|  |  |
| --- | --- |
| Base virtual/interface member | Override/interface |
| **Transparent** | **Transparent** |
| **Transparent** | **SafeCritical** |
| **SafeCritical** | **Transparent** |
| **SafeCritical** | **SafeCritical** |
| **Critical** | **Critical** |

[Back to top](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#top)

[**Inheritance Rules**](javascript:void(0))

In this section, the following order is assigned to **Transparent**, **Critical**, and **SafeCritical** code based on access and capabilities:

**Transparent** < **SafeCritical** < **Critical**

* Rules for types: Going from left to right, access becomes more restrictive. Derived types must be at least as restrictive as the base type.
* Rules for methods: Derived methods cannot change accessibility from the base method. For default behavior, all derived methods that are not annotated are **Transparent**. Derivatives of critical types cause an exception to be thrown if the overridden method is not explicitly annotated as **SecurityCritical**.

The following table shows the allowed type inheritance patterns.

|  |  |
| --- | --- |
| Base class | Derived class can be |
| **Transparent** | **Transparent** |
| **Transparent** | **SafeCritical** |
| **Transparent** | **Critical** |
| **SafeCritical** | **SafeCritical** |
| **SafeCritical** | **Critical** |
| **Critical** | **Critical** |

The following table shows the disallowed type inheritance patterns.

|  |  |
| --- | --- |
| Base class | Derived class cannot be |
| **SafeCritical** | **Transparent** |
| **Critical** | **Transparent** |
| **Critical** | **SafeCritical** |

The following table shows the allowed method inheritance patterns.

|  |  |
| --- | --- |
| Base method | Derived method can be |
| **Transparent** | **Transparent** |
| **Transparent** | **SafeCritical** |
| **SafeCritical** | **Transparent** |
| **SafeCritical** | **SafeCritical** |
| **Critical** | **Critical** |

The following table shows the disallowed method inheritance patterns.

|  |  |  |
| --- | --- | --- |
| Base method | Derived method cannot be | |
| **Transparent** | **Critical** | |
| **SafeCritical** | **Critical** | |
| **Critical** | **Transparent** | |
| **Critical** | **SafeCritical** | |
| Note**Note** | |
| These inheritance rules apply to level 2 types and members. Types in level 1 assemblies can inherit from level 2 security-critical types and members. Therefore, level 2 types and members must have separate inheritance demands for level 1 inheritors. | |

[Back to top](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx#top)

[**Additional Information and Rules**](javascript:void(0))

[**LinkDemand Support**](javascript:void(0))

The level 2 transparency model replaces the [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) attribute. In legacy (level 1) code, a[LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) is automatically treated as a [Demand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx).

[**Reflection**](javascript:void(0))

Invoking a critical method or reading a critical field triggers a demand for full trust (just as if you were invoking a private method or field). Therefore, full-trust code can invoke a critical method, whereas partial-trust code cannot.

The following properties have been added to the [System.Reflection](https://msdn.microsoft.com/en-us/library/system.reflection(v=vs.110).aspx) namespace to determine whether the type, method, or field is**SecurityCritical**, **SecuritySafeCritical**, or **SecurityTransparent**: [IsSecurityCritical](https://msdn.microsoft.com/en-us/library/dd267835(v=vs.110).aspx), [IsSecuritySafeCritical](https://msdn.microsoft.com/en-us/library/dd287589(v=vs.110).aspx), and [IsSecurityTransparent](https://msdn.microsoft.com/en-us/library/dd268420(v=vs.110).aspx). Use these properties to determine transparency by using reflection instead of checking for the presence of the attribute. The transparency rules are complex, and checking for the attribute may not be sufficient.

|  |
| --- |
| Note**Note** |
| A **SafeCritical** method returns **true** for both [IsSecurityCritical](https://msdn.microsoft.com/en-us/library/dd267835(v=vs.110).aspx)and [IsSecuritySafeCritical](https://msdn.microsoft.com/en-us/library/dd287589(v=vs.110).aspx), because **SafeCritical** is indeed critical (it has the same capabilities as critical code, but it can be called from transparent code). |

Dynamic methods inherit the transparency of the modules they are attached to; they do not inherit the transparency of the type (if they are attached to a type).

[**Skip Verification in Full Trust**](javascript:void(0))

You can skip verification for fully trusted transparent assemblies by setting the [SkipVerificationInFullTrust](https://msdn.microsoft.com/en-us/library/dd269628(v=vs.110).aspx) property to **true** in the[SecurityRulesAttribute](https://msdn.microsoft.com/en-us/library/system.security.securityrulesattribute(v=vs.110).aspx) attribute:

[assembly: SecurityRules(SecurityRuleSet.Level2, SkipVerificationInFullTrust = true)]

The [SkipVerificationInFullTrust](https://msdn.microsoft.com/en-us/library/dd269628(v=vs.110).aspx) property is **false** by default, so the property must be set to **true** to skip verification. This should be done for optimization purposes only. You should ensure that the transparent code in the assembly is verifiable by using the transparentoption in the [PEVerify tool](https://msdn.microsoft.com/en-us/library/62bwd2yd(v=vs.110).aspx).

#### Code Access Security Policy Compatibility and Migration

**.NET Framework 4.6 and 4.5**
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The policy portion of code access security (CAS) has been made obsolete in the .NET Framework 4. As a result, you may encounter compilation warnings and runtime exceptions if you call the obsolete policy types and members [explicitly](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#explicit_use) or [implicitly](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#implicit_use) (through other types and members).

You can avoid the warnings and errors by either:

* [Migrating](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#migration) to the .NET Framework 4 replacements for the obsolete calls.

- or -

* Using the [<NetFx40\_LegacySecurityPolicy> configuration element](https://msdn.microsoft.com/en-us/library/dd409253(v=vs.110).aspx) to opt into the legacy CAS policy behavior.

This topic contains the following sections:

* [Explicit Use](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#explicit_use)
* [Implicit Use](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#implicit_use)
* [Errors and Warnings](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#errors_and_warnings)
* [Migration: Replacement for Obsolete Calls](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#migration)
* [Compatibility: Using the CAS Policy Legacy Option](https://msdn.microsoft.com/en-us/library/ee191568(v=vs.110).aspx#compatibility)

|  |
| --- |
| Caution note**Caution** |
| Code Access Security and Partially Trusted Code  The .NET Framework provides a mechanism for the enforcement of varying levels of trust on different code running in the same application called Code Access Security (CAS).  Code Access Security in .NET Framework should not  be used as a security boundary with partially trusted code, especially code of unknown origin. We advise against loading and executing code of unknown origins without putting alternative security measures in place.  This policy applies to all versions of .NET Framework, but does not apply to the .NET Framework included in Silverlight. |

[**Explicit Use**](javascript:void(0))

Members that directly manipulate security policy or require CAS policy to sandbox are obsolete and will produce errors by default.

Examples of these are:

* [AppDomain.SetAppDomainPolicy](https://msdn.microsoft.com/en-us/library/system.appdomain.setappdomainpolicy(v=vs.110).aspx)
* [HostSecurityManager.DomainPolicy](https://msdn.microsoft.com/en-us/library/system.security.hostsecuritymanager.domainpolicy(v=vs.110).aspx)
* [PolicyLevel.CreateAppDomainLevel](https://msdn.microsoft.com/en-us/library/system.security.policy.policylevel.createappdomainlevel(v=vs.110).aspx)
* [SecurityManager.LoadPolicyLevelFromString](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.loadpolicylevelfromstring(v=vs.110).aspx)
* [SecurityManager.LoadPolicyLevelFromFile](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.loadpolicylevelfromfile(v=vs.110).aspx)
* [SecurityManager.ResolvePolicy](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.resolvepolicy(v=vs.110).aspx)
* [SecurityManager.ResolveSystemPolicy](https://msdn.microsoft.com/en-us/library/ms147633(v=vs.110).aspx)
* [SecurityManager.ResolvePolicyGroups](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.resolvepolicygroups(v=vs.110).aspx)
* [SecurityManager.PolicyHierarchy](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.policyhierarchy(v=vs.110).aspx)
* [SecurityManager.SavePolicy](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.savepolicy(v=vs.110).aspx)

[**Implicit Use**](javascript:void(0))

Several assembly loading overloads produce errors because of their implicit use of CAS policy. These overloads take an [Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.110).aspx) parameter that is used to resolve CAS policy and provide a permission grant set for an assembly.

Here are some examples. The obsolete overloads are those that take [Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.110).aspx) as a parameter:

* [Activator.CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.activator.createinstancefrom(v=vs.110).aspx)
* [AppDomain.CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.appdomain.createinstancefrom(v=vs.110).aspx)
* [AppDomain.CreateInstanceAndUnwrap](https://msdn.microsoft.com/en-us/library/system.appdomain.createinstanceandunwrap(v=vs.110).aspx)
* [AppDomain.DefineDynamicAssembly](https://msdn.microsoft.com/en-us/library/system.appdomain.definedynamicassembly(v=vs.110).aspx)
* [AppDomain.ExecuteAssemblyByName](https://msdn.microsoft.com/en-us/library/system.appdomain.executeassemblybyname(v=vs.110).aspx)
* [AppDomain.Load](https://msdn.microsoft.com/en-us/library/system.appdomain.load(v=vs.110).aspx)
* [Assembly.LoadFrom](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.loadfrom(v=vs.110).aspx)
* [Assembly.Load](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.load(v=vs.110).aspx)
* [Assembly.LoadFrom](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.loadfrom(v=vs.110).aspx)

[**Errors and Warnings**](javascript:void(0))

The obsolete types and members produce the following error messages when they are used. Note that the [System.Security.Policy.Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.110).aspx)type itself is not obsolete.

Compile-time warning:

warning CS0618: '<API Name>' is obsolete: 'This method is obsolete and will be removed in a future release of the .NET Framework. Please use <suggested alternate API>. See <link> for more information.'

Run-time exception:

[NotSupportedException](https://msdn.microsoft.com/en-us/library/system.notsupportedexception(v=vs.110).aspx) : This method uses CAS policy, which has been obsoleted by the .NET Framework. In order to enable CAS policy for compatibility reasons, please use the <NetFx40\_LegacySecurityPolicy> configuration switch. Please see <link> for more information.

[**Migration: Replacement for Obsolete Calls**](javascript:void(0))

[**Determining an Assembly’s Trust Level**](javascript:void(0))

CAS policy is often used to determine an assembly’s or application domain’s permission grant set or trust level. The .NET Framework 4 exposes the following useful properties that do not need to resolve security policy:

* [Assembly.PermissionSet](https://msdn.microsoft.com/en-us/library/dd413895(v=vs.110).aspx)
* [Assembly.IsFullyTrusted](https://msdn.microsoft.com/en-us/library/dd413989(v=vs.110).aspx)
* [AppDomain.PermissionSet](https://msdn.microsoft.com/en-us/library/dd383500(v=vs.110).aspx)
* [AppDomain.IsFullyTrusted](https://msdn.microsoft.com/en-us/library/dd414841(v=vs.110).aspx)

[**Application Domain Sandboxing**](javascript:void(0))

The [AppDomain.SetAppDomainPolicy](https://msdn.microsoft.com/en-us/library/system.appdomain.setappdomainpolicy(v=vs.110).aspx) method is typically used for sandboxing the assemblies in an application domain. The .NET Framework 4 exposes members that do not have to use [PolicyLevel](https://msdn.microsoft.com/en-us/library/system.security.policy.policylevel(v=vs.110).aspx) for this purpose. For more information, see [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.110).aspx).

[**Determining a Safe or Reasonable Permission Set for Partially Trusted Code**](javascript:void(0))

Hosts often need to determine the permissions that are appropriate for sandboxing hosted code. Before the .NET Framework 4, CAS policy provided a way to do this with the [SecurityManager.ResolvePolicy](https://msdn.microsoft.com/en-us/library/system.security.securitymanager.resolvepolicy(v=vs.110).aspx) method. As a replacement, .NET Framework 4 provides the[SecurityManager.GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.110).aspx) method, which returns a safe, standard permission set for the provided evidence.

[**Non-Sandboxing Scenarios: Overloads for Assembly Loads**](javascript:void(0))

The reason for using an assembly load overload might be to use parameters that are not otherwise available, instead of sandboxing the assembly. Starting with the .NET Framework 4, assembly load overloads that do not require a [System.Security.Policy.Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.110).aspx) object as a parameter, for example, [AppDomain.ExecuteAssembly(String, String[], Byte[], AssemblyHashAlgorithm)](https://msdn.microsoft.com/en-us/library/dd414750(v=vs.110).aspx), enable this scenario.

If you want to sandbox an assembly, use the [AppDomain.CreateDomain(String, Evidence, AppDomainSetup, PermissionSet,StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.110).aspx) overload.

[**Compatibility: Using the CAS Policy Legacy Option**](javascript:void(0))

The [<NetFx40\_LegacySecurityPolicy> configuration element](https://msdn.microsoft.com/en-us/library/dd409253(v=vs.110).aspx) lets you specify that a process or library uses legacy CAS policy. When you enable this element, the policy and evidence overloads will work as they did in previous versions of the framework.

|  |
| --- |
| Note**Note** |
| CAS policy behavior is specified on a runtime version basis, so modifying CAS policy for one runtime version does not affect the CAS policy of another version. |

<configuration>

<runtime>

<NetFx40\_LegacySecurityPolicy enabled="true"/>

</runtime>

</configuration>

### Using Libraries from Partially Trusted Code

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Applications that receive less than full trust by the runtime code access security system are not allowed to call shared managed libraries unless the library writer specifically allows them to through the use of the [AllowPartiallyTrustedCallersAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx). Therefore, application writers must be aware that some libraries will not be available to them from a partially trusted context. By default, all code that executes from the local intranet or Internet zones is partially trusted. If you do not expect your code to be executed from a partially trusted context or to be called by partially trusted code, you do not need to be concerned about the information in this section. However, if you write code that must interact with partially trusted code or operate from a partially trusted context, you should consider the following factors:

* Libraries must be signed with a strong name in order to be shared by multiple applications. Strong names allow your code to be placed in the global assembly cache and allow consumers to verify that a particular piece of mobile code actually originates from you.
* By default, strong-named shared libraries perform an implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) for full trust automatically, without the library writer having to do anything.
* If a caller does not have full trust but still tries to call such a library, the runtime throws a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) and the caller is not allowed to link to the library.
* In order to disable the automatic **LinkDemand** and prevent the exception from being thrown, you can place the**AllowPartiallyTrustedCallersAttribute** attribute on the assembly scope of a shared library. This attribute allows your libraries to be called from partially trusted managed code.
* Partially trusted code that is granted access to a library with this attribute is still subject to further restrictions defined by local machine policy.
* There is no programmatic way for partially trusted code to call a library that does not have the **AllowPartiallyTrustedCallersAttribute**attribute. If an application does not receive full trust by default, an administrator must choose to modify security policy and grant the application full trust before it can call such a library.

Libraries that are private to a specific application do not require a strong name or the **AllowPartiallyTrustedCallersAttribute** attribute and cannot be referenced by potentially malicious code outside the application. Such code is protected against intentional or unintentional misuse by partially trusted mobile code without the developer or administrator having to do anything extra.

You should consider explicitly enabling use by partially trusted code for the following types of code:

* Code that has been diligently tested for security vulnerabilities and is in compliance with the guidelines described in [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.71).aspx).
* Strong-named code libraries that are specifically written for partially trusted scenarios.
* Any components (whether partially or fully trusted) signed with a strong name that will be called by mobile code downloaded from the Internet or the local intranet. These components are affected because under default security policy mobile code receives partial trust.
* If default policy is modified, any code that security policy grants less than full trust.

**Note**Some classes shipped in the .NET Framework class library do not have the**AllowPartiallyTrustedCallersAttribute** attribute and cannot be called by partially trusted code. See [.NET Framework Assemblies Marked with AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/ys8yafkf(v=vs.71).aspx) for a list of classes that are callable by partially trusted code.

### Using Libraries from Partially Trusted Code

**.NET Framework 4, 4.6 and 4.5**

|  |
| --- |
| Note**Note** |
| This topic addresses the behavior of strong-named assemblies and applies only to [Level 1](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.110).aspx) assemblies. [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx)assemblies in the .NET Framework 4 or later are not affected by strong names. For more information about changes to the security system, see [Security Changes in the .NET Framework](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.110).aspx). |

Applications that receive less than full trust from their host or sandbox are not allowed to call shared managed libraries unless the library writer specifically allows them to through the use of the [AllowPartiallyTrustedCallersAttribute attribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.110).aspx). Therefore, application writers must be aware that some libraries will not be available to them from a partially trusted context. By default, all code that executes in a partial-trust[sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.110).aspx) and is not in the list of full-trust assemblies is partially trusted. If you do not expect your code to be executed from a partially trusted context or to be called by partially trusted code, you do not have to be concerned about the information in this section. However, if you write code that must interact with partially trusted code or operate from a partially trusted context, you should consider the following factors:

* Libraries must be signed with a strong name in order to be shared by multiple applications. Strong names allow your code to be placed in the global assembly cache or added to the full-trust list of a sandboxing [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx), and allow consumers to verify that a particular piece of mobile code actually originates from you.
* By default, strong-named [Level 1](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.110).aspx) shared libraries perform an implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.110).aspx) for full trust automatically, without the library writer having to do anything.
* If a caller does not have full trust but still tries to call such a library, the runtime throws a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx) and the caller is not allowed to link to the library.
* In order to disable the automatic **LinkDemand** and prevent the exception from being thrown, you can place the**AllowPartiallyTrustedCallersAttribute** attribute on the assembly scope of a shared library. This attribute allows your libraries to be called from partially trusted managed code.
* Partially trusted code that is granted access to a library with this attribute is still subject to further restrictions defined by the[AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx).
* There is no programmatic way for partially trusted code to call a library that does not have the **AllowPartiallyTrustedCallersAttribute**attribute.

Libraries that are private to a specific application do not require a strong name or the **AllowPartiallyTrustedCallersAttribute** attribute and cannot be referenced by potentially malicious code outside the application. Such code is protected against intentional or unintentional misuse by partially trusted mobile code without the developer having to do anything extra.

You should consider explicitly enabling use by partially trusted code for the following types of code:

* Code that has been diligently tested for security vulnerabilities and is in compliance with the guidelines described in [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/8a3x2b7f(v=vs.110).aspx).
* Strong-named code libraries that are specifically written for partially trusted scenarios.
* Any components (whether partially or fully trusted) signed with a strong name that will be called by code that is downloaded from the Internet.

|  |
| --- |
| Note**Note** |
| Some classes in the .NET Framework class library do not have the **AllowPartiallyTrustedCallersAttribute** attribute and cannot be called by partially trusted code. |

#### Deciding When To Enable Partially Trusted Callers

**.NET Framework 1.1, 2.0, 3.0, .3.5**

The implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) for full trust that shared libraries perform by default helps provide your code a high level of protection by not allowing untrusted, potentially malicious code to call your code and exploit weaknesses. If you do not expect that your code will be called from partially trusted code, you should consider leaving the [AllowPartiallyTrustedCallersAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) off your shared libraries.

However, there are certain scenarios in which you might want your shared library to be called by mobile or partially trusted code. For example, enterprise applications might want to support managed controls hosted in Microsoft Internet Explorer that run from Web sites on a local intranet. The **AllowPartiallyTrustedCallersAttribute** attribute should be applied only after you have considered the security implications and taken the necessary precautions, including code review against the secure coding guidelines for managed code. This attribute should be applied to assemblies only if the following criteria are met:

* Partially trusted code use is important to support.
* The assemblies have been designed and built with explicit attention to security considerations to make them robust against all callers, including potentially malicious callers.
* Appropriate security testing with partially trusted code is done before releasing the code.

#### Deciding When To Enable Partially Trusted Callers

**.NET Framework 4**

The implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.100).aspx) for full trust that shared libraries perform by default helps provide your code a high level of protection by not allowing untrusted, potentially malicious code to call your code and exploit weaknesses. If you do not expect that your code will be called from partially trusted code, you should consider leaving the [AllowPartiallyTrustedCallersAttribute Class](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) off your shared libraries.

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, partially trusted code has been redefined as transparent code. The transparency model draws a barrier between code that can do privileged things (critical code), such as calling native code, and code that cannot (transparent code). Transparency eliminates the use of the [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) to identify fully trusted code, and affects the rules for running partially trusted code. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |
| Note**Note** |
| The .NET Framework 4 introduces the conditional use of the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) (APTCA) attribute. Conditional APTCA enables hosts to identify which assemblies they want to expose to partial-trust callers that are loaded within the context of the host. The candidate assemblies must already be designed for partial trust; that is, they must either be APCTA (security-safe-critical in the transparency model) or fully transparent. A new constructor for the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) class enables the host to specify the level of visibility for an APTCA assembly by using the [PartialTrustVisibilityLevel](https://msdn.microsoft.com/en-us/library/system.security.partialtrustvisibilitylevel(v=vs.100).aspx) enumeration in the constructor call. |

However, there are certain scenarios in which you might want your shared library to be called by mobile or partially trusted code. For example, enterprise applications might want to support managed controls hosted in Microsoft Internet Explorer that run from Web sites on a local intranet. The [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) attribute should be applied only after you have considered the security implications and taken the necessary precautions, including code review against the secure coding guidelines for managed code. This attribute should be applied to assemblies only if the following criteria are met:

* Partially trusted code use is important to support.
* The assemblies have been designed and built with explicit attention to security considerations to make them robust against all callers, including potentially malicious callers.
* Appropriate security testing with partially trusted code is done before releasing the code.

#### Sharing a Library with Partially Trusted Code

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Several steps must be completed before shared libraries can be called by partially trusted code. For an overview of this issue, see [Using Libraries from Partially Trusted Code](https://msdn.microsoft.com/en-us/library/8skskf63(v=vs.71).aspx). You can enable partially trusted access to your libraries by completing the three following tasks:

Strong Name the Assembly

Before your library can be shared through the global assembly cache or used as a downloaded component, you must create a strong name. Complete the following tasks described in [Creating and Using Strong-Named Assemblies](https://msdn.microsoft.com/en-us/library/xwb8f617(v=vs.71).aspx) to strong name your library:

1. Create a key pair.
2. Use the [Assembly Linker (Al.exe)](https://msdn.microsoft.com/en-us/library/c405shex(v=vs.71).aspx) or an assembly attribute to apply the key pair to your library.

Disable the LinkDemand

To disable the implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) that blocks partially trusted code from calling shared libraries, apply the[AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) at the assembly level of your code.

The following code example demonstrates how to apply the **AllowPartiallyTrustedCallersAttribute** attribute to a shared library.

VB

<assembly:AllowPartiallyTrustedCallersAttribute()>

[C#]

[assembly:AllowPartiallyTrustedCallersAttribute()]

When this attribute is present, all other security checks in your code still work as before, including any class-level or method-level declarative security attributes that are present. This attribute blocks only the implicit **LinkDemand** enforcement.

Share the Library

After the previous tasks are completed, you can share the library by placing it in the global assembly cache. For more information, see[Installing an Assembly into the Global Assembly Cache](https://msdn.microsoft.com/en-us/library/dkkx7f79(v=vs.71).aspx).

**Note**   If you want partially trusted callers to be able to call select classes or members in your library, you can place demands on those classes or members. For more information, see Requiring Full Trust for Types Within an AllowPartiallyTrustedCallersAttribute Assembly

See Also
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#### Sharing a Library with Partially Trusted Code

**.NET Framework 4**

|  |
| --- |
| Note**Note** |
| This topic addresses the use of strong-named assemblies. The following information applies only to [Level 1](https://msdn.microsoft.com/en-us/library/bb397858(v=vs.100).aspx) assemblies or assemblies that use legacy security policy. [Security-transparent code, level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx) assemblies in the .NET Framework version 4 or later are not affected by strong names. For more information about changes to the security system, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). Several steps must be completed before shared libraries can be called by partially trusted code. For an overview of this issue, see [Using Libraries from Partially Trusted Code](https://msdn.microsoft.com/en-us/library/8skskf63(v=vs.100).aspx). You can enable partially trusted access to your libraries by completing the three tasks described in the following sections. |

[Assign a Strong Name to the Assembly](javascript:void(0))

Before your library can be shared through the global assembly cache or used as a downloaded component, you must create a strong name. Complete the following tasks described in [Creating and Using Strong-Named Assemblies](https://msdn.microsoft.com/en-us/library/xwb8f617(v=vs.100).aspx) to assign a strong name to your library:

1. Create a key pair.
2. Use the [Assembly Linker (Al.exe)](https://msdn.microsoft.com/en-us/library/c405shex(v=vs.100).aspx) or an assembly attribute to apply the key pair to your library.

[Disable the LinkDemand](javascript:void(0))

To disable the implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.100).aspx) that blocks partially trusted code from calling shared libraries, apply the[AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) at the assembly level of your code.

The following code example demonstrates how to apply the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) attribute to a shared library.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/9ykfdse9(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[assembly:AllowPartiallyTrustedCallersAttribute()]

When this attribute is present, all other security checks in your code still work as before, including any class-level or method-level declarative security attributes that are present. This attribute blocks only the implicit **LinkDemand** enforcement.

|  |
| --- |
| Note**Note** |
| In the .NET Framework version 4, a new property has been added to the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) class that allows the attribute to be conditionally activated. For more information, see the [PartialTrustVisibilityLevel](https://msdn.microsoft.com/en-us/library/dd414118(v=vs.100).aspx) property. |

[Share the Library](javascript:void(0))

After the previous tasks are completed, you can share the library by placing it in the global assembly cache. For more information, see[Installing an Assembly into the Global Assembly Cache](https://msdn.microsoft.com/en-us/library/dkkx7f79(v=vs.100).aspx).

|  |
| --- |
| Note**Note** |
| If you want to prevent partially trusted callers from calling select classes or members in your library, you can place demands on those classes or members. For more information, see [Requiring Full Trust for Types Within an AllowPartiallyTrustedCallersAttribute Assembly](https://msdn.microsoft.com/en-us/library/970x52db(v=vs.100).aspx). |

[**See Also**](javascript:void(0))
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#### Requiring Full Trust for Types Within an AllowPartiallyTrustedCallersAttribute Assembly

**.NET Framework 1.1, 2.0, 3.0, 3.5**

When the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) is placed on an assembly, the implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) requiring all callers to be fully trusted is disabled. In some situations, you might want certain members or classes in an assembly to be callable by partially trusted code, but want other members or classes in the same assembly be protected from partially trusted code. The following steps allow you to provide access to certain members or classes from partially trusted code, while still denying access to other members and classes from partially trusted code:

1. Sign your code with a strong name.
2. Apply the **AllowPartiallyTrustedCallersAttribute** attribute to your assembly so that partially trusted callers can use it.
3. Apply a demand for full trust to the specific member or class within the assembly from step 2 that you want protected from partially trusted callers.

The following are demands that can be placed on your code in order to limit access by partially trusted code:

* To cause a **LinkDemand** for full trust, apply the following to a class or member.

VB

<PermissionSetAttribute(SecurityAction.LinkDemand, Name:="FullTrust")>

[C#]

[PermissionSetAttribute(SecurityAction.LinkDemand, Name="FullTrust")]

* To cause a link demand requiring that callers have the ability to call unmanaged code, apply the following to a class or member.

VB

<SecurityPermissionAttribute(SecurityAction.LinkDemand, UnmanagedCode:=True)>

[C#]

[SecurityPermissionAttribute(SecurityAction.LinkDemand, UnmanagedCode=true)]

* To cause an inheritance demand for full trust, apply the following to a class or member.

VB

<PermissionSet(SecurityAction.InheritanceDemand, Name:="FullTrust")>

[C#]

[PermissionSet(SecurityAction.InheritanceDemand, Name="FullTrust")]

#### Requiring Full Trust for Types Within an AllowPartiallyTrustedCallersAttribute Assembly

**.NET Framework 1.1., 2.0, 3.0, 3.5, 4**

When the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) (APTCA) is placed on an assembly, the implicit [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.100).aspx) requiring all callers to be fully trusted is disabled. In some situations, you might want certain members or classes in an assembly to be callable by partially trusted code, but want other members or classes in the same assembly be protected from partially trusted code. The following steps allow you to provide access to certain members or classes from partially trusted code, while still denying access to other members and classes from partially trusted code:

1. Sign your code with a strong name.
2. Apply the **AllowPartiallyTrustedCallersAttribute** attribute to your assembly so that partially trusted callers can use it.
3. Apply a demand for full trust to the specific member or class within the assembly from step 2 that you want protected from partially trusted callers.

|  |
| --- |
| Note**Note** |
| In the .NET Framework version 4, applying the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) attribute to a type or member in an APTCA assembly has the same effect as applying a link demand for full trust on a type or member. For more information, see [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx). |

The following are demands that can be placed on your code in order to limit access by partially trusted code:

* To cause a **LinkDemand** for full trust, apply the following to a class or member.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/970x52db(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[PermissionSetAttribute(SecurityAction.LinkDemand, Name="FullTrust")]

* To cause a link demand requiring that callers have the ability to call unmanaged code, apply the following to a class or member.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/970x52db(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

[SecurityPermissionAttribute(SecurityAction.LinkDemand, UnmanagedCode=true)]

* To cause an inheritance demand for full trust, apply the following to a class or member.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/970x52db(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

[PermissionSet(SecurityAction.InheritanceDemand, Name="FullTrust")]

[**See Also**](javascript:void(0))
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#### .NET Framework Assemblies Marked with AllowPartiallyTrustedCallersAttribute

**.NET Framework 1.1**

To enable key scenarios for partially trusted code and minimize unintended use by partially trusted callers, several .NET Framework assemblies are marked for use by partially trusted code. Some code within these assemblies might be subject to security restrictions, including requiring callers to be fully trusted in some cases. All other assemblies that are part of the .NET Framework are intended for use only by fully trusted code.

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) attributeapplied:

* Accessibility.dll
* IEExecRemote.dll
* Microsoft.VisualBasic.dll
* Mscorlib.dll
* System.dll
* System.Data.dll
* System.Drawing.dll
* System.Web.dll (available only in version 1.1)
* System.Web.Mobile.dll (available only in version 1.1)
* System.Web.Services.dll
* System.Web.RegularExpressions.dll (available only in version 1.1)
* System.Windows.Forms.dll
* System.XML.dll

**.NET Framework 2.0**

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.80).aspx) attribute applied:

* Accessibility.dll
* IEExecRemote.dll
* Microsoft.JScript.dll (applied in version 2.0)
* Microsoft.VisualBasic.dll
* Mscorlib.dll
* System.dll
* System.Configuration.dll (applied in version 2.0)
* System.Data.dll
* System.Deployment.dll (applied in version 2.0)
* System.DirectoryServices.dll (applied in version 2.0)
* System.DirectoryServices.Protocols.dll (applied in version 2.0)
* System.Drawing.dll
* System.Security.dll (applied in version 2.0)
* System.Transactions.dll (applied in version 2.0)
* System.Web.dll (applied in versions 1.1 and 2.0)
* System.Web.Mobile.dll (applied in versions 1.1 and 2.0)
* System.Web.RegularExpressions.dll (applied in versions 1.1 and 2.0)
* System.Web.Services.dll
* System.Windows.Forms.dll
* System.XML.dll

**.NET Framework 3.0**

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.85).aspx) attribute applied:

* Accessibility.dll
* IEExecRemote.dll
* Microsoft.JScript.dll (applied in version 2.0)
* Microsoft.VisualBasic.dll
* Mscorlib.dll
* System.dll
* System.Configuration.dll (applied in version 2.0)
* System.Data.dll
* System.Deployment.dll (applied in version 2.0)
* System.DirectoryServices.dll (applied in version 2.0)
* System.DirectoryServices.Protocols.dll (applied in version 2.0)
* System.Drawing.dll
* System.Security.dll (applied in version 2.0)
* System.Transactions.dll (applied in version 2.0)
* System.Web.dll (applied in versions 1.1 and 2.0)
* System.Web.Mobile.dll (applied in versions 1.1 and 2.0)
* System.Web.RegularExpressions.dll (applied in versions 1.1 and 2.0)
* System.Web.Services.dll
* System.Windows.Forms.dll
* System.XML.dll

**.NET Framework 4.0**

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) (APTCA) or the [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.100).aspx) attribute applied:

* Accessibility.dll (APTCA)
* Microsoft.JScript.dll (APTCA)
* Microsoft.VisualBasic.dll (APTCA)
* Mscorlib.dll (APTCA)
* System.dll (APTCA)
* System.Configuration.dll (APTCA)
* System.Data.dll (APTCA)
* System.Data.Linq.dll (security-transparent attribute)
* System.Deployment.dll (APTCA)
* System.DirectoryServices.dll (APTCA)
* System.DirectoryServices.Protocols.dll (APTCA)
* System.Drawing.dll (APTCA)
* System.Security.dll (APTCA)
* System.Transactions.dll (APTCA)
* System.Web.dll (APTCA)
* System.Web.Mobile.dll (APTCA)
* System.Web.RegularExpressions.dll (security-transparent attribute)
* System.Web.Services.dll (APTCA)
* System.Windows.Forms.dll (APTCA)
* System.XML.dll (APTCA)

#### .NET Framework Assemblies Marked with AllowPartiallyTrustedCallersAttribute

**.NET Framework 3.5**

To enable key scenarios for partially trusted code and minimize unintended use by partially trusted callers, several .NET Framework assemblies are marked for use by partially trusted code. Some code within these assemblies might be subject to security restrictions, including requiring callers to be fully trusted in some cases. All other assemblies that are part of the .NET Framework are intended for use only by fully trusted code.

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.90).aspx) attribute applied:

* Accessibility.dll
* IEExecRemote.dll
* Microsoft.JScript.dll (applied in version 2.0)
* Microsoft.VisualBasic.dll
* Mscorlib.dll
* System.dll
* System.Configuration.dll (applied in version 2.0)
* System.Data.dll
* System.Data.Linq.dll
* System.Deployment.dll (applied in version 2.0)
* System.DirectoryServices.dll (applied in version 2.0)
* System.DirectoryServices.Protocols.dll (applied in version 2.0)
* System.Drawing.dll
* System.Linq.dll
* System.Security.dll (applied in version 2.0)
* System.Transactions.dll (applied in version 2.0)
* System.Web.dll (applied in versions 1.1 and 2.0)
* System.Web.Mobile.dll (applied in versions 1.1 and 2.0)
* System.Web.RegularExpressions.dll (applied in versions 1.1 and 2.0)
* System.Web.Services.dll
* System.Windows.Forms.dll
* System.XML.dll

#### .NET Framework Assemblies Callable by Partially Trusted Code

**.NET Framework 4**

To enable key scenarios several .NET Framework assemblies can be called by partially trusted code. Some code within these assemblies might be subject to security restrictions, including requiring callers to be fully trusted in some cases. All other assemblies that are part of the .NET Framework are intended for use only by fully trusted code.

The following .NET Framework assemblies have the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.100).aspx) (APTCA) or the [SecurityTransparentAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitytransparentattribute(v=vs.100).aspx) attribute applied:

* Accessibility.dll (APTCA)
* Microsoft.JScript.dll (APTCA)
* Microsoft.VisualBasic.dll (APTCA)
* Mscorlib.dll (APTCA)
* System.dll (APTCA)
* System.Configuration.dll (APTCA)
* System.Data.dll (APTCA)
* System.Data.Linq.dll (security-transparent attribute)
* System.Deployment.dll (APTCA)
* System.DirectoryServices.dll (APTCA)
* System.DirectoryServices.Protocols.dll (APTCA)
* System.Drawing.dll (APTCA)
* System.Security.dll (APTCA)
* System.Transactions.dll (APTCA)
* System.Web.dll (APTCA)
* System.Web.Mobile.dll (APTCA)
* System.Web.RegularExpressions.dll (security-transparent attribute)
* System.Web.Services.dll (APTCA)
* System.Windows.Forms.dll (APTCA)
* System.XML.dll (APTCA)

### Writing Secure Class Libraries

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

Programming errors in class libraries can expose security vulnerabilities because class libraries often access protected resources and unmanaged code. If you design class libraries, you need to understand code access security and be careful to secure your class library.

The following table describes the three main elements you need to consider when securing a class library.

|  |  |
| --- | --- |
| Security element | Description |
| Security demand | Demands are applied at the class and method level as a mechanism for requiring that callers of your code have the permissions that you want them to have. Demands invoke a stack walk, in which all callers that directly or indirectly call your code are checked on the stack when your code is called. Demands are usually used in class libraries to help protect resources. |
| Security override | Overrides are applied on the class and method scope as a way to overrule certain security decisions made by the runtime. They are invoked when callers use your code. They are used to stop stack walks and limit the access of callers who have already been granted certain permissions.  **Caution**   Overrides can be dangerous and should be used with care. |
| Security optimization | A combination of demands and overrides can enhance performance during the interaction of your code and the security system. |
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#### Security Demands

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

To ensure that only callers that have been granted a specified permission can call your code, you can declaratively or imperatively demand that callers of your code have a specific permission or set of permissions. A demand causes the runtime to perform a security check to enforce restrictions on calling code. During a security check, the runtime walks the call stack, examining the permissions of each caller in the stack and determining whether the permission being demanded has been granted to each caller. If a caller that does not have the demanded permission is found, the security check fails and a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) is thrown. The only demands that do not result in a stack walk are [link demands](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx), which check only the immediate caller.

You can cause a security check to take place every time a particular method is called or before a particular block of code is executed. If you want the security check to occur when any member of a particular class is called, you can place a demand before the class so that it applies to every member of the class. The remainder of this topic explains how you make security demands, when you should do so, and why you might choose one type of security demand over another.

If you are writing a library that directly accesses a protected resource and if this access is exposed to the caller, you must make a security demand in the library to help verify that all callers in the call stack have permission to access that resource. Your demands can be [declarative](https://msdn.microsoft.com/en-us/library/9kc0c6st(v=vs.71).aspx)or [imperative](https://msdn.microsoft.com/en-us/library/9kc0c6st(v=vs.71).aspx). Note that demands should never be made in a class constructor because class constructor code is not guaranteed to execute at any particular point or in any particular context. Because the state of the call stack in a class constructor is not well defined, demands placed on class constructors can produce unexpected and undesired results.

You should use the following guidelines, regardless of the type of demand you make:

* Ensure that the caller originated from a particular site or zone, or was signed by a particular publisher, by demanding that callers have a particular identity permission. However, you should do this only when you are giving additional access based on matching an identity, not when you are denying access based on matching an identity. Because it is relatively simple to modify or mask code's identity, denying access based on identity alone is not a reliable way of protecting your code and the resources it accesses from unauthorized access.
* Ensure that an object can be created only by callers who have a specific permission by placing the demand on the class level of that object. For example, suppose you have a class called myFileStream, which derives from the [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.71).aspx) class, and you want to ensure that only authorized callers can create instances of myFileStream. You would place a declarative demand for a [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) object that represents the right to access the stream created by myFileStream on the class level of the myFileStream class.
* You can also put demands in code that set or get a property. In general, you put demands for less restrictive permissions on the get accessor rather than on the set accessor, unless the property holds sensitive information, such as a password.

**Note**   Role-based security checks have slightly different semantics than code access security checks. For more information, see [Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx).

**Note**Demands can be applied at the class, method, event, and property levels only; assemblies and individual non-private variable members are not protected by demands. Demands placed on the assembly or non-private variable level will not produce a compiler warning. Therefore, it is important to use properties instead of public members in order to insure the protection that demands provide.

##### Demands

**.NET Framework 1.1**

You can use the security demand call declaratively or imperatively to specify the permissions that direct or indirect callers must have to access your library. Direct callers explicitly call static or instance methods of your library, while indirect callers call static or instance methods of another library that calls your library. When you use a demand, any application that includes your code will execute only if all direct and indirect callers have the permissions that the demand specifies. Demands are particularly useful in situations in which your class library uses protected resources that you do not want to be accessed by untrusted code. Demands can be placed in code using either imperative or declarative syntax.

Note that most classes in the .NET Framework already have demands associated with them, so you do not need to make an additional demand whenever you use a class that accesses a protected resource. For example, the **StreamWriter** class automatically makes a security demand for **FileIOPermission** whenever it is opened. If you make a demand for **FileIOPermission** when you use the **StreamWriter** class, you will cause a redundant and inefficient stack walk to occur. You should use demands to protect custom resources that require custom permissions.

Demands can be either declarative or imperative.

Declarative Demands

Declarative demands place information into your code's metadata using attributes. You can use declarative syntax to place a demand at either the class or the method level of your code.

If you place a declarative security check at the class level, it applies to each class member. However, if you place a declarative security check at the member level, it applies to only that member and overrides the permission specified at the class level, if one exists. For example, suppose you specify at the class level that PermissionA is required, and for that class's Method1 you indicate that PermissionB is required. When Method1 is called, a security check will look only for PermissionB, but other methods of the class will still require PermissionA.

The following example places a declarative demand for a custom permission called CustomPermission on all callers of the ReadDatamethod. This permission is a hypothetical custom permission and does not exist in the .NET Framework. The custom permission has a separately defined CustomPermissionAttribute that makes the demand. In this case, it takes a **SecurityAction.Demand** flag in order to specify the type of demand the attribute will perform.

VB

<CustomPermissionAttribute(SecurityAction.Demand, Unrestricted := True)>Public Shared Function ReadData() As String

'Read from a custom resource.

End Function

[C#]

[CustomPermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

public static string ReadData()

{

//Read from a custom resource.

}

Imperative Demands

Imperative demands are placed at the method level of your code by creating a new instance of a permission object and calling that object's**Demand** method. Imperative syntax cannot be used to place demands at the class level.

The imperative demand that you place in your code effectively helps protect all the remaining code in the method in which the **Demand**method is called. The security check is performed when the **Demand** is executed; if the security check fails, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) is thrown and the rest of the code in that method or member is never executed unless the **SecurityException** is caught and handled.

The following example uses imperative syntax to place a demand on all callers for the custom permission CustomPermission. This code creates a new instance of the CustomPermission class, passing the **PermissionState.Unrestricted** flag to the constructor. The **Demand**method is then called.

VB

Public Shared Sub ReadData()

Dim MyPermission As New CustomPermission(PermissionState.Unrestricted)

MyPermission.Demand()

'Read from a custom resource.

End Sub

[C#]

public static void ReadData()

{

CustomPermission MyPermission = new CustomPermission(PermissionState.Unrestricted);

MyPermission.Demand();

//Read from a custom resource.

}

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.71).aspx) | [Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.71).aspx) | [Writing Secure Class Libraries](https://msdn.microsoft.com/en-us/library/e942ksxt(v=vs.71).aspx) | [SecurityException Class](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx)

##### Demands

**.NET Framework 2.0, 3.0, 4.0**

You can use the security demand call declaratively or imperatively to specify the permissions that direct or indirect callers must have to access your library. Direct callers explicitly call static or instance methods of your library, while indirect callers call static or instance methods of another library that calls your library. When you use a demand, any application that includes your code will execute only if all direct and indirect callers have the permissions that the demand specifies. Demands are particularly useful in situations in which your class library uses protected resources that you do not want to be accessed by untrusted code. Demands can be placed in code using either imperative or declarative syntax.

Note that most classes in the .NET Framework already have demands associated with them, so you do not need to make an additional demand whenever you use a class that accesses a protected resource. For example, the **StreamWriter** class automatically makes a security demand for **FileIOPermission** whenever it is opened. If you make a demand for **FileIOPermission** when you use the **StreamWriter** class, you will cause a redundant and inefficient stack walk to occur. You should use demands to protect custom resources that require custom permissions.

Demands can be either declarative or imperative.

Stack Walks

Demands enforce security by performing an analysis (called a stack walk) in which every calling function (or stack frame) in the current call stack is examined for the specified permission. When a demand is triggered the following occurs.

* The stack walk begins at the callers stack frame not the current stack where the demand occurs. For example, if Method A calls Method B and method B has a demand, the stack walk begins at method A's stack frame. Method B is never evaluated as part of the stack walk.
* The stack walk proceeds through the call stack until it reaches the program entry point of the stack (usually the **Main** method) or until a stack walk modifier like an assert is found. For information on stack walk modifiers see, [Overriding Security Checks](https://msdn.microsoft.com/en-us/library/c2f7a0y2(v=vs.80).aspx).
* When a demand and a stack walk modifier (an assert, for example) for the same permission appear on the same stack frame, the demand takes precedence.
* Declarative and imperative syntax exhibit no difference in behavior.
* Note that a demand placed on your program entry point never gets evaluated because the stack walks always begins at calling stack frame, but in this case, there is no such calling frame to evaluate. Therefore demands placed on a program entry point always succeed.

Declarative Demands

Declarative demands place information into your code's metadata using attributes. You can use declarative syntax to place a demand at either the class or the method level of your code.

If you place a declarative security check at the class level, it applies to each class member. However, if you place a declarative security check at the member level, it applies to only that member and overrides the permission specified at the class level, if one exists. For example, suppose you specify at the class level that PermissionA is required, and for that class's Method1 you indicate that PermissionB is required. When Method1 is called, a security check will look only for PermissionB, but other methods of the class will still require PermissionA.

The following example places a declarative demand for a custom permission called CustomPermission on all callers of the ReadDatamethod. This permission is a hypothetical custom permission and does not exist in the .NET Framework. The custom permission has a separately defined CustomPermissionAttribute that makes the demand. In this case, it takes a **SecurityAction.Demand** flag in order to specify the type of demand the attribute will perform.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/9kc0c6st(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[CustomPermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

public static string ReadData()

{

//Read from a custom resource.

}

Imperative Demands

Imperative demands are placed at the method level of your code by creating a new instance of a permission object and calling that object's**Demand** method. Imperative syntax cannot be used to place demands at the class level.

The imperative demand that you place in your code effectively helps protect all the remaining code in the method in which the **Demand**method is called. The security check is performed when the **Demand** is executed; if the security check fails, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.80).aspx) is thrown and the rest of the code in that method or member is never executed unless the **SecurityException** is caught and handled.

The following example uses imperative syntax to place a demand on all callers for the custom permission CustomPermission. This code creates a new instance of the CustomPermission class, passing the **PermissionState.Unrestricted** flag to the constructor. The **Demand**method is then called.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/9kc0c6st(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

public static void ReadData()

{

CustomPermission MyPermission = new CustomPermission(PermissionState.Unrestricted);

MyPermission.Demand();

//Read from a custom resource.

}

|  |
| --- |
| NoteNote |
| The optimization behavior for the demand operation differs between 64 bit and 32 bit platforms. On 64 bit platforms, a demand will not check the grant set of the assembly containing the demand in cases where no other calling assemblies are present. However, this optimization does not cause an elevation of privilege because a stack walk is still performed when calling assemblies are present. On 32 bit platforms the demand operation checks the grant set of the assembly containing the demand and all calling assemblies. |

See Also

Reference

[SecurityException Class](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.80).aspx)

Concepts

[Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.80).aspx)  
[Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.80).aspx)  
[Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.80).aspx)  
[Writing Secure Class Libraries](https://msdn.microsoft.com/en-us/library/e942ksxt(v=vs.80).aspx)

Other Resources

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.80).aspx)  
[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.80).aspx)

##### Link Demands

.NET Framework 1.1

A link demand causes a security check during just-in-time compilation and checks only the immediate caller of your code. Linking occurs when your code is bound to a type reference, including function pointer references and method calls. If the caller does not have sufficient permission to link to your code, the link is not allowed and a runtime exception is thrown when the code is loaded and run. Link demands can be overridden in classes that inherit from your code.

Note that a full stack walk is not performed with this type of demand and that your code is still susceptible to luring attacks. The link demand specifies only the permissions direct callers must have to link to your code. It does not specify the permissions all callers must have to run your code.

If a method protected by a link demand is accessed through [reflection](https://msdn.microsoft.com/en-us/library/cxz4wk15(v=vs.71).aspx), than a link demand checks the immediate caller of the code accessed through reflection. This is true both for method discovery and for method invocation performed using reflection. For example, suppose code uses reflection to return a [MethodInfo](https://msdn.microsoft.com/en-us/library/system.reflection.methodinfo(v=vs.71).aspx) object representing a method protected by a link demand and then passes that **MethodInfo** object to some other code that uses the object to invoke the original method. In this case the link demand check occurs twice: once for the code that returns the **MethodInfo** object and once for the code that invokes it.

**Note**   A link demand performed on a static class constructor does not protect the constructor because static constructors are called by the system, outside the application's code execution path. As a result, when a link demand is applied to an entire class, it cannot protect access to a static constructor, although it does protect the rest of the class.

The following code fragment declaratively specifies that any code linking to the ReadData method must have the CustomPermissionpermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. The demand is made by passing a**SecurityAction.LinkDemand** flag to the CustomPermissionAttribute.

VB

<CustomPermissionAttribute(SecurityAction.LinkDemand)> Public Shared Function ReadData() As String

'Access a custom resource.

End Function

[C#]

[CustomPermissionAttribute(SecurityAction.LinkDemand)]

public static string ReadData()

{

//Access a custom resource.

}

##### Link Demands

**.NET Framework 2.0, 3.0, 3.5, 4.0, 4.5, 4.6**

A link demand causes a security check during just-in-time compilation and checks only the immediate calling assembly of your code. Linking occurs when your code is bound to a type reference, including function pointer references and method calls. If the calling assembly does not have sufficient permission to link to your code, the link is not allowed and a runtime exception is thrown when the code is loaded and run. Link demands can be overridden in classes that inherit from your code.

Note that a full stack walk is not performed with this type of demand and that your code is still susceptible to luring attacks. For example, if a method in assembly A is protected by a link demand, a direct caller in assembly B is evaluated based on the permissions of Assembly B. However, the link demand will not evaluate a method in assembly C if it indirectly calls the method in assembly A using the method in assembly B. The link demand specifies only the permissions direct callers in the immediate calling assembly must have to link to your code. It does not specify the permissions all callers must have to run your code.

The [Assert](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.80).aspx), [Deny](https://msdn.microsoft.com/en-us/library/0ebw73h9(v=vs.80).aspx), and [PermitOnly](https://msdn.microsoft.com/en-us/library/a3z81ks0(v=vs.80).aspx) stack walk modifiers do not affect the evaluation of link demands. Because link demands do not perform a stack walk, the stack walk modifiers have no effect on link demands.

If a method protected by a link demand is accessed through [reflection](https://msdn.microsoft.com/en-us/library/cxz4wk15(v=vs.80).aspx), than a link demand checks the immediate caller of the code accessed through reflection. This is true both for method discovery and for method invocation performed using reflection. For example, suppose code uses reflection to return a [MethodInfo](https://msdn.microsoft.com/en-us/library/system.reflection.methodinfo(v=vs.80).aspx) object representing a method protected by a link demand and then passes that **MethodInfo** object to some other code that uses the object to invoke the original method. In this case the link demand check occurs twice: once for the code that returns the **MethodInfo** object and once for the code that invokes it.

|  |
| --- |
| NoteNote |
| A link demand performed on a static class constructor does not protect the constructor because static constructors are called by the system, outside the application's code execution path. As a result, when a link demand is applied to an entire class, it cannot protect access to a static constructor, although it does protect the rest of the class. |

The following code fragment declaratively specifies that any code linking to the ReadData method must have the CustomPermissionpermission. This permission is a hypothetical custom permission and does not exist in the .NET Framework. The demand is made by passing a**SecurityAction.LinkDemand** flag to the CustomPermissionAttribute.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[CustomPermissionAttribute(SecurityAction.LinkDemand)]

public static string ReadData()

{

// Access a custom resource.

}

See Also

Concepts

[Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.80).aspx)  
[Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.80).aspx)  
[Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.80).aspx)

Other Resources

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.80).aspx)  
[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.80).aspx)

##### Inheritance Demands

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Inheritance demands applied to classes have a different meaning than inheritance demands applied to methods. You can place inheritance demands at the class level to ensure that only code with the specified permission can inherit from your class. Inheritance demands placed on methods require that code have the specified permission to override the method.

Class Inheritance Demands

An inherited demand applied to a class has the effect of demanding that all classes derived from the parent class have the specified permission. For example, if class B is to inherit from class A and class A is protected by an inheritance demand, then B must be granted that permission in order to run. If class B is granted that permission and derives from class A, then class C must also have the permission demanded by A, if it is to derive from B. This demand can be applied only declaratively.

The following example uses an inheritance demand to require that any class that inherits from this class must have the custom permissionCustomPermissionAttribute. This permission is a hypothetical custom permission and does not exist in the .NET Framework. This demand is made by passing the CustomPermissionAttribute a **SecurityAction.InheritanceDemand** enumeration.

VB

<CustomPermissionAttribute(SecurityAction.InheritanceDemand)> Public Class MyClass1

Public Sub New()

End Sub

Public Overridable Function ReadData() As String

'Access a custom resource.

End Function

End Class

[C#]

[CustomPermissionAttribute(SecurityAction.InheritanceDemand)]

public class MyClass

{

public MyClass()

{

}

public virtual string ReadData()

{

//Access a custom resource.

}

}

Method Inheritance Demands

If you place an inheritance demand at the method level, the specified permission will be applied to all overridden methods in a derived class. By using this declaration on specific methods, it is possible to selectively control the ability of derived classes to override the methods.

The following example specifies that all classes that derive from MyClass must have the CustomPermission permission to override theReadData method. In this case, the attribute and **SecurityAction.InheritanceDemand** are applied at the method level instead of at the class level

VB

Public Class MyClass

Public Sub New()

End Sub

<CustomPermissionAttribute(SecurityAction.InheritanceDemand)> Public Overridable Function

ReadData() As String

'Access a custom resource.

End Function

End Class

[C#]

public class MyClass

{

public MyClass()

{

}

[CustomPermissionAttribute(SecurityAction.InheritanceDemand)]

public virtual string ReadData()

{

//Access a custom resource.

}

}

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.71).aspx) | [Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.71).aspx) | [Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.71).aspx)| [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

##### Inheritance Demands

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

Inheritance demands applied to classes have a different meaning than inheritance demands applied to methods. You can place inheritance demands at the class level to ensure that only code with the specified permission can inherit from your class. Inheritance demands placed on methods require that code have the specified permission to override the method.

|  |
| --- |
| Note**Note** |
| A new transparency model has been introduced in the .NET Framework version 4. The [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.100).aspx) model identifies secure code with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.100).aspx) or the [SecuritySafeCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitysafecriticalattribute(v=vs.100).aspx) attribute. Security-critical code requires both callers and inheritors to be fully trusted. Any type or member that inherits from a security-critical type or member must be security-critical or security-safe-critical. Assemblies that use earlier code access security rules (level 1) can call level 2 security-critical types and members if they are full trusted. However, the level 2 types and members must specifically identify inheritance demands, because level 2 implicit inheritance rules do not apply to level 1 callers. |

[**Class Inheritance Demands**](javascript:void(0))

An inherited demand applied to a class has the effect of demanding that all classes derived from the parent class have the specified permission. For example, if class B is to inherit from class A and class A is protected by an inheritance demand, then B must be granted that permission in order to run. If class B is granted that permission and derives from class A, then class C must also have the permission demanded by A, if it is to derive from B. This demand can be applied only declaratively.

The following code example uses an inheritance demand to require that any class that inherits from the MyClass1 class must have the custom permission CustomPermissionAttribute. This permission is a hypothetical custom permission and does not exist in the .NET Framework. The demand is made by passing the CustomPermissionAttribute a [SecurityAction.InheritanceDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) enumeration value.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/x4yx82e6(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[CustomPermissionAttribute(SecurityAction.InheritanceDemand)]

public class MyClass

{

public MyClass()

{

}

public virtual string ReadData()

{

// Access a custom resource.

}

}

[**Method Inheritance Demands**](javascript:void(0))

Placing an inheritance demand on a static method in the base class has no impact on derived classes because the static methods are unrelated. However, placing an inheritance demand on any nonstatic method in the base class has the same effect as an inheritance demand on the class. All methods in the derived class, including the constructor for the class, must meet the inheritance demand.

[**See Also**](javascript:void(0))

Concepts

[Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.100).aspx)

[Creating Your Own Code Access Permissions](https://msdn.microsoft.com/en-us/library/yctbsyf4(v=vs.100).aspx)

[Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.100).aspx)

Other Resources

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.100).aspx)

[Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx)

#### Overriding Security Checks

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Normally, a security check examines every caller in the call stack to ensure that each caller has been granted the specified permission. However, you can override the outcome of security checks by calling [Assert](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.71).aspx), [Deny](https://msdn.microsoft.com/en-us/library/0ebw73h9(v=vs.71).aspx), or [PermitOnly](https://msdn.microsoft.com/en-us/library/a3z81ks0(v=vs.71).aspx) on an individual permission object or a permission set object. Depending on which of these methods you call, you can cause the security check to succeed or fail, even though the permissions of all callers on the stack might not have been checked.

Every time one method calls another method, a new frame is generated on the call stack to store information about the method being called. (Using constructors and accessing properties are considered method calls in this context.) Each stack frame includes information about any calls the method makes to **Assert**, **Deny**, or **PermitOnly**. If a caller uses more than one **Assert**, **Deny**, or **PermitOnly** in the same method call, the runtime applies the following processing rules, which can affect override behaviors:

* If, during the stack walk, the runtime discovers more than one override of the same type (that is, two calls to **Assert**) in one stack frame, the second override causes an exception to be thrown.
* When different overrides are present in the same stack frame, the runtime processes these overrides in the following order:**PermitOnly**, then **Deny**, and finally **Assert**.

To replace an override, first call the appropriate revert method (for example, [RevertAssert](https://msdn.microsoft.com/en-us/library/fw7655b1(v=vs.71).aspx)) and then apply the new override.

**Note**   Stack-walk overrides should never be made in a class constructor because class constructor code is not guaranteed to execute at any particular point or in any particular context. Because the state of the call stack in a class constructor is not well defined, stack walk overrides placed in constructors can produce unexpected and undesired results.

Application developers do not usually need to use **Assert**, **Deny**, or **PermitOnly**, and component and class library developers rarely need to use them. However, security overrides are appropriate in some situations, which are described in the [Assert](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.71).aspx), [Deny](https://msdn.microsoft.com/en-us/library/hk3b9142(v=vs.71).aspx), and [PermitOnly](https://msdn.microsoft.com/en-us/library/y6abcbh4(v=vs.71).aspx) topics.

**Note**   If you perform an override (**Deny**, **Assert**, or **PermitOnly**), you must revert the permission before you can perform the same kind of override in the same stack frame (that is, method). Otherwise, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) is thrown. For example, if you deny a permission, P, you must revert that permission before you can deny another permission, Q, in the same method.

Use one of the static methods listed in the following table to revert an override.

|  |  |
| --- | --- |
| Method | Method Action |
| [CodeAccessPermission.RevertAll](https://msdn.microsoft.com/en-us/library/2t7w266z(v=vs.71).aspx) | Causes all previous overrides for the current frame to be removed and no longer in effect. |
| [CodeAccessPermission.RevertAssert](https://msdn.microsoft.com/en-us/library/fw7655b1(v=vs.71).aspx) | Causes any previous **Assert** for the current frame to be removed and no longer in effect. |
| [CodeAccessPermission.RevertDeny](https://msdn.microsoft.com/en-us/library/3exz858d(v=vs.71).aspx) | Causes any previous **Deny** for the current frame to be removed and no longer in effect. |
| [CodeAccessPermission.RevertPermitOnly](https://msdn.microsoft.com/en-us/library/s5dtth18(v=vs.71).aspx) | Causes any previous **PermitOnly** for the current frame to be removed and no longer in effect. |

See Also

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Writing Secure Class Libraries](https://msdn.microsoft.com/en-us/library/e942ksxt(v=vs.71).aspx) | [Assert Method](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.71).aspx) | [Deny Method](https://msdn.microsoft.com/en-us/library/0ebw73h9(v=vs.71).aspx) | [PermitOnly Method](https://msdn.microsoft.com/en-us/library/a3z81ks0(v=vs.71).aspx)

###### Assert

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

[Assert](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.71).aspx) is a method that can be called on code access permission classes and on the [PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.71).aspx) class. You can use **Assert** to enable your code (and downstream callers) to perform actions that your code has permission to do but its callers might not have permission to do. A security assertion changes the normal process that the runtime performs during a security check. When you assert a permission, it tells the security system not to check the callers of your code for the asserted permission.

**Caution**   Use assertions carefully because they can open security holes and undermine the runtime's mechanism for enforcing security restrictions.

Assertions are useful in situations in which a library calls into unmanaged code or makes a call that requires a permission that is not obviously related to the library's intended use. For example, all managed code that calls into unmanaged code must have **SecurityPermission**with the**UnmanagedCode**flag specified. Code that does not originate from the local computer, such as code that is downloaded from the local intranet, will not be granted this permission by default. Therefore, in order for code that is downloaded from the local intranet to be able to call a library that uses unmanaged code, it must have the permission asserted by the library. Additionally, some libraries might make calls that are unseen to callers and require special permissions.

You can also use assertions in situations in which your code accesses a resource in a way that is completely hidden from callers. For example, suppose your library acquires information from a database but in the process also reads information from the computer registry. Because developers using your library do not have access to your source, they have no way of knowing that their code requires **RegistryPermission**in order to use your code. In this case, if you decide that it is not reasonable or necessary to require that callers of your code have permission to access the registry, you can assert permission for reading the registry. In this situation, it is appropriate for the library to assert the permission so that callers without **RegistryPermission**can use the library.

The assertion affects the stack walk only if the asserted permission and a permission demanded by a downstream caller are of the same type and if the demanded permission is a subset of the asserted permission. For example, if you assert **FileIOPermission** to read all files on the C drive, and a downstream demand is made for **FileIOPermission** to read files in C:\Temp, the assertion could affect the stack walk; however, if the demand was for **FileIOPermission** to write to the C drive, the assertion would have no effect.

To perform assertions, your code must be granted both the permission you are asserting and the [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) that represents the right to make assertions. Although you could assert a permission that your code has not been granted, the assertion would be pointless because the security check would fail before the assertion could cause it to succeed.

The following illustration shows what happens when you use **Assert**. Assume that the following statements are true about assemblies A, B, C, E, and F, and two permissions, P1 and P1A:

* P1A represents the right to read .txt files on the C drive.
* P1 represents the right to read all files on the C drive.
* P1A and P1 are both **FileIOPermission**types, and P1A is a subset of P1.
* Assemblies E and F have been granted P1A permission.
* Assembly C has been granted P1 permission.
* Assemblies A and B have been granted neither P1 nor P1A permissions.
* Method A is contained in assembly A, method B is contained in assembly B, and so on.

**Using Assert**

![91wteedy.assert(en-us,VS.71).gif](data:image/gif;base64,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)

In this scenario, method A calls B, B calls C, C calls E, and E calls F. Method C asserts permission to read files on the C drive (permission P1), and method E demands permission to read .txt files on the C drive (permission P1A). When the demand in F is encountered at run time, a stack walk is performed to check the permissions of all callers of F, starting with E. E has been granted P1A permission, so the stack walk proceeds to examine the permissions of C, where C's assertion is discovered. Because the demanded permission (P1A) is a subset of the asserted permission (P1), the stack walk stops and the security check automatically succeeds. It does not matter that assemblies A and B have not been granted permission P1A. By asserting P1, method C ensures that its callers can access the resource protected by P1, even if the callers have not been granted permission to access that resource.

If you design a class library and a class accesses a protected resource, you should, in most cases, make a [security demand](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.71).aspx) requiring that the callers of the class have the appropriate permission. If the class then performs an operation for which you know most of its callers will not have permission, and if you are willing to take the responsibility for letting these callers call your code, you can assert the permission by calling the **Assert** method on a permission object that represents the operation the code is performing. Using **Assert** in this way lets callers that normally could not do so call your code. Therefore, if you assert a permission, you should be sure to perform appropriate security checks beforehand to prevent your component from being misused.

For example, suppose your highly trusted library class has a method that deletes files. It accesses the file by calling an unmanaged Win32 function. A caller invokes your code's **Delete** method, passing in the name of the file to be deleted, C:\Test.txt. Within the **Delete** method, your code creates a [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) object representing write access to C:\Test.txt. (Write access is required to delete a file.) Your code then invokes an imperative security check by calling the **FileIOPermission** object's **Demand** method. If one of the callers in the call stack does not have this permission, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) is thrown. If no exception is thrown, you know that all callers have the right to access C:\Test.txt. Because you believe that most of your callers will not have permission to access unmanaged code, your code then creates a[SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx)object that represents the right to call unmanaged code and calls the object's **Assert** method. Finally, it calls the unmanaged Win32 function to delete C:\Text.txt and returns control to the caller.

**Caution**   You must be sure that your code does not use assertions in situations where your code can be used by other code to access a resource that is protected by the permission you are asserting. For example, in code that writes to a file whose name is specified by the caller as a parameter, you would not assert the **FileIOPermission** for writing to files because your code would be open to misuse by a third party.

If you call the **Assert** method on multiple permissions in the same method, unpredictable and undesired behaviors might result. Instead, you should create a **PermissionSet** object, pass it the individual permissions you want to invoke, and then call the **Assert** method on the**PermissionSet** object.

The following example shows declarative syntax for overriding security checks using the **Assert** method. Notice that the**FileIOPermissionAttribute** syntax takes two values: a [SecurityAction](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) enumeration and the location of the file or directory to which permission is to be granted. The call to **Assert** causes demands for access to C:\Log.txt to succeed, even though callers are not checked for permission to access the file.

VB

Option Explicit

Option Strict

Imports System

Imports System.IO

Imports System.Security.Permissions

Namespace LogUtil

Public Class Log

Public Sub New()

End Sub

<FileIOPermission(SecurityAction.Assert, All := "C:\Log.txt")> Public Sub

MakeLog()

Dim TextStream As New StreamWriter("C:\Log.txt")

TextStream.WriteLine("This Log was created on {0}", DateTime.Now) '

TextStream.Close()

End Sub

End Class

End Namespace

[C#]

namespace LogUtil

{

using System;

using System.IO;

using System.Security.Permissions;

public class Log

{

public Log()

{

}

[FileIOPermission(SecurityAction.Assert, All = @"C:\Log.txt")]

public void MakeLog()

{

StreamWriter TextStream = new StreamWriter(@"C:\Log.txt");

TextStream.WriteLine("This Log was created on {0}", DateTime.Now);

TextStream.Close();

}

}

}

The following code fragments show imperative syntax for overriding security checks using the **Assert** method. In this example, an instance of the **FileIOPermission** object is declared. Its constructor is passed **FileIOPermissionAccess.Read** to define the type of access allowed, followed by a string describing the file's location. Once the **FileIOPermission** object is defined, you only need to call its **Assert** method to override the security check.

VB

Option Explicit

Option Strict

Imports System

Imports System.IO

Imports System.Security.Permissions

Namespace LogUtil

Public Class Log

Public Sub New()

End Sub 'New

Public Sub MakeLog()

Dim FilePermission As New FileIOPermission(FileIOPermissionAccess.AllAccess, "C:\Log.txt")

FilePermission.Assert()

Dim TextStream As New StreamWriter("C:\Log.txt")

TextStream.WriteLine("This Log was created on {0}", DateTime.Now)

TextStream.Close()

End Sub

End Class

End Namespace

[C#]

namespace LogUtil

{

using System;

using System.IO;

using System.Security.Permissions;

public class Log

{

public Log()

{

}

public void MakeLog()

{

FileIOPermission FilePermission = new FileIOPermission(FileIOPermissionAccess.AllAccess,@"C:\Log.txt");

FilePermission.Assert();

StreamWriter TextStream = new StreamWriter(@"C:\Log.txt");

TextStream.WriteLine("This Log was created on {0}", DateTime.Now);

TextStream.Close();

}

}

}

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) | [Overriding Security Checks](https://msdn.microsoft.com/en-us/library/c2f7a0y2(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx) | [Assert Method](https://msdn.microsoft.com/en-us/library/c82hh6x8(v=vs.71).aspx) | [PermissionSet Class](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.71).aspx) |[SecurityPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) | [Make a Security Demand](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.71).aspx) | [FileIOPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) | [SecurityAction Enumeration](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx)

###### Deny

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, runtime support has been removed for enforcing the [Deny](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestMinimum](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.100).aspx), and[RequestRefuse](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.100).aspx) permission requests. These requests should not be used in code that is based on .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-US/library/dd233103(v=vs.100).aspx). |

Calling [Deny](https://msdn.microsoft.com/en-US/library/0ebw73h9(v=vs.71).aspx) prevents access to the resource specified by the denied permission. If your code calls **Deny** and a downstream caller subsequently demands the denied permission, the security check will fail, even if all callers have permission to access that resource. The permission being demanded and the permission being denied do not have to match exactly for the **Deny** to take effect, and the demanded permission does not have to be a subset of the denied permission. However, if the intersection of the two permissions is empty (that is, if they have nothing in common), the call to **Deny** will have no effect. Note that **Deny** cannot override deeper code on the call stack that performs an[Assert](https://msdn.microsoft.com/en-US/library/91wteedy(v=vs.71).aspx). If deeper code on the call stack performs an **Assert**, the deeper code can access the resource that code higher on the call stack denies.

You can use calls to **Deny** in your code to protect yourself from liability because **Deny** makes it impossible for your code to be used to access the denied resource. However, the call to **Deny** does not block future security assertions by downstream callers.

The following illustration shows what happens when you use **Deny**. Assume the following statements are true about assemblies A, B, C, D, and E, and permission P1:

* P1 represents the right to read all files on the C drive.
* Assemblies A, B, C, D, and E have been granted P1.
* Method F places a demand on Permission P1.
* Method C creates an instance of the P1 class and then calls P1's **Deny** method.
* Method A is contained in assembly A, method B is contained in assembly B, and so on.

**Using Deny**

![hk3b9142.deny(en-us,VS.71).gif](data:image/gif;base64,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)

Method C's call to **Deny** can affect the outcome of demands for P1. For example, suppose that method A calls B, B calls C, C calls E, and E calls F. Because method F directly accesses the resource that P1 protects, method F invokes a security check for P1 by calling P1's **Demand** method (or by using a declarative demand). This demand causes the runtime to check the permissions of all callers in the call stack, starting with assembly E. Because assembly E has been granted P1 permission, the runtime proceeds to examine the permissions of assembly C. But because method C has denied P1, the security check invoked by method E fails at that point, and a [SecurityException](https://msdn.microsoft.com/en-US/library/system.security.securityexception(v=vs.71).aspx) is thrown. It does not matter whether assembly C and its callers (assemblies A and B) have been granted P1; the security check still fails. Because method C called**Deny**, code in assemblies A and B cannot access the resource protected by P1.

The following code shows declarative syntax for overriding security checks using the **Deny** method. In this example, the**ReflectionPermission** syntax specifies two values: a [SecurityAction](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.71).aspx) enumeration and the setting for the **TypeInformation** property.**TypeInformation** is set to true to specify that this permission represents the right to view private members through reflection and**SecurityAction.Deny** is passed to deny that permission. See the description of [ReflectionPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.reflectionpermission(v=vs.71).aspx) for a complete list of values you can specify. With this security declaration, the method cannot read private members of a type through reflection.

VB

Option Strict

Option Explicit

Imports System

Imports System.Security.Permissions

<ReflectionPermissionAttribute(SecurityAction.Deny, TypeInformation = true ")> Public Class

MyClass1

Public Sub New()

End Sub

Public Sub GetPublicMembers ()

' Access public members through reflection.

End Sub

End Class

[C#]

using System;

using System.Security.Permissions;

[ReflectionPermissionAttribute(SecurityAction.Deny, TypeInformation = true)]

public class MyClass

{

public MyClass()

{

}

public void GetPublicMembers()

{

//Access public members through reflection.

}

}

The following code shows imperative syntax for overriding security checks using the **Deny** method. In this example, the **ReflectionPermission**object is declared and its constructor is passed **ReflectionPermissionFlag.TypeInformation** to initialize the current permission. When the**Deny** method is called, the code and callers can never be used to read private fields through reflection.

VB

Option Explicit

Option Strict

Imports System

Imports System.Security.Permissions

Public Class MyClass1

Public Sub New()

End Sub

Public Sub ReadRegistry()

Dim MyPermission As New ReflectionPermission (ReflectionPermissionFlag.TypeInformation)

MyPermission.Deny()

' Access public members through reflection.

End Sub

End Class

[C#]

using System;

using System.Security.Permissions;

public class MyClass {

public MyClass() {

}

public void ReadRegistry() {

ReflectionPermission MyPermission = new ReflectionPermission (ReflectionPermissionFlag.TypeInformation);

MyPermission.Deny();

// Access public members through reflection.

}

}

Canonicalization Problems Using Deny

You should be extremely careful when denying [FileIOPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.fileiopermission(v=vs.71).aspx), [RegistryPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.registrypermission(v=vs.71).aspx), [WebPermission](https://msdn.microsoft.com/en-US/library/system.net.webpermission(v=vs.71).aspx), [UrlIdentityPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.urlidentitypermission(v=vs.71).aspx),[SiteIdentityPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.siteidentitypermission(v=vs.71).aspx), and [EnvironmentPermission](https://msdn.microsoft.com/en-US/library/system.security.permissions.environmentpermission(v=vs.71).aspx) because single files, registry entries, URLs, and system paths can be described using multiple names. For example, a single file, MyFile.log, can be referenced a number of ways, including "c:\MyFile.log" and "\\MyMachineName\c$\MyFile.log". If you create a permission that represents access to "c:\MyFile.txt" and then deny that permission to your code, your code might still be able to access the file using the alternate path "\\MyMachineName\c$\MyFile.log".

You can use a combination of [PermitOnly](https://msdn.microsoft.com/en-US/library/y6abcbh4(v=vs.71).aspx) and **Deny** to avoid canonization problems. **PermitOnly** gives you the ability to specify only one of several possible names for a resource and has the side effect of denying access to that resource using any other name. After you use**PermitOnly** to specify the one allowed name for a resource, you should use **Deny** to disallow access to the resource using that name.

The following code uses a combination of **Deny** and **PermitOnly** to prevent your code from accessing a resource called MyLog.log. This code also blocks access to the resource using all alternative names or paths.

VB

<FileIOPermissionAttribute(SecurityAction.PermitOnly, All := "C:\ "), FileIOPermissionAttribute(SecurityAction.Deny, All := "C:\MyLog.log")>

[C#]

[FileIOPermissionAttribute(SecurityAction.PermitOnly, All = @"C:\ ")]

[FileIOPermissionAttribute(SecurityAction.Deny, All = @"C:\MyLog.log")]

See Also

[Extending Metadata Using Attributes](https://msdn.microsoft.com/en-US/library/5x6cd29c(v=vs.71).aspx) | [Overriding Security Checks](https://msdn.microsoft.com/en-US/library/c2f7a0y2(v=vs.71).aspx) | [Code Access Security](https://msdn.microsoft.com/en-US/library/930b76w0(v=vs.71).aspx) | [SecurityAction Enumeration](https://msdn.microsoft.com/en-US/library/system.security.permissions.securityaction(v=vs.71).aspx) |[RegistryPermissionAttribute Class](https://msdn.microsoft.com/en-US/library/system.security.permissions.registrypermissionattribute(v=vs.71).aspx)

###### PermitOnly

.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0

Calling [PermitOnly](https://msdn.microsoft.com/en-us/library/a3z81ks0(v=vs.71).aspx) has essentially the same effect as calling [Deny](https://msdn.microsoft.com/en-us/library/0ebw73h9(v=vs.71).aspx) but is a different way of specifying the conditions under which the security check should fail. Instead of saying that a specified resource cannot be accessed, as **Deny** does, **PermitOnly** says that only the resources you specify can be accessed. Therefore, calling **PermitOnly** on permission X is the same as calling **Deny** on all permissions except permission X. If you call **PermitOnly**, your code can be used to access only the resources protected by the permissions that you specify when you call**PermitOnly**. You use **PermitOnly** instead of **Deny** when it is more convenient to describe resources that can be accessed instead of resources that cannot be accessed.

If your code calls **PermitOnly** on a permission P1, and downstream callers then demand permission P2, the **PermitOnly** call affects the result of the stack walk only if P1 and P2 are of different types and if P2 is not a subset of P1.

The following code fragments show declarative syntax for overriding security checks using **PermitOnly**. Callers cannot use this code to access any protected resources except user interface resources. .

VB

Option Explicit

Option Strict

Imports System

Imports System.Security.Permissions

Public Class MyClass1

Public Sub New()

End Sub

<UIPermissionAttribute(SecurityAction.PermitOnly, Unrestricted := True)> Public Sub

ReadRegistry()

'Access a UI resource.

End Sub

End Class

[C#]

using System;

using System.Security.Permissions;

public class MyClass

{

public MyClass() {

}

[UIPermissionAttribute(SecurityAction.PermitOnly, Unrestricted=true)]

public void ReadRegistry() {

//Access a UI resource.

}

}

The following code example shows imperative syntax for overriding security checks using the **PermitOnly** method. The **UIPermission**constructor is passed a [PermissionState](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.71).aspx) object that specifies the user interface resources to which access is to be granted. Once the**PermitOnly** method is called, the code and all callers can be used only to access user interface resources.

VB

Option Explicit

Option Strict

Imports System

Imports System.Security.Permissions

Public Class MyClass1

Public Sub New()

End Sub

Public Sub ReadRegistry()

Dim MyPermission As New UIPermission(PermissionState.Unrestricted)

MyPermission.PermitOnly()

'Access a UI resource.

End Sub

End Class

[C#]

using System;

using System.Security.Permissions;

public class MyClass {

public MyClass() {

}

public void ReadRegistry() {

UIPermission MyPermission = new UIPermission(PermissionState.Unrestricted);

MyPermission.PermitOnly();

//Access a UI resource.

}

}

#### Declarative Security Used with Class and Member Scope

**.NET Framework 1.1**

Declarative security can be performed on classes, members, and nested classes. This section outlines the rules used to evaluate declarative security when applied to multiple levels of the same class.

Classes, Members, and Declarative Security

When using declarative security, method-level declarations override class-level declarations for demands and asserts. However, when you use[Inheritance Demands](https://msdn.microsoft.com/en-us/library/x4yx82e6(v=vs.71).aspx) and [Link Demands](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx), the following rules apply:

* **Inheritance Demands.**When applied at the class level, an inheritance demand requires the specified permission in order to derive from the class. When applied at the method level, an inheritance demand requires the specified permission in order to override the method in a derived class. Because inheritance demands have different meanings for classes and methods, declarations can be applied to both the member and class levels independently.
* **Link Demands.** When applied to both the class and member levels, link demands are evaluated sequentially. The end result is a union of both the permissions demanded.

For all other actions, the method level completely overrides and replaces the class level. If the security actions are different (for example, a demand at class level with an assert at method level), there is no interaction whatsoever and both are evaluated.

Nested Classes and Declarative Security

When you apply declarative security to classes, it does not propagate to any nested classes or methods of nested classes. Conversely, when you apply declarative security to nested classes or methods of a nested class, it does not propagate to the parent classes either. You should apply declarative security to nested classes as if they were separate classes.

The following example shows a hypothetical permission demanded on the class level of a class called Main. Within that class, a nested class called Nested is defined. In this example, the demand does not apply to the nested class.

VB

<SomePermissionAttribute(SecurityAction.Demand, Unrestricted:=True)> Public Class Main

' This nested class is not influenced by the demand.

Public Class Nested

' This method is not influenced by the demand.

Public Sub MyMethod()

End Sub

End Class

End Class

[C#]

[SomePermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

class Main

{

// This nested class is not influenced by the demand.

class Nested

{

// This method is not influenced by the demand.

public void MyMethod()

{

}

}

}

#### Declarative Security Used with Class and Member Scope

**.NET Framework 2.0, 3.0**

Declarative security can be performed on classes, members, and nested classes. This section outlines the rules used to evaluate declarative security when applied to multiple levels of the same class.

Classes, Members, and Declarative Security

When there is declarative security for the same security action on both the class level and the method level, the declarative security will be applied according to the following table.

|  |  |  |
| --- | --- | --- |
| Security action | .NET Framework version 1.0 and 1.1 behavior | NET Framework version 2.0 behavior |
| Demand | Method-level attributes override class-level attributes. (If a declarative demand is placed on the method level, a class-level declarative demand will be ignored.) | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. |
| Link demand | Method-level attributes and class-level attributes are unioned. | No change in behavior. |
| Inheritance demand | Class-level attributes require the specified permission in order to derive from the class.  Method-level attributes require the specified permission in order to override the method in a derived class.  Because inheritance demands have different meanings for classes and methods, declarations can be applied to both the class and method levels independently. | No change in behavior. |
| Assert | Method-level attributes override class-level attributes. | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. |
| Deny | Method-level attributes override class-level attributes. | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. |
| Permit only | Method-level attributes override class-level attributes. | Method-level attributes and class-level attributes are intersected together into a single permission set for both levels. |

If the security actions are different (for example, a demand at class level with an assert at method level), there is no interaction whatsoever and both are evaluated.

Nested Classes and Declarative Security

When you apply declarative security to classes, it does not propagate to any nested classes or methods of nested classes. Conversely, when you apply declarative security to nested classes or methods of a nested class, it does not propagate to the parent classes either. You should apply declarative security to nested classes as if they were separate classes.

The following example shows a hypothetical permission demanded on the class level of a class called Main. Within that class, a nested class called Nested is defined. In this example, the demand does not apply to the nested class.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/cz02ke7h(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[SomePermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

class Main

{

// This nested class is not influenced by the demand.

class Nested

{

// This method is not influenced by the demand.

public void MyMethod()

{

}

}

}

See Also

Concepts

[Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.80).aspx)

Other Resources

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.80).aspx)

#### Declarative Security Used with Class and Member Scope

**.NET Framework 4**

[Other Versions](javascript:;)
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Declarative security can be performed on classes, members, and nested classes. This section outlines the rules used to evaluate declarative security when applied to multiple levels of the same class.

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, runtime support has been removed for enforcing the [Deny](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestMinimum](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), [RequestOptional](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx), and[RequestRefuse](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.100).aspx) permission requests. These requests should not be used in code that is based on .NET Framework 4 or later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

[Classes, Members, and Declarative Security](javascript:void(0))

When there is declarative security for the same security action on both the class level and the method level, the declarative security will be applied according to the following table.

|  |  |  |
| --- | --- | --- |
| Security action | NET Framework version 2.0 behavior | .NET Framework version 4 behavior |
| Demand | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. | No change in behavior. |
| Link demand | Method-level attributes and class-level attributes are unioned. | No change in behavior. |
| Inheritance demand | Class-level attributes require the specified permission in order to derive from the class.  Method-level attributes require the specified permission in order to override the method in a derived class.  Because inheritance demands have different meanings for classes and methods, declarations can be applied to both the class and method levels independently. | No change in behavior. |
| Assert | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. | No change in behavior. |
| Deny | Method-level attributes and class-level attributes are unioned together into a single permission set for both levels. | Obsolete in the .NET Framework 4. |
| Permit only | Method-level attributes and class-level attributes are intersected together into a single permission set for both levels. | No change in behavior. |

If the security actions are different (for example, a demand at class level with an assert at method level), there is no interaction whatsoever and both are evaluated.

[**Nested Classes and Declarative Security**](javascript:void(0))

When you apply declarative security to classes, it does not propagate to any nested classes or methods of nested classes. Conversely, when you apply declarative security to nested classes or methods of a nested class, it does not propagate to the parent classes either. You should apply declarative security to nested classes as if they were separate classes.

The following example shows a hypothetical permission demanded on the class level of a class called Main. Within that class, a nested class called Nested is defined. In this example, the demand does not apply to the nested class.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/cz02ke7h(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

[SomePermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

class Main

{

// This nested class is not influenced by the demand.

class Nested

{

// This method is not influenced by the demand.

public void MyMethod()

{

}

}

}

#### Security Optimizations

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

Security checks can cause performance problems for some applications. There are two optimization techniques that you can use to improve performance. One technique combines security demands; the other suppresses demands for permission to call into unmanaged code. Although these techniques might improve the performance of your application, they can also make your application vulnerable to security exploits. Before using these optimization techniques, you should take the following precautions:

* Follow the [Secure Coding Guidelines](https://msdn.microsoft.com/en-us/library/d55zzx87(v=vs.90).aspx) for managed code.
* Understand the security implications of the optimizations and use other methods to protect your application as appropriate.
* Implement the minimum security optimizations required to improve application performance.

After optimizing your code, you should test the optimized code to determine whether its performance actually improved. If not, you should remove the security optimizations to help prevent inadvertent security weaknesses.

**Caution**Security optimization requires you to change the standard code access security. To avoid introducing security vulnerabilities into your code, be sure you understand the security implications of the optimization techniques before using them.

Combining Security Demands

To optimize code that makes security demands, you can, in some situations, use a technique for combining demands.

For example, if:

* your code performs a number of operations within a single method, and
* when performing each of those operations, your code calls into a managed class library that demands that your code have the same permission on each call to the library,

then:

* you can modify your code to perform a **Demand** and an **Assert** of that permission to reduce the overhead incurred by the security demands.

If the call stack depth above the method is large, using this technique can result in a significant performance gain.

To illustrate how this works, suppose method M performs 100 operations. Each operation calls into a library that makes a security demand requiring your code and all its callers to have the X permission. Because of the security demands, each operation causes the runtime to walk the entire call stack examining each caller's permissions, to determine whether X permission was actually granted to each caller. If the call stack above method M isnlevels deep, 100n comparisons are required.

To optimize, you can do the following in method M:

* Demand X, which results in the runtime performing a stack walk (of depth n) to ensure that all callers indeed have permission X.
* Then, assert permission X, which causes subsequent stack walks to stop at method M and succeed, thereby reducing the number of permission comparisons by 99n.

In the following code example, the GetFileCreationTime method takes a string representation of a directory as a parameter and displays the name and creation date of every file in that directory. The static [File.GetCreationTime](https://msdn.microsoft.com/en-us/library/66x02450(v=vs.71).aspx) method reads information from the files but requires a demand and stack walk for every file it reads. The method creates a new instance of the **FileIOPermission** object, performs a demand to check the permissions of all callers on the stack, and then asserts the permission if the demand is successful. If the demand succeeds, only one stack walk is performed and the method reads the creation time from every file in the passed directory.

VB

Option Explicit

Option Strict

Imports System

Imports System.IO

Imports System.Security

Imports System.Security.Permissions

Namespace OptimizedSecurity

Public Class FileUtil

Public Sub New()

End Sub

Public Sub GetFileCreationTime(Directory As String)

'Initialize DirectoryInfo object to the passed directory.

Dim DirFiles As New DirectoryInfo(Directory)

'Create a DateTime object to be initialized below.

Dim TheTime As DateTime

'Get a list of files for the current directory.

Dim Files As FileInfo() = DirFiles.GetFiles()

'Create a new instance of FileIOPermission with read

'permission to the current directory.

Dim FilePermission As New FileIOPermission(FileIOPermissionAccess.Read, Directory)

Try

'Check the stack by making a demand.

FilePermission.Demand()

'If the demand succeeded, assert permission and

'perform the operation.

FilePermission.Assert()

Dim x As Integer

For x = 0 To Files.Length - 1

TheTime = File.GetCreationTime(Files(x).FullName)

Console.WriteLine("File: {0} Created: {1:G}", Files(x).Name, TheTime)

Next x

'Catch a security exception and display an error.

Catch

Console.WriteLine("You do not have permission to read this directory.")

End Try

End Sub

End Class

End Namespace

If the demand in the previous example succeeds, every file and its creation date and time are displayed for the passed directory. If the demand fails, the security exception is intercepted and the following message is displayed to the console:

You do not have permission to read this directory.

Suppressing Demands for Unmanaged Code Permission

A special optimization is available to code that has permission to call unmanaged code. This optimization enables your managed code to call into unmanaged code without incurring the overhead of a stack walk. Asserting unmanaged code permission can shorten the stack walk, but the optimization described in this topic can eliminate it entirely. (See [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) for more information about the permission to call into unmanaged code.)

Normally, a call into unmanaged code raises a demand of unmanaged code permission, which results in a stack walk that determines whether all callers have permission to call into unmanaged code. Applying the custom attribute [SuppressUnmanagedCodeSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.suppressunmanagedcodesecurityattribute(v=vs.71).aspx) to the method that calls into unmanaged code suppresses the demand. This attribute replaces the full stack walk at run time with a check that only verifies the permissions of the immediate caller at link time. In effect, using this attribute creates an open door into unmanaged code. Only code that has unmanaged code permission can use this attribute; otherwise, it has no effect.

**Caution**   Use the **SuppressUnmanagedCodeSecurityAttribute** attribute only with extreme care. Incorrect use of this attribute can create security weaknesses. The **SuppressUnmanagedCodeSecurityAttribute** attribute should never be used to allow less-trusted code (code that does not have unmanaged code permission) to call into unmanaged code.

This attribute is best applied only to privately declared entry points to unmanaged code so that code in other assemblies cannot access and take advantage of the security suppression. Typically, the highly trusted managed code that uses this attribute first demands some permission of callers before invoking the unmanaged code on the caller's behalf.

The following example shows the **SuppressUnmanagedCodeSecurityAttribute** attribute applied to a private entry point.

VB

<SuppressUnmanagedCodeSecurityAttribute()> Private Declare Sub

EntryPoint Lib "some.dll"(args As String)

[C#]

[SuppressUnmanagedCodeSecurityAttribute()]

[DllImport("some.dll")]

private static extern void EntryPoint(string args);

In the rare case of unmanaged code that is completely safe for all possible circumstances, a method with the**SuppressUnmanagedCodeSecurityAttribute** attribute can be exposed to other managed code directly by making it public instead of private. If you choose to expose a method that has the **SuppressUnmanagedCodeSecurityAttribute** attribute, the functionality of the unmanaged code must be not only safe but also impervious to attack by malicious callers. For example, the code must operate appropriately even when unintended arguments are fabricated to specifically cause the code to malfunction.

Using Declarative Overrides and Imperative Demands

Asserts and other overrides are fastest when made declaratively, while demands are fastest when made imperatively. Although the performance gains might not be dramatic, using declarative overrides and imperative demands can help you improve code performance.

See Also
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### Writing Secure Managed Controls

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Managed controls are assemblies referenced from Web pages that are downloaded to the user's computer and executed upon demand. From a code access security perspective, there are two types of managed controls: those that are run under the default security policy and those that require higher trust.

To write managed controls that are intended to run under the default security policy, you only need to know what operations are allowed by the default security policy for the intranet or Internet zones. As long as a managed control does not require more permission to execute than it receives as a result of its zone of origin, it will run. (Keep in mind that an administrator or user might decide not to grant as much permission to code from the Internet or intranet zones.) To execute managed controls that demand higher trust, the administrator or user must adjust the security policy of any computer that will run the code.

Whenever possible, managed controls should be written so that they do not require permissions that are not granted to Internet or intranet code by default. For the Internet zone, this means that code is restricted to displaying SafeTopLevelWindows and SafeSubWindows (adorned by the security system so as to prevent them from impersonating system dialogs), communicating back only to its site of origin, and using limited, isolated storage.

Code on the intranet has slightly greater permissions. For complete details, see [Default Security Policy](https://msdn.microsoft.com/en-us/library/03kwzyfc(v=vs.71).aspx). If your control needs to access files, use databases, collect information about the client computer, and so on, it needs some higher degree of trust.

Development

High-trust controls are intended to run under a less-restrictive security policy than their origin (intranet or the Internet) would typically warrant. Most permission demands made by secure libraries, such as.NET Framework classes, perform stack walks that check all callers to ensure that they have been granted the demanded permission and that Web pages, although not managed code, are treated as callers for the purposes of security. Stack walks are performed to help prevent less-trusted code from luring highly trusted code into performing malicious operations.

Because managed controls hosted in a browser can be manipulated by active script on a Web page, that Web page is considered a caller and checked during a security stack walk to help prevent malicious Web-page authors from exploiting more highly trusted code. The consequence of treating a Web page as a caller is that a control granted a high level of trust based on its strong name or publisher certificate and run from a Web page will be prevented from performing operations not normally allowed to code originating from the same zone as the Web page itself (intranet or Internet). For more information about deployment considerations, see the next section. On the face of it, this would seem to make writing high-trust controls impossible, but code access security provides for this scenario by enabling you to selectively override the security stack walk behavior.

High-trust controls must make judicious use of **Asserts** to short-circuit stack walks for permissions that their callers (the Web pages from which they were run) would not normally have. When you use **Asserts**, you must be careful not to expose dangerous APIs that would allow malicious Web pages to perform inappropriate operations. For this reason, the level of care and security consciousness that must go into writing a high-trust control approaches that required to write a secure class library.

The following are some tips for writing securely managed controls:

* When possible, encapsulate the operations requiring high trust so that they are not exposed by the control. In this manner, you can assert the permissions required by those operations and have confidence Web pages using your control will not be able to abuse the functionality.
* If the design of your control requires that the high-trust operations it performs be exposed, consider making a site or URL identity permission demand to ensure that it can be called only by the Web pages from which you intended it to run.

Deployment

High-trust controls should always be strong-named or signed with a publisher certificate (X.509). This allows policy administrators to grant higher trust to these controls without reducing their security with regard to other intranet or Internet code. After the assembly is signed, the user must create a new code group associated with sufficient permissions, and specify that only code signed by the user's company or organization be allowed membership to the code group. After the security policy is modified in this manner, the highly trusted control will receive sufficient permission to execute.

Because security policy must be modified to allow high-trust, downloaded controls to function, deploying this type of control is much easier on a corporate intranet for which there is typically an enterprise administrator who can deploy the described policy changes to multiple client computers. In order for high-trust controls to be used over the Internet by general users with no common corporate or organizational affiliation, there must be a trust relationship between the control publisher and the user. Ultimately, the user must be comfortable using the publisher's instructions to modify the policy and to allow the high-trust control to execute. Otherwise, the control will not be allowed to run.
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### Creating Your Own Code Access Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5**

The .NET Framework supplies a set of code access permission classes designed to help protect a specific set of resources and operations, focusing on those resources exposed by the .NET Framework. These permission classes are described briefly in the [Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.71).aspx) topic and in detail in the reference documentation for each permission class. For most environments, the built-in code access permissions are adequate. However, in some situations, it might make sense to define your own code access permission class. This topic discusses when, why, and how to define custom code access permission classes.

If you are defining a component or class library that accesses a resource that is not covered by the built-in permission classes but needs to be protected from unauthorized code, you should consider creating a custom code access permission class. If you want to be able to make declarative demands for your custom permission, you must also define an [attribute](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.71).aspx) class for the permission. Providing these classes and making demands for the permission from within your class library enables the runtime to prevent unauthorized code from accessing that resource and enables an administrator to configure access rights.

There are other situations in which a custom permission might be appropriate. When a built-in code access permission class protects a resource but does not sufficiently control access to that resource, you might need a custom code access permission. For example, an application might use personnel records for which each employee record is stored in a separate file; in such a case, read and write access could be controlled independently for different types of employee data. An internal management tool could be authorized to read certain sections of an employee's personnel file but not to modify those sections. In fact, it might not even be allowed to read some sections.

Custom code access permissions are also appropriate in cases where a built-in permission exists but is not defined in a way that enables it to protect the resource appropriately. For example, there might be a case in which there is UI functionality, such as the ability to create menus, that must be protected but is not protected by the built-in [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.71).aspx) class. In that case, you could create a custom permission to protect the ability to create menus.

Wherever possible, permissions should not overlap. Having more than one permission protecting a resource presents a significant problem for administrators, who must then be sure to deal appropriately with all the overlapping permissions every time they configure the rights to access that resource.

Implementing a custom code access permission involves the following steps, some of which are optional. Each step is described in a separate topic.

1. [Design the Permission class](https://msdn.microsoft.com/en-us/library/fskfdsy4(v=vs.71).aspx).
2. Implement the [IPermission](https://msdn.microsoft.com/en-us/library/system.security.ipermission(v=vs.71).aspx) and [IUnrestrictedPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.iunrestrictedpermission(v=vs.71).aspx) interfaces.
3. Implement the [ISerializable](https://msdn.microsoft.com/en-us/library/system.runtime.serialization.iserializable(v=vs.71).aspx) interface, if necessary for performance or to support special data types.
4. Handle XML encoding and decoding.
5. [Add support for declarative security](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.71).aspx), by implementing an **Attribute** class.
6. [Demand custom permission](https://msdn.microsoft.com/en-us/library/d8tb8sc9(v=vs.71).aspx) for your permission, where appropriate.
7. [Update security policy](https://msdn.microsoft.com/en-us/library/t0385k7y(v=vs.71).aspx) to be aware of the custom permission.

### Creating Your Own Code Access Permissions

**.NET Framework 4**

The .NET Framework supplies a set of code access permission classes designed to help protect a specific set of resources and operations, focusing on those resources exposed by the .NET Framework. These permission classes are described briefly in the [Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.100).aspx) topic and in detail in the reference documentation for each permission class. For most environments, the built-in code access permissions are adequate. However, in some situations, it might make sense to define your own code access permission class. This topic discusses when, why, and how to define custom code access permission classes.

If you are defining a component or class library that accesses a resource that is not covered by the built-in permission classes but needs to be protected from unauthorized code, you should consider creating a custom code access permission class. If you want to be able to make declarative demands for your custom permission, you must also define an [attribute](https://msdn.microsoft.com/en-us/library/5x6cd29c(v=vs.100).aspx) class for the permission. Providing these classes and making demands for the permission from within your class library enables the runtime to prevent unauthorized code from accessing that resource and enables an administrator to configure access rights.

There are other situations in which a custom permission might be appropriate. When a built-in code access permission class protects a resource but does not sufficiently control access to that resource, you might need a custom code access permission. For example, an application might use personnel records for which each employee record is stored in a separate file; in such a case, read and write access could be controlled independently for different types of employee data. An internal management tool could be authorized to read certain sections of an employee's personnel file but not to modify those sections. In fact, it might not even be allowed to read some sections.

Custom code access permissions are also appropriate in cases where a built-in permission exists but is not defined in a way that enables it to protect the resource appropriately. For example, there might be a case in which there is UI functionality, such as the ability to create menus, that must be protected but is not protected by the built-in [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.100).aspx) class. In that case, you could create a custom permission to protect the ability to create menus.

Wherever possible, permissions should not overlap. Having more than one permission protecting a resource presents a significant problem for administrators, who must then be sure to deal appropriately with all the overlapping permissions every time they configure the rights to access that resource.

Implementing a custom code access permission involves the following steps, some of which are optional. Each step is described in a separate topic.

1. [Design the Permission class](https://msdn.microsoft.com/en-us/library/fskfdsy4(v=vs.100).aspx).
2. Implement the [IPermission](https://msdn.microsoft.com/en-us/library/system.security.ipermission(v=vs.100).aspx) and [IUnrestrictedPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.iunrestrictedpermission(v=vs.100).aspx) interfaces.
3. Implement the [ISerializable](https://msdn.microsoft.com/en-us/library/system.runtime.serialization.iserializable(v=vs.100).aspx) interface, if necessary for performance or to support special data types.
4. Handle XML encoding and decoding.
5. [Add support for declarative security](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.100).aspx), by implementing an **Attribute** class.
6. [Demand custom permission](https://msdn.microsoft.com/en-us/library/d8tb8sc9(v=vs.100).aspx) for your permission, where appropriate.
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#### Designing a Permission

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

A permission represents the ability to access a protected resource or perform a protected operation. When you are implementing your own permission class, you must make several high-level design decisions. One of the first steps is to determine exactly what resource your custom permission is designed to protect.

You next want to decide whether there are any concerns about overlapping permissions. Although you want to avoid having two permissions that protect the same resource, in some situations you cannot reasonably avoid it. For example, the permission to access unmanaged code can also encompass other permissions, because code that is granted permission to access unmanaged code can do almost anything through an unmanaged API. However, when permission to access unmanaged code is not granted, you still need to grant permissions to access other specific resources. Therefore, it makes sense for permission to access unmanaged code to be separate from other permissions.

How do you know whether an overlap in permission coverage is manageable? There is no absolute answer, but one thing to think about is whether one of the permissions represents more fine-grained access than the other permission so that it will typically be more readily granted than the other permission. When this is the case, granting of access rights is easy to do in many cases, which makes the administrator's task easier.

After you have decided what resource your permission will protect and have resolved any issues about overlap of permissions, you must decide how finely grained access control should be. The answer to this question affects the way you design the variables that represent the state of the permission and determines whether administrators can configure access to the protected resource. It might also affect performance, ease of use, and other factors.

To illustrate some of these design issues, consider a few of the designs that could have been chosen for the [FileIOPermission Class](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) that the .NET Framework provides. Each design choice affects the variables that represent the permission's state.

* A single bit that means "use all files" or "use no files", depending on its value.
* Two bits meaning "read all files" and "write all files", or not, depending on their values.
* 26 bits meaning "use all files on the specified drive".
* An array of strings listing all files to which access is given.

Clearly, there are various tradeoffs to consider. For example, the single-bit permission is very simple, fast, and easy to understand, but it presents an all-or-nothing choice for administrators, which might not be desirable. Other choices that specify a more complex representation of permission state could slow performance to some degree. You must weigh these tradeoffs, and consider that you should not create more than one permission to protect the same resource. In general, you should design your permission class so that the state of the permission is as complex as necessary, without greatly impacting performance.

Although other designs are possible, most permissions follow one of the following standard design patterns or a combination thereof:

* Boolean permissions. This simplest kind of permission object holds one or more bits, each of which corresponds to "permission to do X". Either you have the permission or you do not. An example of this type of permission is the [SecurityPermission class](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx), whose state contains Boolean variables representing the right to do different things, such as permission to call into unmanaged code, each of which is either allowed or not.
* Levels of permissions. This more detailed form of permission has variables that represent each kind of access as a number from zero (meaning no access at all) to some higher number (meaning totally unrestricted access), with a few levels between the two. For example, you can use the [UIPermission class](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.71).aspx) to express varying levels of permission for using windows, from no UI permission to unrestricted UI permission, with a few gradations between the two.
* Object list permissions. This kind of permission provides a very detailed specification for what is and is not allowed. The[FileIOPermission class](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.71).aspx) is a good example of this type of permission because its state is represented by lists of files on which certain kinds of access are allowed. Permissions with lists are most useful for protecting resources that contain a large number of named objects.

In general, it is a good idea to minimize external dependencies in your custom permission class because every assembly your permission depends on will have to be loaded when the security system needs your permission class. Another reason to minimize dependencies is that every assembly used by your custom permission class (except Mscorlib) must be added to the full-trust list. (For more information, see[Updating Security Policy](https://msdn.microsoft.com/en-us/library/t0385k7y(v=vs.71).aspx).) If possible, you should place your custom permission and any attribute classes associated with it in a separate assembly, to reduce the likelihood that other assemblies will be loaded unnecessarily.

**Note**Custom permissions should either be marked as sealed (NotInheritable in Visual Basic) or have an inheritance demand placed on them. Otherwise, malicious callers are able to derive from your permission, potentially causing security vulnerabilities.

#### Implementing a Custom Permission

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

All permission objects must implement the [IPermission](https://msdn.microsoft.com/en-us/library/system.security.ipermission(v=vs.71).aspx) interface. Inheriting from the [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx) class is the easiest way to create a custom permission because **CodeAccessPermission** implements **IPermission** and provides most of the methods required for a permission. Additionally, you must implement the [IUnrestrictedPermision](https://msdn.microsoft.com/en-us/library/system.security.permissions.iunrestrictedpermission(v=vs.71).aspx) interface for all custom code access permissions. The custom permission class is required for both imperative and declarative security support, so you should create it even if you plan to use only declarative security.

|  |
| --- |
| NoteNote: |
| The custom permission should be defined in an assembly other than the assembly in which it is referenced. If the custom permission includes a security attribute for declarative security, the custom permission and the attribute must be defined in a separate assembly. This is because the security attribute is executed when the assembly is loaded, and the attribute may not have been created at the time the reference to it is encountered. Attempting to use a declarative permission in the same assembly in which it is defined results in a[TypeLoadException](https://msdn.microsoft.com/en-us/library/system.typeloadexception(v=vs.90).aspx) being thrown. |

Defining the Permission Class

To derive from the **CodeAccessPermission** class, you must override the following five key methods and provide your own implementation:

* **Copy** creates a duplicate of the current permission object.
* **Intersect** returns the intersection of allowed permissions of the current class and a passed class.
* **IsSubsetOf** returns **true** if a passed permission includes everything allowed by the current permission.
* **FromXml** decodes an XML representation of your custom permission.
* **ToXml** encodes an XML representation of your custom permission.

The **IUnrestrictedPermission** interface requires you to override and implement a single method called **IsUnrestrictedPermission**. In order to support the **IUnrestrictedPermission** interface, you must implement some system, such as a Boolean value that represents the state of restriction in the current object, to define whether the current instance of the permission is unrestricted.

The following code fragment illustrates the manner in which a custom permission class might be defined. A constructor that accepts a**PermissionState** enumeration and a Boolean value called unrestricted are both created. The **PermissionState** enumeration has a value of either **Unrestricted** or **None**. If the passed enumeration has a value of **Unrestricted**, the constructor sets unrestricted to **true**. Otherwise,unrestricted is set to **false**. In addition to constructors specific to your custom permission, all code access permissions (any permission that inherits from **CodeAccessPermission**) must support a constructor that takes only a **PermissionState** enumeration.

In addition to the code shown in the following example, you must implement **IsUnrestricted** method and override the **Copy**, **Intersect**,**IsSubsetOf**, **ToXML**, and **FromXML**methods. For information about completing these steps, see the sections that follow the example.

VB

Option Strict

Option Explicit

Imports System

Imports System.Security

Imports System.Security.Permissions

<SerializableAttribute()> NotInheritable Public Class CustomPermission

Inherits CodeAccessPermission

Implements IUnrestrictedPermission

Private unrestricted As Boolean

Public Sub New(state As PermissionState)

If state = PermissionState.Unrestricted Then

unrestricted = True

Else

unrestricted = False

End If

End Sub

'Define the rest of your custom permission here. You must

'implement IsUnrestricted and override the Copy, Intersect,

'IsSubsetOf, ToXML, and FromXML methods.

End Class

[C#]

using System;

using System.Security;

using System.Security.Permissions;

[SerializableAttribute()]

public sealed class CustomPermission: CodeAccessPermission, IUnrestrictedPermission

{

private bool unrestricted;

public CustomPermission(PermissionState state)

{

if(state == PermissionState.Unrestricted)

{

unrestricted = true;

}

else

{

unrestricted = false;

}

}

//Define the rest of your custom permission here. You must

//implement IsUnrestricted and override the Copy, Intersect,

//IsSubsetOf, ToXML, and FromXML methods.

}

Notice that the class is marked with [SerializableAttribute](https://msdn.microsoft.com/en-us/library/system.serializableattribute(v=vs.71).aspx). You must mark your class with **SerializableAttribute** in order to support declarative syntax using an attribute. For information about creating a custom attribute that uses a custom security object, see [Adding Declarative Security Support](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.71).aspx).

Implementing the IsUnrestricted Method

The **IsUnrestricted** method is required by the **IUnrestrictedPermission** interface and simply returns a Boolean value that indicates whether the current instance of the permission has unrestricted access to the resource protected by the permission. To implement this method, simply return the value of unrestricted.

The following code example implements the **IsUnrestricted** method.

VB

Public Function IsUnrestricted() As Boolean Implements IUnrestrictedPermission.IsUnrestricted

Return unrestricted

End Function

[C#]

public bool IsUnrestricted()

{

return unrestricted;

}

Overriding the Copy Method

The copy method is required by the **CodeAccessPermission** class and returns a copy of the current permission class.

The following code illustrates how to override the **Copy** method.

VB

Public Overrides Function Copy() As IPermission

Dim myCopy As New CustomPermission(PermissionState.None)

If Me.IsUnrestricted() Then

myCopy.unrestricted = True

Else

myCopy.unrestricted = False

End If

Return myCopy

End Function

[C#]

public override IPermission Copy()

{

CustomPermission copy = new CustomPermission(PermissionState.None);

if(this.IsUnrestricted())

{

copy.unrestricted = true;

}

else

{

copy.unrestricted = false;

}

return copy;

}

Overriding the Intersect and IsSubsetOf Methods

All permissions must implement the **Intersect** and **IsSubsetOf** methods. The behavior of these operations must be implemented as follows:

* X.IsSubsetOf(Y) is **true** if permission Y includes everything allowed by X.
* X.Intersect(Y) results in a permission that allows all operations and only those operations allowed by both the X and Y permissions.

The following example illustrates how to override and implement the **Intersect** method. The method accepts a class that derives from**IPermission** and initializes this class to a new instance of the CustomPermisison object. In this case, the intersection of the current object and the passed object is a final object with the value of unrestricted if both objects have that value. However, if one of the two objects has a**false** value for unrestricted, then the final object will also have a **false** value for unrestricted. This code returns an unrestricted object only if both objects are unrestricted.

VB

Public Overrides Function Intersect(target As IPermission) As IPermission

If Nothing Is target Then

Return Nothing

End If

Try

Dim PassedPermission As CustomPermission = CType(target, CustomPermission)

If Not PassedPermission.IsUnrestricted() Then

Return PassedPermission

End If

Return Me.Copy()

Catch InvalidCastException As Exception

Throw New ArgumentException("Argument\_WrongType", Me.GetType().FullName)

End Try

End Function

[C#]

public override IPermission Intersect(IPermission target)

{

try

{

if(null == target)

{

return null;

}

CustomPermission PassedPermission = (CustomPermission)target;

if(!PassedPermission.IsUnrestricted())

{

return PassedPermission;

}

return this.Copy();

}

catch (InvalidCastException)

{

throw new ArgumentException("Argument\_WrongType", this.GetType().FullName);

}

}

In the following example, the **IsSubsetOf** method is overridden. In order for this method to return **true**, the current instance and a passed instance must allow exactly the same set of operations. In this case, the overridden method initializes a new instance of theCustomPermission object to the passed permission object. If the unrestricted values are the same, then the method returns **true**. If they are not, the method returns **false**.

VB

Public Overrides Function IsSubsetOf(target As IPermission) As Boolean

If Nothing Is target Then

Return Not Me.unrestricted

End If

Try

Dim passedpermission As CustomPermission = CType(target, CustomPermission)

If Me.unrestricted = passedpermission.unrestricted Then

Return True

Else

Return False

End If

Catch InvalidCastException As Exception

Throw New ArgumentException("Argument\_WrongType", Me.GetType().FullName)

End Try

End Function

[C#]

public override bool IsSubsetOf(IPermission target)

{

if(null == target)

{

return !this.unrestricted;

}

try

{

CustomPermission passedpermission = (CustomPermission)target;

if(this.unrestricted == passedpermission.unrestricted)

{

return true;

}

else

{

return false;

}

}

catch (InvalidCastException)

{

throw new ArgumentException("Argument\_WrongType", this.GetType().FullName);

}

}

Overriding the ToXml and FromXml Methods

Permissions support XML encoding so that a permission object can be saved as XML and then another permission object can be restored to the value of the original, using the XML file. To support XML encoding, your custom permission must implement the [ISecurityEncodable](https://msdn.microsoft.com/en-us/library/system.security.isecurityencodable(v=vs.71).aspx)interface, which defines a **ToXml** and a **FromXml** method. Because both methods are implemented by [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx), if your custom permission class derives from **CodeAccessPermission**, you should override these methods.

The content of the XML element that represents the object state is determined by the object itself. The **FromXML** method can use any XML representation as long as **ToXML** can interpret it and restore the same state. However, the containing **Permission** element must be of a standard form. For example, the form for CustomPermission might look like the following:

<IPermission class="CustomPermissions.CustomPermission, CustomPermissionAssembly " version="1" Unrestricted="True">

The **IPermission** element contains three attributes:

* **class**: Contains the type name disambiguated by the name of the assembly that contains it.
* **version**: Specifies the version of the XML encoding (not the version of the class's assembly).
* **Unrestricted**: Specifies whether the permission has unrestricted rights.

All permissions must be encoded in an XML element called **IPermission** in order to be used by the common language runtime security system.

New versions of a permission object should remain backward compatible with information persisted in XML from previous versions. The version tag provides information to a permission object about which version originally encoded the data.

The [SecurityElement](https://msdn.microsoft.com/en-us/library/system.security.securityelement(v=vs.71).aspx) class encapsulates the main functionality that you need in order to create and interact with XML-encoded permission objects. However, because the XML object model used for .NET Framework security is different from other XML object models, the**SecurityElement** class should not be used to generate other types of XML files. See the description of the **SecurityElement** class for a complete list of its members.

The following code fragment creates an XML **Permission** element:

VB

Public Overrides Function ToXml() As SecurityElement

Dim element As New SecurityElement("IPermission")

Dim type As Type = Me.GetType()

Dim AssemblyName As New StringBuilder(type.Assembly.ToString())

AssemblyName.Replace(ControlChars.Quote, "'"c)

element.AddAttribute("class", type.FullName & ", " & AssemblyName.ToString)

element.AddAttribute("version", "1")

element.AddAttribute("Unrestricted", unrestricted.ToString())

Return element

End Function

[C#]

public override SecurityElement ToXml()

{

SecurityElement element = new SecurityElement("IPermission");

Type type = this.GetType();

StringBuilder AssemblyName = new StringBuilder(type.Assembly.ToString());

AssemblyName.Replace('\"', '\'');

element.AddAttribute("class", type.FullName + ", " + AssemblyName);

element.AddAttribute("version", "1");

element.AddAttribute("Unrestricted", unrestricted.ToString());

return element;

}

Notice that the previous example uses the **StringBuilder.Replace** method. Attributes in the **SecurityElement** class cannot contain double quotes, but some assembly name information is in double quotes. To handle this situation, the **Replace** method converts double quotes (") in the assembly name to single quotes (').

The following method reads a **SecurityElement** object created by the previous method and sets the current value of the **Unrestricted**property to the one specified by the passed object. This method should ensure that any information stored by the **ToXml** method is retrieved.

VB

Public Overrides Sub FromXml(PassedElement As SecurityElement)

Dim element As String = PassedElement.Attribute("Unrestricted")

If Not element Is Nothing Then

Me.unrestricted = Convert.ToBoolean(element)

End If

End Sub

[C#]

public override void FromXml(SecurityElement PassedElement)

{

string element = PassedElement.Attribute("Unrestricted");

if(null != element)

{

this.unrestricted = Convert.ToBoolean(element);

}

}

Custom Permission Example

The following code example shows an entire custom permission class:

VB

Option Explicit

Option Strict

Imports System

Imports System.Text

Imports System.Security

Imports System.Security.Permissions

Imports Microsoft.VisualBasic

<Serializable()>NotInheritable Public Class CustomPermission

Inherits CodeAccessPermission

Implements IUnrestrictedPermission

Private unrestricted As Boolean

Public Sub New(state As PermissionState)

If state = PermissionState.Unrestricted Then

unrestricted = True

Else

unrestricted = False

End If

End Sub

Public Function IsUnrestricted() As Boolean Implements IUnrestrictedPermission.IsUnrestricted

Return unrestricted

End Function

Public Overrides Function Copy() As IPermission

'Create a new instance of CustomPermission with the current

'value of unrestricted.

Dim myCopy As New CustomPermission(PermissionState.None)

If Me.IsUnrestricted() Then

myCopy.unrestricted = True

Else

myCopy.unrestricted = False

End If

'Return the copy.

Return copy

End Function

Public Overrides Function Intersect(target As IPermission) As IPermission

'If nothing was passed, return null.

If Nothing Is target Then

Return Nothing

End If

Try

'Create a new instance of CustomPermission from the passed object.

Dim PassedPermission As CustomPermission = CType(target, CustomPermission)

'If one class has an unrestricted value of false, then the

'intersection will have an unrestricted value of false.

'Return the passed class with the unrestricted value of false.

If Not PassedPermission.unrestricted Then

Return target

End If

'Return a copy of the current class if the passed one has

'an unrestricted value of true.

Return Me.Copy()

'Catch an InvalidCastException.

'Throw ArgumentException to notify the user.

Catch InvalidCastException As Exception

Throw New ArgumentException("Argument\_WrongType", Me.GetType().FullName)

End Try

End Function

Public Overrides Function IsSubsetOf(target As IPermission) As Boolean

'If nothing was passed and unrestricted is false,

' return true.

If Nothing Is target Then

Return Not Me.unrestricted

End If

Try

'Create a new instance of CustomPermission from the passed object.

Dim passedpermission As CustomPermission = CType(target, CustomPermission)

'If unrestricted has the same value in both objects, then

'one is the subset of the other.

If Me.unrestricted = passedpermission.unrestricted Then

Return True

Else

Return False

End If

'Catch an InvalidCastException.

'Throw ArgumentException to notify the user.

Catch InvalidCastException As Exception

Throw New ArgumentException("Argument\_WrongType", Me.GetType().FullName)

End Try

End Function

Public Overrides Sub FromXml(PassedElement As SecurityElement)

'Get the unrestricted value from the XML and initialize

'the current instance of unrestricted to that value.

Dim element As String = PassedElement.Attribute("Unrestricted")

If Not element Is Nothing Then

Me.unrestricted = Convert.ToBoolean(element)

End If

End Sub

Public Overrides Function ToXml() As SecurityElement

'Encode the current permission to XML using the

'SecurityElement class.

Dim element As New SecurityElement("IPermission")

Dim type As Type = Me.GetType()

Dim AssemblyName As New StringBuilder(type.Assembly.ToString())

AssemblyName.Replace(ControlChars.Quote, "'"c)

element.AddAttribute("class", type.FullName & ", " & AssemblyName.ToString)

element.AddAttribute("version", "1")

element.AddAttribute("Unrestricted", unrestricted.ToString())

Return element

End Function

End Class

[C#]

using System;

using System.Text;

using System.Security;

using System.Security.Permissions;

[Serializable()]

public sealed class CustomPermission: CodeAccessPermission , IUnrestrictedPermission

{

private bool unrestricted;

public CustomPermission(PermissionState state)

{

if(state == PermissionState.Unrestricted)

{

unrestricted = true;

}

else

{

unrestricted = false;

}

}

public bool IsUnrestricted()

{

return unrestricted;

}

public override IPermission Copy()

{

//Create a new instance of CustomPermission with the current

//value of unrestricted.

CustomPermission copy = new CustomPermission(PermissionState.None);

if(this.IsUnrestricted())

{

copy.unrestricted = true;

}

else

{

copy.unrestricted = false;

}

//Return the copy.

return copy;

}

public override IPermission Intersect(IPermission target)

{

//If nothing was passed, return null.

if(null == target)

{

return null;

}

try

{

//Create a new instance of CustomPermission from the passed object.

CustomPermission PassedPermission = (CustomPermission)target;

//If one class has an unrestricted value of false, then the

//intersection will have an unrestricted value of false.

//Return the passed class with the unrestricted value of false.

if(!PassedPermission.unrestricted)

{

return target;

}

//Return a copy of the current class if the passed one has

//an unrestricted value of true.

return this.Copy();

}

//Catch an InvalidCastException.

//Throw ArgumentException to notify the user.

catch (InvalidCastException)

{

throw new ArgumentException("Argument\_WrongType", this.GetType().FullName);

}

}

public override bool IsSubsetOf(IPermission target)

{

//If nothing was passed and unrestricted is false,

//then return true.

if(null == target)

{

return !this.unrestricted;

}

try

{

//Create a new instance of CustomPermission from the passed object.

CustomPermission passedpermission = (CustomPermission)target;

//If unrestricted has the same value in both objects, then

//one is the subset of the other.

if(this.unrestricted == passedpermission.unrestricted)

{

return true;

}

else

{

return false;

}

}

//Catch an InvalidCastException.

//Throw ArgumentException to notify the user.

catch (InvalidCastException)

{

throw new ArgumentException("Argument\_WrongType", this.GetType().FullName);

}

}

public override void FromXml(SecurityElement PassedElement)

{

//Get the unrestricted value from the XML and initialize

//the current instance of unrestricted to that value.

string element = PassedElement.Attribute("Unrestricted");

if(null != element)

{

this.unrestricted = Convert.ToBoolean(element);

}

}

public override SecurityElement ToXml()

{

//Encode the current permission to XML using the

//SecurityElement class.

SecurityElement element = new SecurityElement("IPermission");

Type type = this.GetType();

StringBuilder AssemblyName = new StringBuilder(type.Assembly.ToString());

AssemblyName.Replace('\"', '\'');

element.AddAttribute("class", type.FullName + ", " + AssemblyName);

element.AddAttribute("version", "1");

element.AddAttribute("Unrestricted", unrestricted.ToString());

return element;

}

}

#### Adding Declarative Security Support

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

Although not strictly required, a custom permission should support declarative security so that developers can specify the custom permission when using declarative syntax for security actions such as requests, demands, or assertions. In fact, permission requests, link demands, and inheritance demands can only be made declaratively. For this reason, your custom code access permission cannot be requested or used with link demands or inheritance demands unless you provide support for declarative security. This topic describes how to implement an **Attribute**class that enables declarative security support for your custom permission.

|  |
| --- |
| NoteNote |
| The attribute version of the custom permission must be defined in an assembly other than the assembly in which it is referenced. The custom permission should also be defined in that assembly. This is mandatory for declarative security, because the attribute is executed when the assembly is loaded, and the attribute may not have been created at the time the reference to it is encountered. Attempting to use a declarative permission in the same assembly in which it is defined results in a [TypeLoadException](https://msdn.microsoft.com/en-us/library/system.typeloadexception(v=vs.100).aspx) being thrown. |

Security attributes for declarations must derive (either directly or indirectly) from the [SecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityattribute(v=vs.71).aspx) class. If the permission is a code access permission, the attribute class derives from [CodeAccessSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.codeaccesssecurityattribute(v=vs.71).aspx), which derives from **SecurityAttribute**. Security attribute classes must implement the **CreatePermission** method, which creates an instance of the permission object from the associated custom permission. Note that this associated custom permission class must be marked with the [SerializableAttribute](https://msdn.microsoft.com/en-us/library/system.serializableattribute(v=vs.71).aspx) in order to be serialized into metadata by the compiler. For more information, see [Implementing a Custom Permission](https://msdn.microsoft.com/en-us/library/yaah0wb2(v=vs.71).aspx).

The following code implements an attribute class for a Boolean permission named CustomPermission. In this example, the permission class has a single Boolean Unrestricted property that contains its state.

VB

<AttributeUsageAttribute(AttributeTargets.All, AllowMultiple := True)> Public Class

CustomPermissionAttribute

Inherits CodeAccessSecurityAttribute

Private myUnrestricted As Boolean = False

Public Shadows Property Unrestricted() As Boolean

Get

Return myUnrestricted

End Get

Set

myUnrestricted = value

End Set

End Property

Public Sub New(action As SecurityAction)

MyBase.New(action)

End Sub

Public Overrides Function CreatePermission() As IPermission

If Unrestricted Then

Return New CustomPermission(PermissionState.Unrestricted)

Else

Return New CustomPermission(PermissionState.None)

End If

End Function

End Class

[C#]

[AttributeUsageAttribute(AttributeTargets.All, AllowMultiple = true)]

public class CustomPermissionAttribute: CodeAccessSecurityAttribute

{

bool unrestricted = false;

public new bool Unrestricted

{

get{ return unrestricted; }

set{ unrestricted = value; }

}

public CustomPermissionAttribute(SecurityAction action): base (action)

{

}

public override IPermission CreatePermission()

{

if(Unrestricted)

{

return new CustomPermission(PermissionState.Unrestricted);

}

else

{

return new CustomPermission(PermissionState.None);

}

}

}

In this case, **CreatePermission** checks the internal Unrestricted property and creates the appropriate instance of a CustomPermissionobject. While only the Unrestricted property is used in this case, other custom permission attribute classes should support all possible states of the permission objects they support.

The use of CustomPermissionAttribute is illustrated in the following demand declaration:

VB

<CustomPermissionAttribute(SecurityAction.Demand, Unrestricted := true)>

[C#]

[CustomPermissionAttribute(SecurityAction.Demand, Unrestricted = true)]

See Also

#### Demanding a Custom Permission

.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0

To cause the runtime to perform security checks on code that attempts to access the resource protected by your custom code access permission, you must place security demands for the custom code access permission in your code. Security demands can be imperative or declarative; both cause the runtime to walk the call stack to see that all callers in the stack have the permission that is being demanded.

If your code simply calls a secure system library that exposes a protected resource, you do not need to demand a permission just because the library exposes the resource protected by that permission. It is the library's responsibility to demand that your code and all its callers have the necessary permission.

However, if your code calls a system library and [asserts](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.71).aspx) a permission that is demanded by the library (effectively causing a security check for that permission to succeed), then it must either demand that permission of its callers or otherwise ensure that security is not compromised.

For more information about when to make security demands, see [Security Demands](https://msdn.microsoft.com/en-us/library/60zfc754(v=vs.71).aspx).

#### Updating Security Policy

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

Default security policy does not know about the existence of any custom permission. For example, the **Everything** named permission set contains all the built-in code access permissions that the runtime provides, but it does not include any custom permissions. To update security policy so that it knows about your custom permission, you must do three things:

* Make policy aware of your custom permission.
* Add the assembly to the list of trusted assemblies.
* Tell security policy what code should be granted to your custom permission.

Making Policy Aware of Your Custom Permission

To make policy aware of your custom permission, you must:

* Create a new named-permission set that includes your custom permission. (You can modify an existing named-permission set instead of creating a new one.)
* Give the permission set a name.
* Tell security policy that the named-permission set exists.

For more information, see [Code Access Security Policy Tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.71).aspx) or [.NET Framework Configuration Tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.71).aspx). You can add a new permission set in one of several ways. Using the Code Access Security Policy tool (Caspol.exe), you can create an .xml file that contains an XML representation of a custom permission set and then add this file to the security policy on the computer where the code is to run. Using the .NET Framework Configuration tool (Mscorcfg.msc), you can copy an existing permission set and add an XML representation of a permission to the new permission set.

To guarantee that your XML representation is valid and correctly represents your permission, you can generate it using code similar to the example that follows. Notice that this code creates a custom permission called MyCustomPermission, initialized to the unrestricted state. If your custom permission does not implement [IUnrestrictedPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.iunrestrictedpermission(v=vs.71).aspx), or if you do not want to set policy to grant your permission in an unrestricted state, use the constructor to initialize your permission to the state you want it to have.

VB

Imports System.IO

Imports System.Security.Permissions

Class PSetXML

Public Shared Sub Main()

Dim perm As New MyCustomPermission(PermissionState.Unrestricted)

Dim pset As New NamedPermissionSet("MyPermissionSet", PermissionState.None)

pset.Description = "Permission set containing my custom permission"

pset.AddPermission(perm)

Dim file As New StreamWriter("mypermissionset.xml")

file.Write(pset.ToXml())

file.Close()

End Sub

End Class

[C#]

using System.IO;

using System.Security.Permissions;

class PSetXML {

public static void Main()

{

MyCustomPermission perm =

new MyCustomPermission(PermissionState.Unrestricted);

NamedPermissionSet pset =

new NamedPermissionSet("MyPermissionSet", PermissionState.None);

pset.Description = "Permission set containing my custom permission";

pset.AddPermission(perm);

StreamWriter file = new StreamWriter("mypermissionset.xml");

file.Write(pset.ToXml());

file.Close();

}

}

After you have created the .xml file containing your permission set, you can add it to security policy. To use Caspol.exe, type the following on the command line:

caspol –machine –addpset mypermissionset.xml

When Caspol.exe asks whether you want to add the assembly containing your custom permission to the list of trusted assemblies, type **yes**.

To add the .xml file containing your permission set using the [.NET Framework Configuration tool](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.71).aspx), select the **Runtime Security Policy** node and then select the policy level you want to modify. Right-click **Permission Sets**and select **New**. Use the wizard to add the permission set.

Adding the Assembly to the List of Trusted Assemblies

Because your custom permission will participate in the .NET Framework security system, it must be fully trusted (as any code that the security system relies on must be). You obtain full trust for your assembly by adding it to the list of trusted assemblies. After you have added your custom permission's assembly to the list using [Caspol.exe](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.71).aspx) (as described previously), you must also add any assemblies that your permission class references. To add additional assemblies to the list using Caspol.exe, type the following on the command line:

caspol -addfulltrust mypermissionset.dll

To view the list of fully trusted assemblies, use the following command:

caspol -listfulltrust

Because your custom permission's assembly (and any assemblies it references) will be fully trusted by the security system, it is important that those files be signed with a cryptographically strong name. Caspol.exe will not add an assembly to the full trust list if it does not have a strong name.

To add an assembly to the list of fully trusted assemblies using the [.NET Framework Configuration tool](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.71).aspx), right-click the **Runtime Security Policy** node and select **Trust Assembly**. Use the wizard to trust the assembly.

**CAUTION**If the assembly implementing the custom security object references other assemblies, you must first add the referenced assemblies to the full trust assembly list. Custom security objects created using Visual Basic .NET, the Managed Extensions for C++, and JScript reference Microsoft.VisualBasic.dll, Microsoft.VisualC.dll, or Microsoft.JScript.dll, respectively. These assemblies are not in the full trust assembly list by default. You must add the appropriate assembly to the full trust list before you add a custom security object. Failure to do so will break the security system, causing all assemblies to fail to load. In this situation, the Caspol.exe **-all -reset** option will not repair security. To repair security, you must manually edit the security files to remove the custom security object.

Setting Policy to Grant Your Custom Permission

You must associate your new permission set with the appropriate code groups so that security policy will grant the custom permission to the code that should have it. You do this by modifying an existing code group or by adding a new code group that identifies the set of code that should be granted your custom permission. For more information about code groups, see [Security Policy](https://msdn.microsoft.com/en-us/library/tha13y5z(v=vs.71).aspx). Use the following [Caspol.exe](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.71).aspx)command to make mypermissionset the permission set granted to code that meets the membership condition of the **LocalIntranet** code group:

caspol -user -chggroup 1.2. mypermissionset

In this example, the label 1.2 represents the code group **LocalIntranet**. To display all the code groups and their associated labels, use the following command:

caspol -list

To view the list of permission sets, use the following command:

caspol -listpset

To make mypermissionset the permission set granted to members of the **LocalIntranet** code group using the [.NET Framework Configuration tool](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.71).aspx), select the **Runtime Security Policy** node and then select the **Machine** policy. Right-click the **LocalIntranet\_Zone** node and select **Properties**. Change the permission set using the **Permission Set** tab.

#### Creating Other Custom Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0**

If you need to create a permission to protect a resource, but you do not want a demand for your custom permission to cause a stack walk, you should create a permission that implements [IPermission](https://msdn.microsoft.com/en-us/library/system.security.ipermission(v=vs.71).aspx) but does not derive from [CodeAccessPermission](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission(v=vs.71).aspx). One example of a scenario in which this makes sense is a bank application that needs to restrict the ability of code to perform transactions, but for which you do not want the permissions of all callers in the stack to be checked to determine whether they are authorized to perform the transaction. Instead, you want authorization to be based on whether the current time of day falls within a specified range. This situation requires a custom permission object that is not a custom code access permission.

The requirements for this kind of permission are very similar to those for a custom code access permission. You must perform the following steps in order to use such a permission:

1. Implement **IPermission**.
2. Implement [ISecurityEncodable](https://msdn.microsoft.com/en-us/library/system.security.isecurityencodable(v=vs.71).aspx) to add support for XML encoding and decoding.
3. [Support declarative security](https://msdn.microsoft.com/en-us/library/84kh7ht8(v=vs.71).aspx) by defining an attribute.
4. Demand your custom permission within a library.

Note that security policy does not have to be updated to include non-code access permissions. You do not have to use the [Code Access Security Policy Tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.71).aspx) or the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.71).aspx) to adjust security policy when using such a hypothetical permission.

### Role-Based Security

**.NET Framework 1.1**

Business applications often provide access to data or resources based on credentials supplied by the user. Typically, such applications check the role of a user and provide access to resources based on that role. The common language runtime provides support for role-based authorization based on a Windows account or a custom identity. Before reading this section, make sure you understand the material presented in [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx).

In This Section

[Introduction to Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.71).aspx)

Provides an overview of .NET Framework role-based security.

[Principal and Identity Objects](https://msdn.microsoft.com/en-us/library/ftx85f8x(v=vs.71).aspx)

Explains how to set up and manage both Windows and generic identities and principals.

[PrincipalPermission Objects](https://msdn.microsoft.com/en-us/library/765xy944(v=vs.71).aspx)

Describes how to implement permission objects declaratively and imperatively.

[Role-Based Security Checks](https://msdn.microsoft.com/en-us/library/k8b3sz1a(v=vs.71).aspx)

Describes how to implement security checks declaratively, imperatively, or by directly accessing a principal object.

[Interoperation with COM+ 1.0 Security](https://msdn.microsoft.com/en-us/library/x740xszs(v=vs.71).aspx)

Provides an overview of how COM+ 1.0 security interoperates with the .NET Framework.

Related Sections

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx)

Introduces fundamental concepts you must understand before using .NET Framework security.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.71).aspx)

Lists and briefly describes the security tools included in the .NET Framework SDK.

#### Introduction to Role-Based Security

.NET Framework 1.1, 2.0, 3.0, 3.5

Roles are often used in financial or business applications to enforce policy. For example, an application might impose limits on the size of the transaction being processed depending on whether the user making the request is a member of a specified role. Clerks might have authorization to process transactions that are less than a specified threshold, supervisors might have a higher limit, and vice-presidents might have a still higher limit (or no limit at all). Role-based security can also be used when an application requires multiple approvals to complete an action. Such a case might be a purchasing system in which any employee can generate a purchase request, but only a purchasing agent can convert that request into a purchase order that can be sent to a supplier.

.NET Framework role-based security supports authorization by making information about the [principal](https://msdn.microsoft.com/en-us/library/axt6w9h8(v=vs.71).aspx), which is constructed from an associated identity, available to the current thread. The identity (and the principal it helps to define) can be either based on a Windows account or be a custom identity unrelated to a Windows account. .NET Framework applications can make authorization decisions based on the principal's identity or role membership, or both. A role is a named set of principals that have the same privileges with respect to security (such as a teller or a manager). A principal can be a member of one or more roles. Therefore, applications can use role membership to determine whether a principal is authorized to perform a requested action.

To provide ease of use and consistency with code access security, .NET Framework role-based security provides [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) objects that enable the common language runtime to perform authorization in a way that is similar to code access security checks. The **PrincipalPermission** class represents the identity or role that the principal must match and is compatible with both declarative and imperative security checks. You can also access a principal's identity information directly and perform role and identity checks in your code when needed.

The .NET Framework provides role-based security support that is flexible and extensible enough to meet the needs of a wide spectrum of applications. You can choose to interoperate with existing authentication infrastructures, such as COM+ 1.0 Services, or to create a custom authentication system. Role-based security is particularly well-suited for use in ASP.NET Web applications, which are processed primarily on the server. However, .NET Framework role-based security can be used on either the client or the server.

#### Role-Based Security

**.NET Framework 4, 4.5, 4.6**

Roles are often used in financial or business applications to enforce policy. For example, an application might impose limits on the size of the transaction being processed depending on whether the user making the request is a member of a specified role. Clerks might have authorization to process transactions that are less than a specified threshold, supervisors might have a higher limit, and vice-presidents might have a still higher limit (or no limit at all). Role-based security can also be used when an application requires multiple approvals to complete an action. Such a case might be a purchasing system in which any employee can generate a purchase request, but only a purchasing agent can convert that request into a purchase order that can be sent to a supplier.

.NET Framework role-based security supports authorization by making information about the [Principal](https://msdn.microsoft.com/en-us/library/axt6w9h8(v=vs.100).aspx), which is constructed from an associated identity, available to the current thread. The identity (and the principal it helps to define) can be either based on a Windows account or be a custom identity unrelated to a Windows account. .NET Framework applications can make authorization decisions based on the principal's identity or role membership, or both. A role is a named set of principals that have the same privileges with respect to security (such as a teller or a manager). A principal can be a member of one or more roles. Therefore, applications can use role membership to determine whether a principal is authorized to perform a requested action.

To provide ease of use and consistency with code access security, .NET Framework role-based security provides[System.Security.Permissions.PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.100).aspx) objects that enable the common language runtime to perform authorization in a way that is similar to code access security checks. The [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.100).aspx) class represents the identity or role that the principal must match and is compatible with both declarative and imperative security checks. You can also access a principal's identity information directly and perform role and identity checks in your code when needed.

The .NET Framework provides role-based security support that is flexible and extensible enough to meet the needs of a wide spectrum of applications. You can choose to interoperate with existing authentication infrastructures, such as COM+ 1.0 Services, or to create a custom authentication system. Role-based security is particularly well-suited for use in ASP.NET Web applications, which are processed primarily on the server. However, .NET Framework role-based security can be used on either the client or the server.

Before reading this section, make sure that you understand the material presented in [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx).

[**Related Topics**](javascript:void(0)) 4.0

|  |  |
| --- | --- |
| Title | Description |
| [Principal and Identity Objects](https://msdn.microsoft.com/en-us/library/ftx85f8x(v=vs.100).aspx) | Explains how to set up and manage both Windows and generic identities and principals. |
| [PrincipalPermission Objects](https://msdn.microsoft.com/en-us/library/765xy944(v=vs.100).aspx) | Describes how to implement permission objects declaratively and imperatively. |
| [Role-Based Security Checks](https://msdn.microsoft.com/en-us/library/k8b3sz1a(v=vs.100).aspx) | Describes how to implement security checks declaratively, imperatively, or by directly accessing a principal object. |
| [Interoperation with COM+ 1.0 Security](https://msdn.microsoft.com/en-us/library/x740xszs(v=vs.100).aspx) | Provides an overview of how COM+ 1.0 security interoperates with the .NET Framework. |
| [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx) | Introduces fundamental concepts you must understand before using .NET Framework security. |
| [Security Tools (.NET Framework)](https://msdn.microsoft.com/en-us/library/dd233106(v=vs.100).aspx) | Lists and briefly describes the security tools included in the .NET Framework. |
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[System.Security.Permissions.PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.100).aspx)

[**Related Topics**](javascript:void(0))

|  |  |
| --- | --- |
| Title | Description |
| [Principal and Identity Objects](https://msdn.microsoft.com/en-us/library/ftx85f8x(v=vs.110).aspx) | Explains how to set up and manage both Windows and generic identities and principals. |
| [Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.110).aspx) | Introduces fundamental concepts you must understand before using .NET Framework security. |

[**Reference**](javascript:void(0))

[System.Security.Permissions.PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.110).aspx)

### Principal and Identity Objects

**.NET Framework 1.1, 2.0, 3.0, 4.0, 4.5, 4.6**

Managed code can discover the identity or the role of a principal through a [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object, which contains a reference to an [Identity](https://msdn.microsoft.com/en-us/library/system.security.principal.iidentity(v=vs.71).aspx) object. It might be helpful to compare identity and principal objects to familiar concepts like user and group accounts. In most network environments, user accounts represent people or programs, while group accounts represent certain categories of users and the rights they possess. Similarly, .NET Framework identity objects represent users, while roles represent memberships and security contexts. In the .NET Framework, the principal object encapsulates both an identity object and a role. .NET Framework applications grant rights to the principal based on its identity or, more commonly, its role membership.

Identity Objects

The identity object encapsulates information about the user or entity being validated. At their most basic level, identity objects contain a name and an authentication type. The name can either be a user's name or the name of a Windows account, while the authentication type can be either a supported logon protocol, such as Kerberos V5, or a custom value. The .NET Framework defines a [GenericIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.genericidentity(v=vs.71).aspx) object that can be used for most custom logon scenarios and a more specialized [WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.71).aspx) object that can be used when you want your application to rely on Windows authentication. Additionally, you can define your own identity class that encapsulates custom user information.

The [IIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.iidentity(v=vs.71).aspx) interface defines properties for accessing a name and an authentication type, such as Kerberos V5 or NTLM. All **Identity** classes implement the **IIdentity** interface. There is no required relationship between an **Identity** object and the Windows NT process token under which a thread is currently executing. However, if the **Identity** object is a **WindowsIdentity** object, the identity is assumed to represent a Windows NT security token.

Principal Objects

The principal object represents the security context under which code is running. Applications that implement role-based security grant rights based on the role associated with a principal object. Similar to identity objects, the .NET Framework provides a [GenericPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.genericprincipal(v=vs.71).aspx) object and a[WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.71).aspx) object. You can also define your own custom principal classes.

The [IPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) interface defines a property for accessing an associated **Identity** object as well as a method for determining whether the user identified by the **Principal** object is a member of a given role. All **Principal** classes implement the **IPrincipal** interface as well as any additional properties and methods that are necessary. For example, the common language runtime provides the **WindowsPrincipal** class, which implements additional functionality for mapping Windows NT or Windows 2000 group membership to roles.

A **Principal** object is bound to a call context ([CallContext](https://msdn.microsoft.com/en-us/library/system.runtime.remoting.messaging.callcontext(v=vs.71).aspx)) object within an application domain ([AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.71).aspx)). A default call context is always created with each new **AppDomain**, so there is always a call context available to accept the **Principal** object. When a new thread is created, a**CallContext** object is also created for the thread. The **Principal** object reference is automatically copied from the creating thread to the new thread's **CallContext**. If the runtime cannot determine which **Principal** object belongs to the creator of the thread, it follows the default policy for **Principal** and **Identity** object creation.

A configurable application domain-specific policy defines the rules for deciding what type of **Principal** object to associate with a new application domain. Where security policy permits, the runtime can create **Principal** and **Identity** objects that reflect the operating system token associated with the current thread of execution. By default, the runtime uses **Principal** and **Identity** objects that represent unauthenticated users. The runtime does not create these default **Principal** and **Identity** objects until the code attempts to access them.

Trusted code that creates an application domain can set the application domain policy that controls construction of the default **Principal** and**Identity** objects. This application domain-specific policy applies to all execution threads in that application domain. An unmanaged, trusted host inherently has the ability to set this policy, but managed code that sets this policy must have the[System.Security.Permissions.SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) for controlling domain policy.

When transmitting a **Principal** object across application domains but within the same process (and therefore on the same computer), the remoting infrastructure copies a reference to the **Principal** object associated with the caller's context to the callee's context.

#### Creating WindowsIdentity and WindowsPrincipal Objects

**.NET Framework 1.1**

The [WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.71).aspx) object encapsulates information about Windows accounts. You use the **WindowsIdentity** object if you want to make authorization decisions based on a user's Windows account information. For example, using **WindowsIdentity** and [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.71).aspx) objects, you can write an application that requires all users to be currently validated by a Windows NT or Windows 2000 domain. You can also allow certain domain accounts to access your application while denying access to others.

There are two ways to create **WindowsPrincipal** objects, depending on whether code must repeatedly perform role-based validation or only needs to perform it once.

Creating WindowsPrincipal Objects for Repeated Validation

If code must repeatedly perform role-based validation, the following method produces less overhead.

1. First, call the **SetPrincipalPolicy** method on the [System.AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.71).aspx) object, passing it a [PrincipalPolicy](https://msdn.microsoft.com/en-us/library/system.security.principal.principalpolicy(v=vs.71).aspx) enumeration value that indicates what the new policy should be. Supported values are **NoPrincipal**, **UnauthenticatedPrincipal**, and **WindowsPrincipal**. The following code demonstrates this call.

C#

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

[Visual Basic]

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal)

1. With the policy set, use the [Thread.CurrentPrincipal](https://msdn.microsoft.com/en-us/library/075dt2hk(v=vs.71).aspx) property to retrieve the principal that encapsulates the current Windows user. The following code initializes a new **WindowsPrincipal** object to the value of the principal associated with the current thread.

C#

WindowsPrincipal MyPrincipal = (WindowsPrincipal) Thread.CurrentPrincipal

[Visual Basic]

Dim MyPrincipal As WindowsPrincipal = CType(Thread.CurrentPrincipal, WindowsPrincipal)

Creating WindowsPrincipal Objects for One Validation

When code only needs to make role-based validations once, you can create a **WindowsPrincipal** object by performing the following tasks.

1. Initialize a new instance of the **WindowsIdentity** class by calling the [WindowsIdentity.GetCurrent](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity.getcurrent(v=vs.71).aspx) method, which queries the current Windows account and places information about that account into the newly created identity object. The following code creates a new instance of the class and initializes it to the current authenticated user.

C#

WindowsIdentity MyIdentity = WindowsIdentity.GetCurrent();

[Visual Basic]

Dim MyIdentity As WindowsIdentity = WindowsIdentity.GetCurrent()

1. Create a new instance of the **Principal** class and pass it the value of a **WindowsIdentity**object. The following code demonstrates the creation of a new **WindowsPrincipal**object initialized with the previously created **WindowsIdentity** object.

C#

WindowsPrincipal MyPrincipal = new WindowsPrincipal(MyIdentity);

[Visual Basic]

Dim MyPrincipal As New WindowsPrincipal(MyIdentity)

1. When the principal object has been created, you can use one of several methods to validate it. For more information, see [Role-Based Security Checks](https://msdn.microsoft.com/en-us/library/k8b3sz1a(v=vs.71).aspx).

The following code example creates a **WindowsIdentity** object and a **WindowsPrincipal**object and displays the information to the console. You can use this code to query the values of the **WindowsIdentity** and **WindowsPrincipal**that are produced by your network environment.

C#

using System;

using System.Threading;

using System.Security.Principal;

public class Class1

{

public static int Main(string[] args)

{

//Get the current identity and put it into an identity object.

WindowsIdentity MyIdentity = WindowsIdentity.GetCurrent();

//Put the previous identity into a principal object.

WindowsPrincipal MyPrincipal = new WindowsPrincipal(MyIdentity);

//Principal values.

string Name = MyPrincipal.Identity.Name;

string Type = MyPrincipal.Identity.AuthenticationType;

string Auth = MyPrincipal.Identity.IsAuthenticated.ToString();

//Identity values.

string IdentName = MyIdentity.Name;

string IdentType = MyIdentity.AuthenticationType;

string IdentIsAuth = MyIdentity.IsAuthenticated.ToString();

string ISAnon = MyIdentity.IsAnonymous.ToString();

string IsG = MyIdentity.IsGuest.ToString();

string IsSys = MyIdentity.IsSystem.ToString();

string Token = MyIdentity.Token.ToString();

//Print the values.

Console.WriteLine("Principal Values for current thread:");

Console.WriteLine("\n\nPrincipal Name: {0}", Name);

Console.WriteLine("Principal Type: {0}", Type);

Console.WriteLine("Principal IsAuthenticated: {0}", Auth);

Console.WriteLine("\n\nIdentity Values for current thread:");

Console.WriteLine("Identity Name: {0}", IdentName);

Console.WriteLine("Identity Type: {0}", IdentType);

Console.WriteLine("Identity IsAuthenticated: {0}", IdentIsAuth);

Console.WriteLine("\n\nIdentity IsAnonymous: {0}", ISAnon);

Console.WriteLine("Identity IsGuest: {0}", IsG);

Console.WriteLine("Identity IsSystem: {0}", IsSys);

Console.WriteLine("Identity Token: {0}", Token);

return 0;

}

}

[Visual Basic]

Imports System

Imports System.Threading

Imports System.Security.Principal

Imports Microsoft.VisualBasic

Public Class Class1

Public Shared Sub Main()

'Get the current identity and put it into an identity object.

Dim MyIdentity As WindowsIdentity = WindowsIdentity.GetCurrent()

'Put the previous identity into a principal object.

Dim MyPrincipal As New WindowsPrincipal(MyIdentity)

'Principal values.

Dim PrincipalName As String = MyPrincipal.Identity.Name

Dim PrincipalType As String = MyPrincipal.Identity.AuthenticationType

Dim PrincipalAuth As String = MyPrincipal.Identity.IsAuthenticated.ToString()

'Identity values.

Dim IdentName As String = MyIdentity.Name

Dim IdentType As String = MyIdentity.AuthenticationType

Dim IdentIsAuth As String = MyIdentity.IsAuthenticated.ToString()

Dim ISAnon As String = MyIdentity.IsAnonymous.ToString()

Dim IsG As String = MyIdentity.IsGuest.ToString()

Dim IsSys As String = MyIdentity.IsSystem.ToString()

Dim Token As String = MyIdentity.Token.ToString()

'Print the values.

Console.WriteLine("Principal Values for current thread:")

Console.WriteLine(ControlChars.CrLf + ControlChars.CrLf + "Principal Name: {0}", PrincipalName)

Console.WriteLine("Principal Type: {0}", PrincipalType)

Console.WriteLine("Principal IsAuthenticated: {0}", PrincipalAuth)

Console.WriteLine(ControlChars.CrLf + ControlChars.CrLf + "Identity Values for current thread:")

Console.WriteLine("Identity Name: {0}", IdentName)

Console.WriteLine("Identity Type: {0}", IdentType)

Console.WriteLine("Identity IsAuthenticated: {0}", IdentIsAuth)

Console.WriteLine(ControlChars.CrLf + ControlChars.CrLf + "Identity IsAnonymous: {0}", ISAnon)

Console.WriteLine("Identity IsGuest: {0}", IsG)

Console.WriteLine("Identity IsSystem: {0}", IsSys)

Console.WriteLine("Identity Token: {0}", Token)

End Sub

End Class

When compiled and executed, the previous code displays output similar to the following (the actual values will vary from one network environment to another). Note that the **Name**, **Type**, and **IsAuthenticated** values will always be the same for the **WindowsPrincipal** and**WindowsIdentity** objects.

Principal Values for current thread:

Principal Name: MYDOMAIN\myuseraccount

Principal Type: NTLM

Principal IsAuthenticated: True

Identity Values for current thread:

Identity Name: MYDOMAIN\myuseraccount

Identity Type: NTLM

Identity IsAuthenticated: True

Identity IsAnonymous: False

Identity IsGuest: False

Identity IsSystem: False

Identity Token: 276

#### How to: Create a WindowsPrincipal Object

**.NET Framework 2.0, 3.0, 3.5, 4.5, 4.6**

There are two ways to create a [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.80).aspx) object, depending on whether code must repeatedly perform role-based validation or must perform it only once.

If code must repeatedly perform role-based validation, the first of the following procedures produces less overhead. When code needs to make role-based validations only once, you can create a **WindowsPrincipal** object by using the second of the following procedures.

To create a WindowsPrincipal object for repeated validation

1. Call the [SetPrincipalPolicy](https://msdn.microsoft.com/en-us/library/system.appdomain.setprincipalpolicy(v=vs.80).aspx) method on the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.80).aspx) object that is returned by the static [System.AppDomain.CurrentDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.currentdomain(v=vs.80).aspx)property, passing the method a [PrincipalPolicy](https://msdn.microsoft.com/en-us/library/system.security.principal.principalpolicy(v=vs.80).aspx) enumeration value that indicates what the new policy should be. Supported values are[NoPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.principalpolicy(v=vs.80).aspx), [UnauthenticatedPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.principalpolicy(v=vs.80).aspx), and [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.principalpolicy(v=vs.80).aspx). The following code demonstrates this method call.

C#

AppDomain.CurrentDomain.SetPrincipalPolicy(

PrincipalPolicy.WindowsPrincipal);

VB

AppDomain.CurrentDomain.SetPrincipalPolicy( \_

PrincipalPolicy.WindowsPrincipal)

1. With the policy set, use the static [System.Threading.Thread.CurrentPrincipal](https://msdn.microsoft.com/en-us/library/system.threading.thread.currentprincipal(v=vs.80).aspx) property to retrieve the principal that encapsulates the current Windows user. Because the property return type is [IPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.80).aspx), you must cast the result to a **WindowsPrincipal** type. The following code initializes a new **WindowsPrincipal** object to the value of the principal associated with the current thread.

C#

WindowsPrincipal MyPrincipal =

(WindowsPrincipal) Thread.CurrentPrincipal;

VB

Dim MyPrincipal As WindowsPrincipal = \_

CType(Thread.CurrentPrincipal, WindowsPrincipal)

To create a WindowsPrincipal object for a single validation

1. Initialize a new [WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.80).aspx) object by calling the static [System.Security.Principal.WindowsIdentity.GetCurrent](https://msdn.microsoft.com/en-us/library/sfs49sw0(v=vs.80).aspx) method, which queries the current Windows account and places information about that account into the newly created identity object. The following code creates a new **WindowsIdentity** object and initializes it to the current authenticated user.

C#

WindowsIdentity MyIdentity = WindowsIdentity.GetCurrent();

VB

Dim MyIdentity As WindowsIdentity = WindowsIdentity.GetCurrent()

1. Create a new **WindowsPrincipal** object and pass it the value of the **WindowsIdentity** object created in the preceding step.

C#

WindowsPrincipal MyPrincipal = new WindowsPrincipal(MyIdentity);

VB

Dim MyPrincipal As New WindowsPrincipal(MyIdentity)

1. When the principal object has been created, you can use one of several methods to validate it. For more information, see [Role-Based Security Checks](https://msdn.microsoft.com/en-us/library/k8b3sz1a(v=vs.80).aspx).

#### Creating GenericPrincipal and GenericIdentity Objects

**.NET Framework 1.1**

**The newer**

#### How to: Create GenericPrincipal and GenericIdentity Objects

.NET Framework 2.0**, 3.0, 3.5, 4, 4.5, 4.6**

You can use the [GenericIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.genericidentity(v=vs.71).aspx) class in conjunction with the [GenericPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.genericprincipal(v=vs.71).aspx) class to create an authorization scheme that exists independent of a Windows NT or Windows 2000 domain.

Perform the following tasks to create an instance of the **GenericPrincipal** class.

1. Create a new instance of the identity class and initialize it with the name you want it to hold. The following code creates a new**GenericIdentity** object and initializes it with the name MyUser.

C#

GenericIdentity MyIdentity = new GenericIdentity("MyUser");

[Visual Basic]

Dim MyIdentity As New GenericIdentity("MyUser")

1. Next, create a new instance of the **GenericPrincipal** class and initialize it with the previously created **GenericIdentity** object and an array of strings that represent the roles that you want associated with this principal. The following code example specifies an array of strings that represent an administrator role and a user role. The **GenericPrincipal** is then initialized with the previous **GenericIdentity**and the string array.

C#

String[] MyStringArray = {"Manager", "Teller"};

GenericPrincipal MyPrincipal = new GenericPrincipal(MyIdentity, MyStringArray);

[Visual Basic]

Dim MyStringArray As String() = {"Manager", "Teller"}

DIm MyPrincipal As New GenericPrincipal(MyIdentity, MyStringArray)

1. Finally, use the following code to attach the principal to the current thread. This is valuable in situations where the principal must be validated several times, it must be validated by other code running in your application, or it must be validated by a [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx)object. You can still perform role-based validation on the principal object without attaching it to the thread. For more information, see[Replacing a Principal Object](https://msdn.microsoft.com/en-us/library/w2zhxceh(v=vs.71).aspx).

C#

Thread.CurrentPrincipal = MyPrincipal;

[Visual Basic]

Thread.CurrentPrincipal = MyPrincipal

The following code example demonstrates how to create an instance of a **GenericPrincipal** and a **GenericIdentity**. This code displays the values of these classes to the console.

C#

using System;

using System.Security.Principal;

using System.Threading;

public class Class1

{

public static int Main(string[] args)

{

//Create generic identity.

GenericIdentity MyIdentity = new GenericIdentity("MyIdentity");

//Create generic principal.

String[] MyStringArray = {"Manager", "Teller"};

GenericPrincipal MyPrincipal = new GenericPrincipal(MyIdentity, MyStringArray);

//Attach the principal to the current thread.

//This is not required unless repeated validation must occur,

//other code in your application must validate, or the

// PrincipalPermisson object is used.

Thread.CurrentPrincipal = MyPrincipal;

//Print values to the console.

String Name = MyPrincipal.Identity.Name;

bool Auth = MyPrincipal.Identity.IsAuthenticated;

bool IsInRole = MyPrincipal.IsInRole("Manager");

Console.WriteLine("The Name is: {0}", Name);

Console.WriteLine("The IsAuthenticated is: {0}", Auth);

Console.WriteLine("Is this a Manager? {0}", IsInRole);

return 0;

}

}

[Visual Basic]

Imports System

Imports System.Security.Principal

Imports System.Threading

Public Class Class1

Public Shared Sub Main()

'Create generic identity.

Dim MyIdentity As New GenericIdentity("MyIdentity")

'Create generic principal.

Dim MyStringArray As String() = {"Manager", "Teller"}

Dim MyPrincipal As New GenericPrincipal(MyIdentity, MyStringArray)

'Attach the principal to the current thread.

'This is not required unless repeated validation must occur,

'other code in your application must validate, or the

' PrincipalPermisson object is used.

Thread.CurrentPrincipal = MyPrincipal

'Print values to the console.

Dim Name As String = MyPrincipal.Identity.Name

Dim Auth As Boolean = MyPrincipal.Identity.IsAuthenticated

Dim IsInRole As Boolean = MyPrincipal.IsInRole("Manager")

Console.WriteLine("The Name is: {0}", Name)

Console.WriteLine("The IsAuthenticated is: {0}", Auth)

Console.WriteLine("Is this a Manager? {0}", IsInRole)

End Sub

End Class

When executed, the application displays output similar to the following.

The Name is: MyIdentity

The IsAuthenticated is: True

Is this a Manager? True

#### Replacing a Principal Object

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Applications that provide authentication services must be able to replace the [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object for a given thread. Further, the security system must help protect the ability to replace **Principal** objects because a maliciously attached, incorrect **Principal** compromises the security of your application by claiming an untrue identity or role. Therefore, applications that require the ability to replace **Principal** objects must be granted the [System.Security.Permissions.SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) object for principal control. (Note that this permission is not required for performing role-based security checks or for creating **Principal** objects.)

The current **Principal** object can be replaced by performing the following tasks:

1. Create the replacement **Principal** object and associated **Identity** object, usually after performing authentication.
2. Create a new **System.Security.Permissions.SecurityPermission** object, passing the [SecurityPermissionAttribute.ControlPrincipal](https://msdn.microsoft.com/en-us/library/0htb2e7e(v=vs.71).aspx)enumeration value to the constructor. (Note that this permission is not necessary for trusted code that simply replaces the permission object, but is necessary when a trusted host is providing the principal to semi-trusted code for role-based verification.)
3. Attach the new **Principal** object to the call context, as shown in the following code.

C#

Thread.CurrentPrincipal = principalObject;

[Visual Basic]

Thread.CurrentPrincipal = principalObject

[**Example**](javascript:void(0)) (3.5)

The following example shows how to create a generic principal object and use it to set the principal of a thread.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/w2zhxceh(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Threading;

using System.Security.Permissions;

using System.Security.Principal;

class SecurityPrincipalDemo

{

public static void Main()

{

// Retrieve a GenericPrincipal that is based on the current user's

// WindowsIdentity.

GenericPrincipal genericPrincipal = GetGenericPrincipal();

// Retrieve the generic identity of the GenericPrincipal object.

GenericIdentity principalIdentity =

(GenericIdentity)genericPrincipal.Identity;

// Display the identity name and authentication type.

if (principalIdentity.IsAuthenticated)

{

Console.WriteLine(principalIdentity.Name);

Console.WriteLine("Type:" + principalIdentity.AuthenticationType);

}

// Verify that the generic principal has been assigned the

// NetworkUser role.

if (genericPrincipal.IsInRole("NetworkUser"))

{

Console.WriteLine("User belongs to the NetworkUser role.");

}

Thread.CurrentPrincipal = genericPrincipal;

}

// Create a generic principal based on values from the current

// WindowsIdentity.

private static GenericPrincipal GetGenericPrincipal()

{

// Use values from the current WindowsIdentity to construct

// a set of GenericPrincipal roles.

WindowsIdentity windowsIdentity = WindowsIdentity.GetCurrent();

string[] roles = new string[10];

if (windowsIdentity.IsAuthenticated)

{

// Add custom NetworkUser role.

roles[0] = "NetworkUser";

}

if (windowsIdentity.IsGuest)

{

// Add custom GuestUser role.

roles[1] = "GuestUser";

}

if (windowsIdentity.IsSystem)

{

// Add custom SystemUser role.

roles[2] = "SystemUser";

}

// Construct a GenericIdentity object based on the current Windows

// identity name and authentication type.

string authenticationType = windowsIdentity.AuthenticationType;

string userName = windowsIdentity.Name;

GenericIdentity genericIdentity =

new GenericIdentity(userName, authenticationType);

// Construct a GenericPrincipal object based on the generic identity

// and custom roles for the user.

GenericPrincipal genericPrincipal =

new GenericPrincipal(genericIdentity, roles);

return genericPrincipal;

}

}

#### Impersonating and Reverting

**.NET Framework 1.1, 2.0, 3.0, 4.0, 4.5, 4.6**

Sometimes you might need to obtain a Windows NT account token to impersonate a Windows account. For example, your ASP.NET-based application might have to act on behalf of several users at different times. Your application might accept a token that represents an administrator from Internet Information Services (IIS), impersonate that user, perform an operation, and revert to the previous identity. Next, it might accept a token from IIS that represents a user with fewer rights, perform some operation, and revert again.

In situations where your application must impersonate a Windows account that has not been attached to the current thread by IIS, you must retrieve that account's token and use it to activate the account. You can do this by performing the following tasks:

1. Retrieve an account token for a particular user by making a call to the unmanaged **LogonUser** method. This method is not in the .NET Framework base class library, but is located in the unmanaged **advapi32.dll**. Accessing methods in unmanaged code is an advanced operation and is beyond the scope of this discussion. For more information, see [Interoperating with Unmanaged Code](https://msdn.microsoft.com/en-us/library/sd10k43k(v=vs.71).aspx). For more information about the **LogonUser** method and **advapi32.dll**, see the Platform SDK documentation.
2. Create a new instance of the **WindowsIdentity** class, passing the token. The following code demonstrates this call, where hTokenrepresents a Windows token.

C#

WindowsIdentity ImpersonatedIdentity = new WindowsIdentity(hToken);

[Visual Basic]

Dim ImpersonatedIdentity As New WindowsIdentity(hToken)

1. Begin impersonation by creating a new instance of the [WindowsImpersonationContext](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsimpersonationcontext(v=vs.71).aspx) class and initializing it with the[WindowsIdentity.Impersonate](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity.impersonate(v=vs.71).aspx) method of the initialized class, as shown in the following code.

C#

WindowsImpersonationContext MyImpersonation = ImpersonatedIdentity.Impersonate();

[Visual Basic]

WindowsImpersonationContext MyImpersonation = ImpersonatedIdentity.Impersonate()

1. When you no longer need to impersonate, call the [WindowsImpersonationContext.Undo](https://msdn.microsoft.com/en-us/library/a39ytsk3(v=vs.71).aspx) method to revert the impersonation, as shown in the following code.

C#

MyImpersonation.Undo();

[Visual Basic]

MyImpersonation.Undo()

If trusted code has already attached a [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.71).aspx) object to the thread, you can call the instance method **Impersonate**, which does not take an account token. Note that this is only useful when the **WindowsPrincipal** object on the thread represents a user other than the one under which the process is currently executing. For example, you might encounter this situation using ASP.NET with Windows authentication turned on and impersonation turned off. In this case, the process is running under an account configured in Internet Information Services (IIS) while the current principal represents the Windows user that is accessing the page.

Note that neither **Impersonate** nor **Undo** changes the [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object associated with the current call context. Rather, impersonation and reverting change the token associated with the current operating system process..

### PrincipalPermission Objects

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

The role-based security model supports a permission object similar to the permission objects found in the code access security model. This object, [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx), represents the identity and role that a particular principal class must have to run. You can use the**PrincipalPermission** class for both imperative and declarative security checks.

To implement the **PrincipalPermission** class imperatively, create a new instance of the class and initialize it with the name and role that you want users to have to access your code. For example, the following code initializes a new instance of this object with an identity of "Joan"and a role of "Teller".

C#

String id = "Joan";

String role = "Teller";

PrincipalPermission principalPerm = new PrincipalPermission(id, role);

[Visual Basic]

Dim id As String = "Joan"

Dim role As String = "Teller"

Dim principalPerm As New PrincipalPermission(id, role)

You can create a similar permission declaratively using the [PrincipalPermissionAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermissionattribute(v=vs.71).aspx) class. The following code declaratively initializes the identity to "Joan" and the role to "Teller".

C#

[PrincipalPermissionAttribute(SecurityAction.Demand, Name = "Joan", Role = "Teller")]

[Visual Basic]

<PrincipalPermissionAttribute(SecurityAction.Demand, Name := "Joan", Role := "Teller")>

When the security check is performed, both the specified identity and role must match for the check to succeed. However, when you create the **PrincipalPermission** object, you can pass a null identity string to indicate that the identity of the principal can be anything. Similarly, passing a null role string indicates that the principal can be a member of any role (or no roles at all). For declarative security, the same result can be achieved by omitting either property. For example, the following code uses the **PrincipalPermissionAttribute** to declaratively indicate that a principal can have any name, but must have the role of teller.

C#

[PrincipalPermissionAttribute(SecurityAction.Demand, Role = "Teller")]

[Visual Basic]

<PrincipalPermissionAttribute(SecurityAction.Demand, Role := "Teller")>

#### Combining PrincipalPermission Objects

.NET Framework 1.1, 2.0, 3.0, 3.5, 4.0

In most cases, you use [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) objects in the same way that you use code access security permission objects. However, some aspects of permission functionality are more useful than others. For example, you can call the **Intersect** method to intersect two **PrincipalPermission** objects, but this might not be very useful because identity and role are intersected independently to return a**PrincipalPermission** object that represents the identity and role common to the intersected objects. In many cases, the returned object contains an empty string for the identity, the role, or both, and the object matches only an unauthenticated user (identity = "") or a user that does not belong to any roles (role = "").

Subset operations determine whether one **PrincipalPermission** object is a strict subset of another **PrincipalPermission** object. Effectively, this means that **IsSubsetOf** returns true only if the identities and roles match exactly, or if a role or identity is null. Therefore, **IsSubsetOf** has limited usefulness for this permission.

On the other hand, performing a union operation on two **PrincipalPermission** objects can be useful when you want to compactly represent a set of conditions that you want to test. For example, a union operation can be used when you want to check for the presence of either one identity or another identity. The following code shows a security check that succeeds if the [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object represents fred or sally in the role of Administrator.

C#

String id1 = "fred";

String role1 = "Administrator";

PrincipalPermission myPrincipalPerm1 = new PrincipalPermission(id1, role1);

String id2 = "sally";

String role2 = "Administrator";

PrincipalPermission myPrincipalPerm2 = new PrincipalPermission(id2, role2);

(myPrincipalPerm1.Union(myPrincipalPerm2)).Demand();

[Visual Basic]

Dim id1 As String = "fred"

Dim role1 As String = "Administrator"

Dim myPrincipalPerm1 As New PrincipalPermission(id1, role1)

Dim id2 As String = "sally"

Dim role2 As String = "Administrator"

Dim myPrincipalPerm2 As New PrincipalPermission(id2, role2)

myPrincipalPerm1.Union(myPrincipalPerm2).Demand()

The following code shows how to specify the union of two permissions that accept any principal with the role1 and role2 values from the previous code.

C#

((new PrincipalPermission(null, role1)).Union(new PrincipalPermission(null, role2))).Demand();

[Visual Basic]

Dim pp1 As New PrincipalPermission(Nothing, role1)

Dim pp2 As New PrincipalPermission(Nothing, role2)

pp1.Union(pp2).Demand()

### Role-Based Security Checks

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

Once you have defined identity and principal objects, you can perform security checks against them in one of the following ways:

* Using imperative security checks.
* Using declarative security checks.
* Directly accessing the [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object.

Managed code can use imperative or declarative security checks to determine whether a particular principal object is a member of a known role, has a known identity, or represents a known identity acting in a role. To cause the security check to occur using imperative or declarative security, a security demandfor an appropriately constructed [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) object must be made. During the security check, the common language runtime examines the caller's principal object to determine whether its identity and role match those represented by the**PrincipalPermission** being demanded. If the principal object does not match, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) is thrown. (Only the principal object of the current thread is examined; the **PrincipalPermission**class does not cause a stack walk as with code access permission.)

Additionally, you can access the values of the principal object directly and perform checks without a **PrincipalPermission** object. In this case, you simply read the values of the current thread's principal or use the **IsInRole** method perform authorization.

#### Performing Imperative Security Checks

.NET Framework 1.1, 2.0

Newer title

#### How to: Perform Imperative Security Checks

.NET Framework 3.0, 3.5, 4

For an imperative demand, you can call the **Demand** method of the [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) object to determine whether the current principal object represents the specified identity, role, or both. Assuming a properly constructed **PrincipalPermission** object calledMyPrincipalPermission, an imperative demand can be called with the following code.

C#

MyPrincipalPermission.Demand();

[Visual Basic]

MyPrincipalPermission.Demand()

The following code example uses an imperative check to ensure that a [GenericPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.genericprincipal(v=vs.71).aspx) matches the **PrincipalPermission** object. An imperative check is useful when many methods or other assemblies in the application domain must make role-based determinations. While this example is extremely simple, it illustrates the behavior associated with a role-based demand.

C#

using System;

using System.Security.Permissions;

using System.Security.Principal;

using System.Security;

using System.Threading;

using System.Security.Cryptography;

public class MainClass

{

public static int Main(string[] args)

{

Console.WriteLine("Enter '1' to use the proper identity or any other character to use the improper identity.");

if(Console.ReadLine() == "1")

{

//Create a generic identity.

GenericIdentity MyIdentity = new GenericIdentity( "MyUser");

//Create a generic principal.

String[] MyString = {"Administrator", "User"};

GenericPrincipal MyPrincipal = new GenericPrincipal(MyIdentity, MyString);

Thread.CurrentPrincipal = MyPrincipal;

}

PrivateInfo();

return 0;

}

public static void PrivateInfo()

{

try

{

//Create a PrincipalPermission object.

PrincipalPermission MyPermission = new PrincipalPermission("MyUser", "Administrator");

//Demand this permission.

MyPermission.Demand();

//Print secret data.

Console.WriteLine("\n\nYou have access to the private data!");

}

catch(SecurityException e)

{

Console.WriteLine(e.Message);

}

}

}

[Visual Basic]

Imports System

Imports System.Security.Permissions

Imports System.Security.Principal

Imports System.Security

Imports System.Threading

Imports System.Security.Cryptography

\_

Public Class MainClass

Public Overloads Shared Function Main() As Integer

Console.WriteLine("Enter '1' to use the proper identity or any other character to use the improper identity.")

If Console.ReadLine() = "1" Then

'Create a generic identity.

Dim MyIdentity As New GenericIdentity("MyUser")

'Create a generic principal.

Dim MyString As [String]() = {"Administrator", "User"}

Dim MyPrincipal As New GenericPrincipal(MyIdentity, MyString)

Thread.CurrentPrincipal = MyPrincipal

End If

PrivateInfo()

Return 0

End Function

Public Shared Sub PrivateInfo()

Try

'Create a PrincipalPermission object.

Dim MyPermission As New PrincipalPermission("MyUser", "Administrator")

'Demand this permission.

MyPermission.Demand()

'Print secret data.

Console.WriteLine(ControlChars.Cr + ControlChars.Cr + "You have access to the private data!")

Catch e As SecurityException

Console.WriteLine(e.Message)

End Try

End Sub

End Class

If the user types 1, the principal and identity objects needed to access the PrivateInfo method are created. If the user types any other character, no principal and identity objects are created and a security exception is thrown when the PrivateInfo method is called. If the current thread is associated with a principal that has the name MyUser and the Administrator role, the following message appears.

You have access to the private data!

#### Performing Declarative Security Checks

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

Declarative demands for [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) work the same way as declarative demands for code access permissions. Demands can be placed at the class level as well as on individual methods, properties, or events. If a declarative demand is placed at both the class and member level, the declarative demand on the member overrides (or replaces) the demand at the class level.

The following code example shows a modified version of the PrivateInfo method from the previous section's example. This version uses declarative security. The [PrincipalPermissionAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermissionattribute(v=vs.71).aspx) defines the principal that the current thread must have to invoke the method. Simply pass [SecurityAction.Demand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.71).aspx) with the name and role that you require.

C#

[PrincipalPermissionAttribute(SecurityAction.Demand, Name = "MyUser", Role = "User")]

public static void PrivateInfo()

{

//Print secret data.

Console.WriteLine("\n\nYou have access to the private data!");

}

[Visual Basic]

Public Shared Sub \_

<PrincipalPermissionAttribute(SecurityAction.Demand, Name := "MyUser", Role := "User")> \_

PrivateInfo()

'Print secret data.

Console.WriteLine(ControlChars.CrLf + "You have access to the private data!")

End Sub

This method throws a security exception if the current thread does not contain the proper principal. If the the user enters 1, the PrivateInfomethod is invoked and the following message displays to the console.

You have access to the private data!

#### Directly Accessing a Principal Object

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

Although using imperative and declarative demands to invoke role-based security checks is the primary mechanism for checking and enforcing identity and role membership, there might be cases where you want to access the [Principal](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx) object and its associated [Identity](https://msdn.microsoft.com/en-us/library/system.security.principal.iidentity(v=vs.71).aspx) object directly to do authorization tasks without creating permission objects. For example, you might not want to use declarative or imperative demands if you do not want a thrown exception to be the default behavior for validation failure. In this case, you can use the static**CurrentPrincipal** property on the [System.Threading.Thread](https://msdn.microsoft.com/en-us/library/system.threading.thread(v=vs.71).aspx) class to access the **Principal** object and call its methods.

After obtaining the principal object, you can use conditional statements to control access to your code based on the principal name as shown in the following code example.

C#

WindowsPrincipal MyPrincipal = (WindowsPrincipal) Thread.CurrentPrincipal;

if (MyPrincipal.Identity.Name == "fred")

// Permit access to some code.

[Visual Basic]

Dim MyPrincipal As WindowsPrincipal = \_

CType(Thread.CurrentPrincipal, WindowsPrincipal)

If (MyPrincipal.Identity.Name = "fred") Then

' Permit access to some code.

End If

You can also programmatically check role membership by calling the **IsInRole** method on the current **Principal** object as shown in the following code example.

C#

WindowsPrincipal MyPrincipal = (Thread.CurrentPrincipal as WindowsPrincipal);

if (MyPrincipal.IsInRole("Administrator")) {

// Permit access to some code.

}

[Visual Basic]

WindowsPrincipal MyPrincipal = (Thread.CurrentPrincipal as WindowsPrincipal);

If (MyPrincipal.IsInRole("Administrator")) Then

// Permit access to some code.

End If

You might use this technique when you want to access behaviors that are specific to an application-defined **Principal** object. However, in most cases, you use the [PrincipalPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.71).aspx) class to control access to your code based on identity or role membership.

The following code example creates a [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.71).aspx) object and a [WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.71).aspx)object, sets them to the current user, and makes a security decision based on the value of the **Principal**. It does not use a **PrincipalPermission** object imperatively or declaratively, but makes an access decision based on the values of the principal object instead.

C#

using System;

using System.Security.Permissions;

using System.Security.Policy;

using System.Security.Principal;

using System.Threading;

public class Class1

{

public static int Main(string[] args)

{

//Set principal policy so that you have permission to get current user information.

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal);

//Get the current principal and put it into a principal object.

WindowsPrincipal MyPrincipal = (Thread.CurrentPrincipal as WindowsPrincipal);

//Check the name and see if the user is authenticated.

if(MyPrincipal.Identity.Name.Equals(@"MYDOMAIN\myuser") && MyPrincipal.Identity.IsAuthenticated.Equals(true))

{

Console.WriteLine("Hello {0}, you are authenticated!", MyPrincipal.Identity.Name.ToString());

}

else

{

Console.WriteLine("Go away! You are not authorized!");

}

return 0;

}

}

C# 3.5 updated code example

using System;

using System.Security.Permissions;

using System.Security.Policy;

using System.Security.Principal;

using System.Threading;

public class Class1

{

public static int Main(string[] args)

{

// Set principal policy to get a WindowsPrincipal

// as the current principal so you have permission to get

// current user information.

AppDomain.CurrentDomain.SetPrincipalPolicy(

PrincipalPolicy.WindowsPrincipal);

// Get the current principal and put it into a principal object.

WindowsPrincipal myPrincipal = (Thread.CurrentPrincipal

as WindowsPrincipal);

// Check the name and see if the user is authenticated.

if (myPrincipal.Identity.Name.Equals(@"MYDOMAIN\myuser")

&& myPrincipal.Identity.IsAuthenticated.Equals(true))

{

Console.WriteLine("Hello {0}, you are authenticated!",

myPrincipal.Identity.Name.ToString());

}

else

{

Console.WriteLine("Go away! You are not authorized!");

}

// Use IsInRole to determine the role of the current user.

Array wbirFields = Enum.GetValues(typeof(WindowsBuiltInRole));

foreach (object roleName in wbirFields)

{

try

{

Console.WriteLine("{0}? {1}.", roleName,

myPrincipal.IsInRole((WindowsBuiltInRole)roleName));

}

catch (Exception)

{

Console.WriteLine("{0}: Could not obtain role for this RID.",

roleName);

}

}

return 0;

}

}

[Visual Basic]

Imports System

Imports System.Security.Permissions

Imports System.Security.Policy

Imports System.Security.Principal

Imports System.Threading

Public Class Class1

Public Shared Sub Main()

'Set principal policy so that you have permission to get current user information.

AppDomain.CurrentDomain.SetPrincipalPolicy(PrincipalPolicy.WindowsPrincipal)

'Get the current principal and put it into a principal object.

Dim MyPrincipal As WindowsPrincipal = CType(Thread.CurrentPrincipal, WindowsPrincipal)

'Check the name and see if the user is authenticated.

If (MyPrincipal.Identity.Name.Equals("MYDOMAIN\myuser") And MyPrincipal.Identity.IsAuthenticated) Then

Console.WriteLine("Hello {0}, you are authenticated!", MyPrincipal.Identity.Name.ToString())

Else

Console.WriteLine("Go away! You are not authorized!")

End If

End Sub

End Class

If the current user is MYDOMAIN\myuser, this program displays the following message to the console.

Hello MYDOMAIN\myuser, you are authenticated!

However, if any other user is the current user, the program displays the following message.

Go away! You are not authorized!

The value in MyPrincipal.Identity.Name shows the domain and user name that represents the authorized account. Notice that in C# the string "MYDOMAIN\myuser" is prefixed with the at sign (@) so that the backslash is not interpreted as an escape character. Although the previous example uses a **WindowsIdentity** object, you can easily produce similar code using a generic object. Simply create an instance of the generic object, pass it the values you want, and later check the object for those values.

### Interoperation with COM+ 1.0 Security

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

You can extend an existing COM+ 1.0 application with new .NET Framework managed components. The COM+ 1.0 security context is still managed by COM+ 1.0, and the COM+ 1.0 administrative user interface is used to configure the application. Basically, from a COM+ 1.0 application, .NET Framework objects look like COM+ 1.0 objects.

To make .NET Framework objects visible to COM+ 1.0 security services, you must run tools (such as Tlbexp.exe) supplied by the .NET Framework SDK to generate type libraries for the public interfaces and register the objects so that COM+ 1.0 can locate them. COM+ 1.0 administrative facilities must be used to configure roles and other role-based security behavior.

There are some limitations to COM+ 1.0 security interoperability. COM+ 1.0 security properties are not propagated across process or machine boundaries or to newly created execution threads within managed code. COM+ 1.0 security services can only be used by managed code on Windows 2000 systems.

The .NET Framework provides several managed wrappers in the [System.EnterpriseServices](https://msdn.microsoft.com/en-us/library/system.enterpriseservices(v=vs.71).aspx) namespace that allow access to COM+ 1.0 security features.

## Cryptographic Services

**.NET Framework 1.1, 2.0**

Public networks such as the Internet do not provide a means of secure communication between entities. Communication over such networks is susceptible to being read or even modified by unauthorized third parties. In addition to file encryption and encryption on a local disk, cryptography helps you create encrypted channels of communication over otherwise insecure channels, providing data integrity and authentication.

The classes in the .NET Framework cryptography namespace manage many details of cryptography for you. Some are wrappers for the unmanaged Microsoft CryptoAPI, while others are purely managed implementations. You do not need to be an expert in cryptography to use these classes. When you create a new instance of one of the encryption algorithm classes, keys are autogenerated for ease of use, and default properties are as safe and secure as possible.

In This Section

[Cryptography Overview](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.71).aspx)

Provides an introduction to key concepts in cryptography, such as asymmetric cryptography, symmetric cryptography, digital signatures, and cryptographic hashes.

[.NET Framework Cryptography Model](https://msdn.microsoft.com/en-us/library/0ss79b2x(v=vs.71).aspx)

Describes how cryptography is implemented in the base class library.

[Cryptographic Tasks](https://msdn.microsoft.com/en-us/library/7yx4d854(v=vs.71).aspx)

Describes how to perform specific cryptographic tasks using the base class library.

Related Sections

[Securing Applications](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.71).aspx)

Describes the entire .NET Framework security system.

[Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.71).aspx)

Describes how to map algorithm names to cryptographic classes and map object identifiers to a cryptographic algorithm.

## Cryptographic Services

.NET Framework 1.1, 2.0, 3.0, 3.5

Public networks such as the Internet do not provide a means of secure communication between entities. Communication over such networks is susceptible to being read or even modified by unauthorized third parties. In addition to file encryption and encryption on a local disk, cryptography helps you create a secure means of communication over otherwise insecure channels, providing data integrity and authentication.

The classes in the .NET Framework cryptography namespace manage many details of cryptography for you. Some are wrappers for the unmanaged Microsoft CryptoAPI, while others are purely managed implementations. You do not need to be an expert in cryptography to use these classes. When you create a new instance of one of the encryption algorithm classes, keys are autogenerated for ease of use, and default properties are as safe and secure as possible.

In This Section

[Cryptography Overview](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.80).aspx)

Provides an introduction to key concepts in cryptography, such as asymmetric cryptography, symmetric cryptography, digital signatures, and cryptographic hashes.

[.NET Framework Cryptography Model](https://msdn.microsoft.com/en-us/library/0ss79b2x(v=vs.80).aspx)

Describes how cryptography is implemented in the base class library.

[Cryptographic Tasks](https://msdn.microsoft.com/en-us/library/7yx4d854(v=vs.80).aspx)

Describes how to perform specific cryptographic tasks using the base class library.

[Walkthrough: Creating a Cryptographic Application](https://msdn.microsoft.com/en-us/library/aa964697(v=vs.80).aspx)

Demonstrates basic encryption and decryption tasks.

Related Sections

[Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.80).aspx)

Describes how to map algorithm names to cryptographic classes and map object identifiers to a cryptographic algorithm.

[About System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180945(v=vs.80).aspx)

Describes the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. This section is of interest to developers.

[Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.80).aspx)

Explains how to use the [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.80).aspx) namespace to program the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards into your application. This section is of interest to developers.

[Security in the .NET Framework](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.80).aspx)

Describes the entire .NET Framework security system.

### Cryptography Overview

**.NET Framework 1.1, 2.0, 3.0**

Cryptography helps protect data from being viewed or modified and helps provide a secure means of communication over otherwise insecure channels. For example, data can be encrypted using a cryptographic algorithm, transmitted in an encrypted state, and later decrypted by the intended party. If a third party intercepts the encrypted data, it will be difficult to decipher.

In a typical situation where cryptography is used, two parties (Alice and Bob) communicate over an insecure channel. Alice and Bob want to ensure that their communication remains incomprehensible by anyone who might be listening. Furthermore, because Alice and Bob are in remote locations, Alice must be sure that the information she receives from Bob has not been modified by anyone during transmission. In addition, she must be sure that the information really does originate from Bob and not from someone impersonating Bob.

Cryptography is used to achieve the following goals:

* Confidentiality: To help protect a user's identity or data from being read.
* Data integrity: To help protect data from being altered.
* Authentication: To assure that data originates from a particular party.

To achieve these goals, you can use a combination of algorithms and practices known as cryptographic primitives to create a cryptographic scheme. The following table lists the cryptographic primitives and their uses.

|  |  |
| --- | --- |
| Cryptographic primitive | Use |
| Secret-key encryption (symmetric cryptography) | Performs a transformation on data, keeping the data from being read by third parties. This type of encryption uses a single shared, secret key to encrypt and decrypt data. |
| Public-key encryption (asymmetric cryptography) | Performs a transformation on data, keeping the data from being read by third parties. This type of encryption uses a public/private key pair to encrypt and decrypt data. |
| Cryptographic signing | Helps verify that data originates from a specific party by creating a digital signature that is unique to that party. This process also uses hash functions. |
| Cryptographic hashes | Maps data from any length to a fixed-length byte sequence. Hashes are statistically unique; a different two-byte sequence will not hash to the same value. |

Secret-Key Encryption

Secret-key encryption algorithms use a single secret key to encrypt and decrypt data. You must secure the key from access by unauthorized agents because any party that has the key can use it to decrypt data. Secret-key encryption is also referred to as symmetric encryption because the same key is used for encryption and decryption. Secret-key encryption algorithms are extremely fast (compared to public-key algorithms) and are well suited for performing cryptographic transformations on large streams of data.

Typically, secret-key algorithms, called block ciphers, are used to encrypt one block of data at a time. Block ciphers (like RC2, DES, TripleDES, and Rijndael) cryptographically transform an input block of n bytes into an output block of encrypted bytes. If you want to encrypt or decrypt a sequence of bytes, you have to do it block by block. Because n is small (n = 8 bytes for RC2, DES, and TripleDES; n = 16 [the default], n = 24, or n = 32 bytes for Rijndael), values larger than n have to be encrypted one block at a time.

The block cipher classes provided in the base class library use a chaining mode called cipher block chaining (CBC), which uses a key and an initialization vector (IV) to perform cryptographic transformations on data. For a given secret key k, a simple block cipher that does not use an initialization vector will encrypt the same input block of plain text into the same output block of cipher text. If you have duplicate blocks within your plain text stream, you will have duplicate blocks within your cipher text stream. If unauthorized users know anything about the structure of a block of your plain text, they can use that information to decipher the known cipher text block and possibly recover your key. To combat this problem, information from the previous block is mixed into the process of encrypting the next block. Thus, the output of two identical plain text blocks is different. Because this technique uses the previous block to encrypt the next block, an IV is used to encrypt the first block of data. Using this system, common message headers that might be known to an unauthorized user cannot be used to reverse engineer a key.

One way to compromise data encrypted with this type of cipher is to perform an exhaustive search of every possible key. Depending on the size of the key used to perform encryption, this type of search is extremely time consuming using even the fastest computers and is therefore unfeasible. Larger key sizes are more difficult to decipher. Although encryption does not make it theoretically impossible for an adversary to retrieve the encrypted data, it does raise the cost of doing so prohibitively. If it takes three months to perform an exhaustive search to retrieve data that is only meaningful for a few days, then the exhaustive search method is impractical.

The disadvantage of secret-key encryption is that it presumes two parties have agreed on a key and IV and communicated their values. Also, the key must be kept secret from unauthorized users. Because of these problems, secret-key encryption is often used in conjunction with public-key encryption to privately communicate the values of the key and IV.

Assuming that Alice and Bob are two parties who want to communicate over an insecure channel, they might use secret-key encryption as follows. Both Alice and Bob agree to use one particular algorithm (Rijndael, for example) with a particular key and IV. Alice composes a message and creates a network stream on which to send the message. Next she encrypts the text using the key and IV, and sends it across the Internet. She does not send the key and IV to Bob. Bob receives the encrypted text and decrypts it using the previously agreed upon key and IV. If the transmission is intercepted, the interceptor cannot recover the original message because he does not know the key or IV. In this scenario, the key must remain secret, but the IV does not need to remain secret. In a real world scenario, either Alice or Bob generates a secret key and uses public-key (asymmetric) encryption to transfer the secret (symmetric) key to the other party. For more information, see the section on Public-Key Encryption, later in this topic.

The .NET Framework provides the following classes that implement secret key encryption algorithms:

* [DESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.descryptoserviceprovider(v=vs.71).aspx)
* [RC2CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2cryptoserviceprovider(v=vs.71).aspx)
* [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.71).aspx)
* [TripleDESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.tripledescryptoserviceprovider(v=vs.71).aspx)

Public-Key Encryption

Public-key encryption uses a private key that must be kept secret from unauthorized users and a public key that can be made public to anyone. The public key and the private key are mathematically linked; data encrypted with the public key can be decrypted only with the private key, and data signed with the private key can be verified only with the public key. The public key can be made available to anyone; it is used for encrypting data to be sent to the keeper of the private key. Both keys are unique to the communication session. Public-key cryptographic algorithms are also known as asymmetric algorithms because one key is required to encrypt data while another is required to decrypt data.

Public-key cryptographic algorithms use a fixed buffer size whereas secret-key cryptographic algorithms use a variable-length buffer. Public-key algorithms cannot be used to chain data together into streams the way secret-key algorithms can because only small amounts of data can be encrypted. Therefore, asymmetric operations do not use the same streaming model as symmetric operations.

Two parties (Alice and Bob) might use public-key encryption as follows. First, Alice generates a public/private key pair. If Bob wants to send Alice an encrypted message, he asks her for her public key. Alice sends Bob her public key over an insecure network and Bob uses this key to encrypt a message. (If Bob received Alice's key over an insecure channel, such as a public network, Bob must verify with Alice that he has a correct copy of her public key.) Bob sends the encrypted message to Alice and she decrypts it using her private key.

During the transmission of Alice's public key, however, an unauthorized agent might intercept the key. Furthermore, the same agent might intercept the encrypted message from Bob. However, the agent cannot decrypt the message with the public key. The message can only be decrypted with Alice's private key, which has not been transmitted. Alice does not use her private key to encrypt a reply message to Bob, because anyone with the public key could decrypt the message. If Alice wants to send a message back to Bob, she asks Bob for his public key and encrypts her message using that public key. Bob then decrypts the message using his associated private key.

In a real world scenario, Alice and Bob use public key (asymmetric) encryption to transfer a secret (symmetric) key and use secret key encryption for the remainder of their session.

Public-key encryption has a much larger keyspace, or range of possible values for the key, and is therefore less susceptible to exhaustive attacks that try every possible key. A public key is easy to distribute because it does not have to be secured. Public-key algorithms can be used to create digital signatures to verify the identity of the sender of data. However, public-key algorithms are extremely slow (compared to secret-key algorithms) and are not designed to encrypt large amounts of data. Public-key algorithms are useful only for transferring very small amounts of data. Typically, public-key encryption is used to encrypt a key and IV to be used by a secret-key algorithm. After the key and IV are transferred, then secret-key encryption is used for the remainder of the session.

The .NET Framework provides the following classes that implement public-key encryption algorithms:

* [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.71).aspx)
* [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx)

Digital Signatures

Public-key algorithms can also be used to form digital signatures. Digital signatures authenticate the identity of a sender (if you trust the sender's public key) and help protect the integrity of data. Using a public key generated by Alice, the recipient of Alice's data can verify that Alice sent it by comparing the digital signature to Alice's data and Alice's public key.

To use public-key cryptography to digitally sign a message, Alice first applies a hash algorithm to the message to create a message digest. The message digest is a compact and unique representation of data. Alice then encrypts the message digest with her private key to create her personal signature. Upon receiving the message and signature, Bob decrypts the signature using Alice's public key to recover the message digest and hashes the message using the same hash algorithm that Alice used. If the message digest that Bob computes exactly matches the message digest received from Alice, Bob is assured that the message came from the possessor of the private key and that the data has not been modified. If Bob trusts that Alice is the possessor of the private key, then he knows that the message came from Alice.

Note that a signature can be verified by anyone because the sender's public key is common knowledge and is typically included in the digital signature format. This method does not retain the secrecy of the message; for the message to be secret, it must also be encrypted.

The .NET Framework provides the following classes that implement digital signature algorithms:

* [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.71).aspx)
* [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx)

Hash Values

Hash algorithms map binary values of an arbitrary length to small binary values of a fixed length, known as hash values. A hash value is a unique and extremely compact numerical representation of a piece of data. If you hash a paragraph of plain text and change even one letter of the paragraph, a subsequent hash will produce a different value. It is computationally improbable to find two distinct inputs that hash to the same value.

Message authentication code (MAC) hash functions are commonly used with digital signatures to sign data, while message detection code (MDC) hash functions are used for data integrity.

Two parties (Alice and Bob) might use a hash function in the following way to ensure data integrity. If Alice writes a message for Bob and creates a hash of that message, Bob can then hash the message at a later time and compare his hash to the original hash. If the hash values are identical, then the message was not altered; however, if the values are not identical, the message was altered after Alice wrote it. For this system to work, Alice must hide the original hash value from all parties except Bob.

The .NET Framework provides the following classes that implement digital signature algorithms:

* [HMACSHA1](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha1(v=vs.71).aspx)
* [MACTripleDES](https://msdn.microsoft.com/en-us/library/system.security.cryptography.mactripledes(v=vs.71).aspx)
* [MD5CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.md5cryptoserviceprovider(v=vs.71).aspx)
* [SHA1Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1managed(v=vs.71).aspx)
* [SHA256Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha256managed(v=vs.71).aspx)
* [SHA384Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha384managed(v=vs.71).aspx)
* [SHA512Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha512managed(v=vs.71).aspx)

Random Number Generation

Random number generation is integral to many cryptographic operations. For example, cryptographic keys need to be as random as possible so that it is infeasible to reproduce them. Cryptographic random number generators must generate output that is computationally infeasible to predict with better than a probability of p < .05; that is, any method of predicting the next output bit must not perform better than random guessing. The classes in the .NET Framework use random number generators to generate cryptographic keys.

The [RNGCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rngcryptoserviceprovider(v=vs.71).aspx) class is an implementation of a random number generator algorithm.

### Cryptographic Services

**.NET Framework 3.5, 4, 4.5, 4.6**

Public networks such as the Internet do not provide a means of secure communication between entities. Communication over such networks is susceptible to being read or even modified by unauthorized third parties. Cryptography helps protect data from being viewed, provides ways to detect whether data has been modified, and helps provide a secure means of communication over otherwise nonsecure channels. For example, data can be encrypted by using a cryptographic algorithm, transmitted in an encrypted state, and later decrypted by the intended party. If a third party intercepts the encrypted data, it will be difficult to decipher.

In the .NET Framework, the classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.100).aspx) namespace manage many details of cryptography for you. Some are wrappers for the unmanaged Microsoft Cryptography API (CryptoAPI), while others are purely managed implementations. You do not need to be an expert in cryptography to use these classes. When you create a new instance of one of the encryption algorithm classes, keys are autogenerated for ease of use, and default properties are as safe and secure as possible.

This overview provides a synopsis of the encryption methods and practices supported by the .NET Framework, including the ClickOnce manifests, Suite B, and Cryptography Next Generation (CNG) support introduced in the .NET Framework version 3.5.

This overview contains the following sections:

* [Cryptographic Primitives](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#primitives)
* [Secret-Key Encryption](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#secret_key)
* [Public-Key Encryption](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#public_key)
* [Digital Signatures](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#digital_signatures)
* [Hash Values](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#hash_values)
* [Random Number Generation](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#random_numbers)
* [ClickOnce Manifests](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#clickonce)
* [Suite B Support](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#suite_b)
* [Cryptography Next Generation (CNG) Classes](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#cng)
* [Related Topics](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#related_topics)

For additional information about cryptography and about Microsoft services, components, and tools that enable you to add cryptographic security to your applications, see the Win32 and COM Development, Security section of this documentation.

[**Cryptographic Primitives**](javascript:void(0))

In a typical situation where cryptography is used, two parties (Alice and Bob) communicate over a nonsecure channel. Alice and Bob want to ensure that their communication remains incomprehensible by anyone who might be listening. Furthermore, because Alice and Bob are in remote locations, Alice must make sure that the information she receives from Bob has not been modified by anyone during transmission. In addition, she must make sure that the information really does originate from Bob and not from someone who is impersonating Bob.

Cryptography is used to achieve the following goals:

* Confidentiality: To help protect a user's identity or data from being read.
* Data integrity: To help protect data from being changed.
* Authentication: To ensure that data originates from a particular party.
* Non-repudiation: To prevent a particular party from denying that they sent a message.

To achieve these goals, you can use a combination of algorithms and practices known as cryptographic primitives to create a cryptographic scheme. The following table lists the cryptographic primitives and their uses.

|  |  |
| --- | --- |
| Cryptographic primitive | Use |
| Secret-key encryption (symmetric cryptography) | Performs a transformation on data to keep it from being read by third parties. This type of encryption uses a single shared, secret key to encrypt and decrypt data. |
| Public-key encryption (asymmetric cryptography) | Performs a transformation on data to keep it from being read by third parties. This type of encryption uses a public/private key pair to encrypt and decrypt data. |
| Cryptographic signing | Helps verify that data originates from a specific party by creating a digital signature that is unique to that party. This process also uses hash functions. |
| Cryptographic hashes | Maps data from any length to a fixed-length byte sequence. Hashes are statistically unique; a different two-byte sequence will not hash to the same value. |
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[**Secret-Key Encryption**](javascript:void(0))

Secret-key encryption algorithms use a single secret key to encrypt and decrypt data. You must secure the key from access by unauthorized agents, because any party that has the key can use it to decrypt your data or encrypt their own data, claiming it originated from you.

Secret-key encryption is also referred to as symmetric encryption because the same key is used for encryption and decryption. Secret-key encryption algorithms are very fast (compared with public-key algorithms) and are well suited for performing cryptographic transformations on large streams of data. Asymmetric encryption algorithms such as RSA are limited mathematically in how much data they can encrypt. Symmetric encryption algorithms do not generally have those problems.

A type of secret-key algorithm called a block cipher is used to encrypt one block of data at a time. Block ciphers such as Data Encryption Standard (DES), TripleDES, and Advanced Encryption Standard (AES) cryptographically transform an input block of *n* bytes into an output block of encrypted bytes. If you want to encrypt or decrypt a sequence of bytes, you have to do it block by block. Because *n* is small (8 bytes for DES and TripleDES; 16 bytes [the default], 24 bytes, or 32 bytes for AES), data values that are larger than *n* have to be encrypted one block at a time. Data values that are smaller than *n* have to be expanded to *n* in order to be processed.

One simple form of block cipher is called the electronic codebook (ECB) mode. ECB mode is not considered secure, because it does not use an initialization vector to initialize the first plaintext block. For a given secret key *k*, a simple block cipher that does not use an initialization vector will encrypt the same input block of plaintext into the same output block of ciphertext. Therefore, if you have duplicate blocks in your input plaintext stream, you will have duplicate blocks in your output ciphertext stream. These duplicate output blocks alert unauthorized users to the weak encryption used the algorithms that might have been employed, and the possible modes of attack. The ECB cipher mode is therefore quite vulnerable to analysis, and ultimately, key discovery.

The block cipher classes that are provided in the base class library use a default chaining mode called cipher-block chaining (CBC), although you can change this default if you want.

CBC ciphers overcome the problems associated with ECB ciphers by using an initialization vector (IV) to encrypt the first block of plaintext. Each subsequent block of plaintext undergoes a bitwise exclusive OR (**XOR**) operation with the previous ciphertext block before it is encrypted. Each ciphertext block is therefore dependent on all previous blocks. When this system is used, common message headers that might be known to an unauthorized user cannot be used to reverse-engineer a key.

One way to compromise data that is encrypted with a CBC cipher is to perform an exhaustive search of every possible key. Depending on the size of the key that is used to perform encryption, this kind of search is very time-consuming using even the fastest computers and is therefore infeasible. Larger key sizes are more difficult to decipher. Although encryption does not make it theoretically impossible for an adversary to retrieve the encrypted data, it does raise the cost of doing this. If it takes three months to perform an exhaustive search to retrieve data that is meaningful only for a few days, the exhaustive search method is impractical.

The disadvantage of secret-key encryption is that it presumes two parties have agreed on a key and IV, and communicated their values. The IV is not considered a secret and can be transmitted in plaintext with the message. However, the key must be kept secret from unauthorized users. Because of these problems, secret-key encryption is often used together with public-key encryption to privately communicate the values of the key and IV.

Assuming that Alice and Bob are two parties who want to communicate over a nonsecure channel, they might use secret-key encryption as follows: Alice and Bob agree to use one particular algorithm (AES, for example) with a particular key and IV. Alice composes a message and creates a network stream (perhaps a named pipe or network e-mail) on which to send the message. Next, she encrypts the text using the key and IV, and sends the encrypted message and IV to Bob over the intranet. Bob receives the encrypted text and decrypts it by using the IV and previously agreed upon key. If the transmission is intercepted, the interceptor cannot recover the original message, because he does not know the key. In this scenario, only the key must remain secret. In a real world scenario, either Alice or Bob generates a secret key and uses public-key (asymmetric) encryption to transfer the secret (symmetric) key to the other party. For more information about public-key encryption, see the next section.

The .NET Framework provides the following classes that implement secret-key encryption algorithms:

* [AesManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aesmanaged(v=vs.100).aspx) (introduced in the .NET Framework version 3.5).
* [DESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.descryptoserviceprovider(v=vs.100).aspx).
* [HMACSHA1](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha1(v=vs.100).aspx) (This is technically a secret-key algorithm because it represents message authentication code that is calculated by using a cryptographic hash function combined with a secret key. See [Hash Values](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx#hash_values), later in this topic.)
* [RC2CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2cryptoserviceprovider(v=vs.100).aspx).
* [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.100).aspx).
* [TripleDESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.tripledescryptoserviceprovider(v=vs.100).aspx).
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[**Public-Key Encryption**](javascript:void(0))

Public-key encryption uses a private key that must be kept secret from unauthorized users and a public key that can be made public to anyone. The public key and the private key are mathematically linked; data that is encrypted with the public key can be decrypted only with the private key, and data that is signed with the private key can be verified only with the public key. The public key can be made available to anyone; it is used for encrypting data to be sent to the keeper of the private key. Public-key cryptographic algorithms are also known as asymmetric algorithms because one key is required to encrypt data, and another key is required to decrypt data. A basic cryptographic rule prohibits key reuse, and both keys should be unique for each communication session. However, in practice, asymmetric keys are generally long-lived.

Two parties (Alice and Bob) might use public-key encryption as follows: First, Alice generates a public/private key pair. If Bob wants to send Alice an encrypted message, he asks her for her public key. Alice sends Bob her public key over a nonsecure network, and Bob uses this key to encrypt a message. Bob sends the encrypted message to Alice, and she decrypts it by using her private key. If Bob received Alice's key over a nonsecure channel, such as a public network, Bob is open to a man-in-the-middle attack. Therefore, Bob must verify with Alice that he has a correct copy of her public key.

During the transmission of Alice's public key, an unauthorized agent might intercept the key. Furthermore, the same agent might intercept the encrypted message from Bob. However, the agent cannot decrypt the message with the public key. The message can be decrypted only with Alice's private key, which has not been transmitted. Alice does not use her private key to encrypt a reply message to Bob, because anyone with the public key could decrypt the message. If Alice wants to send a message back to Bob, she asks Bob for his public key and encrypts her message using that public key. Bob then decrypts the message using his associated private key.

In this scenario, Alice and Bob use public-key (asymmetric) encryption to transfer a secret (symmetric) key and use secret-key encryption for the remainder of their session.

The following list offers comparisons between public-key and secret-key cryptographic algorithms:

* Public-key cryptographic algorithms use a fixed buffer size, whereas secret-key cryptographic algorithms use a variable-length buffer.
* Public-key algorithms cannot be used to chain data together into streams the way secret-key algorithms can, because only small amounts of data can be encrypted. Therefore, asymmetric operations do not use the same streaming model as symmetric operations.
* Public-key encryption has a much larger keyspace (range of possible values for the key) than secret-key encryption. Therefore, public-key encryption is less susceptible to exhaustive attacks that try every possible key.
* Public keys are easy to distribute because they do not have to be secured, provided that some way exists to verify the identity of the sender.
* Some public-key algorithms (such as RSA and DSA, but not Diffie-Hellman) can be used to create digital signatures to verify the identity of the sender of data.
* Public-key algorithms are very slow compared with secret-key algorithms, and are not designed to encrypt large amounts of data. Public-key algorithms are useful only for transferring very small amounts of data. Typically, public-key encryption is used to encrypt a key and IV to be used by a secret-key algorithm. After the key and IV are transferred, secret-key encryption is used for the remainder of the session.

The .NET Framework provides the following classes that implement public-key encryption algorithms:

* [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.100).aspx)
* [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx)
* [ECDiffieHellman](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellman(v=vs.100).aspx) (base class)
* [ECDiffieHellmanCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancng(v=vs.100).aspx)
* [ECDiffieHellmanCngPublicKey](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancngpublickey(v=vs.100).aspx) (base class)
* [ECDiffieHellmanKeyDerivationFunction](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmankeyderivationfunction(v=vs.100).aspx) (base class)
* [ECDsaCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsacng(v=vs.100).aspx)

RSA allows both encryption and signing, but DSA can be used only for signing, and Diffie-Hellman can be used only for key generation. In general, public-key algorithms are more limited in their uses than private-key algorithms.
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[**Digital Signatures**](javascript:void(0))

Public-key algorithms can also be used to form digital signatures. Digital signatures authenticate the identity of a sender (if you trust the sender's public key) and help protect the integrity of data. Using a public key generated by Alice, the recipient of Alice's data can verify that Alice sent it by comparing the digital signature to Alice's data and Alice's public key.

To use public-key cryptography to digitally sign a message, Alice first applies a hash algorithm to the message to create a message digest. The message digest is a compact and unique representation of data. Alice then encrypts the message digest with her private key to create her personal signature. Upon receiving the message and signature, Bob decrypts the signature using Alice's public key to recover the message digest and hashes the message using the same hash algorithm that Alice used. If the message digest that Bob computes exactly matches the message digest received from Alice, Bob is assured that the message came from the possessor of the private key and that the data has not been modified. If Bob trusts that Alice is the possessor of the private key, he knows that the message came from Alice.

|  |
| --- |
| Note**Note** |
| A signature can be verified by anyone because the sender's public key is common knowledge and is typically included in the digital signature format. This method does not retain the secrecy of the message; for the message to be secret, it must also be encrypted. |

The .NET Framework provides the following classes that implement digital signature algorithms:

* [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.100).aspx)
* [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx)
* [ECDsa](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsa(v=vs.100).aspx) (base class)
* [ECDsaCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsacng(v=vs.100).aspx)
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[**Hash Values**](javascript:void(0))

Hash algorithms map binary values of an arbitrary length to smaller binary values of a fixed length, known as hash values. A hash value is a numerical representation of a piece of data. If you hash a paragraph of plaintext and change even one letter of the paragraph, a subsequent hash will produce a different value. If the hash is cryptographically strong, its value will change significantly. For example, if a single bit of a message is changed, a strong hash function may produce an output that differs by 50 percent. Many input values may hash to the same output value. However, it is computationally infeasible to find two distinct inputs that hash to the same value.

Two parties (Alice and Bob) could use a hash function to ensure message integrity. They would select a hash algorithm to sign their messages. Alice would write a message, and then create a hash of that message by using the selected algorithm. They would then follow one of the following methods:

* Alice sends the plaintext message and the hashed message (digital signature) to Bob. Bob receives and hashes the message and compares his hash value to the hash value that he received from Alice. If the hash values are identical, the message was not altered. If the values are not identical, the message was altered after Alice wrote it.

Unfortunately, this method does not establish the authenticity of the sender. Anyone can impersonate Alice and send a message to Bob. They can use the same hash algorithm to sign their message, and all Bob can determine is that the message matches its signature. This is one form of a man-in-the-middle attack. See [Cryptography Next Generation (CNG) Secure Communication Example](https://msdn.microsoft.com/en-us/library/cc488018(v=vs.100).aspx) for more information.

* Alice sends the plaintext message to Bob over a nonsecure public channel. She sends the hashed message to Bob over a secure private channel. Bob receives the plaintext message, hashes it, and compares the hash to the privately exchanged hash. If the hashes match, Bob knows two things:
  + The message was not altered.
  + The sender of the message (Alice) is authentic.

For this system to work, Alice must hide her original hash value from all parties except Bob.

* Alice sends the plaintext message to Bob over a nonsecure public channel and places the hashed message on her publicly viewable Web site.

This method prevents message tampering by preventing anyone from modifying the hash value. Although the message and its hash can be read by anyone, the hash value can be changed only by Alice. An attacker who wants to impersonate Alice would require access to Alice's Web site.

None of the previous methods will prevent someone from reading Alice's messages, because they are transmitted in plaintext. Full security typically requires digital signatures (message signing) and encryption.

The .NET Framework provides the following classes that implement hashing algorithms:

* [HMACSHA1](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha1(v=vs.100).aspx).
* [MACTripleDES](https://msdn.microsoft.com/en-us/library/system.security.cryptography.mactripledes(v=vs.100).aspx).
* [MD5CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.md5cryptoserviceprovider(v=vs.100).aspx).
* [RIPEMD160](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ripemd160(v=vs.100).aspx).
* [SHA1Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1managed(v=vs.100).aspx).
* [SHA256Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha256managed(v=vs.100).aspx).
* [SHA384Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha384managed(v=vs.100).aspx).
* [SHA512Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha512managed(v=vs.100).aspx).
* HMAC variants of all of the Secure Hash Algorithm (SHA), Message Digest 5 (MD5), and RIPEMD-160 algorithms.
* CryptoServiceProvider implementations (managed code wrappers) of all the SHA algorithms.
* Cryptography Next Generation (CNG) implementations of all the MD5 and SHA algorithms.

|  |
| --- |
| Note**Note** |
| MD5 design flaws were discovered in 1996, and SHA-1 was recommended instead. In 2004, additional flaws were discovered, and the MD5 algorithm is no longer considered secure. The SHA-1 algorithm has also been found to be insecure, and SHA-2 is now recommended instead. |
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[**Random Number Generation**](javascript:void(0))

Random number generation is integral to many cryptographic operations. For example, cryptographic keys need to be as random as possible so that it is infeasible to reproduce them. Cryptographic random number generators must generate output that is computationally infeasible to predict with a probability that is better than one half. Therefore, any method of predicting the next output bit must not perform better than random guessing. The classes in the .NET Framework use random number generators to generate cryptographic keys.

The [RNGCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rngcryptoserviceprovider(v=vs.100).aspx) class is an implementation of a random number generator algorithm.
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[**ClickOnce Manifests**](javascript:void(0))

In the .NET Framework 3.5, the following cryptography classes let you obtain and verify information about manifest signatures for applications that are deployed using [ClickOnce technology](https://msdn.microsoft.com/en-us/library/t71a733d(v=vs.100).aspx):

* The [ManifestSignatureInformation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.manifestsignatureinformation(v=vs.100).aspx) class obtains information about a manifest signature when you use its [VerifySignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.manifestsignatureinformation.verifysignature(v=vs.100).aspx) method overloads.
* You can use the [ManifestKinds](https://msdn.microsoft.com/en-us/library/bb340409(v=vs.100).aspx) enumeration to specify which manifests to verify. The result of the verification is one of the[SignatureVerificationResult](https://msdn.microsoft.com/en-us/library/bb461969(v=vs.100).aspx) enumeration values.
* The [ManifestSignatureInformationCollection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.manifestsignatureinformationcollection(v=vs.100).aspx) class provides a read-only collection of [ManifestSignatureInformation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.manifestsignatureinformation(v=vs.100).aspx) objects of the verified signatures.

In addition, the following classes provide specific signature information:

* [StrongNameSignatureInformation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.strongnamesignatureinformation(v=vs.100).aspx) holds the strong name signature information for a manifest.
* [AuthenticodeSignatureInformation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.authenticodesignatureinformation(v=vs.100).aspx) represents the Authenticode signature information for a manifest.
* [TimestampInformation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.timestampinformation(v=vs.100).aspx) contains information about the time stamp on an Authenticode signature.
* [TrustStatus](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.truststatus(v=vs.100).aspx) provides a simple way to check whether an Authenticode signature is trusted.
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[**Suite B Support**](javascript:void(0))

The .NET Framework 3.5 supports the Suite B set of cryptographic algorithms published by the National Security Agency (NSA). For more information about Suite B, see the [NSA Suite B Cryptography Fact Sheet](http://go.microsoft.com/fwlink/?LinkId=100111).

The following algorithms are included:

* Advanced Encryption Standard (AES) algorithm with key sizes of 128, 192, , and 256 bits for encryption.
* Secure Hash Algorithms SHA-1, SHA-256, SHA-384, and SHA-512 for hashing. (The last three are generally grouped together and referred to as SHA-2.)
* Elliptic Curve Digital Signature Algorithm (ECDSA), using curves of 256-bit, 384-bit, and 521-bit prime moduli for signing. The NSA documentation specifically defines these curves, and calls them P-256, P-384, and P-521. This algorithm is provided by the[ECDsaCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsacng(v=vs.100).aspx) class. It enables you to sign with a private key and verify the signature with a public key.
* Elliptic Curve Diffie-Hellman (ECDH) algorithm, using curves of 256-bit, 384-bit, and 521-bit prime moduli for the key exchange and secret agreement. This algorithm is provided by the [ECDiffieHellmanCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancng(v=vs.100).aspx) class.

Managed code wrappers for the Federal Information Processing Standard (FIPS) certified implementations of the AES, SHA-256, SHA-384, and SHA-512 implementations are available in the new [AesCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aescryptoserviceprovider(v=vs.100).aspx), [SHA256CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha256cryptoserviceprovider(v=vs.100).aspx),[SHA384CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha384cryptoserviceprovider(v=vs.100).aspx), and [SHA512CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha512cryptoserviceprovider(v=vs.100).aspx) classes.
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[**Cryptography Next Generation (CNG) Classes**](javascript:void(0))

The Cryptography Next Generation (CNG) classes provide a managed wrapper around the native CNG functions. (CNG is the replacement for CryptoAPI.) These classes have "Cng" as part of their names. Central to the CNG wrapper classes is the [CngKey](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngkey(v=vs.100).aspx) key container class, which abstracts the storage and use of CNG keys. This class lets you store a key pair or a public key securely and refer to it by using a simple string name. The elliptic curve-based [ECDsaCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsacng(v=vs.100).aspx) signature class and the [ECDiffieHellmanCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancng(v=vs.100).aspx) encryption class can use [CngKey](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngkey(v=vs.100).aspx)objects.

The [CngKey](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngkey(v=vs.100).aspx) class is used for a variety of additional operations, including opening, creating, deleting, and exporting keys. It also provides access to the underlying key handle to use when calling native functions directly.

The .NET Framework 3.5 also includes a variety of supporting CNG classes, such as the following:

* [CngProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngprovider(v=vs.100).aspx) maintains a key storage provider.
* [CngAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngalgorithm(v=vs.100).aspx) maintains a CNG algorithm.
* [CngProperty](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cngproperty(v=vs.100).aspx) maintains frequently used key properties.
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[**Related Topics**](javascript:void(0))

|  |  |
| --- | --- |
| Title | Description |
| [.NET Framework Cryptography Model](https://msdn.microsoft.com/en-us/library/0ss79b2x(v=vs.100).aspx) | Describes how cryptography is implemented in the base class library. |
| [Cryptographic Tasks](https://msdn.microsoft.com/en-us/library/7yx4d854(v=vs.100).aspx) | Describes how to perform specific cryptographic tasks using the base class library. |
| [Walkthrough: Creating a Cryptographic Application](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.100).aspx) | Demonstrates basic encryption and decryption tasks. |
| [Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.100).aspx) | Describes how to map algorithm names to cryptographic classes and map object identifiers to a cryptographic algorithm. |
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### .NET Framework Cryptography Model

**.NET Framework 1.1, 2.0, 3.0, 3.5**

The .NET Framework provides implementations of many standard cryptographic algorithms. These algorithms are easy to use and have the safest possible default properties. In addition, the .NET Framework cryptography model of object inheritance, stream design, and configuration are extremely extensible.

Object Inheritance

The .NET Framework security system implements an extensible pattern of derived class inheritance. The hierarchy is as follows:

* Algorithm type class, such as [SymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.symmetricalgorithm(v=vs.71).aspx) or [HashAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hashalgorithm(v=vs.71).aspx). This level is abstract.
* Algorithm class that inherits from an algorithm type class; for example, [RC2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2(v=vs.71).aspx) or [SHA1](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1(v=vs.71).aspx). This level is abstract.
* Implementation of an algorithm class that inherits from an algorithm class; for example, [RC2CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2cryptoserviceprovider(v=vs.71).aspx) or [SHA1Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1managed(v=vs.71).aspx). This level is fully implemented.

Using this pattern of derived classes, it is easy to add a new algorithm or a new implementation of an existing algorithm. For example, to create a new public-key algorithm, you would inherit from the [AsymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricalgorithm(v=vs.71).aspx) class. To create a new implementation of a specific algorithm, you would create a nonabstract derived class of that algorithm.

Stream Design

The common language runtime uses a stream-oriented design for implementing symmetric algorithms and hash algorithms. The core of this design is the [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.71).aspx) class, which derives from the [Stream](https://msdn.microsoft.com/en-us/library/system.io.stream(v=vs.71).aspx) class. Stream-based cryptographic objects all support a single standard interface (**CryptoStream**) for handling the data transfer portion of the object. Because all the objects are built on a standard interface, you can chain together multiple objects (such as a hash object followed by an encryption object), and you can perform multiple operations on the data without needing any intermediate storage for it. The streaming model also allows you to build objects from smaller objects. For example, a combined encryption and hash algorithm can be viewed as a single stream object even though this object might be built from a set of stream objects.

Cryptographic Configuration

Cryptographic configuration allows you to resolve a specific implementation of an algorithm to an algorithm name, allowing extensibility of the .NET Framework cryptography classes. You can add your own hardware or software implementation of an algorithm and map the implementation to the algorithm name of your choice. If an algorithm is not specified in the configuration file, the default settings are used. For more information on cryptographic configuration, see [Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.71).aspx).

### .NET Framework Cryptography Model

**.NET Framework 4, 4.5, 4.6**

The .NET Framework provides implementations of many standard cryptographic algorithms. These algorithms are easy to use and have the safest possible default properties. In addition, the .NET Framework cryptography model of object inheritance, stream design, and configuration is extremely extensible.

[**Object Inheritance**](javascript:void(0))

The .NET Framework security system implements an extensible pattern of derived class inheritance. The hierarchy is as follows:

* Algorithm type class, such as [SymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.symmetricalgorithm(v=vs.100).aspx), [AsymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricalgorithm(v=vs.100).aspx) or [HashAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hashalgorithm(v=vs.100).aspx). This level is abstract.
* Algorithm class that inherits from an algorithm type class; for example, [Aes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aes(v=vs.100).aspx), [RC2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2(v=vs.100).aspx), or [ECDiffieHellman](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellman(v=vs.100).aspx). This level is abstract.
* Implementation of an algorithm class that inherits from an algorithm class; for example, [AesManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aesmanaged(v=vs.100).aspx), [RC2CryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2cryptoserviceprovider(v=vs.100).aspx), or[ECDiffieHellmanCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancng(v=vs.100).aspx). This level is fully implemented.

Using this pattern of derived classes, it is easy to add a new algorithm or a new implementation of an existing algorithm. For example, to create a new public-key algorithm, you would inherit from the [AsymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricalgorithm(v=vs.100).aspx) class. To create a new implementation of a specific algorithm, you would create a non-abstract derived class of that algorithm.

[**How Algorithms Are Implemented in the .NET Framework**](javascript:void(0))

As an example of the different implementations available for an algorithm, consider symmetric algorithms. The base for all symmetric algorithms is [SymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.symmetricalgorithm(v=vs.100).aspx), which is inherited by the following algorithms:

1. [Aes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aes(v=vs.100).aspx)
2. [DES](https://msdn.microsoft.com/en-us/library/system.security.cryptography.des(v=vs.100).aspx)
3. [RC2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rc2(v=vs.100).aspx)
4. [Rijndael](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndael(v=vs.100).aspx)
5. [TripleDES](https://msdn.microsoft.com/en-us/library/system.security.cryptography.tripledes(v=vs.100).aspx)

[Aes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aes(v=vs.100).aspx) is inherited by two classes: [AesCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aescryptoserviceprovider(v=vs.100).aspx) and [AesManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aesmanaged(v=vs.100).aspx). The [AesCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aescryptoserviceprovider(v=vs.100).aspx) class is a wrapper around the Windows Cryptography API (CAPI) implementation of Aes, whereas the [AesManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aesmanaged(v=vs.100).aspx) class is written entirely in managed code. There is also a third type of implementation, Cryptography Next Generation (CNG), in addition to the managed and CAPI implementations. An example of a CNG algorithm is [ECDiffieHellmanCng](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellmancng(v=vs.100).aspx). CNG algorithms are available on Windows Vista and later.

You can choose which implementation is best for you. The managed implementations are available on all platforms that support the .NET Framework. The CAPI implementations are available on older operating systems, and are no longer being developed. CNG is the very latest implementation where new development will take place. However, the managed implementations are not certified by the Federal Information Processing Standards (FIPS), and may be slower than the wrapper classes.

[**Stream Design**](javascript:void(0))

The common language runtime uses a stream-oriented design for implementing symmetric algorithms and hash algorithms. The core of this design is the [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.100).aspx) class, which derives from the [Stream](https://msdn.microsoft.com/en-us/library/system.io.stream(v=vs.100).aspx) class. Stream-based cryptographic objects support a single standard interface (**CryptoStream**) for handling the data transfer portion of the object. Because all the objects are built on a standard interface, you can chain together multiple objects (such as a hash object followed by an encryption object), and you can perform multiple operations on the data without needing any intermediate storage for it. The streaming model also enables you to build objects from smaller objects. For example, a combined encryption and hash algorithm can be viewed as a single stream object, although this object might be built from a set of stream objects.

[**Cryptographic Configuration**](javascript:void(0))

Cryptographic configuration lets you resolve a specific implementation of an algorithm to an algorithm name, allowing extensibility of the .NET Framework cryptography classes. You can add your own hardware or software implementation of an algorithm and map the implementation to the algorithm name of your choice. If an algorithm is not specified in the configuration file, the default settings are used. For more information about cryptographic configuration, see [Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.100).aspx).

[**Choosing an Algorithm**](javascript:void(0))

You can select an algorithm for different reasons: for example, for data integrity, for data privacy, or to generate a key. Symmetric and hash algorithms are intended for protecting data for either integrity reasons (protect from change) or privacy reasons (protect from viewing). Hash algorithms are used primarily for data integrity.

Here is a list of recommended algorithms by application:

* Data privacy:
  + [Aes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.aes(v=vs.100).aspx)
* Data integrity:
  + [HMACSHA256](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha256(v=vs.100).aspx)
  + [HMACSHA512](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha512(v=vs.100).aspx)
* Digital signature:
  + [ECDsa](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdsa(v=vs.100).aspx)
  + [RSA](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsa(v=vs.100).aspx)
* Key exchange:
  + [ECDiffieHellman](https://msdn.microsoft.com/en-us/library/system.security.cryptography.ecdiffiehellman(v=vs.100).aspx)
  + [RSA](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsa(v=vs.100).aspx)
* Random number generation:
  + [RNGCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rngcryptoserviceprovider(v=vs.100).aspx)
* Generating a key from a password:
  + [Rfc2898DeriveBytes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rfc2898derivebytes(v=vs.100).aspx)

### Cryptographic Tasks

**.NET Framework 1.1**

The [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.71).aspx) namespace contains classes that allow you to perform both symmetric and asymmetric cryptography, create hashes, and provide random number generation. Successful cryptography is the result of combining these tasks. This section describes the key cryptographic tasks that you can perform to create a cryptographic scheme.

In This Section

[Encrypting and Decrypting Data](https://msdn.microsoft.com/en-us/library/e970bs09(v=vs.71).aspx)

Describes how to generate and manage keys and how to encrypt and decrypt data.

[Cryptographic Signatures](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.71).aspx)

Describes how to generate and verify cryptographic signatures.

[Ensuring Data Integrity with Hash Codes](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.71).aspx)

Describes how to generate and verify hash codes.

[Creating a Cryptographic Scheme](https://msdn.microsoft.com/en-us/library/0cwc0x23(v=vs.71).aspx)

Describes how to help create a cryptographic scheme from the various cryptographic primitives.

[Extending the KeyedHashAlgorithm Class](https://msdn.microsoft.com/en-us/library/33kc9tdw(v=vs.71).aspx)

Describes how to extend the .NET Framework cryptographic classes by creating a keyed hash algorithm class that implements the [MD5](https://msdn.microsoft.com/en-us/library/system.security.cryptography.md5(v=vs.71).aspx)hash algorithm.

Related Sections

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.71).aspx)

Provides an overview of cryptography and explains how to perform cryptography with the .NET Framework.

[Securing Applications](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.71).aspx)

Describes the entire .NET Framework security system.

[Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.71).aspx)

Describes how to map algorithm names to cryptographic classes and how to map object identifiers to a cryptographic algorithm.

### Cryptographic Tasks

.NET Framework 2.0, 3.0, 3.5, 4

The [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.80).aspx) namespace contains classes that allow you to perform both symmetric and asymmetric cryptography, create hashes, and provide random number generation. Successful cryptography is the result of combining these tasks. This section describes the key cryptographic tasks that you can perform to create a cryptographic scheme.

In This Section

[Encrypting and Decrypting Data](https://msdn.microsoft.com/en-us/library/e970bs09(v=vs.80).aspx)

Describes how to generate and manage keys and how to encrypt and decrypt data.

[Cryptographic Signatures](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.80).aspx)

Describes how to generate and verify cryptographic signatures.

[Ensuring Data Integrity with Hash Codes](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.80).aspx)

Describes how to generate and verify hash codes.

[Creating a Cryptographic Scheme](https://msdn.microsoft.com/en-us/library/0cwc0x23(v=vs.80).aspx)

Describes how to help create a cryptographic scheme from the various cryptographic primitives.

[Extending the KeyedHashAlgorithm Class](https://msdn.microsoft.com/en-us/library/33kc9tdw(v=vs.80).aspx)

Describes how to extend the .NET Framework cryptographic classes by creating a keyed hash algorithm class that implements the [MD5](https://msdn.microsoft.com/en-us/library/system.security.cryptography.md5(v=vs.80).aspx)hash algorithm.

[XML Encryption and Digital Signatures](https://msdn.microsoft.com/en-us/library/ms229749(v=vs.80).aspx)

Provides links to reference and task-based documentation for XML encryption and digital signatures.

[How to: Use Data Protection](https://msdn.microsoft.com/en-us/library/ms229741(v=vs.80).aspx)

Describes how to use the managed data protection API (DPAPI) to encrypt and decrypt data.

[How to: Access Hardware Encryption Devices](https://msdn.microsoft.com/en-us/library/ms229931(v=vs.80).aspx)

Describes how to use hardware encryption devices with the .NET Framework.

Related Sections

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.80).aspx)

Provides an overview of cryptography and explains how to perform cryptography with the .NET Framework.

[Securing .NET Framework Applications](https://msdn.microsoft.com/en-us/library/fkytk30f(v=vs.80).aspx)

Describes the entire .NET Framework security system.

[Configuring Cryptography Classes](https://msdn.microsoft.com/en-us/library/bke5we9a(v=vs.80).aspx)

Describes how to map algorithm names to cryptographic classes and how to map object identifiers to a cryptographic algorithm.

#### Encrypting and Decrypting Data

.NET Framework 1.1, 2.0, 3.0

To encrypt and decrypt data, you must use a key with an encryption algorithm that performs a transformation on the data. The .NET Framework provides several classes that enable you to perform cryptographic transformations on data using several standard algorithms. This section describes how to create and manage keys and how to encrypt and decrypt data using public-key and secret-key algorithms.

#### Encrypting and Decrypting Data

**.NET Framework 3.5, 4**

Updated: January 2010

To encrypt and decrypt data, you must use a key with an encryption algorithm that performs a transformation on the data. The .NET Framework provides several classes that enable you to perform cryptographic transformations on data using several standard algorithms. This section describes how to create and manage keys and how to encrypt and decrypt data using public-key and secret-key algorithms.

[**In This Section**](javascript:void(0))

[Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-us/library/5e9ft273(v=vs.90).aspx)

Describes symmetric and asymmetric algorithms used for encryption and decryption.

[How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.90).aspx)

Describes how to store private keys in a key container.

[Encrypting Data](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.90).aspx)

Explains how to do symmetric and asymmetric encryption.

[Decrypting Data](https://msdn.microsoft.com/en-us/library/te15te69(v=vs.90).aspx)

Explains how to do symmetric and asymmetric decryption.

##### Generating Keys for Encryption and Decryption

**.NET Framework 1.1**

Creating and managing keys is an important part of the cryptographic process. Symmetric algorithms require the creation of a key and an initialization vector (IV) that must be kept secret from anyone who should not decrypt your data. Asymmetric algorithms require the creation of a public key and a private key. The public key can be made public to anyone, while the private key must known only by the party who will decrypt the data encrypted with the public key. This section describes how to generate and manage keys for both symmetric and asymmetric algorithms.

Symmetric Keys

The symmetric encryption classes supplied by the .NET Framework require a key and a new IV to encrypt and decrypt data. Whenever you create a new instance of one of the managed symmetric cryptographic classes using the default constructor, a new key and IV are automatically created. Anyone whom you want to be able to decrypt your data must possess the same key and IV and use the same encryption algorithm. Generally, a new key and IV should be created for every session, and neither the key nor IV should be stored for use in a later session.

To communicate a symmetric key and IV to a remote party, you would usually encrypt the symmetric key and IV using asymmetric encryption. Sending these values across an insecure network without encrypting them is extremely unsafe, as anyone that intercepts these values has the ability to decrypt your data. For more information on this process of encrypting and transferring the key and IV, see [Creating a Cryptographic Scheme](https://msdn.microsoft.com/en-us/library/0cwc0x23(v=vs.71).aspx).

The following example shows the creation of a new instance of the [TripleDESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.tripledescryptoserviceprovider(v=vs.71).aspx) class that implements the TripleDES algorithm.

VB

Dim TDES As TripleDESCryptoServiceProvider = new TripleDESCryptoServiceProvider()

[C#]

TripleDESCryptoServiceProvider TDES = new TripleDESCryptoServiceProvider();

When the previous code is executed, a new key and IV are generated and placed in the **Key** and **IV** properties, respectively.

Sometimes you might need to generate multiple keys. In this situation, you can create a new instance of a class that implements a symmetric algorithm and then create a new key and IV by calling the **GenerateKey** and **GenerateIV** methods. The following code example illustrates how to create new keys and IVs after a new instance of the asymmetric cryptographic class has been made.

VB

Dim TDES As TripleDESCryptoServiceProvider = new TripleDESCryptoServiceProvider()

TDES.GenerateIV()

TDES.GenerateKey()

[C#]

TripleDESCryptoServiceProvider TDES = new TripleDESCryptoServiceProvider();

TDES.GenerateIV();

TDES.GenerateKey();

When the previous code is executed, a key and IV are generated when the new instance of **TripleDESCryptoServiceProvider** is made. Another key and IV are created when the **GenerateKey** and **GenerateIV** methods are called.

Asymmetric Keys

The .NET Framework provides the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx) and [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.71).aspx) classes for asymmetric encryption. These classes create a public/private key pair when you use the default constructor to create a new instance. Asymmetric keys can be either stored for use in multiple sessions or generated for one session only. While the public key can be made generally available, the private key should be closely guarded.

A public/private key pair is generated whenever a new instance of an asymmetric algorithm class is created. Once a new instance of the class is created, the key information can be extracted using one of two methods:

* The [ToXMLString](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsa.toxmlstring(v=vs.71).aspx) method, which returns an XML representation of the key information.
* The [ExportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.exportparameters(v=vs.71).aspx) method, which returns an [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters(v=vs.71).aspx) enumeration to hold the key information.

Both methods accept a Boolean value that indicates whether to return only the public key information or to return both the public-key and the private-key information. An **RSACryptoServiceProvider** class can be initialized to the value of an **RSAParameters** structure by using the[ImportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.importparameters(v=vs.71).aspx) method.

The following code example creates a new instance of the **RSACryptoServiceProvider**class, creating a public/private key pair, and saves the public key information to an **RSAParameters**structure.

VB

'Generate a public/private key pair.

Dim RSA as RSACryptoServiceProvider = new RSACryptoServiceProvider()

'Save the public key information to an RSAParameters structure.

Dim RSAKeyInfo As RSAParameters = RSA.ExportParameters(false)

[C#]

//Generate a public/private key pair.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Save the public key information to an RSAParameters structure.

RSAParameters RSAKeyInfo = RSA.ExportParameters(false);

Storing Asymmetric Keys in a Key Container

Asymmetric private keys should never be stored verbatim or in plain text on the local computer. If you need to store a private key, you should use a key container. For more information on key containers, see the CryptoAPI section in the Platform SDK documentation at http://msdn.microsoft.com.

**To create an asymmetric key and save it in a key container**

1. Create a new instance of a [CspParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cspparameters(v=vs.71).aspx) class and pass the name that you want to call the key container to the[CspParameters.KeyContainerName](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cspparameters.keycontainername(v=vs.71).aspx) field.
2. Create a new instance of a class that derives from the [AsymmetricAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricalgorithm(v=vs.71).aspx) class (usually **RSACryptoServiceProvider** or**DSACryptoServiceProvider**) and pass the previously created **CspParameters** object to its constructor.

**To delete a key from a key container**

1. Create a new instance of a **CspParameters** class and pass the name that you want to call the key container to the**CspParameters.KeyContainerName** field.
2. Create a new instance of a class that derives from the **AsymmetricAlgorithm** class (usually **RSACryptoServiceProvider** or**DSACryptoServiceProvider**) and pass the previously created **CspParameters** object to its constructor.
3. Set the **PersistKeyInCSP** property of the class that derives from **AsymmetricAlgorithm** to **false** (**False** in Visual Basic).
4. Call the **Clear** method of the class that derives from **AsymmetricAlgorithm**. This method releases all resources of the class and clears the key container.

The following example demonstrates how to create an asymmetric key, save it in a key container, retrieve the key at a later time, and delete the key from the container.

VB

Imports System

Imports System.IO

Imports System.Security.Cryptography

\_

Public Class StoreKey

Public Shared Sub Main()

Try

' Create a key and save it in a container.

GenKey\_SaveInContainer("MyKeyContainer")

' Retrieve the key from the container.

GetKeyFromContainer("MyKeyContainer")

' Delete the key from the container.

DeleteKeyFromContainer("MyKeyContainer")

' Create a key and save it in a container.

GenKey\_SaveInContainer("MyKeyContainer")

' Delete the key from the container.

DeleteKeyFromContainer("MyKeyContainer")

Catch e As CryptographicException

Console.WriteLine(e.Message)

End Try

End Sub

Public Shared Sub GenKey\_SaveInContainer(ByVal ContainerName As String)

' Create the CspParameters object and set the key container

' name used to store the RSA key pair.

Dim cp As New CspParameters()

cp.KeyContainerName = ContainerName

' Create a new instance of RSACryptoServiceProvider that accesses

' the key container MyKeyContainerName.

Dim rsa As New RSACryptoServiceProvider(cp)

' Display the key information to the console.

Console.WriteLine("Key added to container: {0}", rsa.ToXmlString(True))

End Sub

Public Shared Sub GetKeyFromContainer(ByVal ContainerName As String)

' Create the CspParameters object and set the key container

' name used to store the RSA key pair.

Dim cp As New CspParameters()

cp.KeyContainerName = ContainerName

' Create a new instance of RSACryptoServiceProvider that accesses

' the key container MyKeyContainerName.

Dim rsa As New RSACryptoServiceProvider(cp)

' Display the key information to the console.

Console.WriteLine("Key retrieved from container : {0}", rsa.ToXmlString(True))

End Sub

Public Shared Sub DeleteKeyFromContainer(ByVal ContainerName As String)

' Create the CspParameters object and set the key container

' name used to store the RSA key pair.

Dim cp As New CspParameters()

cp.KeyContainerName = ContainerName

' Create a new instance of RSACryptoServiceProvider that accesses

' the key container.

Dim rsa As New RSACryptoServiceProvider(cp)

' Delete the key entry in the container.

rsa.PersistKeyInCsp = False

' Call Clear to release resources and delete the key from the container.

rsa.Clear()

Console.WriteLine("Key deleted.")

End Sub

End Class

[C#]

using System;

using System.IO;

using System.Security.Cryptography;

public class StoreKey

{

public static void Main()

{

try

{

// Create a key and save it in a container.

GenKey\_SaveInContainer("MyKeyContainer");

// Retrieve the key from the container.

GetKeyFromContainer("MyKeyContainer");

// Delete the key from the container.

DeleteKeyFromContainer("MyKeyContainer");

// Create a key and save it in a container.

GenKey\_SaveInContainer("MyKeyContainer");

// Delete the key from the container.

DeleteKeyFromContainer("MyKeyContainer");

}

catch(CryptographicException e)

{

Console.WriteLine(e.Message);

}

}

public static void GenKey\_SaveInContainer(string ContainerName)

{

// Create the CspParameters object and set the key container

// name used to store the RSA key pair.

CspParameters cp = new CspParameters();

cp.KeyContainerName = ContainerName;

// Create a new instance of RSACryptoServiceProvider that accesses

// the key container MyKeyContainerName.

RSACryptoServiceProvider rsa = new RSACryptoServiceProvider(cp);

// Display the key information to the console.

Console.WriteLine("Key added to container: \n {0}", rsa.ToXmlString(true));

}

public static void GetKeyFromContainer(string ContainerName)

{

// Create the CspParameters object and set the key container

// name used to store the RSA key pair.

CspParameters cp = new CspParameters();

cp.KeyContainerName = ContainerName;

// Create a new instance of RSACryptoServiceProvider that accesses

// the key container MyKeyContainerName.

RSACryptoServiceProvider rsa = new RSACryptoServiceProvider(cp);

// Display the key information to the console.

Console.WriteLine("Key retrieved from container : \n {0}", rsa.ToXmlString(true));

}

public static void DeleteKeyFromContainer(string ContainerName)

{

// Create the CspParameters object and set the key container

// name used to store the RSA key pair.

CspParameters cp = new CspParameters();

cp.KeyContainerName = ContainerName;

// Create a new instance of RSACryptoServiceProvider that accesses

// the key container.

RSACryptoServiceProvider rsa = new RSACryptoServiceProvider(cp);

// Delete the key entry in the container.

rsa.PersistKeyInCsp = false;

// Call Clear to release resources and delete the key from the container.

rsa.Clear();

Console.WriteLine("Key deleted.");

}

}

When the previous example is run, the following is displayed to the console.

Key added to container:

<RSAKeyValue> ...Key Information A...</RSAKeyValue>

Key retrieved from container :

<RSAKeyValue> ...Key Information A...</RSAKeyValue>

Key deleted.

Key added to container:

<RSAKeyValue> ...Key Information B...</RSAKeyValue>

Key deleted.

##### Generating Keys for Encryption and Decryption

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Creating and managing keys is an important part of the cryptographic process. Symmetric algorithms require the creation of a key and an initialization vector (IV) that must be kept secret from anyone who should not decrypt your data. Asymmetric algorithms require the creation of a public key and a private key. The public key can be made public to anyone, while the private key must known only by the party who will decrypt the data encrypted with the public key. This section describes how to generate and manage keys for both symmetric and asymmetric algorithms.

Symmetric Keys

The symmetric encryption classes supplied by the .NET Framework require a key and a new initialization vector (IV) to encrypt and decrypt data. Whenever you create a new instance of one of the managed symmetric cryptographic classes using the default constructor, a new key and IV are automatically created. Anyone that you allow to decrypt your data must possess the same key and IV and use the same algorithm. Generally, a new key and IV should be created for every session, and neither the key nor IV should be stored for use in a later session.

To communicate a symmetric key and IV to a remote party, you would usually encrypt the symmetric key and IV using asymmetric encryption. Sending these values across an insecure network without encrypting them is extremely unsafe, as anyone that intercepts these values can then decrypt your data. For more information on this process of encrypting and transferring the key and IV, see [Creating a Cryptographic Scheme](https://msdn.microsoft.com/en-us/library/0cwc0x23(v=vs.80).aspx).

The following example shows the creation of a new instance of the [TripleDESCryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.tripledescryptoserviceprovider(v=vs.80).aspx) class that implements the TripleDES algorithm.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/5e9ft273(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

TripleDESCryptoServiceProvider TDES = new TripleDESCryptoServiceProvider();

When the previous code is executed, a new key and IV are generated and placed in the **Key** and **IV** properties, respectively.

Sometimes you might need to generate multiple keys. In this situation, you can create a new instance of a class that implements a symmetric algorithm and then create a new key and IV by calling the **GenerateKey** and **GenerateIV** methods. The following code example illustrates how to create new keys and IVs after a new instance of the asymmetric cryptographic class has been made.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/5e9ft273(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

TripleDESCryptoServiceProvider TDES = new TripleDESCryptoServiceProvider();

TDES.GenerateIV();

TDES.GenerateKey();

When the previous code is executed, a key and IV are generated when the new instance of **TripleDESCryptoServiceProvider** is made. Another key and IV are created when the **GenerateKey** and **GenerateIV** methods are called.

Asymmetric Keys

The .NET Framework provides the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) and [DSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.dsacryptoserviceprovider(v=vs.80).aspx) classes for asymmetric encryption. These classes create a public/private key pair when you use the default constructor to create a new instance. Asymmetric keys can be either stored for use in multiple sessions or generated for one session only. While the public key can be made generally available, the private key should be closely guarded.

A public/private key pair is generated whenever a new instance of an asymmetric algorithm class is created. After a new instance of the class is created, the key information can be extracted using one of two methods:

* The [ToXMLString](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsa.toxmlstring(v=vs.80).aspx) method, which returns an XML representation of the key information.
* The [ExportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.exportparameters(v=vs.80).aspx) method, which returns an [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters(v=vs.80).aspx) structure that holds the key information.

Both methods accept a Boolean value that indicates whether to return only the public key information or to return both the public-key and the private-key information. An **RSACryptoServiceProvider** class can be initialized to the value of an **RSAParameters** structure by using the[ImportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.importparameters(v=vs.80).aspx) method.

Asymmetric private keys should never be stored verbatim or in plain text on the local computer. If you need to store a private key, you should use a key container. For more on how to store a private key in a key container, see [How to: Store Asymmetric Keys in a Key Container](https://msdn.microsoft.com/en-us/library/tswxhw92(v=vs.80).aspx).

The following code example creates a new instance of the **RSACryptoServiceProvider**class, creating a public/private key pair, and saves the public key information to an **RSAParameters**structure.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/5e9ft273(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

//Generate a public/private key pair.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Save the public key information to an RSAParameters structure.

RSAParameters RSAKeyInfo = RSA.ExportParameters(false);

##### Encrypting Data

**.NET Framework 1.1**

Symmetric encryption and asymmetric encryption are performed using different processes. Symmetric encryption is performed on streams and is therefore useful to encrypt large amounts of data. Asymmetric encryption is performed on a small number of bytes and is therefore useful only for small amounts of data.

Symmetric Encryption

The managed symmetric cryptography classes are used with a special stream class called a [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.71).aspx) that encrypts data read into the stream. The **CryptoStream** class is initialized with a managed stream class, a class implements the [ICryptoTransform](https://msdn.microsoft.com/en-us/library/system.security.cryptography.icryptotransform(v=vs.71).aspx) interface (created from a class that implements a cryptographic algorithm), and a [CryptoStreamMode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostreammode(v=vs.71).aspx) enumeration that describes the type of access permitted to the**CryptoStream**. The **CryptoStream** class can be initialized using any class that derives from the [Stream](https://msdn.microsoft.com/en-us/library/system.io.stream(v=vs.71).aspx) class, including [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.71).aspx),[MemoryStream](https://msdn.microsoft.com/en-us/library/system.io.memorystream(v=vs.71).aspx), and [NetworkStream](https://msdn.microsoft.com/en-us/library/system.net.sockets.networkstream(v=vs.71).aspx). Using these classes, you can perform symmetric encryption on a variety of stream objects.

The following example illustrates how to create a new instance of the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.71).aspx) class, which implements the Rijndael encryption algorithm, and use it to perform encryption on a **CryptoStream** class. In this example, the **CryptoStream** is initialized with a stream object called MyStream that can be any type of managed stream. The **CreateEncryptor** method from the **RijndaelManaged**classis passed the key and IV that are used for encryption. In this case, the default key and IV generated from RMCrypto are used. Finally, the**CryptoStreamMode.Write** is passed, specifying write access to the stream.

VB

Dim RMCrypto As New RijndaelManaged()

Dim CryptStream As New CryptoStream(MyStream, RMCrypto.CreateEncryptor(RMCrypto.Key, RMCrypto.IV), CryptoStreamMode.Write)

[C#]

RijndaelManaged RMCrypto = new RijndaelManaged();

CryptoStream CryptStream = new CryptoStream(MyStream, RMCrypto.CreateEncryptor(), CryptoStreamMode.Write);

After this code is executed, any data written to the **CryptoStream** object is encrypted using the Rijndael algorithm.

The following example shows the entire process of creating a stream, encrypting the stream, writing to the stream, and closing the stream. This example creates a network stream that is encrypted using the **CryptoStream** class and the **RijndaelManaged** class. A message is written to the encrypted stream with the [StreamWriter](https://msdn.microsoft.com/en-us/library/system.io.streamwriter(v=vs.71).aspx) class.

VB

Imports System

Imports System.IO

Imports System.Security.Cryptography

Imports System.Net.Sockets

Module Module1

Sub Main()

Try

'Create a TCP connection to a listening TCP process.

'Use "localhost" to specify the current computer or

'replace "localhost" with the IP address of the

'listening process.

Dim TCP As New TcpClient("localhost", 11000)

'Create a network stream from the TCP connection.

Dim NetStream As NetworkStream = TCP.GetStream()

'Create a new instance of the RijndaelManaged class

'and encrypt the stream.

Dim RMCrypto As New RijndaelManaged()

Dim Key As Byte() = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16}

Dim IV As Byte() = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16}

'Create a CryptoStream, pass it the NetworkStream, and encrypt

'it with the Rijndael class.

Dim CryptStream As New CryptoStream(NetStream, RMCrypto.CreateEncryptor(Key, IV), CryptoStreamMode.Write)

'Create a StreamWriter for easy writing to the

'network stream.

Dim SWriter As New StreamWriter(CryptStream)

'Write to the stream.

SWriter.WriteLine("Hello World!")

'Inform the user that the message was written

'to the stream.

Console.WriteLine("The message was sent.")

'Close all the connections.

SWriter.Close()

CryptStream.Close()

NetStream.Close()

TCP.Close()

Catch

'Inform the user that an exception was raised.

Console.WriteLine("The connection failed.")

End Try

End Sub

End Module

[C#]

using System;

using System.IO;

using System.Security.Cryptography;

using System.Net.Sockets;

public class main

{

public static void Main(string[] args)

{

try

{

//Create a TCP connection to a listening TCP process.

//Use "localhost" to specify the current computer or

//replace "localhost" with the IP address of the

//listening process.

TcpClient TCP = new TcpClient("localhost",11000);

//Create a network stream from the TCP connection.

NetworkStream NetStream = TCP.GetStream();

//Create a new instance of the RijndaelManaged class

// and encrypt the stream.

RijndaelManaged RMCrypto = new RijndaelManaged();

byte[] Key = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

byte[] IV = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

//Create a CryptoStream, pass it the NetworkStream, and encrypt

//it with the Rijndael class.

CryptoStream CryptStream = new CryptoStream(NetStream,

RMCrypto.CreateEncryptor(Key, IV),

CryptoStreamMode.Write);

//Create a StreamWriter for easy writing to the

//network stream.

StreamWriter SWriter = new StreamWriter(CryptStream);

//Write to the stream.

SWriter.WriteLine("Hello World!");

//Inform the user that the message was written

//to the stream.

Console.WriteLine("The message was sent.");

//Close all the connections.

SWriter.Close();

CryptStream.Close();

NetStream.Close();

TCP.Close();

}

catch

{

//Inform the user that an exception was raised.

Console.WriteLine("The connection failed.");

}

}

}

For the previous example to execute successfully, there must be a process listening on the IP address and port number specified in the[TCPCLient](https://msdn.microsoft.com/en-us/library/system.net.sockets.tcpclient(v=vs.71).aspx) class. If a listening process exists, the code will connect to the listening process, encrypt the stream using the Rijndael symmetric algorithm, and write "Hello World!" to the stream. If the code is successful, it displays the following text to the console:

The message was sent.

However, if no listening process is found or an exception is raised, the code displays the following text to the console:

The connection failed.

Asymmetric Encryption

Asymmetric algorithms are usually used to encrypt small amounts of data such as the encryption of a symmetric key and IV. Typically, an individual performing asymmetric encryption uses the public key generated by another party. The [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx) class is provided by the .NET Framework for this purpose.

The following example uses public key information to encrypt a symmetric key and IV. Two byte arrays are initialized that represent the public key of a third party. An [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters(v=vs.71).aspx) object is initialized to these values. Next, the **RSAParameters** object (along with the public key it represents) is imported into an **RSACryptoServiceProvider** using the [RSACryptoServiceProvider.ImportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.importparameters(v=vs.71).aspx) method. Finally, the private key and IV created by a [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.71).aspx) class are encrypted. This example requires systems to have 128-bit encryption installed.

VB

Imports System

Imports System.Security.Cryptography

Module Module1

Sub Main()

'Initialize the byte arrays to the public key information.

Dim PublicKey As Byte() = {214, 46, 220, 83, 160, 73, 40, 39, 201, 155, 19,202, 3, 11, 191, 178, 56, 74, 90, 36, 248, 103, 18, 144, 170, 163, 145, 87, 54, 61, 34, 220, 222, 207, 137, 149, 173, 14, 92, 120, 206, 222, 158, 28, 40, 24, 30, 16, 175, 108, 128, 35, 230, 118, 40, 121, 113, 125, 216, 130, 11, 24, 90, 48, 194, 240, 105, 44, 76, 34, 57, 249, 228, 125, 80, 38, 9, 136, 29, 117, 207, 139, 168, 181, 85, 137, 126, 10, 126, 242, 120, 247, 121, 8, 100, 12, 201, 171, 38, 226, 193, 180, 190, 117, 177, 87, 143, 242, 213, 11, 44, 180, 113, 93, 106, 99, 179, 68, 175, 211, 164, 116, 64, 148, 226, 254, 172, 147}

Dim Exponent As Byte() = {1, 0, 1}

'Create values to store encrypted symmetric keys.

Dim EncryptedSymmetricKey() As Byte

Dim EncryptedSymmetricIV() As Byte

'Create a new instance of the RSACryptoServiceProvider class.

Dim RSA As New RSACryptoServiceProvider()

'Create a new instance of the RSAParameters structure.

Dim RSAKeyInfo As New RSAParameters()

'Set RSAKeyInfo to the public key values.

RSAKeyInfo.Modulus = PublicKey

RSAKeyInfo.Exponent = Exponent

'Import key parameters into RSA.

RSA.ImportParameters(RSAKeyInfo)

'Create a new instance of the RijndaelManaged class.

Dim RM As New RijndaelManaged()

'Encrypt the symmetric key and IV.

EncryptedSymmetricKey = RSA.Encrypt(RM.Key, False)

EncryptedSymmetricIV = RSA.Encrypt(RM.IV, False)

End Sub

End Module

[C#]

using System;

using System.Security.Cryptography;

class Class1

{

static void Main()

{

//Initialize the byte arrays to the public key information.

byte[] PublicKey = {214,46,220,83,160,73,40,39,201,155,19,202,3,11,191,178,56,

74,90,36,248,103,18,144,170,163,145,87,54,61,34,220,222,

207,137,149,173,14,92,120,206,222,158,28,40,24,30,16,175,

108,128,35,230,118,40,121,113,125,216,130,11,24,90,48,194,

240,105,44,76,34,57,249,228,125,80,38,9,136,29,117,207,139,

168,181,85,137,126,10,126,242,120,247,121,8,100,12,201,171,

38,226,193,180,190,117,177,87,143,242,213,11,44,180,113,93,

106,99,179,68,175,211,164,116,64,148,226,254,172,147};

byte[] Exponent = {1,0,1};

//Create values to store encrypted symmetric keys.

byte[] EncryptedSymmetricKey;

byte[] EncryptedSymmetricIV;

//Create a new instance of the RSACryptoServiceProvider class.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Create a new instance of the RSAParameters structure.

RSAParameters RSAKeyInfo = new RSAParameters();

//Set RSAKeyInfo to the public key values.

RSAKeyInfo.Modulus = PublicKey;

RSAKeyInfo.Exponent = Exponent;

//Import key parameters into RSA.

RSA.ImportParameters(RSAKeyInfo);

//Create a new instance of the RijndaelManaged class.

RijndaelManaged RM = new RijndaelManaged();

//Encrypt the symmetric key and IV.

EncryptedSymmetricKey = RSA.Encrypt(RM.Key, false);

EncryptedSymmetricIV = RSA.Encrypt(RM.IV, false);

}

}

##### Encrypting Data

.NET Framework 2.0, 3.0

Symmetric encryption and asymmetric encryption are performed using different processes. Symmetric encryption is performed on streams and is therefore useful to encrypt large amounts of data. Asymmetric encryption is performed on a small number of bytes and is therefore useful only for small amounts of data.

Symmetric Encryption

The managed symmetric cryptography classes are used with a special stream class called a [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.80).aspx) that encrypts data read into the stream. The **CryptoStream** class is initialized with a managed stream class, a class implements the [ICryptoTransform](https://msdn.microsoft.com/en-us/library/system.security.cryptography.icryptotransform(v=vs.80).aspx) interface (created from a class that implements a cryptographic algorithm), and a [CryptoStreamMode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostreammode(v=vs.80).aspx) enumeration that describes the type of access permitted to the**CryptoStream**. The **CryptoStream** class can be initialized using any class that derives from the [Stream](https://msdn.microsoft.com/en-us/library/system.io.stream(v=vs.80).aspx) class, including [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.80).aspx),[MemoryStream](https://msdn.microsoft.com/en-us/library/system.io.memorystream(v=vs.80).aspx), and [NetworkStream](https://msdn.microsoft.com/en-us/library/system.net.sockets.networkstream(v=vs.80).aspx). Using these classes, you can perform symmetric encryption on a variety of stream objects.

The following example illustrates how to create a new instance of the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.80).aspx) class, which implements the Rijndael encryption algorithm, and use it to perform encryption on a **CryptoStream** class. In this example, the **CryptoStream** is initialized with a stream object called MyStream that can be any type of managed stream. The **CreateEncryptor** method from the **RijndaelManaged**class is passed the key and IV that are used for encryption. In this case, the default key and IV generated from RMCrypto are used. Finally, the**CryptoStreamMode.Write** is passed, specifying write access to the stream.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

RijndaelManaged RMCrypto = new RijndaelManaged();

CryptoStream CryptStream = new CryptoStream(MyStream, RMCrypto.CreateEncryptor(), CryptoStreamMode.Write);

After this code is executed, any data written to the **CryptoStream** object is encrypted using the Rijndael algorithm.

The following example shows the entire process of creating a stream, encrypting the stream, writing to the stream, and closing the stream. This example creates a network stream that is encrypted using the **CryptoStream** class and the **RijndaelManaged** class. A message is written to the encrypted stream with the [StreamWriter](https://msdn.microsoft.com/en-us/library/system.io.streamwriter(v=vs.80).aspx) class.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

using System;

using System.IO;

using System.Security.Cryptography;

using System.Net.Sockets;

public class main

{

public static void Main(string[] args)

{

try

{

//Create a TCP connection to a listening TCP process.

//Use "localhost" to specify the current computer or

//replace "localhost" with the IP address of the

//listening process.

TcpClient TCP = new TcpClient("localhost",11000);

//Create a network stream from the TCP connection.

NetworkStream NetStream = TCP.GetStream();

//Create a new instance of the RijndaelManaged class

// and encrypt the stream.

RijndaelManaged RMCrypto = new RijndaelManaged();

byte[] Key = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

byte[] IV = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

//Create a CryptoStream, pass it the NetworkStream, and encrypt

//it with the Rijndael class.

CryptoStream CryptStream = new CryptoStream(NetStream,

RMCrypto.CreateEncryptor(Key, IV),

CryptoStreamMode.Write);

//Create a StreamWriter for easy writing to the

//network stream.

StreamWriter SWriter = new StreamWriter(CryptStream);

//Write to the stream.

SWriter.WriteLine("Hello World!");

//Inform the user that the message was written

//to the stream.

Console.WriteLine("The message was sent.");

//Close all the connections.

SWriter.Close();

CryptStream.Close();

NetStream.Close();

TCP.Close();

}

catch

{

//Inform the user that an exception was raised.

Console.WriteLine("The connection failed.");

}

}

}

For the previous example to execute successfully, there must be a process listening on the IP address and port number specified in the[TCPCLient](https://msdn.microsoft.com/en-us/library/system.net.sockets.tcpclient(v=vs.80).aspx) class. If a listening process exists, the code will connect to the listening process, encrypt the stream using the Rijndael symmetric algorithm, and write "Hello World!" to the stream. If the code is successful, it displays the following text to the console:

The message was sent.

However, if no listening process is found or an exception is raised, the code displays the following text to the console:

The connection failed.

Asymmetric Encryption

Asymmetric algorithms are usually used to encrypt small amounts of data such as the encryption of a symmetric key and IV. Typically, an individual performing asymmetric encryption uses the public key generated by another party. The [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) class is provided by the .NET Framework for this purpose.

The following example uses public key information to encrypt a symmetric key and IV. Two byte arrays are initialized that represent the public key of a third party. An [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters(v=vs.80).aspx) object is initialized to these values. Next, the **RSAParameters** object (along with the public key it represents) is imported into an **RSACryptoServiceProvider** using the [RSACryptoServiceProvider.ImportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.importparameters(v=vs.80).aspx) method. Finally, the private key and IV created by a [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.80).aspx) class are encrypted. This example requires systems to have 128-bit encryption installed.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

using System;

using System.Security.Cryptography;

class Class1

{

static void Main()

{

//Initialize the byte arrays to the public key information.

byte[] PublicKey = {214,46,220,83,160,73,40,39,201,155,19,202,3,11,191,178,56,

74,90,36,248,103,18,144,170,163,145,87,54,61,34,220,222,

207,137,149,173,14,92,120,206,222,158,28,40,24,30,16,175,

108,128,35,230,118,40,121,113,125,216,130,11,24,90,48,194,

240,105,44,76,34,57,249,228,125,80,38,9,136,29,117,207,139,

168,181,85,137,126,10,126,242,120,247,121,8,100,12,201,171,

38,226,193,180,190,117,177,87,143,242,213,11,44,180,113,93,

106,99,179,68,175,211,164,116,64,148,226,254,172,147};

byte[] Exponent = {1,0,1};

//Create values to store encrypted symmetric keys.

byte[] EncryptedSymmetricKey;

byte[] EncryptedSymmetricIV;

//Create a new instance of the RSACryptoServiceProvider class.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Create a new instance of the RSAParameters structure.

RSAParameters RSAKeyInfo = new RSAParameters();

//Set RSAKeyInfo to the public key values.

RSAKeyInfo.Modulus = PublicKey;

RSAKeyInfo.Exponent = Exponent;

//Import key parameters into RSA.

RSA.ImportParameters(RSAKeyInfo);

//Create a new instance of the RijndaelManaged class.

RijndaelManaged RM = new RijndaelManaged();

//Encrypt the symmetric key and IV.

EncryptedSymmetricKey = RSA.Encrypt(RM.Key, false);

EncryptedSymmetricIV = RSA.Encrypt(RM.IV, false);

}

}

##### Encrypting Data

**.NET Framework 3.5, 4, 4.5, 4.6**

Updated: January 2010

Symmetric encryption and asymmetric encryption are performed using different processes. Symmetric encryption is performed on streams and is therefore useful to encrypt large amounts of data. Asymmetric encryption is performed on a small number of bytes and is therefore useful only for small amounts of data.

[**Symmetric Encryption**](javascript:void(0))

The managed symmetric cryptography classes are used with a special stream class called a [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.90).aspx) that encrypts data read into the stream. The **CryptoStream** class is initialized with a managed stream class, a class implements the [ICryptoTransform](https://msdn.microsoft.com/en-us/library/system.security.cryptography.icryptotransform(v=vs.90).aspx) interface (created from a class that implements a cryptographic algorithm), and a [CryptoStreamMode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostreammode(v=vs.90).aspx) enumeration that describes the type of access permitted to the **CryptoStream**. The **CryptoStream** class can be initialized using any class that derives from the [Stream](https://msdn.microsoft.com/en-us/library/system.io.stream(v=vs.90).aspx) class, including [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.90).aspx),[MemoryStream](https://msdn.microsoft.com/en-us/library/system.io.memorystream(v=vs.90).aspx), and [NetworkStream](https://msdn.microsoft.com/en-us/library/system.net.sockets.networkstream(v=vs.90).aspx). Using these classes, you can perform symmetric encryption on a variety of stream objects.

The following example illustrates how to create a new instance of the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.90).aspx) class, which implements the Rijndael encryption algorithm, and use it to perform encryption on a **CryptoStream** class. In this example, the **CryptoStream** is initialized with a stream object called MyStream that can be any type of managed stream. The **CreateEncryptor** method from the **RijndaelManaged**class is passed the key and IV that are used for encryption. In this case, the default key and IV generated from RMCrypto are used. Finally, the**CryptoStreamMode.Write** is passed, specifying write access to the stream.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

RijndaelManaged RMCrypto = new RijndaelManaged();

CryptoStream CryptStream = new CryptoStream(MyStream, RMCrypto.CreateEncryptor(), CryptoStreamMode.Write);

After this code is executed, any data written to the **CryptoStream** object is encrypted using the Rijndael algorithm.

The following example shows the entire process of creating a stream, encrypting the stream, writing to the stream, and closing the stream. This example creates a network stream that is encrypted using the **CryptoStream** class and the **RijndaelManaged** class. A message is written to the encrypted stream with the [StreamWriter](https://msdn.microsoft.com/en-us/library/system.io.streamwriter(v=vs.90).aspx) class.

|  |
| --- |
| Note**Note:** |
| You can also use this example to write to a file. To do that, delete the [TcpClient](https://msdn.microsoft.com/en-us/library/system.net.sockets.tcpclient(v=vs.90).aspx) reference and replace the [NetworkStream](https://msdn.microsoft.com/en-us/library/system.net.sockets.networkstream(v=vs.90).aspx) with a[FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.90).aspx). |

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

using System;

using System.IO;

using System.Security.Cryptography;

using System.Net.Sockets;

public class main

{

public static void Main(string[] args)

{

try

{

//Create a TCP connection to a listening TCP process.

//Use "localhost" to specify the current computer or

//replace "localhost" with the IP address of the

//listening process.

TcpClient TCP = new TcpClient("localhost",11000);

//Create a network stream from the TCP connection.

NetworkStream NetStream = TCP.GetStream();

//Create a new instance of the RijndaelManaged class

// and encrypt the stream.

RijndaelManaged RMCrypto = new RijndaelManaged();

byte[] Key = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

byte[] IV = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

//Create a CryptoStream, pass it the NetworkStream, and encrypt

//it with the Rijndael class.

CryptoStream CryptStream = new CryptoStream(NetStream,

RMCrypto.CreateEncryptor(Key, IV),

CryptoStreamMode.Write);

//Create a StreamWriter for easy writing to the

//network stream.

StreamWriter SWriter = new StreamWriter(CryptStream);

//Write to the stream.

SWriter.WriteLine("Hello World!");

//Inform the user that the message was written

//to the stream.

Console.WriteLine("The message was sent.");

//Close all the connections.

SWriter.Close();

CryptStream.Close();

NetStream.Close();

TCP.Close();

}

catch

{

//Inform the user that an exception was raised.

Console.WriteLine("The connection failed.");

}

}

}

For the previous example to execute successfully, there must be a process listening on the IP address and port number specified in the[TCPCLient](https://msdn.microsoft.com/en-us/library/system.net.sockets.tcpclient(v=vs.90).aspx) class. If a listening process exists, the code will connect to the listening process, encrypt the stream using the Rijndael symmetric algorithm, and write "Hello World!" to the stream. If the code is successful, it displays the following text to the console:

The message was sent.

However, if no listening process is found or an exception is raised, the code displays the following text to the console:

The connection failed.

[**Asymmetric Encryption**](javascript:void(0))

Asymmetric algorithms are usually used to encrypt small amounts of data such as the encryption of a symmetric key and IV. Typically, an individual performing asymmetric encryption uses the public key generated by another party. The [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.90).aspx) class is provided by the .NET Framework for this purpose.

The following example uses public key information to encrypt a symmetric key and IV. Two byte arrays are initialized that represent the public key of a third party. An [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters(v=vs.90).aspx) object is initialized to these values. Next, the **RSAParameters** object (along with the public key it represents) is imported into an **RSACryptoServiceProvider** using the [RSACryptoServiceProvider.ImportParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider.importparameters(v=vs.90).aspx) method. Finally, the private key and IV created by a [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.90).aspx) class are encrypted. This example requires systems to have 128-bit encryption installed.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/as0w18af(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

using System;

using System.Security.Cryptography;

class Class1

{

static void Main()

{

//Initialize the byte arrays to the public key information.

byte[] PublicKey = {214,46,220,83,160,73,40,39,201,155,19,202,3,11,191,178,56,

74,90,36,248,103,18,144,170,163,145,87,54,61,34,220,222,

207,137,149,173,14,92,120,206,222,158,28,40,24,30,16,175,

108,128,35,230,118,40,121,113,125,216,130,11,24,90,48,194,

240,105,44,76,34,57,249,228,125,80,38,9,136,29,117,207,139,

168,181,85,137,126,10,126,242,120,247,121,8,100,12,201,171,

38,226,193,180,190,117,177,87,143,242,213,11,44,180,113,93,

106,99,179,68,175,211,164,116,64,148,226,254,172,147};

byte[] Exponent = {1,0,1};

//Create values to store encrypted symmetric keys.

byte[] EncryptedSymmetricKey;

byte[] EncryptedSymmetricIV;

//Create a new instance of the RSACryptoServiceProvider class.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Create a new instance of the RSAParameters structure.

RSAParameters RSAKeyInfo = new RSAParameters();

//Set RSAKeyInfo to the public key values.

RSAKeyInfo.Modulus = PublicKey;

RSAKeyInfo.Exponent = Exponent;

//Import key parameters into RSA.

RSA.ImportParameters(RSAKeyInfo);

//Create a new instance of the RijndaelManaged class.

RijndaelManaged RM = new RijndaelManaged();

//Encrypt the symmetric key and IV.

EncryptedSymmetricKey = RSA.Encrypt(RM.Key, false);

EncryptedSymmetricIV = RSA.Encrypt(RM.IV, false);

}

}

[**See Also**](javascript:void(0))

Concepts

[Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-us/library/5e9ft273(v=vs.90).aspx)

[Decrypting Data](https://msdn.microsoft.com/en-us/library/te15te69(v=vs.90).aspx)

Other Resources

[Cryptographic Tasks](https://msdn.microsoft.com/en-us/library/7yx4d854(v=vs.90).aspx)

[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.90).aspx)

[**Change History**](javascript:void(0))

|  |  |  |
| --- | --- | --- |
| Date | History | Reason |
| January 2010 | Added information about using the example to write to a file. | Customer feedback. |

##### Decrypting Data

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Decryption is the reverse operation of encryption. For secret-key encryption, you must know both the key and IV that were used to encrypt the data. For public-key encryption, you must know either the public key (if the data was encrypted using the private key) or the private key (if the data was encrypted using the public key).

Symmetric Decryption

The decryption of data encrypted with symmetric algorithms is similar to the process used to encrypt data with symmetric algorithms. The[CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.71).aspx)class is used with symmetric cryptography classes provided by the .NET Framework to decrypt data read from any managed stream object.

The following example illustrates how to create a new instance of the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.71).aspx) class and use it to perform decryption on a[CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.71).aspx) object. This example first creates a new instance of the **RijndaelManaged** class. Next it creates a **CryptoStream** object and initializes it to the value of a managed stream called MyStream. Next, the **CreateDecryptor** method from the **RijndaelManaged**classis passed the same key and IV that was used for encryption and is then passed to the **CryptoStream** constructor. Finally, the**CryptoStreamMode.Read** enumeration is passed to the **CryptoStream** constructor to specify read access to the stream.

VB

Dim RMCrypto As New RijndaelManaged()

Dim CryptStream As New CryptoStream(MyStream, RMCrypto.CreateDecryptor(RMCrypto.Key, RMCrypto.IV), CryptoStreamMode.Read)

[C#]

RijndaelManaged RMCrypto = new RijndaelManaged();

CryptoStream CryptStream = new CryptoStream(MyStream, RMCrypto.CreateDecryptor(Key, IV), CryptoStreamMode.Read);

The following example shows the entire process of creating a stream, decrypting the stream, reading from the stream, and closing the streams. A [TCPListener](https://msdn.microsoft.com/en-us/library/system.net.sockets.tcplistener(v=vs.71).aspx) object is created that initializes a network stream when a connection to the listening object is made. The network stream is then decrypted using the **CryptoStream** class and the **RijndaelManaged** class. This example assumes that the key and IV values have been either safely transferred or previously agreed upon. It does not show the code needed to encrypt and transfer these values.

VB

Imports System

Imports System.Net.Sockets

Imports System.Threading

Imports System.IO

Imports System.Security.Cryptography

Module Module1

Sub Main()

'The key and IV must be the same values that were used

'to encrypt the stream.

Dim Key As Byte() = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16}

Dim IV As Byte() = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16}

Try

'Initialize a TCPListener on port 11000

'using the current IP address.

Dim TCPListen As New TcpListener(11000)

'Start the listener.

TCPListen.Start()

'Check for a connection every five seconds.

While Not TCPListen.Pending()

Console.WriteLine("Still listening. Will try in 5 seconds.")

Thread.Sleep(5000)

End While

'Accept the client if one is found.

Dim TCP As TcpClient = TCPListen.AcceptTcpClient()

'Create a network stream from the connection.

Dim NetStream As NetworkStream = TCP.GetStream()

'Create a new instance of the RijndaelManaged class

'and decrypt the stream.

Dim RMCrypto As New RijndaelManaged()

'Create an instance of the CryptoStream class, pass it the NetworkStream, and decrypt

'it with the Rijndael class using the key and IV.

Dim CryptStream As New CryptoStream(NetStream, RMCrypto.CreateDecryptor(Key, IV), CryptoStreamMode.Read)

'Read the stream.

Dim SReader As New StreamReader(CryptStream)

'Display the message.

Console.WriteLine("The decrypted original message: {0}", SReader.ReadToEnd())

'Close the streams.

SReader.Close()

NetStream.Close()

TCP.Close()

'Catch any exceptions.

Catch

Console.WriteLine("The Listener Failed.")

End Try

End Sub

End Module

[C#]

using System;

using System.Net.Sockets;

using System.Threading;

using System.IO;

using System.Security.Cryptography;

class Class1

{

static void Main(string[] args)

{

//The key and IV must be the same values that were used

//to encrypt the stream.

byte[] Key = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

byte[] IV = {0x01, 0x02, 0x03, 0x04, 0x05, 0x06, 0x07, 0x08, 0x09, 0x10, 0x11, 0x12, 0x13, 0x14, 0x15, 0x16};

try

{

//Initialize a TCPListener on port 11000

//using the current IP address.

TcpListener TCPListen = new TcpListener(11000);

//Start the listener.

TCPListen.Start();

//Check for a connection every five seconds.

while(!TCPListen.Pending())

{

Console.WriteLine("Still listening. Will try in 5 seconds.");

Thread.Sleep(5000);

}

//Accept the client if one is found.

TcpClient TCP = TCPListen.AcceptTcpClient();

//Create a network stream from the connection.

NetworkStream NetStream = TCP.GetStream();

//Create a new instance of the RijndaelManaged class

// and decrypt the stream.

RijndaelManaged RMCrypto = new RijndaelManaged();

//Create a CryptoStream, pass it the NetworkStream, and decrypt

//it with the Rijndael class using the key and IV.

CryptoStream CryptStream = new CryptoStream(NetStream,

RMCrypto.CreateDecryptor(Key, IV),

CryptoStreamMode.Read);

//Read the stream.

StreamReader SReader = new StreamReader(CryptStream);

//Display the message.

Console.WriteLine("The decrypted original message: {0}", SReader.ReadToEnd());

//Close the streams.

SReader.Close();

NetStream.Close();

TCP.Close();

}

//Catch any exceptions.

catch

{

Console.WriteLine("The Listener Failed.");

}

}

}

For the previous sample to work, an encrypted connection must be made to the listener. The connection must use the same key, IV, and algorithm used in the listener. If such a connection is made, the message is decrypted and displayed to the console.

Asymmetric Decryption

Someone who generates a public/private key pair typically performs asymmetric decryption. You can decrypt data using the[RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx) that you used to create the public/private key pair or initialize a new **RSACryptoServiceProvider** with the key information. Decryption will be successful only if you use the private key that corresponds to the public key used to encrypt the data.

The following example illustrates the decryption of two arrays of bytes that represent a symmetric key and IV.

VB

'Create a new instance of the RSACryptoServiceProvider class.

Dim RSA As New RSACryptoServiceProvider()

'Decrypt the symmetric key and IV.

SymmetricKey = RSA.Decrypt(EncryptedSymmetricKey, False)

SymmetricIV = RSA.Decrypt(EncryptedSymmetricIV, False)

[C#]

//Create a new instance of the RSACryptoServiceProvider class.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Decrypt the symmetric key and IV.

SymmetricKey = RSA.Decrypt( EncryptedSymmetricKey, false);

SymmetricIV = RSA.Decrypt( EncryptedSymmetricIV , false);

#### Cryptographic Signatures

.NET Framework 1.1

Cryptographic signatures allow you to verify that data originates from a certain individual. This section explains how to generate and verify digital signatures.

#### Cryptographic Signatures

**.NET Framework 2.0, 3.0, 3.5**

Cryptographic digital signatures use public key algorithms to provide data integrity. When you sign data with a digital signature, someone else can verify the signature, and can prove that the data originated from you and was not altered after you signed it. For more information about digital signatures, see [Cryptography Overview](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.80).aspx).

This section explains how to generate and verify digital signatures using classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.80).aspx) namespace.

See Also

Concepts

[Generating Signatures](https://msdn.microsoft.com/en-us/library/6yxzeb7e(v=vs.80).aspx)  
[Verifying Signatures](https://msdn.microsoft.com/en-us/library/201yh4c4(v=vs.80).aspx)

Other Resources

[Cryptographic Tasks](https://msdn.microsoft.com/en-us/library/7yx4d854(v=vs.80).aspx)  
[Cryptographic Services](https://msdn.microsoft.com/en-us/library/93bskf9z(v=vs.80).aspx)

#### Cryptographic Signatures

**.NET Framework 4, 4.5, 4.6**

Cryptographic digital signatures use public key algorithms to provide data integrity. When you sign data with a digital signature, someone else can verify the signature, and can prove that the data originated from you and was not altered after you signed it. For more information about digital signatures, see [Cryptographic Services](https://msdn.microsoft.com/en-us/library/92f9ye3s(v=vs.100).aspx).

This topic explains how to generate and verify digital signatures using classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.100).aspx) namespace.

* [Generating Signatures](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx#generate)
* [Verifying Signatures](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx#verify)

[**Generating Signatures**](javascript:void(0))

Digital signatures are usually applied to hash values that represent larger data. The following example applies a digital signature to a hash value. First, a new instance of the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx) class is created to generate a public/private key pair. Next, the[RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx) is passed to a new instance of the [RSAPKCS1SignatureFormatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signatureformatter(v=vs.100).aspx) class. This transfers the private key to the[RSAPKCS1SignatureFormatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signatureformatter(v=vs.100).aspx), which actually performs the digital signing. Before you can sign the hash code, you must specify a hash algorithm to use. This example uses the SHA1 algorithm. Finally, the [RSAPKCS1SignatureFormatter.CreateSignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricsignatureformatter.createsignature(v=vs.100).aspx) method is called to perform the signing.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

class Class1

{

static void Main()

{

//The hash value to sign.

byte[] HashValue = {59,4,248,102,77,97,142,201,210,12,224,93,25,41,100,197,213,134,130,135};

//The value to hold the signed value.

byte[] SignedHashValue;

//Generate a public/private key pair.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Create an RSAPKCS1SignatureFormatter object and pass it the

//RSACryptoServiceProvider to transfer the private key.

RSAPKCS1SignatureFormatter RSAFormatter = new RSAPKCS1SignatureFormatter(RSA);

//Set the hash algorithm to SHA1.

RSAFormatter.SetHashAlgorithm("SHA1");

//Create a signature for HashValue and assign it to

//SignedHashValue.

SignedHashValue = RSAFormatter.CreateSignature(HashValue);

}

}

Signing XML Files

The .NET Framework provides the [System.Security.Cryptography.XML](https://msdn.microsoft.com/en-us/library/system.security.cryptography.xml.encrypteddata.encrypteddata(v=vs.100).aspx) namespace, which enables you sign XML. Signing XML is important when you want to verify that the XML originates from a certain source. For example, if you are using a stock quote service that uses XML, you can verify the source of the XML if it is signed.

The classes in this namespace follow the [XML-Signature Syntax and Processing recommendation](http://go.microsoft.com/fwlink/?LinkId=136777) from the World Wide Web Consortium.

[Back to top](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx#top)

[**Verifying Signatures**](javascript:void(0))

To verify that data was signed by a particular party, you must have the following information:

* The public key of the party that signed the data.
* The digital signature.
* The data that was signed.
* The hash algorithm used by the signer.

To verify a signature signed by the [RSAPKCS1SignatureFormatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signatureformatter(v=vs.100).aspx) class, use the [RSAPKCS1SignatureDeformatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signaturedeformatter(v=vs.100).aspx) class. The[RSAPKCS1SignatureDeformatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signaturedeformatter(v=vs.100).aspx) class must be supplied the public key of the signer. You will need the values of the modulus and the exponent to specify the public key. (The party that generated the public/private key pair should provide these values.) First create an[RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx) object to hold the public key that will verify the signature, and then initialize an [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters_fields(v=vs.100).aspx) structure to the modulus and exponent values that specify the public key.

The following code shows the creation of an [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters_fields(v=vs.100).aspx) structure. The **Modulus** property is set to the value of a byte array calledModulusData and the **Exponent** property is set to the value of a byte array called ExponentData.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

RSAParameters RSAKeyInfo;

RSAKeyInfo.Modulus = ModulusData;

RSAKeyInfo.Exponent = ExponentData;

After you have created the [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters_fields(v=vs.100).aspx) object, you can initialize a new instance of the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx) class to the values specified in [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters_fields(v=vs.100).aspx). The [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.100).aspx) is, in turn, passed to the constructor of an [RSAPKCS1SignatureDeformatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signaturedeformatter(v=vs.100).aspx) to transfer the key.

The following example illustrates this process. In this example, HashValue and SignedHashValue are arrays of bytes provided by a remote party. The remote party has signed the HashValue using the SHA1 algorithm, producing the digital signature SignedHashValue. The

[RSAPKCS1SignatureDeformatter.VerifySignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signaturedeformatter.verifysignature(v=vs.100).aspx) method verifies that the digital signature is valid and was used to sign the HashValue.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/hk8wx38z(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

RSA.ImportParameters(RSAKeyInfo);

RSAPKCS1SignatureDeformatter RSADeformatter = new RSAPKCS1SignatureDeformatter(RSA);

RSADeformatter.SetHashAlgorithm("SHA1");

if(RSADeformatter.VerifySignature(HashValue, SignedHashValue))

{

Console.WriteLine("The signature is valid.");

}

else

{

Console.WriteLine("The signature is not valid.");

}

This code fragment will display "The signature is valid" if the signature is valid and "The signature is not valid" if it is not.

#### Cryptographic Signatures in Silverlight

Silverlight

In Silverlight, cryptographic digital signatures use a Hash-based Message Authentication Code (HMAC) such as the [HMACSHA256](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha256(v=vs.95).aspx) algorithm to provide data integrity. When you sign data with a digital signature, someone else can verify the signature, and can prove that the data originated from you and was not altered after you signed it. For more information about digital signatures, see [Cryptographic Services](http://go.microsoft.com/fwlink/?LinkId=113746) in the .NET Framework documentation.

##### Generating Signatures

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Digital signatures are usually applied to hash values that represent larger data. The following example applies a digital signature to a hash value. First, a new instance of the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx) class is created to generate a public/private key pair. Next, the**RSACryptoServiceProvider** is passed to a new instance of the [RSAPKCS1SignatureFormatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signatureformatter(v=vs.71).aspx) class. This transfers the private key to the**RSAPKCS1SignatureFormatter**, which actually performs the digital signing. Before you can sign the hash code, you must specify a hash algorithm to use. This example uses the SHA1 algorithm. Finally, the [RSAPKCS1SignatureFormatter.CreateSignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.asymmetricsignatureformatter.createsignature(v=vs.71).aspx) method is called to perform the signing.

VB

Imports System

Imports System.Security.Cryptography

Module Module1

Sub Main()

'The hash value to sign.

Dim HashValue As Byte() = {59, 4, 248, 102, 77, 97, 142, 201, 210, 12, 224, 93, 25, 41, 100, 197, 213, 134, 130, 135}

'The value to hold the signed value.

Dim SignedHashValue() As Byte

'Generate a public/private key pair.

Dim RSA As New RSACryptoServiceProvider()

'Create an RSAPKCS1SignatureFormatter object and pass it

'the RSACryptoServiceProvider to transfer the private key.

Dim RSAFormatter As New RSAPKCS1SignatureFormatter(RSA)

'Set the hash algorithm to SHA1.

RSAFormatter.SetHashAlgorithm("SHA1")

'Create a signature for HashValue and assign it to

'SignedHashValue.

SignedHashValue = RSAFormatter.CreateSignature(HashValue)

End Sub

End Module

using System;

using System.Security.Cryptography;

[C#]

class Class1

{

static void Main()

{

//The hash value to sign.

byte[] HashValue = {59,4,248,102,77,97,142,201,210,12,224,93,25,41,100,197,213,134,130,135};

//The value to hold the signed value.

byte[] SignedHashValue;

//Generate a public/private key pair.

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

//Create an RSAPKCS1SignatureFormatter object and pass it the

//RSACryptoServiceProvider to transfer the private key.

RSAPKCS1SignatureFormatter RSAFormatter = new RSAPKCS1SignatureFormatter(RSA);

//Set the hash algorithm to SHA1.

RSAFormatter.SetHashAlgorithm("SHA1");

//Create a signature for HashValue and assign it to

//SignedHashValue.

SignedHashValue = RSAFormatter.CreateSignature(HashValue);

}

}

Signing XML Files

The .NET Framework provides the [System.Security.Cryptography.XML](https://msdn.microsoft.com/en-us/library/system.security.cryptography.xml.encrypteddata.encrypteddata(v=vs.71).aspx) namespace, which allows you sign XML. Signing XML is important when you want to verify that the XML originates from a certain source. For example, if you are using a stock quote service that uses XML, you can verify the source of the XML if it is signed.

The classes in this namespace follow the World Wide Web Consortium recommendation "XML-Signature Syntax and Processing," described at www.w3.org.

##### Verifying Signatures

**.NET Framework 1.1, 2.0, 3.0, 3.5**

In order to verify that data was signed by a particular party, you must have the following information:

* The public key of the party that signed the data.
* The digital signature.
* The data that was signed.
* The hash algorithm used by the signer.

To verify a signature signed by the [RSAPKCS1SignatureFormatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signatureformatter(v=vs.71).aspx)class, use the [RSAPKCS1SignatureDeformatter](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsapkcs1signaturedeformatter(v=vs.71).aspx)class. The**RSAPKCS1SignatureDeformatter** class must be supplied the public key of the signer. You will need the values of the modulus and the exponent to specify the public key. (The party that generated the public/private key pair should provide these values.) First create an[RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.71).aspx) object to hold the public key that will verify the signature, and then initialize an [RSAParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsaparameters_fields(v=vs.71).aspx) structure to the modulus and exponent values that specify the public key.

The following code shows the creation of an **RSAParameters** structure. The **Modulus** property is set to the value of a byte array calledModulusData and the **Exponent** property is set to the value of a byte array called ExponentData.

VB

Dim RSAKeyInfo As RSAParameters

RSAKeyInfo.Modulus = ModulusData

RSAKeyInfo.Exponent = ExponentData

[C#]

RSAParameters RSAKeyInfo;

RSAKeyInfo.Modulus = ModulusData;

RSAKeyInfo.Exponent = ExponentData;

After you have created the **RSAParameters**object, you can initialize a new instance of the **RSACryptoServiceProvider** class to the values specified in **RSAParameters**. The **RSACryptoServiceProvider** is, in turn, passed to the constructor of an **RSAPKCS1SignatureDeformatter**to transfer the key.

The following example illustrates this process. In this example, HashValue and SignedHashValue are arrays of bytes provided by a remote party. The remote party has signed the HashValue using the SHA1 algorithm, producing the digital signature SignedHashValue. The**RSAPKCS1SignatureDeformatter.VerifySignature**method verifies that the digital signature is valid and was used to sign the HashValue.

VB

Dim RSA As New RSACryptoServiceProvider()

RSA.ImportParameters(RSAKeyInfo)

Dim RSADeformatter As New RSAPKCS1SignatureDeformatter(RSA)

RSADeformatter.SetHashAlgorithm("SHA1")

If RSADeformatter.VerifySignature(HashValue, SignedHashValue) Then

Console.WriteLine("The signature is valid.")

Else

Console.WriteLine("The signture is not valid.")

End If

[C#]

RSACryptoServiceProvider RSA = new RSACryptoServiceProvider();

RSA2.ImportParameters(RSAKeyInfo);

RSAPKCS1SignatureDeformatter RSADeformatter = new RSAPKCS1SignatureDeformatter(RSA);

RSADeformatter.SetHashAlgorithm("SHA1");

if(RSADeformatter.VerifySignature(HashValue, SignedHashValue))

{

Console.WriteLine("The signature is valid.");

}

else

{

Console.WriteLine("The signature is not valid.");

}

This code fragment will display "The signature is valid" if the signature is valid and "The signature is not valid" if it is not.

#### Ensuring Data Integrity with Hash Codes

.NET Framework 1.1, 2.0, 3.0

A hash value is a numeric value of a fixed length that uniquely identifies data. Hash values are used with digital signatures because hash values represent a large amount of data as a much smaller numeric value. You can efficiently sign a hash value instead of signing the larger value. Hash values are also useful for verifying the integrity of data sent through insecure channels. The hash value of received data can be compared to the hash value of data as it was sent to determine whether the data was altered. This section describes how to generate hash codes using the classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.71).aspx) namespace.

3.5

A hash value is a numeric value of a fixed length that uniquely identifies data. Hash values are used with digital signatures because hash values represent a large amount of data as a much smaller numeric value. You can efficiently sign a hash value instead of signing the larger value. Hash values are also useful for verifying the integrity of data sent through insecure channels. The hash value of received data can be compared to the hash value of data as it was sent to determine whether the data was altered.

The topics in this section ([Generating a Hash](https://msdn.microsoft.com/en-us/library/w1t5hx6k(v=vs.90).aspx) and [Verifying a Hash](https://msdn.microsoft.com/en-us/library/yeyw8w2d(v=vs.90).aspx)) describe how to generate hash codes using the classes in the[System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.90).aspx) namespace.

##### Generating a Hash

.NET Framework 1.1, 2.0, 3.0, 3.5

The managed hash classes can hash either an array of bytes or a managed stream object. The following example uses the SHA1 hash algorithm to create a hash value for a string. The example uses the [UnicodeEncoding](https://msdn.microsoft.com/en-us/library/system.text.unicodeencoding(v=vs.85).aspx) class to convert the string into an array of bytes that are hashed using the [SHA1Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1managed(v=vs.85).aspx) class. The hash value is then displayed to the console.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/w1t5hx6k(v=vs.85).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.IO;

using System.Security.Cryptography;

using System.Text;

class Class1

{

static void Main(string[] args)

{

byte[] HashValue;

string MessageString = "This is the original message!";

//Create a new instance of the UnicodeEncoding class to

//convert the string into an array of Unicode bytes.

UnicodeEncoding UE = new UnicodeEncoding();

//Convert the string into an array of bytes.

byte[] MessageBytes = UE.GetBytes(MessageString);

//Create a new instance of the SHA1Managed class to create

//the hash value.

SHA1Managed SHhash = new SHA1Managed();

//Create the hash value from the array of bytes.

HashValue = SHhash.ComputeHash(MessageBytes);

//Display the hash value to the console.

foreach(byte b in HashValue)

{

Console.Write("{0} ", b);

}

}

}

This code will display the following string to the console:

59 4 248 102 77 97 142 201 210 12 224 93 25 41 100 197 213 134 130 135

##### Verifying a Hash

.NET Framework 1.1, 2.0, 3.0, 3.5

Data can be compared to a hash value to determine its integrity. Usually, data is hashed at a certain time and the hash value is protected in some way. At a later time, the data can be hashed again and compared to the protected value. If the hash values match, then the data has not been altered. However, if the values do not match, the data has been corrupted. For this system to work, the protected hash must be encrypted or kept secret from all untrusted parties.

The following example compares the previous hash value of a string to a new hash value. This example loops through each byte of the hash values and makes a comparison.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/yeyw8w2d(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Security.Cryptography;

using System.Text;

class Class1

{

static void Main()

{

//This hash value is produced from "This is the original message!"

//using SHA1Managed.

byte[] SentHashValue = {59,4,248,102,77,97,142,201,210,12,224,93,25,41,100,197,213,134,130,135};

//This is the string that corresponds to the previous hash value.

string MessageString = "This is the original message!";

byte[] CompareHashValue;

//Create a new instance of the UnicodeEncoding class to

//convert the string into an array of Unicode bytes.

UnicodeEncoding UE = new UnicodeEncoding();

//Convert the string into an array of bytes.

byte[] MessageBytes = UE.GetBytes(MessageString);

//Create a new instance of the SHA1Managed class to create

//the hash value.

SHA1Managed SHhash = new SHA1Managed();

//Create the hash value from the array of bytes.

CompareHashValue = SHhash.ComputeHash(MessageBytes);

bool Same = true;

//Compare the values of the two byte arrays.

for(int x = 0; x < SentHashValue.Length;x++)

{

if (SentHashValue[x] != CompareHashValue[x])

{

Same = false;

}

}

//Display whether or not the hash values are the same.

if(Same)

{

Console.WriteLine("The hash codes match.");

}

else

{

Console.WriteLine("The hash codes do not match.");

}

}

}

If the two hash values match, this code displays the following to the console:

The hash codes match.

However, if they do not match, the code displays the following:

The hash codes do not match.

#### Ensuring Data Integrity with Hash Codes

**.NET Framework 4, 4.5, 4.6**

A hash value is a numeric value of a fixed length that uniquely identifies data. Hash values represent large amounts of data as much smaller numeric values, so they are used with digital signatures. You can sign a hash value more efficiently than signing the larger value. Hash values are also useful for verifying the integrity of data sent through insecure channels. The hash value of received data can be compared to the hash value of data as it was sent to determine whether the data was altered.

This topic describes how to generate and verify hash codes by using the classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.100).aspx) namespace.

[**Generating a Hash**](javascript:void(0))

The managed hash classes can hash either an array of bytes or a managed stream object. The following example uses the SHA1 hash algorithm to create a hash value for a string. The example uses the [UnicodeEncoding](https://msdn.microsoft.com/en-us/library/system.text.unicodeencoding(v=vs.100).aspx) class to convert the string into an array of bytes that are hashed by using the [SHA1Managed](https://msdn.microsoft.com/en-us/library/system.security.cryptography.sha1managed(v=vs.100).aspx) class. The hash value is then displayed to the console.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.IO;

using System.Security.Cryptography;

using System.Text;

class Class1

{

static void Main(string[] args)

{

byte[] HashValue;

string MessageString = "This is the original message!";

//Create a new instance of the UnicodeEncoding class to

//convert the string into an array of Unicode bytes.

UnicodeEncoding UE = new UnicodeEncoding();

//Convert the string into an array of bytes.

byte[] MessageBytes = UE.GetBytes(MessageString);

//Create a new instance of the SHA1Managed class to create

//the hash value.

SHA1Managed SHhash = new SHA1Managed();

//Create the hash value from the array of bytes.

HashValue = SHhash.ComputeHash(MessageBytes);

//Display the hash value to the console.

foreach (byte b in HashValue)

{

Console.Write("{0} ", b);

}

}

}

This code will display the following string to the console:

59 4 248 102 77 97 142 201 210 12 224 93 25 41 100 197 213 134 130 135

[**Verifying a Hash**](javascript:void(0))

Data can be compared to a hash value to determine its integrity. Usually, data is hashed at a certain time and the hash value is protected in some way. At a later time, the data can be hashed again and compared to the protected value. If the hash values match, the data has not been altered. If the values do not match, the data has been corrupted. For this system to work, the protected hash must be encrypted or kept secret from all untrusted parties.

The following example compares the previous hash value of a string to a new hash value. This example loops through each byte of the hash values and makes a comparison.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.100).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

using System;

using System.Security.Cryptography;

using System.Text;

class Class1

{

static void Main()

{

//This hash value is produced from "This is the original message!"

//using SHA1Managed.

byte[] SentHashValue = { 59, 4, 248, 102, 77, 97, 142, 201, 210, 12, 224, 93, 25, 41, 100, 197, 213, 134, 130, 135 };

//This is the string that corresponds to the previous hash value.

string MessageString = "This is the original message!";

byte[] CompareHashValue;

//Create a new instance of the UnicodeEncoding class to

//convert the string into an array of Unicode bytes.

UnicodeEncoding UE = new UnicodeEncoding();

//Convert the string into an array of bytes.

byte[] MessageBytes = UE.GetBytes(MessageString);

//Create a new instance of the SHA1Managed class to create

//the hash value.

SHA1Managed SHhash = new SHA1Managed();

//Create the hash value from the array of bytes.

CompareHashValue = SHhash.ComputeHash(MessageBytes);

bool Same = true;

//Compare the values of the two byte arrays.

for (int x = 0; x < SentHashValue.Length; x++)

{

if (SentHashValue[x] != CompareHashValue[x])

{

Same = false;

}

}

//Display whether or not the hash values are the same.

if (Same)

{

Console.WriteLine("The hash codes match.");

}

else

{

Console.WriteLine("The hash codes do not match.");

}

}

}

If the two hash values match, this code displays the following to the console:

The hash codes match.

If they do not match, the code displays the following:

The hash codes do not match.

#### Ensuring Data Integrity with Hash Codes

**Silverlight**

In Silverlight-based applications, you can use hash codes to help ensure data integrity.

A hash value is a numeric value of a fixed length that uniquely identifies data. Hash values are created with a hashing algorithm derived from the [System.Security.Cryptography.HashAlgorithm](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hashalgorithm(v=vs.95).aspx) class. A hashing algorithm is a well-defined mathematical procedure that represents a (potentially) large amount of data as a much smaller integer.

Hash values are also useful for verifying the integrity of data sent through insecure channels. The hash value of received data can be compared to the hash value of data when it was sent to determine whether the data was altered.

Digital signatures often consist of encrypted hash values. Encrypting hash values is an efficient use of computational and bandwidth resources, because hash values represent a large amount of data as a much smaller numeric value. Depending upon your security requirements, you may choose to encrypt a message's hash value instead of encrypting the message itself.

This topic describes how to generate and verify hash codes in Silverlight using the classes in the [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.95).aspx) namespace. It contains the following sections:

* [Generating a Hash Code](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.95).aspx#generate)
* [Verifying a Hash Code](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.95).aspx#verify)

[**Generating a Hash Code**](javascript:void(0))

The managed hash classes can hash either an array of bytes or a managed stream object. The two examples in this section demonstrate these scenarios.

The following example shows how to use the HMACSHA256 constructor and an [IsolatedStorageFileStream](https://msdn.microsoft.com/en-us/library/system.io.isolatedstorage.isolatedstoragefilestream(v=vs.95).aspx) object to encrypt an isolated storage file. The key that is used to calculate the hash code is derived using a password that is specified by the user. This code example is part of a larger example provided for the [HMACSHA256](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha256(v=vs.95).aspx) class.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.95).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

// Initialize the keyed hash object.

HMACSHA256 myhmacsha256 = new HMACSHA256(key);

IsolatedStorageFileStream inStream = isoStore.OpenFile(sourceFilePath, FileMode.Open);

inStream.Position = 0;

// Compute the hash of the input file.

byte[] hashValue = myhmacsha256.ComputeHash(inStream);

// Reset inStream to the beginning of the file.

inStream.Position = 0;

// Write the computed hash value to the output file.

outStream.Write(hashValue, 0, hashValue.Length);

// Copy the contents of the sourceFile to the destFile.

int bytesRead;

// read 1K at a time

byte[] buffer = new byte[1024];

do

{

// Read from the wrapping CryptoStream.

bytesRead = inStream.Read(buffer, 0, 1024);

outStream.Write(buffer, 0, bytesRead);

} while (bytesRead > 0);

myhmacsha256.Clear();

The following example shows how to use the [System.Text.UnicodeEncoding](https://msdn.microsoft.com/en-us/library/system.text.unicodeencoding(v=vs.95).aspx) class to convert a string into an array of bytes that can be hashed using one of the hashing algorithms.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.95).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

byte[] HashValue;

string MessageString = "This is the original message!";

// Create a new instance of the UnicodeEncoding class to

// convert the string into an array of Unicode bytes.

UnicodeEncoding UE = new UnicodeEncoding();

// Convert the string into an array of bytes.

byte[] MessageBytes = UE.GetBytes(MessageString);

// Create a new instance of the SHA1Managed class to create

// the hash value.

SHA1Managed SHhash = new SHA1Managed();

// Create the hash value from the array of bytes.

HashValue = SHhash.ComputeHash(MessageBytes);

[**Verifying a Hash Code**](javascript:void(0))

Data can be compared to a hash value to determine its integrity. Usually, data is hashed at a certain time and the hash value is protected in some way. At a later time, the data can be hashed again and compared to the protected value. If the hash values match, the data has not been altered. If the values do not match, the data has been corrupted.

The following example shows how to use the [ComputeHash](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hashalgorithm.computehash(v=vs.95).aspx) method to validate the signature of an isolated storage file. The key that is used to calculate the hash code is derived from a password that is specified by the user. This code example is part of a larger example provided for the [HMACSHA256](https://msdn.microsoft.com/en-us/library/system.security.cryptography.hmacsha256(v=vs.95).aspx) class.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f9ax34y5(v=vs.95).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

// Initialize the keyed hash object.

HMACSHA256 hmacsha256 = new HMACSHA256(key);

// Create an array to hold the keyed hash value read from the file.

byte[] storedHash = new byte[hmacsha256.HashSize / 8];

// Create a FileStream for the source file

// Read in the storedHash.

inStream.Read(storedHash, 0, storedHash.Length);

// Compute the hash of the remaining contents of the file.

// The stream is properly positioned at the beginning of the content,

// immediately after the stored hash value.

byte[] computedHash = hmacsha256.ComputeHash(inStream);

// compare the computed hash with the stored value

for (int i = 0; i < storedHash.Length; i++)

{

if (computedHash[i] != storedHash[i])

{

outputBlock.Text = "Hash values differ! Either wrong password or file has changed.";

return false;

}

}

outputBlock.Text = "Hash values agree -- no tampering occurred.";

#### Creating a Cryptographic Scheme

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

The cryptographic components of the .NET Framework can be combined to create different schemes to encrypt and decrypt data.

A simple cryptographic scheme for encrypting and decrypting data might specify the following steps:

1. Each party generates a public/private key pair.
2. The parties exchange their public keys.
3. Each party generates a secret key for TripleDES encryption, for example, and encrypts the newly created key using the other's public key.
4. Each party sends the data to the other and combines the other's secret key with its own, in a particular order, to create a new secret key.
5. The parties then initiate a conversation using symmetric encryption.

Creating a cryptographic scheme is not a trivial task. For more information on using cryptography, see the Cryptography topic in the Platform SDK documentation at http://msdn.microsoft.com/library.

#### Extending the KeyedHashAlgorithm Class

.NET Framework 2.0, 3.0, 3.5, 4

The cryptographic classes provided by the .NET Framework are extremely extensible. This section provides an example of how to extend these cryptography classes by creating a keyed hash algorithm class that implements the [MD5](https://msdn.microsoft.com/en-US/library/system.security.cryptography.md5(v=vs.80).aspx) hash algorithm.

A keyed hash algorithm is a key-dependent, one-way hash function used as a message authentication code. The .NET Framework provides two such keyed hash algorithm classes ([HMACSHA1](https://msdn.microsoft.com/en-US/library/system.security.cryptography.hmacsha1(v=vs.80).aspx) and [MACTripleDES](https://msdn.microsoft.com/en-US/library/system.security.cryptography.mactripledes(v=vs.80).aspx)), both of which derive from the abstract [KeyedHashAlgorithm Class](https://msdn.microsoft.com/en-US/library/system.security.cryptography.keyedhashalgorithm(v=vs.80).aspx). If you want to implement a keyed hash algorithm class that implements a hash algorithm different from the ones provided in the .NET Framework, you can create a new class derived from **KeyedHashAlgorithm** that uses your preferred hash algorithm.

The following example creates a new keyed hash algorithm class using the **MD5** hash algorithm. Because this class inherits from the**KeyedHashAlgorithm** class, it can easily be used with other managed cryptography classes like the [CryptoStream](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cryptostream(v=vs.80).aspx) class.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/33kc9tdw(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Security.Cryptography;

public class TestHMACMD5

{

static private void PrintByteArray(Byte[] arr)

{

int i;

Console.WriteLine("Length: " + arr.Length);

for (i=0; i<arr.Length; i++)

{

Console.Write("{0:X}", arr[i]);

Console.Write(" ");

if ( (i+9)%8 == 0 ) Console.WriteLine();

}

if (i%8 != 0) Console.WriteLine();

}

public static void Main()

{

// Create a key.

byte[] key1 = {0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b, 0x0b};

// Pass the key to the constructor of the HMACMD5 class.

HMACMD5 hmac1 = new HMACMD5(key1);

// Create another key.

byte[] key2 = System.Text.Encoding.ASCII.GetBytes("KeyString");

// Pass the key to the constructor of the HMACMD5 class.

HMACMD5 hmac2 = new HMACMD5(key2);

// Encode a string into a byte array, create a hash of the array,

// and print the hash to the screen.

byte[] data1 = System.Text.Encoding.ASCII.GetBytes("Hi There");

PrintByteArray(hmac1.ComputeHash(data1));

// Encode a string into a byte array, create a hash of the array,

// and print the hash to the screen.

byte[] data2 = System.Text.Encoding.ASCII.GetBytes("This data will be hashed.");

PrintByteArray(hmac2.ComputeHash(data2));

}

}

public class HMACMD5 : KeyedHashAlgorithm

{

private MD5 hash1;

private MD5 hash2;

private bool bHashing = false;

private byte[] rgbInner = new byte[64];

private byte[] rgbOuter = new byte[64];

public HMACMD5 (byte[] rgbKey)

{

HashSizeValue = 128;

// Create the hash algorithms.

hash1 = MD5.Create();

hash2 = MD5.Create();

// Get the key.

if (rgbKey.Length > 64)

{

KeyValue = hash1.ComputeHash(rgbKey);

// No need to call Initialize; ComputeHash does it automatically.

}

else

{

KeyValue = (byte[]) rgbKey.Clone();

}

// Compute rgbInner and rgbOuter.

int i = 0;

for (i=0; i<64; i++)

{

rgbInner[i] = 0x36;

rgbOuter[i] = 0x5C;

}

for (i=0; i<KeyValue.Length; i++)

{

rgbInner[i] ^= KeyValue[i];

rgbOuter[i] ^= KeyValue[i];

}

}

public override byte[] Key

{

get { return (byte[]) KeyValue.Clone(); }

set

{

if (bHashing)

{

throw new Exception("Cannot change key during hash operation");

}

if (value.Length > 64)

{

KeyValue = hash1.ComputeHash(value);

// No need to call Initialize; ComputeHash does it automatically.

}

else

{

KeyValue = (byte[]) value.Clone();

}

// Compute rgbInner and rgbOuter.

int i = 0;

for (i=0; i<64; i++)

{

rgbInner[i] = 0x36;

rgbOuter[i] = 0x5C;

}

for (i=0; i<KeyValue.Length; i++)

{

rgbInner[i] ^= KeyValue[i];

rgbOuter[i] ^= KeyValue[i];

}

}

}

public override void Initialize()

{

hash1.Initialize();

hash2.Initialize();

bHashing = false;

}

protected override void HashCore(byte[] rgb, int ib, int cb)

{

if (bHashing == false)

{

hash1.TransformBlock(rgbInner, 0, 64, rgbInner, 0);

bHashing = true;

}

hash1.TransformBlock(rgb, ib, cb, rgb, ib);

}

protected override byte[] HashFinal()

{

if (bHashing == false)

{

hash1.TransformBlock(rgbInner, 0, 64, rgbInner, 0);

bHashing = true;

}

// Finalize the original hash.

hash1.TransformFinalBlock(new byte[0], 0, 0);

// Write the outer array.

hash2.TransformBlock(rgbOuter, 0, 64, rgbOuter, 0);

// Write the inner hash and finalize the hash.

hash2.TransformFinalBlock(hash1.Hash, 0, hash1.Hash.Length);

bHashing = false;

return hash2.Hash;

}

}

This example extends the **KeyedHashAlgorithm** class to use the **MD5** hash algorithm in a class called HMACMD5. When executed, this code creates two instances of the HMACMD5 class, passing different keys to each constructor. It then hashes the values of two strings and prints the following to the console.

Length: 16

92 94 72 7A 36 38 BB 1C

13 F4 8E F8 15 8B FC 9D

Length: 16

1 10 3A 9 C2 10 6E E1

1 13 9B 7D DA EA A3 EC

See Also

#### XML Encryption and Digital Signatures

.NET Framework 2.0, 3.0, 3.5

The .NET Framework provides several classes that allow you to encrypt and decrypt XML data, and create and verify XML digital signatures. These classes provide a way to maintain the confidentiality and integrity of your XML data.

In This Section

[How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx)

Describes how to encrypt an XML element using the [Rijndael](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rijndael(v=vs.80).aspx) algorithm.

[How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx)

Describes how to decrypt an XML element that was encrypted using the **Rijndael** algorithm.

[How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx)

Describes how to encrypt an XML element using the [RSA](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsa(v=vs.80).aspx) algorithm.

[How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx)

Describes how to decrypt an XML element using the **RSA** algorithm.

[How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx)

Describes how to encrypt an XML element using an X.509 certificate from a certificate store.

[How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx)

Describes how to decrypt an XML element using an X.509 certificate from a certificate store.

[How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx)

Describes how to sign an XML document using the **RSA** algorithm.

[How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx)

Describes how to verify an XML document using the **RSA** algorithm.

Reference

[System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx)

Provides links to reference documentation for classes used for XML encryption and digital signatures.

[System.Security.Cryptography.Xml.SignedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.signedxml(v=vs.80).aspx)

Describes the features of the **SignedXml** class, which is used to sign and verify XML data.

[System.Security.Cryptography.Xml.EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx)

Describes the features of the **EncryptedXml** class, which is used to encrypt and decrypt XML data.

##### How to: Encrypt XML Elements with Symmetric Keys

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5, 4.6**

You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt an element within an XML document. XML Encryption allows you to store or transport sensitive XML, without worrying about the data being easily read. This procedure decrypts an XML element using the Advanced Encryption Standard (AES) algorithm, also known as Rijndael.

For information about how to decrypt an XML element that was encrypted using this procedure, see [How to: Decrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx).

When you use a symmetric algorithm like AES to encrypt XML data, you must use the same key to encrypt and decrypt the XML data. The example in this procedure assumes that the encrypted XML will be decrypted using the same key, and that the encrypting and decrypting parties agree on the algorithm and key to use. This example does not store or encrypt the AES key within the encrypted XML.

This example is appropriate for situations where a single application needs to encrypt data based on a session key stored in memory, or based on a cryptographically strong key derived from a password. For situations where two or more applications need to share encrypted XML data, consider using an encryption scheme based on an asymmetric algorithm or an X.509 certificate.

To encrypt an XML element with a symmetric key

1. Generate a symmetric key using the [RijndaelManaged](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rijndaelmanaged(v=vs.80).aspx) class. This key will be used to encrypt the XML element.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

RijndaelManaged key = null;

try

{

// Create a new Rijndael key.

key = new RijndaelManaged();

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the XML element to encrypt.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

// Load an XML document.

XmlDocument xmlDoc = new XmlDocument();

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

1. Find the specified element in the **XmlDocument** object and create a new [XmlElement](https://msdn.microsoft.com/en-US/library/system.xml.xmlelement(v=vs.80).aspx) object to represent the element you want to encrypt. In this example, the "creditcard" element is encrypted.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementName)[0] as XmlElement;

1. Create a new instance of the [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) class and use it to encrypt the **XmlElement** with the symmetric key. The [EncryptData](https://msdn.microsoft.com/en-US/library/y259436w(v=vs.80).aspx)method returns the encrypted element as an array of encrypted bytes.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

EncryptedXml eXml = new EncryptedXml();

byte[] encryptedElement = eXml.EncryptData(elementToEncrypt, Key, false);

1. Construct an [EncryptedData](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encrypteddata(v=vs.80).aspx) object and populate it with the URL identifier of the XML Encryption element. This URL identifier lets a decrypting party know that the XML contains an encrypted element. You can use the [XmlEncElementUrl](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml.xmlencelementurl(v=vs.80).aspx) field to specify the URL identifier.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

EncryptedData edElement = new EncryptedData();

edElement.Type = EncryptedXml.XmlEncElementUrl;

1. Create an [EncryptionMethod](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptionmethod(v=vs.80).aspx) object that is initialized to the URL identifier of the cryptographic algorithm used to generate the key. Pass the **EncryptionMethod** object to the [EncryptionMethod](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedtype.encryptionmethod(v=vs.80).aspx) property.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

string encryptionMethod = null;

if (Key is TripleDES)

{

encryptionMethod = EncryptedXml.XmlEncTripleDESUrl;

}

else if (Key is DES)

{

encryptionMethod = EncryptedXml.XmlEncDESUrl;

}

if (Key is Rijndael)

{

switch (Key.KeySize)

{

case 128:

encryptionMethod = EncryptedXml.XmlEncAES128Url;

break;

case 192:

encryptionMethod = EncryptedXml.XmlEncAES192Url;

break;

case 256:

encryptionMethod = EncryptedXml.XmlEncAES256Url;

break;

}

}

else

{

// Throw an exception if the transform is not in the previous categories

throw new CryptographicException("The specified algorithm is not supported for XML Encryption.");

}

edElement.EncryptionMethod = new EncryptionMethod(encryptionMethod);

1. Add the encrypted element data to the **EncryptedData** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

edElement.CipherData.CipherValue = encryptedElement;

1. Replace the element from the original **XmlDocument** object with the **EncryptedData** element.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-9)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

namespace CSCrypto

{

class Program

{

static void Main(string[] args)

{

RijndaelManaged key = null;

try

{

// Create a new Rijndael key.

key = new RijndaelManaged();

// Load an XML document.

XmlDocument xmlDoc = new XmlDocument();

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Encrypt the "creditcard" element.

Encrypt(xmlDoc, "creditcard", key);

Console.WriteLine("The element was encrypted");

Console.WriteLine(xmlDoc.InnerXml);

Decrypt(xmlDoc, key);

Console.WriteLine("The element was decrypted");

Console.WriteLine(xmlDoc.InnerXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

finally

{

// Clear the key.

if (key != null)

{

key.Clear();

}

}

}

public static void Encrypt(XmlDocument Doc, string ElementName, SymmetricAlgorithm Key)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (ElementName == null)

throw new ArgumentNullException("ElementToEncrypt");

if (Key == null)

throw new ArgumentNullException("Alg");

////////////////////////////////////////////////

// Find the specified element in the XmlDocument

// object and create a new XmlElemnt object.

////////////////////////////////////////////////

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementName)[0] as XmlElement;

// Throw an XmlException if the element was not found.

if (elementToEncrypt == null)

{

throw new XmlException("The specified element was not found");

}

//////////////////////////////////////////////////

// Create a new instance of the EncryptedXml class

// and use it to encrypt the XmlElement with the

// symmetric key.

//////////////////////////////////////////////////

EncryptedXml eXml = new EncryptedXml();

byte[] encryptedElement = eXml.EncryptData(elementToEncrypt, Key, false);

////////////////////////////////////////////////

// Construct an EncryptedData object and populate

// it with the desired encryption information.

////////////////////////////////////////////////

EncryptedData edElement = new EncryptedData();

edElement.Type = EncryptedXml.XmlEncElementUrl;

// Create an EncryptionMethod element so that the

// receiver knows which algorithm to use for decryption.

// Determine what kind of algorithm is being used and

// supply the appropriate URL to the EncryptionMethod element.

string encryptionMethod = null;

if (Key is TripleDES)

{

encryptionMethod = EncryptedXml.XmlEncTripleDESUrl;

}

else if (Key is DES)

{

encryptionMethod = EncryptedXml.XmlEncDESUrl;

}

if (Key is Rijndael)

{

switch (Key.KeySize)

{

case 128:

encryptionMethod = EncryptedXml.XmlEncAES128Url;

break;

case 192:

encryptionMethod = EncryptedXml.XmlEncAES192Url;

break;

case 256:

encryptionMethod = EncryptedXml.XmlEncAES256Url;

break;

}

}

else

{

// Throw an exception if the transform is not in the previous categories

throw new CryptographicException("The specified algorithm is not supported for XML Encryption.");

}

edElement.EncryptionMethod = new EncryptionMethod(encryptionMethod);

// Add the encrypted element data to the

// EncryptedData object.

edElement.CipherData.CipherValue = encryptedElement;

////////////////////////////////////////////////////

// Replace the element from the original XmlDocument

// object with the EncryptedData element.

////////////////////////////////////////////////////

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

}

public static void Decrypt(XmlDocument Doc, SymmetricAlgorithm Alg)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (Alg == null)

throw new ArgumentNullException("Alg");

// Find the EncryptedData element in the XmlDocument.

XmlElement encryptedElement = Doc.GetElementsByTagName("EncryptedData")[0] as XmlElement;

// If the EncryptedData element was not found, throw an exception.

if (encryptedElement == null)

{

throw new XmlException("The EncryptedData element was not found.");

}

// Create an EncryptedData object and populate it.

EncryptedData edElement = new EncryptedData();

edElement.LoadXml(encryptedElement);

// Create a new EncryptedXml object.

EncryptedXml exml = new EncryptedXml();

// Decrypt the element using the symmetric key.

byte[] rgbOutput = exml.DecryptData(edElement, Alg);

// Replace the encryptedData element with the plaintext XML element.

exml.ReplaceData(encryptedElement, rgbOutput);

}

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains a "creditcard" element. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store a cryptographic key in plaintext or transfer a key between machines in plaintext. Instead, use a secure key container to store cryptographic keys.

When you are done using a cryptographic key, clear it from memory by setting each byte to zero or by calling the [Clear](https://msdn.microsoft.com/en-US/library/system.security.cryptography.symmetricalgorithm.clear(v=vs.80).aspx) method of the managed cryptography class.

##### How to: Decrypt XML Elements with Symmetric Keys

**.NET Framework 2.0 - - -**

You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt an element within an XML document. XML Encryption allows you to store or transport sensitive XML, without worrying about the data being easily read. This code example decrypts an XML element using the Advanced Encryption Standard (AES) algorithm, also known as Rijndael.

For information about how to encrypt an XML element using this procedure, see [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx).

When you use a symmetric algorithm like AES to encrypt XML data, you must use the same key to encrypt and decrypt the XML data. The example in this procedure assumes that the encrypted XML was encrypted using the same key, and that the encrypting and decrypting parties agree on the algorithm and key to use. This example does not store or encrypt the AES key within the encrypted XML.

This example is appropriate for situations where a single application needs to encrypt data based on a session key stored in memory, or based on a cryptographically strong key derived from a password. For situations where two or more applications need to share encrypted XML data, consider using an encryption scheme based on an asymmetric algorithm or an X.509 certificate.

To decrypt an XML element with a symmetric key

1. Encrypt an XML element with the previously generated key using the techniques described in [How to: Encrypt XML Elements with Symmetric Keys](https://msdn.microsoft.com/en-US/library/sb7w85t6(v=vs.80).aspx).
2. Find the <**EncryptedData**> element (defined by the XML Encryption standard) in an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object that contains the encrypted XML and create a new [XmlElement](https://msdn.microsoft.com/en-US/library/system.xml.xmlelement(v=vs.80).aspx) object to represent that element.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

XmlElement encryptedElement = Doc.GetElementsByTagName("EncryptedData")[0] as XmlElement;

1. Create an [EncryptedData](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encrypteddata(v=vs.80).aspx) object by loading the raw XML data from the previously created **XmlElement** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

EncryptedData edElement = new EncryptedData();

edElement.LoadXml(encryptedElement);

1. Create a new [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) object and use it to decrypt the XML data using the same key that was used for encryption.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

EncryptedXml exml = new EncryptedXml();

// Decrypt the element using the symmetric key.

byte[] rgbOutput = exml.DecryptData(edElement, Alg);

1. Replace the encrypted element with the newly decrypted plaintext element within the XML document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

exml.ReplaceData(encryptedElement, rgbOutput);

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229740(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

namespace CSCrypto

{

class Program

{

static void Main(string[] args)

{

RijndaelManaged key = null;

try

{

// Create a new Rijndael key.

key = new RijndaelManaged();

// Load an XML document.

XmlDocument xmlDoc = new XmlDocument();

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Encrypt the "creditcard" element.

Encrypt(xmlDoc, "creditcard", key);

Console.WriteLine("The element was encrypted");

Console.WriteLine(xmlDoc.InnerXml);

Decrypt(xmlDoc, key);

Console.WriteLine("The element was decrypted");

Console.WriteLine(xmlDoc.InnerXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

finally

{

// Clear the key.

if (key != null)

{

key.Clear();

}

}

}

public static void Encrypt(XmlDocument Doc, string ElementName, SymmetricAlgorithm Key)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (ElementName == null)

throw new ArgumentNullException("ElementToEncrypt");

if (Key == null)

throw new ArgumentNullException("Alg");

////////////////////////////////////////////////

// Find the specified element in the XmlDocument

// object and create a new XmlElemnt object.

////////////////////////////////////////////////

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementName)[0] as XmlElement;

// Throw an XmlException if the element was not found.

if (elementToEncrypt == null)

{

throw new XmlException("The specified element was not found");

}

//////////////////////////////////////////////////

// Create a new instance of the EncryptedXml class

// and use it to encrypt the XmlElement with the

// symmetric key.

//////////////////////////////////////////////////

EncryptedXml eXml = new EncryptedXml();

byte[] encryptedElement = eXml.EncryptData(elementToEncrypt, Key, false);

////////////////////////////////////////////////

// Construct an EncryptedData object and populate

// it with the desired encryption information.

////////////////////////////////////////////////

EncryptedData edElement = new EncryptedData();

edElement.Type = EncryptedXml.XmlEncElementUrl;

// Create an EncryptionMethod element so that the

// receiver knows which algorithm to use for decryption.

// Determine what kind of algorithm is being used and

// supply the appropriate URL to the EncryptionMethod element.

string encryptionMethod = null;

if (Key is TripleDES)

{

encryptionMethod = EncryptedXml.XmlEncTripleDESUrl;

}

else if (Key is DES)

{

encryptionMethod = EncryptedXml.XmlEncDESUrl;

}

if (Key is Rijndael)

{

switch (Key.KeySize)

{

case 128:

encryptionMethod = EncryptedXml.XmlEncAES128Url;

break;

case 192:

encryptionMethod = EncryptedXml.XmlEncAES192Url;

break;

case 256:

encryptionMethod = EncryptedXml.XmlEncAES256Url;

break;

}

}

else

{

// Throw an exception if the transform is not in the previous categories

throw new CryptographicException("The specified algorithm is not supported for XML Encryption.");

}

edElement.EncryptionMethod = new EncryptionMethod(encryptionMethod);

// Add the encrypted element data to the

// EncryptedData object.

edElement.CipherData.CipherValue = encryptedElement;

////////////////////////////////////////////////////

// Replace the element from the original XmlDocument

// object with the EncryptedData element.

////////////////////////////////////////////////////

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

}

public static void Decrypt(XmlDocument Doc, SymmetricAlgorithm Alg)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (Alg == null)

throw new ArgumentNullException("Alg");

// Find the EncryptedData element in the XmlDocument.

XmlElement encryptedElement = Doc.GetElementsByTagName("EncryptedData")[0] as XmlElement;

// If the EncryptedData element was not found, throw an exception.

if (encryptedElement == null)

{

throw new XmlException("The EncryptedData element was not found.");

}

// Create an EncryptedData object and populate it.

EncryptedData edElement = new EncryptedData();

edElement.LoadXml(encryptedElement);

// Create a new EncryptedXml object.

EncryptedXml exml = new EncryptedXml();

// Decrypt the element using the symmetric key.

byte[] rgbOutput = exml.DecryptData(edElement, Alg);

// Replace the encryptedData element with the plaintext XML element.

exml.ReplaceData(encryptedElement, rgbOutput);

}

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains a "creditcard" element. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store a cryptographic key in plaintext or transfer a key between machines in plaintext.

When you are done using a symmetric cryptographic key, clear it from memory by setting each byte to zero or by calling the [Clear](https://msdn.microsoft.com/en-US/library/system.security.cryptography.symmetricalgorithm.clear(v=vs.80).aspx) method of the managed cryptography class.

##### How to: Encrypt XML Elements with Asymmetric Keys

**.NET Framework 2.0**
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt an element within an XML document. XML Encryption is a standard way to exchange or store encrypted XML data, without worrying about the data being easily read. For more information about the XML Encryption standard, see the World Wide Web Consortium (W3C) specification for XML Encryption located at http://www.w3.org/TR/xmldsig-core/.

You can use XML Encryption to replace any XML element or document with an <**EncryptedData**> element that contains the encrypted XML data. The <**EncryptedData**> element can also contain sub elements that include information about the keys and processes used during encryption. XML Encryption allows a document to contain multiple encrypted elements and allows an element to be encrypted multiple times. The code example in this procedure shows how to create an <**EncryptedData**> element along with several other sub elements that you can use later during decryption.

This example encrypts an XML element using two keys. It generates an RSA public/private key pair and saves the key pair to a secure key container. The example then creates a separate session key using the Advanced Encryption Standard (AES) algorithm, also called the Rijndael algorithm. The example uses the AES session key to encrypt the XML document and then uses the RSA public key to encrypt the AES session key. Finally, the example saves the encrypted AES session key and the encrypted XML data to the XML document within a new <**EncryptedData**> element.

To decrypt the XML element, you retrieve the RSA private key from the key container, use it to decrypt the session key, and then use the session key to decrypt the document. For more information about how to decrypt an XML element that was encrypted using this procedure, see [How to: Decrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx).

This example is appropriate for situations where multiple applications need to share encrypted data or where an application needs to save encrypted data between the times that it runs.

To encrypt an XML element with an asymmetric key

1. Create a [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.80).aspx) object and specify the name of the key container.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_ENC\_RSA\_KEY";

1. Generate a symmetric key using the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) class. The key is automatically saved to the key container when you pass the **CspParameters** object to the constructor of the **RSACryptoServiceProvider** class. This key will be used to encrypt the AES session key and can be retrieved later to decrypt it.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the XML element to encrypt.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

// Create an XmlDocument object.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

try

{

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

1. Find the specified element in the **XmlDocument** object and create a new [XmlElement](https://msdn.microsoft.com/en-US/library/system.xml.xmlelement(v=vs.80).aspx) object to represent the element you want to encrypt. In this example, the "creditcard" element is encrypted.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementToEncrypt)[0] as XmlElement;

// Throw an XmlException if the element was not found.

if (elementToEncrypt == null)

{

throw new XmlException("The specified element was not found");

}

1. Create a new session key using the [RijndaelManaged](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rijndaelmanaged(v=vs.80).aspx) class. This key will encrypt the XML element, and then be encrypted itself and placed in the XML document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

// Create a 256 bit Rijndael key.

sessionKey = new RijndaelManaged();

sessionKey.KeySize = 256;

1. Create a new instance of the [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) class and use it to encrypt the specified element using the session key. The [EncryptData](https://msdn.microsoft.com/en-US/library/y259436w(v=vs.80).aspx)method returns the encrypted element as an array of encrypted bytes.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

EncryptedXml eXml = new EncryptedXml();

byte[] encryptedElement = eXml.EncryptData(elementToEncrypt, sessionKey, false);

1. Construct an [EncryptedData](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encrypteddata(v=vs.80).aspx) object and populate it with the URL identifier of the encrypted XML element. This URL identifier lets a decrypting party know that the XML contains an encrypted element. You can use the [XmlEncElementUrl](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml.xmlencelementurl(v=vs.80).aspx) field to specify the URL identifier. The plaintext XML element will be replaced by an <**EncrypotedData**> element encapsulated by this **EncryptedData** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

EncryptedData edElement = new EncryptedData();

edElement.Type = EncryptedXml.XmlEncElementUrl;

edElement.Id = EncryptionElementID;

1. Create an [EncryptionMethod](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptionmethod(v=vs.80).aspx) object that is initialized to the URL identifier of the cryptographic algorithm used to generate the session key. Pass the **EncryptionMethod** object to the [EncryptionMethod](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedtype.encryptionmethod(v=vs.80).aspx) property.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

edElement.EncryptionMethod = new EncryptionMethod(EncryptedXml.XmlEncAES256Url);

1. Create an [EncryptedKey](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedkey(v=vs.80).aspx) object to contain the encrypted session key. Encrypt the session key, add it to the **EncryptedKey** object, and enter a session key name and key identifier URL.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-9)

EncryptedKey ek = new EncryptedKey();

byte[] encryptedKey = EncryptedXml.EncryptKey(sessionKey.Key, Alg, false);

ek.CipherData = new CipherData(encryptedKey);

ek.EncryptionMethod = new EncryptionMethod(EncryptedXml.XmlEncRSA15Url);

1. Create a new [DataReference](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.datareference(v=vs.80).aspx) object that maps the encrypted data to a particular session key. This optional step allows you to easily specify that multiple parts of an XML document were encrypted by a single key.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-10)

DataReference dRef = new DataReference();

// Specify the EncryptedData URI.

dRef.Uri = "#" + EncryptionElementID;

// Add the DataReference to the EncryptedKey.

ek.AddReference(dRef);

1. Add the encrypted key to the **EncryptedData** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-11)

edElement.KeyInfo.AddClause(new KeyInfoEncryptedKey(ek));

1. Create a new [KeyInfo](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.keyinfo(v=vs.80).aspx) object to specify the name of the RSA key. Add it to the **EncryptedData** object. This helps the decrypting party identify the correct asymmetric key to use when decrypting the session key.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-12)

// Create a new KeyInfo element.

edElement.KeyInfo = new KeyInfo();

// Create a new KeyInfoName element.

KeyInfoName kin = new KeyInfoName();

// Specify a name for the key.

kin.Value = KeyName;

// Add the KeyInfoName element to the

// EncryptedKey object.

ek.KeyInfo.AddClause(kin);

1. Add the encrypted element data to the **EncryptedData** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-13)

edElement.CipherData.CipherValue = encryptedElement;

1. Replace the element from the original **XmlDocument** object with the **EncryptedData** element.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-14)

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

1. Save the **XmlDocument** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-15)

xmlDoc.Save("test.xml");

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-16)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

class Program

{

static void Main(string[] args)

{

// Create an XmlDocument object.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

try

{

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

// Create a new CspParameters object to specify

// a key container.

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_ENC\_RSA\_KEY";

// Create a new RSA key and save it in the container. This key will encrypt

// a symmetric key, which will then be encryped in the XML document.

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

try

{

// Encrypt the "creditcard" element.

Encrypt(xmlDoc, "creditcard", "EncryptedElement1", rsaKey, "rsaKey");

// Save the XML document.

xmlDoc.Save("test.xml");

// Display the encrypted XML to the console.

Console.WriteLine("Encrypted XML:");

Console.WriteLine();

Console.WriteLine(xmlDoc.OuterXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

finally

{

// Clear the RSA key.

rsaKey.Clear();

}

Console.ReadLine();

}

public static void Encrypt(XmlDocument Doc, string ElementToEncrypt, string EncryptionElementID, RSA Alg, string KeyName)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (ElementToEncrypt == null)

throw new ArgumentNullException("ElementToEncrypt");

if (EncryptionElementID == null)

throw new ArgumentNullException("EncryptionElementID");

if (Alg == null)

throw new ArgumentNullException("Alg");

if (KeyName == null)

throw new ArgumentNullException("KeyName");

////////////////////////////////////////////////

// Find the specified element in the XmlDocument

// object and create a new XmlElemnt object.

////////////////////////////////////////////////

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementToEncrypt)[0] as XmlElement;

// Throw an XmlException if the element was not found.

if (elementToEncrypt == null)

{

throw new XmlException("The specified element was not found");

}

RijndaelManaged sessionKey = null;

try

{

//////////////////////////////////////////////////

// Create a new instance of the EncryptedXml class

// and use it to encrypt the XmlElement with the

// a new random symmetric key.

//////////////////////////////////////////////////

// Create a 256 bit Rijndael key.

sessionKey = new RijndaelManaged();

sessionKey.KeySize = 256;

EncryptedXml eXml = new EncryptedXml();

byte[] encryptedElement = eXml.EncryptData(elementToEncrypt, sessionKey, false);

////////////////////////////////////////////////

// Construct an EncryptedData object and populate

// it with the desired encryption information.

////////////////////////////////////////////////

EncryptedData edElement = new EncryptedData();

edElement.Type = EncryptedXml.XmlEncElementUrl;

edElement.Id = EncryptionElementID;

// Create an EncryptionMethod element so that the

// receiver knows which algorithm to use for decryption.

edElement.EncryptionMethod = new EncryptionMethod(EncryptedXml.XmlEncAES256Url);

// Encrypt the session key and add it to an EncryptedKey element.

EncryptedKey ek = new EncryptedKey();

byte[] encryptedKey = EncryptedXml.EncryptKey(sessionKey.Key, Alg, false);

ek.CipherData = new CipherData(encryptedKey);

ek.EncryptionMethod = new EncryptionMethod(EncryptedXml.XmlEncRSA15Url);

// Create a new DataReference element

// for the KeyInfo element. This optional

// element specifies which EncryptedData

// uses this key. An XML document can have

// multiple EncryptedData elements that use

// different keys.

DataReference dRef = new DataReference();

// Specify the EncryptedData URI.

dRef.Uri = "#" + EncryptionElementID;

// Add the DataReference to the EncryptedKey.

ek.AddReference(dRef);

// Add the encrypted key to the

// EncryptedData object.

edElement.KeyInfo.AddClause(new KeyInfoEncryptedKey(ek));

// Set the KeyInfo element to specify the

// name of the RSA key.

// Create a new KeyInfo element.

edElement.KeyInfo = new KeyInfo();

// Create a new KeyInfoName element.

KeyInfoName kin = new KeyInfoName();

// Specify a name for the key.

kin.Value = KeyName;

// Add the KeyInfoName element to the

// EncryptedKey object.

ek.KeyInfo.AddClause(kin);

// Add the encrypted element data to the

// EncryptedData object.

edElement.CipherData.CipherValue = encryptedElement;

////////////////////////////////////////////////////

// Replace the element from the original XmlDocument

// object with the EncryptedData element.

////////////////////////////////////////////////////

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

}

catch(Exception e)

{

// re-throw the exception.

throw e;

}

finally

{

if (sessionKey != null)

{

sessionKey.Clear();

}

}

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains a "creditcard" element. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store a symmetric cryptographic key in plaintext or transfer a symmetric key between machines in plaintext. Additionally, never store or transfer the private key of an asymmetric key pair in plaintext. For more information about symmetric and asymmetric cryptographic keys, see[Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-US/library/5e9ft273(v=vs.80).aspx).

Never embed a key directly into your source code. Embedded keys can be easily read from an assembly using the [MSIL Disassembler (Ildasm.exe)](https://msdn.microsoft.com/en-US/library/f7dy01k1(v=vs.80).aspx) or by opening the assembly in a text editor such as Notepad.

When you are done using a cryptographic key, clear it from memory by setting each byte to zero or by calling the [Clear](https://msdn.microsoft.com/en-US/library/system.security.cryptography.symmetricalgorithm.clear(v=vs.80).aspx) method of the managed cryptography class. Cryptographic keys can sometimes be read from memory by a debugger or read from a hard drive if the memory location is paged to disk.
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt and decrypt an element within an XML document. XML Encryption is a standard way to exchange or store encrypted XML data, without worrying about the data being easily read. For more information about the XML Encryption standard, see the World Wide Web Consortium (W3C) specification for XML Encryption located at http://www.w3.org/TR/xmldsig-core/.

The example in this procedure decrypts an XML element that was encrypted using the methods described in: [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx). It finds an <**EncryptedData**> element, decrypts the element, and then replaces the element with the original plaintext XML element.

This example decrypts an XML element using two keys. It retrieves a previously generated RSA private key from a key container, and then uses the RSA key to decrypt a session key stored in the <**EncryptedKey**> element of the <**EncryptedData**> element. The example then uses the session key to decrypt the XML element.

This example is appropriate for situations where multiple applications need to share encrypted data or where an application needs to save encrypted data between the times that it runs.

To decrypt an XML element with an asymmetric key

1. Create a [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.80).aspx) object and specify the name of the key container.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_ENC\_RSA\_KEY";

1. Retrieve a previously generated asymmetric key from the container using the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) object. The key is automatically retrieved from the key container when you pass the **CspParameters** object to the constructor of the**RSACryptoServiceProvider** constructor.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

1. Create new [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) object to decrypt the document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

try

{

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

1. Add a key/name mapping to associate the RSA key with the element within the document that should be decrypted. You must use the same name for the key that you used when you encrypted the document. Note that this name is separate from the name used to identify the key in the key container specified in step 1.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

// Create a new EncryptedXml object.

EncryptedXml exml = new EncryptedXml(Doc);

1. Call the [DecryptDocument](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml.decryptdocument(v=vs.80).aspx) method to decrypt the <**EncryptedData**> element. This method uses the RSA key to decrypt the session key and automatically uses the session key to decrypt the XML element. It also automatically replaces the <**EncryptedData**> element with the original plaintext.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

exml.AddKeyNameMapping(KeyName, Alg);

1. Save the XML document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

exml.DecryptDocument();

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229919(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

class Program

{

static void Main(string[] args)

{

// Create an XmlDocument object.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

try

{

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_ENC\_RSA\_KEY";

// Get the RSA key from the key container. This key will decrypt

// a symmetric key that was imbedded in the XML document.

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

try

{

// Decrypt the elements.

Decrypt(xmlDoc, rsaKey, "rsaKey");

// Save the XML document.

xmlDoc.Save("test.xml");

// Display the encrypted XML to the console.

Console.WriteLine();

Console.WriteLine("Decrypted XML:");

Console.WriteLine();

Console.WriteLine(xmlDoc.OuterXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

finally

{

// Clear the RSA key.

rsaKey.Clear();

}

Console.ReadLine();

}

public static void Decrypt(XmlDocument Doc, RSA Alg, string KeyName)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (Alg == null)

throw new ArgumentNullException("Alg");

if (KeyName == null)

throw new ArgumentNullException("KeyName");

// Create a new EncryptedXml object.

EncryptedXml exml = new EncryptedXml(Doc);

// Add a key-name mapping.

// This method can only decrypt documents

// that present the specified key name.

exml.AddKeyNameMapping(KeyName, Alg);

// Decrypt the element.

exml.DecryptDocument();

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains an XML element that was encrypted using the techniques described in [How to: Encrypt XML Elements with Asymmetric Keys](https://msdn.microsoft.com/en-US/library/ms229746(v=vs.80).aspx).

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store a symmetric cryptographic key in plaintext or transfer a symmetric key between machines in plaintext. Additionally, never store or transfer the private key of an asymmetric key pair in plaintext. For more information about symmetric and asymmetric cryptographic keys, see[Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-US/library/5e9ft273(v=vs.80).aspx).

Never embed a key directly into your source code. Embedded keys can be easily read from an assembly using the [MSIL Disassembler (Ildasm.exe)](https://msdn.microsoft.com/en-US/library/f7dy01k1(v=vs.80).aspx) or by opening the assembly in a text editor such as Notepad.

When you are done using a cryptographic key, clear it from memory by setting each byte to zero or by calling the [Clear](https://msdn.microsoft.com/en-US/library/system.security.cryptography.symmetricalgorithm.clear(v=vs.80).aspx) method of the managed cryptography class. Cryptographic keys can sometimes be read from memory by a debugger or read from a hard drive if the memory location is paged to disk.
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt an element within an XML document. XML Encryption is a standard way to exchange or store encrypted XML data, without worrying about the data being easily read. For more information about the XML Encryption standard, see the World Wide Web Consortium (W3C) specification for XML Encryption located at http://www.w3.org/TR/xmldsig-core/.

You can use XML Encryption to replace any XML element or document with an <**EncryptedData**> element that contains the encrypted XML data. The <**EncryptedData**> element can contain sub elements that include information about the keys and processes used during encryption. XML Encryption allows a document to contain multiple encrypted elements and allows an element to be encrypted multiple times. The code example in this procedure shows you how to create an <**EncryptedData**> element along with several other sub elements that you can use later during decryption.

This example encrypts an XML element using two keys. It generates a test X.509 certificate using the [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-US/library/bfsktky3(v=vs.80).aspx)and saves the certificate to a certificate store. The example then programmatically retrieves the certificate and uses it to encrypt an XML element using the [Encrypt](https://msdn.microsoft.com/en-US/library/ms148633(v=vs.80).aspx) method. Internally, the **Encrypt** method creates a separate session key and uses it to encrypt the XML document. This method encrypts the session key and saves it along with the encrypted XML within a new <**EncryptedData**> element.

To decrypt the XML element, simply call the [DecryptDocument](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml.decryptdocument(v=vs.80).aspx) method, which automatically retrieves the X.509 certificate from the store and performs the necessary decryption. For more information about how to decrypt an XML element that was encrypted using this procedure, see[How to: Decrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx).

This example is appropriate for situations where multiple applications need to share encrypted data or where an application needs to save encrypted data between the times that it runs.

To encrypt an XML element with an X.509 certificate

1. Use the [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-US/library/bfsktky3(v=vs.80).aspx) to generate a test X.509 certificate and place it in the local user store. You must generate an exchange key and you must make the key exportable. Run the following command:
2. makecert -r -pe -n "CN=XML\_ENC\_TEST\_CERT" -b 01/01/2005 -e 01/01/2010 -sky exchange -ss my
3. Create an [X509Store](https://msdn.microsoft.com/en-US/library/system.security.cryptography.x509certificates.x509store(v=vs.80).aspx) object and initialize it to open the current user store.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

X509Store store = new X509Store(StoreLocation.CurrentUser);

1. Open the store in read-only mode.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

store.Open(OpenFlags.ReadOnly);

1. Initialize an [X509Certificate2Collection](https://msdn.microsoft.com/en-US/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.80).aspx) with all of the certificates in the store.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

X509Certificate2Collection certCollection = store.Certificates;

1. Enumerate through the certificates in the store and find the certificate with the appropriate name. In this example, the certificate is named "CN=XML\_ENC\_TEST\_CERT".

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

X509Certificate2 cert = null;

// Loop through each certificate and find the certificate

// with the appropriate name.

foreach (X509Certificate2 c in certCollection)

{

if (c.Subject == "CN=XML\_ENC\_TEST\_CERT")

{

cert = c;

break;

}

}

1. Close the store after the certificate is located.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

store.Close();

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the XML element to encrypt.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

XmlDocument xmlDoc = new XmlDocument();

1. Find the specified element in the **XmlDocument** object and create a new [XmlElement](https://msdn.microsoft.com/en-US/library/system.xml.xmlelement(v=vs.80).aspx) object to represent the element you want to encrypt. In this example, the "creditcard" element is encrypted.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementToEncrypt)[0] as XmlElement;

1. Create a new instance of the [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) class and use it to encrypt the specified element using the X.509 certificate. The **Encrypt**method returns the encrypted element as an [EncryptedData](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encrypteddata(v=vs.80).aspx) object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-9)

EncryptedXml eXml = new EncryptedXml();

// Encrypt the element.

EncryptedData edElement = eXml.Encrypt(elementToEncrypt, Cert);

1. Replace the element from the original **XmlDocument** object with the **EncryptedData** element.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-10)

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

1. Save the **XmlDocument** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-11)

xmlDoc.Save("test.xml");

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-12)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

using System.Security.Cryptography.X509Certificates;

class Program

{

static void Main(string[] args)

{

try

{

// Create an XmlDocument object.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Open the X.509 "Current User" store in read only mode.

X509Store store = new X509Store(StoreLocation.CurrentUser);

store.Open(OpenFlags.ReadOnly);

// Place all certificates in an X509Certificate2Collection object.

X509Certificate2Collection certCollection = store.Certificates;

X509Certificate2 cert = null;

// Loop through each certificate and find the certificate

// with the appropriate name.

foreach (X509Certificate2 c in certCollection)

{

if (c.Subject == "CN=XML\_ENC\_TEST\_CERT")

{

cert = c;

break;

}

}

if (cert == null)

{

throw new CryptographicException("The X.509 certificate could not be found.");

}

// Close the store.

store.Close();

// Encrypt the "creditcard" element.

Encrypt(xmlDoc, "creditcard", cert);

// Save the XML document.

xmlDoc.Save("test.xml");

// Display the encrypted XML to the console.

Console.WriteLine("Encrypted XML:");

Console.WriteLine();

Console.WriteLine(xmlDoc.OuterXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

}

public static void Encrypt(XmlDocument Doc, string ElementToEncrypt, X509Certificate2 Cert)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

if (ElementToEncrypt == null)

throw new ArgumentNullException("ElementToEncrypt");

if (Cert == null)

throw new ArgumentNullException("Cert");

////////////////////////////////////////////////

// Find the specified element in the XmlDocument

// object and create a new XmlElemnt object.

////////////////////////////////////////////////

XmlElement elementToEncrypt = Doc.GetElementsByTagName(ElementToEncrypt)[0] as XmlElement;

// Throw an XmlException if the element was not found.

if (elementToEncrypt == null)

{

throw new XmlException("The specified element was not found");

}

//////////////////////////////////////////////////

// Create a new instance of the EncryptedXml class

// and use it to encrypt the XmlElement with the

// X.509 Certificate.

//////////////////////////////////////////////////

EncryptedXml eXml = new EncryptedXml();

// Encrypt the element.

EncryptedData edElement = eXml.Encrypt(elementToEncrypt, Cert);

////////////////////////////////////////////////////

// Replace the element from the original XmlDocument

// object with the EncryptedData element.

////////////////////////////////////////////////////

EncryptedXml.ReplaceElement(elementToEncrypt, edElement, false);

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains a "creditcard" element. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

The X.509 certificate used in this example is for test purposes only. Applications should use an X.509 certificate generated by a trusted certificate authority or use a certificate generated by the Microsoft Windows Certificate Server.
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to encrypt and decrypt an element within an XML document. XML Encryption is a standard way to exchange or store encrypted XML data, without worrying about the data being easily read. For more information about the XML Encryption standard, see the World Wide Web Consortium (W3C) specification for XML Encryption located at http://www.w3.org/TR/xmldsig-core/.

This example decrypts an XML element that was encrypted using the methods described in: [How to: Encrypt XML Elements with X.509 Certificates](https://msdn.microsoft.com/en-US/library/ms229744(v=vs.80).aspx). It finds an <**EncryptedData**> element, decrypts the element, and then replaces the element with the original plaintext XML element.

The code example in this procedure decrypts an XML element using an X.509 certificate from the local certificate store of the current user account. The example uses the [DecryptDocument](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml.decryptdocument(v=vs.80).aspx) method to automatically retrieve the X.509 certificate and decrypt a session key stored in the <**EncryptedKey**> element of the <**EncryptedData**> element. The **DecryptDocument** method then automatically uses the session key to decrypt the XML element.

This example is appropriate for situations where multiple applications need to share encrypted data or where an application needs to save encrypted data between the times that it runs.

To decrypt an XML element with an X.509 certificate

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the XML element to decrypt.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

XmlDocument xmlDoc = new XmlDocument();

1. Create a new [EncryptedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.encryptedxml(v=vs.80).aspx) object by passing the **XmlDocument** object to the constructor.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

EncryptedXml exml = new EncryptedXml(Doc);

1. Decrypt the XML document using the **DecryptDocument** method.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

exml.DecryptDocument();

1. Save the **XmlDocument** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

xmlDoc.Save("test.xml");

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229943(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

using System;

using System.Xml;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

using System.Security.Cryptography.X509Certificates;

class Program

{

static void Main(string[] args)

{

try

{

// Create an XmlDocument object.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Decrypt the document.

Decrypt(xmlDoc);

// Save the XML document.

xmlDoc.Save("test.xml");

// Display the decrypted XML to the console.

Console.WriteLine("Decrypted XML:");

Console.WriteLine();

Console.WriteLine(xmlDoc.OuterXml);

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

}

public static void Decrypt(XmlDocument Doc)

{

// Check the arguments.

if (Doc == null)

throw new ArgumentNullException("Doc");

// Create a new EncryptedXml object.

EncryptedXml exml = new EncryptedXml(Doc);

// Decrypt the XML document.

exml.DecryptDocument();

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. It also assumes that "test.xml"contains a "creditcard" element. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

The X.509 certificate used in this example is for test purposes only. Applications should use an X.509 certificate generated by a trusted certificate authority or use a certificate generated by the Microsoft Windows Certificate Server.

##### How to: Sign XML Documents with Digital Signatures
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to sign an XML document or part of an XML document with a digital signature. XML digital signatures (XMLDSIG) allow you to verify that data was not altered after it was signed. For more information about the XMLDSIG standard, see the World Wide Web Consortium (W3C) specification at http://www.w3.org/TR/xmldsig-core/.

The code example in this procedure demonstrates how to digitally sign an entire XML document and attach the signature to the document in a <**Signature**> element. The example creates an RSA signing key, adds the key to a secure key container, and then uses the key to digitally sign an XML document. The key can then be retrieved to verify the XML digital signature, or be used to sign another XML document.

For information about how to verify an XML digital signature that was created using this procedure, see [How to: Verify the Digital Signatures of XML Documents](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx).

To digitally sign an XML document

1. Create a [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.80).aspx) object and specify the name of the key container.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_DSIG\_RSA\_KEY";

1. Generate a symmetric key using the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) class. The key is automatically saved to the key container when you pass the **CspParameters** object to the constructor of the **RSACryptoServiceProvider** class. This key will be used to sign the XML document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the XML element to encrypt.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

1. Create a new [SignedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.signedxml(v=vs.80).aspx) object and pass the **XmlDocument** object to it.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

SignedXml signedXml = new SignedXml(Doc);

1. Add the signing RSA key to the **SignedXml** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

signedXml.SigningKey = Key;

1. Create a [Reference](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.reference(v=vs.80).aspx) object that describes what to sign. To sign the entire document, set the [Uri](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.reference.uri(v=vs.80).aspx) property to "".

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

// Create a reference to be signed.

Reference reference = new Reference();

reference.Uri = "";

1. Add an [XmlDsigEnvelopedSignatureTransform](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.xmldsigenvelopedsignaturetransform(v=vs.80).aspx) object to the **Reference** object. A transformation allows the verifier to represent the XML data in the identical manner that the signer used. XML data can be represented in different ways, so this step is vital to verification.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

XmlDsigEnvelopedSignatureTransform env = new XmlDsigEnvelopedSignatureTransform();

reference.AddTransform(env);

1. Add the **Reference** object to the **SignedXml** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

signedXml.AddReference(reference);

1. Compute the signature by calling the [ComputeSignature](https://msdn.microsoft.com/en-US/library/x8xwex4b(v=vs.80).aspx) method.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-9)

signedXml.ComputeSignature();

1. Retrieve the XML representation of the signature (a <**Signature**> element) and save it to a new [XmlElement](https://msdn.microsoft.com/en-US/library/system.xml.xmlelement(v=vs.80).aspx) object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-10)

XmlElement xmlDigitalSignature = signedXml.GetXml();

1. Append the element to the **XmlDocument** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-11)

Doc.DocumentElement.AppendChild(Doc.ImportNode(xmlDigitalSignature, true));

1. Save the document.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-12)

xmlDoc.Save("test.xml");

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-13)

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

using System.Xml;

public class SignXML

{

public static void Main(String[] args)

{

try

{

// Create a new CspParameters object to specify

// a key container.

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_DSIG\_RSA\_KEY";

// Create a new RSA signing key and save it in the container.

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

// Create a new XML document.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Sign the XML document.

SignXml(xmlDoc, rsaKey);

Console.WriteLine("XML file signed.");

// Save the document.

xmlDoc.Save("test.xml");

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

}

// Sign an XML file.

// This document cannot be verified unless the verifying

// code has the key with which it was signed.

public static void SignXml(XmlDocument Doc, RSA Key)

{

// Check arguments.

if (Doc == null)

throw new ArgumentException("Doc");

if (Key == null)

throw new ArgumentException("Key");

// Create a SignedXml object.

SignedXml signedXml = new SignedXml(Doc);

// Add the key to the SignedXml document.

signedXml.SigningKey = Key;

// Create a reference to be signed.

Reference reference = new Reference();

reference.Uri = "";

// Add an enveloped transformation to the reference.

XmlDsigEnvelopedSignatureTransform env = new XmlDsigEnvelopedSignatureTransform();

reference.AddTransform(env);

// Add the reference to the SignedXml object.

signedXml.AddReference(reference);

// Compute the signature.

signedXml.ComputeSignature();

// Get the XML representation of the signature and save

// it to an XmlElement object.

XmlElement xmlDigitalSignature = signedXml.GetXml();

// Append the element to the XML document.

Doc.DocumentElement.AppendChild(Doc.ImportNode(xmlDigitalSignature, true));

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. You can place the following XML into a file called test.xml and use it with this example.

<root>

<creditcard>

<number>19834209</number>

<expiry>02/02/2002</expiry>

</creditcard>

</root>

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store or transfer the private key of an asymmetric key pair in plaintext. For more information about symmetric and asymmetric cryptographic keys, see [Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-US/library/5e9ft273(v=vs.80).aspx).

Never embed a private key directly into your source code. Embedded keys can be easily read from an assembly using the [MSIL Disassembler (Ildasm.exe)](https://msdn.microsoft.com/en-US/library/f7dy01k1(v=vs.80).aspx) or by opening the assembly in a text editor such as Notepad.
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You can use the classes in the [System.Security.Cryptography.Xml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml(v=vs.80).aspx) namespace to verify XML data signed with a digital signature. XML digital signatures (XMLDSIG) allow you to verify that data was not altered after it was signed. For more information about the XMLDSIG standard, see the World Wide Web Consortium (W3C) specification at http://www.w3.org/TR/xmldsig-core/.

The code example in this procedure demonstrates how to verify an XML digital signature contained in a <**Signature**> element. The example retrieves an RSA public key from a key container and then uses the key to verify the signature.

For information about how create a digital signature that can be verified using this technique, see [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx).

To verify the digital signature of an XML document

1. To verify the document, you must use the same asymmetric key that was used for signing. Create a [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.80).aspx) object and specify the name of the key container that was used for signing.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_DSIG\_RSA\_KEY";

1. Retrieve the public key using the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.80).aspx) class. The key is automatically loaded from the key container by name when you pass the **CspParameters** object to the constructor of the **RSACryptoServiceProvider** class.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

1. Create an [XmlDocument](https://msdn.microsoft.com/en-US/library/system.xml.xmldocument(v=vs.80).aspx) object by loading an XML file from disk. The **XmlDocument** object contains the signed XML document to verify.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

1. Create a new [SignedXml](https://msdn.microsoft.com/en-US/library/system.security.cryptography.xml.signedxml(v=vs.80).aspx) object and pass the **XmlDocument** object to it.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

SignedXml signedXml = new SignedXml(Doc);

1. Find the <**signature**> element and create a new [XmlNodeList](https://msdn.microsoft.com/en-US/library/system.xml.xmlnodelist(v=vs.80).aspx) object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

XmlNodeList nodeList = Doc.GetElementsByTagName("Signature");

1. Load the XML of the first <**signature**> element into the **SignedXml** object.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

signedXml.LoadXml((XmlElement)nodeList[0]);

1. Check the signature using the [CheckSignature](https://msdn.microsoft.com/en-US/library/kd4wwa16(v=vs.80).aspx) method and the RSA public key. This method returns a Boolean value that indicates success or failure.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

return signedXml.CheckSignature(Key);

Example

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229950(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Xml;

using System.Xml;

public class VerifyXML

{

public static void Main(String[] args)

{

try

{

// Create a new CspParameters object to specify

// a key container.

CspParameters cspParams = new CspParameters();

cspParams.KeyContainerName = "XML\_DSIG\_RSA\_KEY";

// Create a new RSA signing key and save it in the container.

RSACryptoServiceProvider rsaKey = new RSACryptoServiceProvider(cspParams);

// Create a new XML document.

XmlDocument xmlDoc = new XmlDocument();

// Load an XML file into the XmlDocument object.

xmlDoc.PreserveWhitespace = true;

xmlDoc.Load("test.xml");

// Verify the signature of the signed XML.

Console.WriteLine("Verifying signature...");

bool result = VerifyXml(xmlDoc, rsaKey);

// Display the results of the signature verification to

// the console.

if (result)

{

Console.WriteLine("The XML signature is valid.");

}

else

{

Console.WriteLine("The XML signature is not valid.");

}

}

catch (Exception e)

{

Console.WriteLine(e.Message);

}

}

// Verify the signature of an XML file against an asymmetric

// algorithm and return the result.

public static Boolean VerifyXml(XmlDocument Doc, RSA Key)

{

// Check arguments.

if (Doc == null)

throw new ArgumentException("Doc");

if (Key == null)

throw new ArgumentException("Key");

// Create a new SignedXml object and pass it

// the XML document class.

SignedXml signedXml = new SignedXml(Doc);

// Find the "Signature" node and create a new

// XmlNodeList object.

XmlNodeList nodeList = Doc.GetElementsByTagName("Signature");

// Throw an exception if no signature was found.

if (nodeList.Count <= 0)

{

throw new CryptographicException("Verification failed: No Signature was found in the document.");

}

// This example only supports one signature for

// the entire XML document. Throw an exception

// if more than one signature was found.

if (nodeList.Count >= 2)

{

throw new CryptographicException("Verification failed: More that one signature was found for the document.");

}

// Load the first <signature> node.

signedXml.LoadXml((XmlElement)nodeList[0]);

// Check the signature and return the result.

return signedXml.CheckSignature(Key);

}

}

This example assumes that a file named "test.xml" exists in the same directory as the compiled program. The "test.xml" file must be signed using the techniques described in [How to: Sign XML Documents with Digital Signatures](https://msdn.microsoft.com/en-US/library/ms229745(v=vs.80).aspx).

Compiling the Code

* To compile this example, you need to include a reference to **System.Security.dll**.
* Include the following namespaces: [System.Xml](https://msdn.microsoft.com/en-US/library/system.xml(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and **System.Security.Cryptography.Xml**.

Security

Never store or transfer the private key of an asymmetric key pair in plaintext. For more information about symmetric and asymmetric cryptographic keys, see [Generating Keys for Encryption and Decryption](https://msdn.microsoft.com/en-US/library/5e9ft273(v=vs.80).aspx).

Never embed a private key directly into your source code. Embedded keys can be easily read from an assembly using the [MSIL Disassembler (Ildasm.exe)](https://msdn.microsoft.com/en-US/library/f7dy01k1(v=vs.80).aspx) or by opening the assembly in a text editor such as Notepad.

#### How to: Use Data Protection

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5, 4.6**

The .NET Framework provides access to the data protection API (DPAPI), which allows you to encrypt data using information from the current user account or computer. When you use the DPAPI, you alleviate the difficult problem of explicitly generating and storing a cryptographic key.

Use the [ProtectedMemory](https://msdn.microsoft.com/en-US/library/system.security.cryptography.protectedmemory(v=vs.80).aspx) class to encrypt an array of in-memory bytes. This functionality is available in Microsoft Windows XP and later operating systems. You can specify that memory encrypted by the current process can be decrypted by the current process only, by all processes, or from the same user context. See the [MemoryProtectionScope](https://msdn.microsoft.com/en-US/library/system.security.cryptography.memoryprotectionscope(v=vs.80).aspx) enumeration for a detailed description of **ProtectedMemory**options.

Use the [ProtectedData](https://msdn.microsoft.com/en-US/library/system.security.cryptography.protecteddata(v=vs.80).aspx) class to encrypt a copy of an array of bytes. This functionality is available in Microsoft Windows 2000 and later operating systems. You can specify that data encrypted by the current user account can be decrypted only by the same user account, or you can specify that data encrypted by the current user account can be decrypted by any account on the computer. See the [DataProtectionScope](https://msdn.microsoft.com/en-US/library/system.security.cryptography.dataprotectionscope(v=vs.80).aspx)enumeration for a detailed description of **ProtectedData** options.

To encrypt in-memory data using data protection

* Call the static [Protect](https://msdn.microsoft.com/en-US/library/system.security.cryptography.protectedmemory.protect(v=vs.80).aspx) method while passing an array of bytes to encrypt, the entropy, and the memory protection scope.

To decrypt in-memory data using data protection

* Call the static [Unprotect](https://msdn.microsoft.com/en-US/library/system.security.cryptography.protectedmemory.unprotect(v=vs.80).aspx) method while passing an array of bytes to decrypt and the memory protection scope.

To encrypt data to a file or stream using data protection

1. Create random entropy.
2. Call the static [Protect](https://msdn.microsoft.com/en-US/library/2fh8203k(v=vs.80).aspx) method while passing an array of bytes to encrypt, the entropy, and the data protection scope.
3. Write the encrypted data to a file or stream.

To decrypt data from a file or stream using data protection

1. Read the encrypted data from a file or stream.
2. Call the static [Unprotect](https://msdn.microsoft.com/en-US/library/xh68ketz(v=vs.80).aspx) method while passing an array of bytes to decrypt and the data protection scope.

Example

The following code example demonstrates two forms of encryption and decryption. First, the code example encrypts and then decrypts an in-memory array of bytes. Next, the code example encrypts a copy of a byte array, saves it to a file, loads the data back from the file, and then decrypts the data. The example displays the original data, the encrypted data, and the decrypted data.

C#

[**VB**](https://msdn.microsoft.com/en-US/library/ms229741(v=vs.80).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.IO;

using System.Text;

using System.Security.Cryptography;

public class MemoryProtectionSample

{

public static void Main()

{

Run();

}

public static void Run()

{

try

{

///////////////////////////////

//

// Memory Encryption - ProtectedMemory

//

///////////////////////////////

// Create the original data to be encrypted (The data length should be a multiple of 16).

byte[] toEncrypt = UnicodeEncoding.ASCII.GetBytes("ThisIsSomeData16");

Console.WriteLine("Original data: " + UnicodeEncoding.ASCII.GetString(toEncrypt));

Console.WriteLine("Encrypting...");

// Encrypt the data in memory.

EncryptInMemoryData(toEncrypt, MemoryProtectionScope.SameLogon);

Console.WriteLine("Encrypted data: " + UnicodeEncoding.ASCII.GetString(toEncrypt));

Console.WriteLine("Decrypting...");

// Decrypt the data in memory.

DecryptInMemoryData(toEncrypt, MemoryProtectionScope.SameLogon);

Console.WriteLine("Decrypted data: " + UnicodeEncoding.ASCII.GetString(toEncrypt));

///////////////////////////////

//

// Data Encryption - ProtectedData

//

///////////////////////////////

// Create the original data to be encrypted

toEncrypt = UnicodeEncoding.ASCII.GetBytes("This is some data of any length.");

// Create a file.

FileStream fStream = new FileStream("Data.dat", FileMode.OpenOrCreate);

// Create some random entropy.

byte[] entropy = CreateRandomEntropy();

Console.WriteLine();

Console.WriteLine("Original data: " + UnicodeEncoding.ASCII.GetString(toEncrypt));

Console.WriteLine("Encrypting and writing to disk...");

// Encrypt a copy of the data to the stream.

int bytesWritten = EncryptDataToStream(toEncrypt, entropy, DataProtectionScope.CurrentUser, fStream);

fStream.Close();

Console.WriteLine("Reading data from disk and decrypting...");

// Open the file.

fStream = new FileStream("Data.dat", FileMode.Open);

// Read from the stream and decrypt the data.

byte[] decryptData = DecryptDataFromStream(entropy, DataProtectionScope.CurrentUser, fStream, bytesWritten);

fStream.Close();

Console.WriteLine("Decrypted data: " + UnicodeEncoding.ASCII.GetString(decryptData));

}

catch (Exception e)

{

Console.WriteLine("ERROR: " + e.Message);

}

}

public static void EncryptInMemoryData(byte[] Buffer, MemoryProtectionScope Scope )

{

if (Buffer.Length <= 0)

throw new ArgumentException("Buffer");

if (Buffer == null)

throw new ArgumentNullException("Buffer");

// Encrypt the data in memory. The result is stored in the same same array as the original data.

ProtectedMemory.Protect(Buffer, Scope);

}

public static void DecryptInMemoryData(byte[] Buffer, MemoryProtectionScope Scope)

{

if (Buffer.Length <= 0)

throw new ArgumentException("Buffer");

if (Buffer == null)

throw new ArgumentNullException("Buffer");

// Decrypt the data in memory. The result is stored in the same same array as the original data.

ProtectedMemory.Unprotect(Buffer, Scope);

}

public static byte[] CreateRandomEntropy()

{

// Create a byte array to hold the random value.

byte[] entropy = new byte[16];

// Create a new instance of the RNGCryptoServiceProvider.

// Fill the array with a random value.

new RNGCryptoServiceProvider().GetBytes(entropy);

// Return the array.

return entropy;

}

public static int EncryptDataToStream(byte[] Buffer, byte[] Entropy, DataProtectionScope Scope, Stream S)

{

if (Buffer.Length <= 0)

throw new ArgumentException("Buffer");

if (Buffer == null)

throw new ArgumentNullException("Buffer");

if (Entropy.Length <= 0)

throw new ArgumentException("Entropy");

if (Entropy == null)

throw new ArgumentNullException("Entropy");

if (S == null)

throw new ArgumentNullException("S");

int length = 0;

// Encrypt the data in memory. The result is stored in the same same array as the original data.

byte[] encrptedData = ProtectedData.Protect(Buffer, Entropy, Scope);

// Write the encrypted data to a stream.

if (S.CanWrite && encrptedData != null)

{

S.Write(encrptedData, 0, encrptedData.Length);

length = encrptedData.Length;

}

// Return the length that was written to the stream.

return length;

}

public static byte[] DecryptDataFromStream(byte[] Entropy, DataProtectionScope Scope, Stream S, int Length)

{

if (S == null)

throw new ArgumentNullException("S");

if (Length <= 0 )

throw new ArgumentException("Length");

if (Entropy == null)

throw new ArgumentNullException("Entropy");

if (Entropy.Length <= 0)

throw new ArgumentException("Entropy");

byte[] inBuffer = new byte[Length];

byte[] outBuffer;

// Read the encrypted data from a stream.

if (S.CanRead)

{

S.Read(inBuffer, 0, Length);

outBuffer = ProtectedData.Unprotect(inBuffer, Entropy, Scope);

}

else

{

throw new IOException("Could not read the stream.");

}

// Return the length that was written to the stream.

return outBuffer;

}

}

Compiling the Code

* Include a reference to **System.Security.dll**.
* Include the [System](https://msdn.microsoft.com/en-US/library/system(v=vs.80).aspx), [System.IO](https://msdn.microsoft.com/en-US/library/system.io(v=vs.80).aspx), [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.80).aspx), and [System.Text](https://msdn.microsoft.com/en-US/library/system.text(v=vs.80).aspx) namespace.

#### How to: Access Hardware Encryption Devices

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5, 4.6**

You can use the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) class to access hardware encryption devices. For example, you can use this class to integrate your application with a smart card, a hardware random number generator, or a hardware implementation of a particular cryptographic algorithm.

The [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) class creates a cryptographic service provider (CSP) that accesses a properly installed hardware encryption device. You can verify the availability of a CSP by inspecting the following registry key using the Registry Editor (Regedit.exe): HKEY\_LOCAL\_MACHINE\Software\Microsoft\Cryptography\Defaults\Provider.

To sign data using a key card

1. Create a new instance of the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) class, passing the integer provider type and the provider name to the constructor.
2. Pass the appropriate flags to the [Flags](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters.flags(v=vs.90).aspx) property of the newly created [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) object. For example, pass the[UseDefaultKeyContainer](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspproviderflags(v=vs.90).aspx) flag.
3. Create a new instance of an [AsymmetricAlgorithm](https://msdn.microsoft.com/en-US/library/system.security.cryptography.asymmetricalgorithm(v=vs.90).aspx) class (for example, the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.90).aspx) class), passing the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx)object to the constructor.
4. Sign your data using one of the **Sign** methods and verify your data using one of the **Verify** methods.

To generate a random number using a hardware random number generator

1. Create a new instance of the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) class, passing the integer provider type and the provider name to the constructor.
2. Create a new instance of the [RNGCryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rngcryptoserviceprovider(v=vs.90).aspx), passing the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) object to the constructor.
3. Create a random value using the [GetBytes](https://msdn.microsoft.com/en-US/library/wb9c8c67(v=vs.90).aspx) or [GetNonZeroBytes](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rngcryptoserviceprovider.getnonzerobytes(v=vs.90).aspx) method.

[**Example**](javascript:void(0))

The following code example demonstrates how to sign data using a smart card. The code example creates a [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) object that exposes a smart card, and then initializes an [RSACryptoServiceProvider](https://msdn.microsoft.com/en-US/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.90).aspx) object using the CSP. The code example then signs and verifies some data.

C#

[**C++**](https://msdn.microsoft.com/en-US/library/ms229931(v=vs.90).aspx?cs-save-lang=1&cs-lang=cpp#code-snippet-1)

[**VB**](https://msdn.microsoft.com/en-US/library/ms229931(v=vs.90).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Security.Cryptography;

namespace SmartCardSign

{

class SCSign

{

static void Main(string[] args)

{

// To idendify the Smart Card CryptoGraphic Providers on your

// computer, use the Microsoft Registry Editor (Regedit.exe).

// The available Smart Card CryptoGraphic Providers are listed

// in HKEY\_LOCAL\_MACHINE\Software\Microsoft\Cryptography\Defaults\Provider.

// Create a new CspParameters object that identifies a

// Smart Card CryptoGraphic Provider.

// The 1st parameter comes from HKEY\_LOCAL\_MACHINE\Software\Microsoft\Cryptography\Defaults\Provider Types.

// The 2nd parameter comes from HKEY\_LOCAL\_MACHINE\Software\Microsoft\Cryptography\Defaults\Provider.

CspParameters csp = new CspParameters(1, "Schlumberger Cryptographic Service Provider");

csp.Flags = CspProviderFlags.UseDefaultKeyContainer;

// Initialize an RSACryptoServiceProvider object using

// the CspParameters object.

RSACryptoServiceProvider rsa = new RSACryptoServiceProvider(csp);

// Create some data to sign.

byte[] data = new byte[] { 0, 1, 2, 3, 4, 5, 6, 7 };

Console.WriteLine("Data : " + BitConverter.ToString(data));

// Sign the data using the Smart Card CryptoGraphic Provider.

byte[] sig = rsa.SignData(data, "SHA1");

Console.WriteLine("Signature : " + BitConverter.ToString(sig));

// Verify the data using the Smart Card CryptoGraphic Provider.

bool verified = rsa.VerifyData(data, "SHA1", sig);

Console.WriteLine("Verified : " + verified);

}

}

}

[**Compiling the Code**](javascript:void(0))

* Include the [System](https://msdn.microsoft.com/en-US/library/system(v=vs.90).aspx) and [System.Security.Cryptography](https://msdn.microsoft.com/en-US/library/system.security.cryptography(v=vs.90).aspx) namespaces.
* You must have a smart card reader and drivers installed on your computer.
* You must initialize the [CspParameters](https://msdn.microsoft.com/en-US/library/system.security.cryptography.cspparameters(v=vs.90).aspx) object using information specific to your card reader. For more information, see the documentation of your card reader.

#### Walkthrough: Creating a Cryptographic Application

**.NET Framework 3.5, 4, 4.6 and 4.5**

[Other Versions](javascript:;)
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This walkthrough demonstrates how to encrypt and decrypt content. The code examples are designed for a Windows Forms application. This application does not demonstrate real world scenarios, such as using smart cards. Instead, it demonstrates the fundamentals of encryption and decryption.

This walkthrough uses the following guidelines for encryption:

* Use the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) class, a symmetric algorithm, to encrypt and decrypt data by using its automatically generated [Key](https://msdn.microsoft.com/en-us/library/system.security.cryptography.symmetricalgorithm.key(v=vs.110).aspx) and [IV](https://msdn.microsoft.com/en-us/library/system.security.cryptography.symmetricalgorithm.iv(v=vs.110).aspx).
* Use the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.110).aspx), an asymmetric algorithm, to encrypt and decrypt the key to the data encrypted by[RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx). Asymmetric algorithms are best used for smaller amounts of data, such as a key.

|  |
| --- |
| Note**Note** |
| If you want to protect data on your computer instead of exchanging encrypted content with other people, consider using the[ProtectedData](https://msdn.microsoft.com/en-us/library/system.security.cryptography.protecteddata(v=vs.110).aspx) or [ProtectedMemory](https://msdn.microsoft.com/en-us/library/system.security.cryptography.protectedmemory(v=vs.110).aspx) classes. |

The following table summarizes the cryptographic tasks in this topic.

|  |  |
| --- | --- |
| Task | Description |
| Creating a Windows Forms application | Lists the controls that are required to run the application. |
| Declaring global objects | Declares string path variables, the [CspParameters](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cspparameters(v=vs.110).aspx), and the [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.110).aspx) to have global context of the [Form](https://msdn.microsoft.com/en-us/library/system.windows.forms.form(v=vs.110).aspx) class. |
| Creating an asymmetric key | Creates an asymmetric public and private key value pair and assigns it a key container name. |
| Encrypting a file | Displays a dialog box to select a file for encryption and encrypts the file. |
| Decrypting a file | Displays a dialog box to select an encrypted file for decryption and decrypts the file. |
| Getting a private key | Gets the full key pair using the key container name. |
| Exporting a public key | Saves the key to an XML file with only public parameters. |
| Importing a public key | Loads the key from an XML file into the key container. |
| Testing the application | Lists procedures for testing this application. |

##### [Prerequisites](javascript:void(0))

You need the following components to complete this walkthrough:

* References to the [System.IO](https://msdn.microsoft.com/en-us/library/system.io(v=vs.110).aspx) and [System.Security.Cryptography](https://msdn.microsoft.com/en-us/library/system.security.cryptography(v=vs.110).aspx) namespaces.

##### [Creating a Windows Forms Application](javascript:void(0))

Most of the code examples in this walkthrough are designed to be event handlers for button controls. The following table lists the controls required for the sample application and their required names to match the code examples.

|  |  |  |
| --- | --- | --- |
| Control | Name | Text property (as needed) |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonEncryptFile | Encrypt File |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonDecryptFile | Decrypt File |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonCreateAsmKeys | Create Keys |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonExportPublicKey | Export Public Key |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonImportPublicKey | Import Public Key |
| [Button](https://msdn.microsoft.com/en-us/library/system.windows.forms.button(v=vs.110).aspx) | buttonGetPrivateKey | Get Private Key |
| [Label](https://msdn.microsoft.com/en-us/library/system.windows.forms.label(v=vs.110).aspx) | label1 |  |
| [OpenFileDialog](https://msdn.microsoft.com/en-us/library/system.windows.forms.openfiledialog(v=vs.110).aspx) | openFileDialog1 |  |
| [OpenFileDialog](https://msdn.microsoft.com/en-us/library/system.windows.forms.openfiledialog(v=vs.110).aspx) | openFileDialog2 |  |

Double-click the buttons in the Visual Studio designer to create their event handlers.

##### [Declaring Global Objects](javascript:void(0))

Add the following code to the Form's constructor. Edit the string variables for your environment and preferences.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

// Declare CspParmeters and RsaCryptoServiceProvider

// objects with global scope of your Form class.

CspParameters cspp = new CspParameters();

RSACryptoServiceProvider rsa;

// Path variables for source, encryption, and

// decryption folders. Must end with a backslash.

const string EncrFolder = @"c:\Encrypt\";

const string DecrFolder = @"c:\Decrypt\";

const string SrcFolder = @"c:\docs\";

// Public key file

const string PubKeyFile = @"c:\encrypt\rsaPublicKey.txt";

// Key container name for

// private/public key value pair.

const string keyName = "Key01";

##### [Creating an Asymmetric Key](javascript:void(0))

This task creates an asymmetric key that encrypts and decrypts the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) key. This key was used to encrypt the content and it displays the key container name on the label control.

Add the following code as the Click event handler for the Create Keys button (buttonCreateAsmKeys\_Click).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

private void buttonCreateAsmKeys\_Click(object sender, System.EventArgs e)

{

// Stores a key pair in the key container.

cspp.KeyContainerName = keyName;

rsa = new RSACryptoServiceProvider(cspp);

rsa.PersistKeyInCsp = true;

if (rsa.PublicOnly == true)

label1.Text = "Key: " + cspp.KeyContainerName + " - Public Only";

else

label1.Text = "Key: " + cspp.KeyContainerName + " - Full Key Pair";

}

##### [Encrypting a File](javascript:void(0))

This task involves two methods: the event handler method for the Encrypt Filebutton (buttonEncryptFile\_Click) and theEncryptFile method. The first method displays a dialog box for selecting a file and passes the file name to the second method, which performs the encryption.

The encrypted content, key, and IV are all saved to one [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx), which is referred to as the encryption package.

The EncryptFile method does the following:

1. Creates a [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) symmetric algorithm to encrypt the content.
2. Creates an [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.110).aspx) object to encrypt the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) key.
3. Uses a [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.110).aspx) object to read and encrypt the [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx) of the source file, in blocks of bytes, into a destination [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx)object for the encrypted file.
4. Determines the lengths of the encrypted key and IV, and creates byte arrays of their length values.
5. Writes the Key, IV, and their length values to the encrypted package.

The encryption package uses the following format:

* Key length, bytes 0 - 3
* IV length, bytes 4 - 7
* Encrypted key
* IV
* Cipher text

You can use the lengths of the key and IV to determine the starting points and lengths of all parts of the encryption package, which can then be used to decrypt the file.

Add the following code as the Click event handler for the Encrypt File button (buttonEncryptFile\_Click).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-3)

private void buttonEncryptFile\_Click(object sender, System.EventArgs e)

{

if (rsa == null)

MessageBox.Show("Key not set.");

else

{

// Display a dialog box to select a file to encrypt.

openFileDialog1.InitialDirectory = SrcFolder;

if (openFileDialog1.ShowDialog() == DialogResult.OK)

{

string fName = openFileDialog1.FileName;

if (fName != null)

{

FileInfo fInfo = new FileInfo(fName);

// Pass the file name without the path.

string name = fInfo.FullName;

EncryptFile(name);

}

}

}

}

Add the following EncryptFile method to the form.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-4)

private void EncryptFile(string inFile)

{

// Create instance of Rijndael for

// symetric encryption of the data.

RijndaelManaged rjndl = new RijndaelManaged();

rjndl.KeySize = 256;

rjndl.BlockSize = 256;

rjndl.Mode = CipherMode.CBC;

ICryptoTransform transform = rjndl.CreateEncryptor();

// Use RSACryptoServiceProvider to

// enrypt the Rijndael key.

// rsa is previously instantiated:

// rsa = new RSACryptoServiceProvider(cspp);

byte[] keyEncrypted = rsa.Encrypt(rjndl.Key, false);

// Create byte arrays to contain

// the length values of the key and IV.

byte[] LenK = new byte[4];

byte[] LenIV = new byte[4];

int lKey = keyEncrypted.Length;

LenK = BitConverter.GetBytes(lKey);

int lIV = rjndl.IV.Length;

LenIV = BitConverter.GetBytes(lIV);

// Write the following to the FileStream

// for the encrypted file (outFs):

// - length of the key

// - length of the IV

// - ecrypted key

// - the IV

// - the encrypted cipher content

int startFileName = inFile.LastIndexOf("\\") + 1;

// Change the file's extension to ".enc"

string outFile = EncrFolder + inFile.Substring(startFileName, inFile.LastIndexOf(".")- startFileName) + ".enc";

using (FileStream outFs = new FileStream(outFile, FileMode.Create))

{

outFs.Write(LenK, 0, 4);

outFs.Write(LenIV, 0, 4);

outFs.Write(keyEncrypted, 0, lKey);

outFs.Write(rjndl.IV, 0, lIV);

// Now write the cipher text using

// a CryptoStream for encrypting.

using (CryptoStream outStreamEncrypted = new CryptoStream(outFs, transform, CryptoStreamMode.Write))

{

// By encrypting a chunk at

// a time, you can save memory

// and accommodate large files.

int count = 0;

int offset = 0;

// blockSizeBytes can be any arbitrary size.

int blockSizeBytes = rjndl.BlockSize / 8;

byte[] data = new byte[blockSizeBytes];

int bytesRead = 0;

using (FileStream inFs = new FileStream(inFile, FileMode.Open))

{

do

{

count = inFs.Read(data, 0, blockSizeBytes);

offset += count;

outStreamEncrypted.Write(data, 0, count);

bytesRead += blockSizeBytes;

}

while (count > 0);

inFs.Close();

}

outStreamEncrypted.FlushFinalBlock();

outStreamEncrypted.Close();

}

outFs.Close();

}

}

##### [Decrypting a File](javascript:void(0))

This task involves two methods, the event handler method for the Decrypt File button (buttonEncryptFile\_Click), and theDecryptFile method. The first method displays a dialog box for selecting a file and passes its file name to the second method, which performs the decryption.

The Decrypt method does the following:

1. Creates a [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) symmetric algorithm to decrypt the content.
2. Reads the first eight bytes of the [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx) of the encrypted package into byte arrays to obtain the lengths of the encrypted key and the IV.
3. Extracts the key and IV from the encryption package into byte arrays.
4. Creates an [RSACryptoServiceProvider](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rsacryptoserviceprovider(v=vs.110).aspx) object to decrypt the [RijndaelManaged](https://msdn.microsoft.com/en-us/library/system.security.cryptography.rijndaelmanaged(v=vs.110).aspx) key.
5. Uses a [CryptoStream](https://msdn.microsoft.com/en-us/library/system.security.cryptography.cryptostream(v=vs.110).aspx) object to read and decrypt the cipher text section of the [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx) encryption package, in blocks of bytes, into the [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx) object for the decrypted file. When this is finished, the decryption is completed.

Add the following code as the Click event handler for the Decrypt File button.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-5)

private void buttonDecryptFile\_Click(object sender, EventArgs e)

{

if (rsa == null)

MessageBox.Show("Key not set.");

else

{

// Display a dialog box to select the encrypted file.

openFileDialog2.InitialDirectory = EncrFolder;

if (openFileDialog2.ShowDialog() == DialogResult.OK)

{

string fName = openFileDialog2.FileName;

if (fName != null)

{

FileInfo fi = new FileInfo(fName);

string name = fi.Name;

DecryptFile(name);

}

}

}

}

Add the following DecryptFile method to the form.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-6)

private void DecryptFile(string inFile)

{

// Create instance of Rijndael for

// symetric decryption of the data.

RijndaelManaged rjndl = new RijndaelManaged();

rjndl.KeySize = 256;

rjndl.BlockSize = 256;

rjndl.Mode = CipherMode.CBC;

// Create byte arrays to get the length of

// the encrypted key and IV.

// These values were stored as 4 bytes each

// at the beginning of the encrypted package.

byte[] LenK = new byte[4];

byte[] LenIV = new byte[4];

// Consruct the file name for the decrypted file.

string outFile = DecrFolder + inFile.Substring(0, inFile.LastIndexOf(".")) + ".txt";

// Use FileStream objects to read the encrypted

// file (inFs) and save the decrypted file (outFs).

using (FileStream inFs = new FileStream(EncrFolder + inFile, FileMode.Open))

{

inFs.Seek(0, SeekOrigin.Begin);

inFs.Seek(0, SeekOrigin.Begin);

inFs.Read(LenK, 0, 3);

inFs.Seek(4, SeekOrigin.Begin);

inFs.Read(LenIV, 0, 3);

// Convert the lengths to integer values.

int lenK = BitConverter.ToInt32(LenK, 0);

int lenIV = BitConverter.ToInt32(LenIV, 0);

// Determine the start postition of

// the ciphter text (startC)

// and its length(lenC).

int startC = lenK + lenIV + 8;

int lenC = (int)inFs.Length - startC;

// Create the byte arrays for

// the encrypted Rijndael key,

// the IV, and the cipher text.

byte[] KeyEncrypted = new byte[lenK];

byte[] IV = new byte[lenIV];

// Extract the key and IV

// starting from index 8

// after the length values.

inFs.Seek(8, SeekOrigin.Begin);

inFs.Read(KeyEncrypted, 0, lenK);

inFs.Seek(8 + lenK, SeekOrigin.Begin);

inFs.Read(IV, 0, lenIV);

Directory.CreateDirectory(DecrFolder);

// Use RSACryptoServiceProvider

// to decrypt the Rijndael key.

byte[] KeyDecrypted = rsa.Decrypt(KeyEncrypted, false);

// Decrypt the key.

ICryptoTransform transform = rjndl.CreateDecryptor(KeyDecrypted, IV);

// Decrypt the cipher text from

// from the FileSteam of the encrypted

// file (inFs) into the FileStream

// for the decrypted file (outFs).

using (FileStream outFs = new FileStream(outFile, FileMode.Create))

{

int count = 0;

int offset = 0;

// blockSizeBytes can be any arbitrary size.

int blockSizeBytes = rjndl.BlockSize / 8;

byte[] data = new byte[blockSizeBytes];

// By decrypting a chunk a time,

// you can save memory and

// accommodate large files.

// Start at the beginning

// of the cipher text.

inFs.Seek(startC, SeekOrigin.Begin);

using (CryptoStream outStreamDecrypted = new CryptoStream(outFs, transform, CryptoStreamMode.Write))

{

do

{

count = inFs.Read(data, 0, blockSizeBytes);

offset += count;

outStreamDecrypted.Write(data, 0, count);

}

while (count > 0);

outStreamDecrypted.FlushFinalBlock();

outStreamDecrypted.Close();

}

outFs.Close();

}

inFs.Close();

}

}

##### [Exporting a Public Key](javascript:void(0))

This task saves the key created by the Create Keys button to a file. It exports only the public parameters.

This task simulates the scenario of Alice giving Bob her public key so that he can encrypt files for her. He and others who have that public key will not be able to decrypt them because they do not have the full key pair with private parameters.

Add the following code as the Click event handler for the Export Public Key button (buttonExportPublicKey\_Click).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-7)

void buttonExportPublicKey\_Click(object sender, System.EventArgs e)

{

// Save the public key created by the RSA

// to a file. Caution, persisting the

// key to a file is a security risk.

Directory.CreateDirectory(EncrFolder);

StreamWriter sw = new StreamWriter(PubKeyFile, false);

sw.Write(rsa.ToXmlString(false));

sw.Close();

}

##### [Importing a Public Key](javascript:void(0))

This task loads the key with only public parameters, as created by the Export Public Key button, and sets it as the key container name.

This task simulates the scenario of Bob loading Alice's key with only public parameters so he can encrypt files for her.

Add the following code as the Click event handler for the Import Public Key button (buttonImportPublicKey\_Click).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-8)

void buttonImportPublicKey\_Click(object sender, System.EventArgs e)

{

StreamReader sr = new StreamReader(PubKeyFile);

cspp.KeyContainerName = keyName;

rsa = new RSACryptoServiceProvider(cspp);

string keytxt = sr.ReadToEnd();

rsa.FromXmlString(keytxt);

rsa.PersistKeyInCsp = true;

if (rsa.PublicOnly == true)

label1.Text = "Key: " + cspp.KeyContainerName + " - Public Only";

else

label1.Text = "Key: " + cspp.KeyContainerName + " - Full Key Pair";

sr.Close();

}

##### [Getting a Private Key](javascript:void(0))

This task sets the key container name to the name of the key created by using the Create Keys button. The key container will contain the full key pair with private parameters.

This task simulates the scenario of Alice using her private key to decrypt files encrypted by Bob.

Add the following code as the Click event handler for the Get Private Key button (buttonGetPrivateKey\_Click).

C#

[**VB**](https://msdn.microsoft.com/en-us/library/bb397867(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-9)

private void buttonGetPrivateKey\_Click(object sender, EventArgs e)

{

cspp.KeyContainerName = keyName;

rsa = new RSACryptoServiceProvider(cspp);

rsa.PersistKeyInCsp = true;

if (rsa.PublicOnly == true)

label1.Text = "Key: " + cspp.KeyContainerName + " - Public Only";

else

label1.Text = "Key: " + cspp.KeyContainerName + " - Full Key Pair";

}

##### [Testing the Application](javascript:void(0))

After you have built the application, perform the following testing scenarios.

###### To create keys, encrypt, and decrypt

1. Click the Create Keys button. The label displays the key name and shows that it is a full key pair.
2. Click the Export Public Key button. Note that exporting the public key parameters does not change the current key.
3. Click the Encrypt File button and select a file.
4. Click the Decrypt Filebutton and select the file just encrypted.
5. Examine the file just decrypted.
6. Close the application and restart it to test retrieving persisted key containers in the next scenario.

###### To encrypt using the public key

1. Click the Import Public Key button. The label displays the key name and shows that it is public only.
2. Click the Encrypt File button and select a file.
3. Click the Decrypt Filebutton and select the file just encrypted. This will fail because you must have the private key to decrypt.

This scenario demonstrates having only the public key to encrypt a file for another person. Typically that person would give you only the public key and withhold the private key for decryption.

###### To decrypt using the private key

1. Click the Get Private Key button. The label displays the key name and shows whether it is the full key pair.
2. Click the Decrypt File button and select the file just encrypted. This will be successful because you have the full key pair to decrypt.

## Security Policy Management

**.NET Framework 1.1, 2.0, 3.0, 3.5**

Security policy is the configurable set of rules that the common language runtime follows when determining the permissions to grant to code. The runtime examines identifiable characteristics of the code, such as the Web site or zone where the code originates, to determine the access that code can have to resources. During execution, the runtime ensures that code accesses only the resources that it has been granted permission to access.

Security policy defines several code groups and associates each of them with a set of permissions. Code groups categorize code by characteristics such as its publisher, digital signature, the URL from where it originates, and so on. After all evidence is considered, code is placed into code groups and the resulting permission grant is the total set of permissions associated with every code group that the code obtains membership in. Although the default security policy is suitable for most situations, administrators can modify or customize security policy to tailor it to the specific needs of their organizations. The runtime grants permissions to both assemblies and application domains based on security policy.

In This Section

[Security Policy Model](https://msdn.microsoft.com/en-us/library/ck90k585(v=vs.71).aspx)

Describes the components of the security policy system.

[Permission Grants](https://msdn.microsoft.com/en-us/library/abt16x18(v=vs.71).aspx)

Describes how the common language runtime grants permission to code.

[Default Security Policy](https://msdn.microsoft.com/en-us/library/03kwzyfc(v=vs.71).aspx)

Describes how security policy is configured by default.

[Administering Security Policy](https://msdn.microsoft.com/en-us/library/wztcyd2e(v=vs.71).aspx)

Describes how administrators can view and modify security policy.

[Internet Explorer Security and Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.71).aspx)

Describes how Microsoft Internet Explorer security settings affect managed execution.

Related Sections

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.71).aspx)

Describes techniques that administrators can use to maintain security policy on a machine or in an enterprise.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.71).aspx)

Introduces fundamental concepts you must understand before using .NET Framework security.

[Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.71).aspx)

Describes permission objects and how they are used by the runtime.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Security Tools](https://msdn.microsoft.com/en-us/library/7w3fd0wb(v=vs.71).aspx)

Lists and briefly describes the security tools included in the .NET Framework SDK.

## Security Policy Management

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Security policy is the configurable set of rules that the common language runtime follows when determining the permissions to grant to code. The code is identified by its assembly file, which is either an executable (.exe) or a library (.dll). The runtime examines identifiable characteristics of the assembly, such as the Web site or zone where the code originates, to determine the access that the code can have to resources. Those characteristics are defined as [System.Security.Policy.Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.100).aspx), which is associated with the assembly. Typical [Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.100).aspx) for an assembly is [Url](https://msdn.microsoft.com/en-us/library/system.security.policy.url(v=vs.100).aspx), [Zone](https://msdn.microsoft.com/en-us/library/system.security.policy.zone(v=vs.100).aspx), [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx), and [Hash](https://msdn.microsoft.com/en-us/library/system.security.policy.hash(v=vs.100).aspx). During execution, the runtime uses the [Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.100).aspx) to ensure that code accesses only the resources that it has been granted permission to access.

Security policy defines several code groups and associates each group with a set of permissions. The security system uses [Evidence](https://msdn.microsoft.com/en-us/library/system.security.policy.evidence(v=vs.100).aspx) to determine the code groups an assembly belongs in. After all evidence is considered, the assembly is associated with one or more code groups, and the resulting permission grant is the total set of permissions associated with all the matching code groups.

By default, assemblies that reside on the computer they are to run on are in the [MyComputer](https://msdn.microsoft.com/en-us/library/system.security.securityzone(v=vs.100).aspx) zone. The [MyComputer](https://msdn.microsoft.com/en-us/library/system.security.securityzone(v=vs.100).aspx) zone evidence places the code in the **My\_Computer\_Zone** code group and grants it full-trust permission. The full-trust permission set bypasses security checks and grants code access to all protected resources. For that reason, it is very important that you install applications on your computer only from sources that you completely trust. In the .NET Framework version 3.5 Service Pack 1 (SP1), full trust is extended to assemblies that you run from an intranet as well as from your computer. Again, you should only run intranet applications that you fully trust. Security policy administrators can decide to restore the policy for intranet applications to the partial-trust status they were previously granted.

Although the default security policy is suitable for most situations, administrators can modify or customize security policy according to the specific needs of their organizations. The runtime grants permissions to both assemblies and application domains based on security policy.

[**In This Section**](javascript:void(0))

[Security Policy Model](https://msdn.microsoft.com/en-us/library/ck90k585(v=vs.100).aspx)

Describes the components of the security policy system.

[Permission Grants](https://msdn.microsoft.com/en-us/library/abt16x18(v=vs.100).aspx)

Describes how the common language runtime grants permission to code.

[Default Security Policy](https://msdn.microsoft.com/en-us/library/03kwzyfc(v=vs.100).aspx)

Describes how security policy is configured by default.

[Administering Security Policy](https://msdn.microsoft.com/en-us/library/wztcyd2e(v=vs.100).aspx)

Describes how administrators can view and modify security policy.

[How to: Enable Internet Explorer Security Settings for Managed Execution](https://msdn.microsoft.com/en-us/library/101853ac(v=vs.100).aspx)

Describes how Microsoft Internet Explorer security settings affect managed execution.

[**Related Sections**](javascript:void(0))

[Security Policy Best Practices](https://msdn.microsoft.com/en-us/library/sa4se9bc(v=vs.100).aspx)

Describes techniques that administrators can use to maintain security policy on a machine or in an enterprise.

[Key Security Concepts](https://msdn.microsoft.com/en-us/library/z164t8hs(v=vs.100).aspx)

Introduces fundamental concepts you must understand before using .NET Framework security.

[Permissions](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.100).aspx)

Describes permission objects and how they are used by the runtime.

[Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx)

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Security Tools](https://msdn.microsoft.com/en-us/library/dd233106(v=vs.100).aspx)

Lists and briefly describes the security tools included in the .NET Framework.

### Security Policy Model

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The .NET Framework security policy model comprises the following elements:

* [Security policy levels](https://msdn.microsoft.com/en-us/library/628s5x1x(v=vs.71).aspx): enterprise, machine, user, and sometimes application domain.
* A hierarchy of [code groups](https://msdn.microsoft.com/en-us/library/ka9xc0ek(v=vs.71).aspx) within the enterprise, machine, and user policy levels.
* [Named permission sets](https://msdn.microsoft.com/en-us/library/4652tyx7(v=vs.71).aspx) associated with each code group.
* [Evidence](https://msdn.microsoft.com/en-us/library/7y5x1hcd(v=vs.71).aspx) that provides information about the identity of code.
* [Application domain hosts](https://msdn.microsoft.com/en-us/library/6700e49f(v=vs.71).aspx) that provide evidence about code to the common language runtime.

Each security policy level has its own hierarchy of [code groups](https://msdn.microsoft.com/en-us/library/ka9xc0ek(v=vs.71).aspx) that provides a framework for establishing and configuring security policy. Code groups map evidence to a set of allowed permissions. Often, code groups are associated with a [named permission set](https://msdn.microsoft.com/en-us/library/4652tyx7(v=vs.71).aspx) that specifies the allowable permissions for code in that group. The runtime uses evidence provided by a trusted host or by the loader to determine which code groups the code belongs to and, therefore, which permissions the code is granted.

#### Security Policy Levels

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Four security policy levels are provided by the .NET Framework to compute the permission grant of an assembly or application domain. Each level contains its own hierarchy of code groups and permission sets. The runtime intersects the permission sets granted to an assembly from each level when [computing the allowed permission set](https://msdn.microsoft.com/en-us/library/kb207s5y(v=vs.71).aspx). The resulting grant is the sum of permissions allowed by all participating levels in a policy grant.

The following table describes the four security policy levels provided by .NET Framework security.

|  |  |  |
| --- | --- | --- |
| Policy type | Specified by | Applies to |
| Enterprise policy | Administrator | All managed code in an enterprise setting where an enterprise configuration file is distributed. |
| Machine policy | Administrator | All managed code on the computer. |
| User policy | Administrator or user | Code in all the processes associated with the current operating system user when the common language runtime starts. |
| Application domain policy | Application domain host code | Managed code in the host's application domain. |

The policy levels are a hierarchy, with enterprise policy on top, machine policy below that, user policy below that, and application domain policy on the bottom. The runtime starts at the top of the hierarchy and works its way down when computing permission grants. Lower policy levels cannot increase permissions granted at a higher levels; however, lower policy levels can decrease permissions. By default, user and application domain policies are less restrictive than machine and enterprise policy. The majority of the default policy exists on the machine level. For more information about default security settings, see [Default Security Policy](https://msdn.microsoft.com/en-us/library/03kwzyfc(v=vs.71).aspx).

When granting permissions to assemblies, the runtime considers the requirements of all existing policies (enterprise, machine, user, and application domain), together with the assembly's requested permissions.

When granting permissions to application domains, the runtime uses the enterprise, machine, and user policies.

#### Code Groups

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

A code group is a logical grouping of code that has a specified condition for membership. Any code that meets the membership condition is included in the group. Code groups have associated permission sets that are evaluated during a policy grant. Administrators configure security policy by managing code groups and their associated permission sets.

The following table shows the code group membership conditions provided by the .NET Framework. Membership conditions are implemented as classes.

|  |  |
| --- | --- |
| Membership condition | Condition based on |
| All code  [AllMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.allmembershipcondition(v=vs.100).aspx) | Represents a membership condition that matches all code. |
| Application directory  [ApplicationDirectoryMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.applicationdirectorymembershipcondition(v=vs.100).aspx) | The application's installation directory. |
| Cryptographic hash  [HashMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.hashmembershipcondition(v=vs.100).aspx) | An MD5, SHA1, or other cryptographic hash. |
| Software publisher  [PublisherMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.publishermembershipcondition(v=vs.100).aspx) | The public key of a valid Authenticode signature. |
| Site membership  [SiteMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.sitemembershipcondition(v=vs.100).aspx) | The HTTP, HTTPS, and FTP site from which code originates. |
| Strong name  [StrongNameMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.strongnamemembershipcondition(v=vs.100).aspx) | A cryptographically strong signature. |
| URL  [UrlMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.urlmembershipcondition(v=vs.100).aspx) | The URL where the code originates, including the final wildcard; for example, http://site/app/\*. |
| Zone  [ZoneMembershipCondition](https://msdn.microsoft.com/en-us/library/system.security.policy.zonemembershipcondition(v=vs.100).aspx) | The zone where the code originates. |

The common language runtime uses identifying characteristics ([evidence](https://msdn.microsoft.com/en-us/library/7y5x1hcd(v=vs.100).aspx)) that describe the code to determine whether a group's membership condition has been met. For example, if the membership condition of the group is "Code from the www.microsoft.com Web site", the runtime examines the evidence to determine whether the code originates from www.microsoft.com.

Each code group is associated with a [named permission set](https://msdn.microsoft.com/en-us/library/4652tyx7(v=vs.100).aspx). Code groups can also have [attributes](https://msdn.microsoft.com/en-us/library/3wxtc9hf(v=vs.100).aspx) that affect how the code group is used to define security policy.

Enterprise, machine, and user policy levels are represented by a hierarchy of code groups. The application domain level cannot be administratively configured , but it does have a hierarchy of code groups that can be programmatically set. The root of each hierarchy is the group containing all code. The all code group has child nodes, and those child nodes have child nodes, and so on. If code is a member of the parent code group, then the code might be a member of one or more of that group's child code groups. If code is not a member of the parent code group, it cannot be a member of any of the code groups that are descended from that parent.

Code groups have optional description and name attributes that you can view using the [.NET Framework Configuration Tool](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx).

#### Named Permission Sets

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

A named permission set is a set of permissions that administrators can associate with a code group. A named permission set consists of at least one [permission](https://msdn.microsoft.com/en-us/library/5ba4k1c5(v=vs.100).aspx), and a name and description for the permission set. Administrators can use named permission sets to establish or modify the security policy for code groups. More than one code group can be associated with the same named permission set.

The following table shows the built-in named permission sets provided by the common language runtime.

|  |  |
| --- | --- |
| Permission set | Description |
| Nothing | No permissions (code cannot run). |
| Execution | Permission to run (execute), but no permissions to use protected resources. |
| Internet | The default policy permission set suitable for content from unknown origin. |
| LocalIntranet | The default policy permission set within an enterprise. |
| Everything | All standard (built-in) permissions, except permission to skip verification. |
| FullTrust | Full access to all resources. |

You cannot modify any of the built in named permission sets. However, it is possible to copy them and modify the copy using the .NET Configuration tool Microsoft Management Console (MMC) snap-in. Administrators can define custom named permission sets, as long as their names are different from the built-in named permission sets. Named permission sets cannot contain [identity permissions](https://msdn.microsoft.com/en-us/library/d3wktt6a(v=vs.100).aspx) because identity permissions are derived from evidence directly (for permission objects that implement [IIdentityPermissionFactory](https://msdn.microsoft.com/en-us/library/system.security.policy.iidentitypermissionfactory(v=vs.100).aspx)) and are therefore not a product of normal policy evaluation.

#### Evidence

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Evidence is the information that the common language runtime uses to make decisions based on security policy. Evidence indicates to the runtime that code has a particular characteristic. Common forms of evidence include digital signatures and the location where code originates, but evidence can also be custom-designed to represent other information that is meaningful to the application. Both assemblies and application domains receive permission grants based on evidence.

The following table shows the common types of evidence that a host can present to the runtime.

|  |  |
| --- | --- |
| Evidence | Description |
| Application directory | The application's installation directory. |
| Hash | Cryptographic hash such as SHA1. |
| Publisher | Software publisher signature; that is, the Authenticode signer of the code. |
| Site | Site of origin, such as http://www.microsoft.com. |
| Strong name | Cryptographically strong name of the assembly. |
| URL | URL of origin. |
| Zone | Zone of origin, such as Internet Zone. |

In addition to the forms of evidence listed in the table, application- or system-defined evidence can also be presented to the runtime. Trusted[application domain hosts](https://msdn.microsoft.com/en-us/library/6700e49f(v=vs.100).aspx) can present evidence about an assembly or [application domain](https://msdn.microsoft.com/en-us/library/2bh4z9hs(v=vs.100).aspx) to the runtime. The runtime uses this information to evaluate enterprise, machine, and user policy (plus an application domain policy for assemblies, if set by the trusted application domain host) and return the set of permissions to grant to the assembly or application domain. If the trusted application domain host does not have permission to provide evidence, the assembly or application domain receives the permissions that have been granted to the host.

The runtime receives evidence about assemblies either from trusted application domain hosts or directly from the loader. Some evidence, such as where the code originates, usually comes from the trusted application domain host because only the host knows this information. Trusted application domain hosts can override evidence provided from the loader and can provide their own evidence.

Other evidence, such as an assembly's digital signature, is inherent in the code itself and can come from the loader or a trusted application domain host. Typically, the runtime validates each assembly's digital signature when the code is loaded. If the digital signature is valid, the trusted application domain host passes the signature information as evidence to the runtime's policy mechanism. In addition, an assembly or a trusted application domain host can provide custom evidence as a resource that is part of the assembly. Administrators and developers can define custom evidence and extend security policy to recognize and use it.

The runtime's policy mechanism uses the evidence from both the trusted application domain host and the assembly to determine a piece of code's membership in a code group.

#### Application Domain Hosts

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Each .NET Framework application runs in an application domain under the control of a host that creates the application domain and loads assemblies into it. The host has access to information about the code ([evidence](https://msdn.microsoft.com/en-us/library/7y5x1hcd(v=vs.100).aspx)), such as the zone in which the code originates, or the digital signatures of the assemblies in the application domain. A trusted host is a host that has permission to provide the common language runtime with this kind of information. The [System.AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) class provides the application domain functionality used by hosts.

The following table shows the types of application hosts.

|  |  |
| --- | --- |
| Application domain host | Description |
| Browser host (for example, Microsoft Internet Explorer) | Runs code within the context of a Web site. |
| Custom-designed hosts | Creates domains and loads assemblies into domains, including dynamic assemblies. Can be written in managed or unmanaged code. |
| Server host (for example, ASP.NET) | Runs code that handles requests submitted to a server. |
| Shell host | Launches applications (.exe files) from the shell. |

After creating a new application domain, a host can specify the policy to apply to code within the application domain. This policy is always subject to the enterprise, machine and user policy. A host can reduce the set of permissions that machine and user policy allow but cannot expand it. Policy can be set only once for an application domain. To set application domain policy, the host must be granted the security permission (provided through the [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.100).aspx) class) for controlling domain policy.

After application domain policy is set, all subsequently loaded assemblies are granted permissions under the new policy (enterprise, machine, user, and application domain policy). Previously loaded assemblies get permission grants under the pre-existing policy (enterprise, machine and user policy only). The permissions granted to these assemblies are not reevaluated under the new application domain policy.

A trusted host can provide information (evidence) to the runtime about assemblies that are loaded into the application domain. If a domain host does not have the appropriate **SecurityPermission** for controlling evidence, the runtime uses the security enforced on the host to determine the security to enforce on the assembly.

In some situations, evidence that would normally be provided by a trusted application domain host is actually provided by the loader. Typically, after an application domain is created, the application domain host loads the first (main) assembly into the application domain and calls into that assembly to begin execution. When code in the first assembly references code in another assembly, the loader resolves the reference, loads the appropriate assembly into the application domain, and supplies the evidence about the assembly to the runtime. In this situation, the trusted application domain host that provided the evidence for the original assembly does not provide evidence to subsequently loaded assemblies.

### Permission Grants
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| --- |
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| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The common language runtime grants permissions to both application domains and assemblies. The permission-granting process can involve one or both of the following steps:

1. [Compute the allowed permission set](https://msdn.microsoft.com/en-us/library/kb207s5y(v=vs.71).aspx).
   1. At load time, the runtime determines the set of permissions that each policy level allows the code to have.
   2. The runtime then intersects the allowed permission sets for each relevant policy level, resulting in one set of allowed permissions for the application domain or assembly.
2. [Determine the granted permissions](https://msdn.microsoft.com/en-us/library/9xyehxdk(v=vs.71).aspx).

The runtime compares the final set of allowed permissions with the permissions that the assembly requests, which results in a set of permissions that is granted to the assembly. This step does not apply to permission grants for application domains.

#### Computing the Allowed Permission Set

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The common language runtime computes the allowed permission set for application domains and assemblies by traversing the code group hierarchies for the relevant policy levels. For application domains, the relevant policy levels are enterprise, machine, and user. For assemblies, the relevant policy levels are enterprise, machine, user, and application domain.

The runtime uses the following process to compute the allowed permission set:

1. For each relevant policy level, the runtime uses identity information provided by evidence to determine which groups the code belongs to. If the code is a member of a group, that group is said to be a match.

The search for a match begins at the top of the code group hierarchy in the all code group. The runtime searches the levels in the hierarchy, including child groups if a match is found in some parent group.

1. When all matches in the hierarchy have been identified, the permissions associated with each matching code group are combined in an additive manner (a union), resulting in the set of permissions allowed by that policy level.

The runtime computes the allowed permission set differently if the **Exclusive** or **LevelFinal** attribute is applied to the code group. For details, see [Code Group Attributes](https://msdn.microsoft.com/en-us/library/3wxtc9hf(v=vs.100).aspx).

1. The runtime then repeats the hierarchy search and intersects the permission sets for each policy level to compute the allowed permission set for the application domain or assembly. The resulting permission set contains only the permissions allowed for all policy levels.

The following illustration shows a code group hierarchy where Microsoft Money is a member of four code groups: All code, Microsoft (the Publisher), Local Internet (the Zone), and Microsoft Money (the Name). The allowed permission set for a given policy level (machine, user, or application domain) is the additive combination (the union) of the named permission sets associated with each of these code groups.

Code group hierarchy
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##### Code Group Attributes
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|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Code groups can have attributes that affect how the common language runtime determines an assembly's allowed permission set. The following table shows the attributes that can be applied to code groups.

|  |  |
| --- | --- |
| Attribute | Description |
| Exclusive | The allowed permission set for the policy level is the permission set associated with the code group that has this attribute. When all policy levels are considered, the runtime never grants the code more permissions than those associated with the**Exclusive** code group. Within a given policy level, code can be a member of no more than one code group that has the**Exclusive** attribute. |
| LevelFinal | No policy level, except the application domain level, below the one containing this code group is considered when checking code group membership and granting permissions. Enterprise policy is the highest level of policy, followed by machine policy, user policy, and then application domain policy. For example, if the **LevelFinal** attribute is applied to a code group in enterprise policy and some code matches the membership condition of this code group, then machine and user level policy are not applied to that code. |

A code group can be marked with both the **Exclusive** and **LevelFinal** attributes.

#### Determining the Granted Permissions

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

For application domains, the granted permission set is simply the allowed permission set.

For assemblies, the common language runtime considers other factors at assembly-load time to determine the granted permission set. An assembly can contain declarative security requests that specify the permissions the code needs or wants to have. The following table describes the permission sets that code can request.

|  |  |
| --- | --- |
| Permission set | Description |
| Required | Specifies the minimum set of permissions the code must have to run. |
| Optional | Identifies permissions the code wants to have, in addition to the minimum set. This causes all permissions not identified in the minimum set or optional set to be implicitly refused. |
| Refused | Specifies permissions that should never be granted to the code. |

If all three permission requests are absent, the assembly is simply granted the permission set that policy allows. However, if at least one of the three permission requests is present, the runtime considers the requested permissions using the following process:

1. The runtime [computes the allowed permissions](https://msdn.microsoft.com/en-us/library/kb207s5y(v=vs.100).aspx) for the assembly and insures that the assembly has permission to execute. If permission to execute is not present, the runtime throws a [PolicyException](https://msdn.microsoft.com/en-us/library/system.security.policy.policyexception(v=vs.100).aspx) and the code is not allowed to run.
2. The runtime determines whether the set of required permissions is a subset of the allowed permission set. If not, the runtime throws a**PolicyException** and the code is not allowed to run.
3. The runtime intersects the optional requested permissions with the allowed permission set. If optional permissions are not requested, then the optional PermissionSet is assumed to be [FullTrust](https://msdn.microsoft.com/en-us/library/4652tyx7(v=vs.100).aspx).
4. The runtime unions the result of step 3 with the minimum requested permissions.
5. Finally, the runtime subtracts any permissions that are refused from the result of step 4.

### Default Security Policy
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|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Machine policy is set by default to the values shown in the following tables. Because the policy levels are intersected when determining the allowed permission set, the machine policy settings actually determine the default security policy. Note that these tables represent the named permission sets and permissions used by the default policy settings and not all the named permission sets and permissions available to customize security policy.

The following table shows the default code groups for machine policy and the named permissions sets they receive by default. For example, code that originates from the local computer is assigned to the My Computer Zone and receives full trust by default.

|  |  |
| --- | --- |
| Code group | Named permission set received by default |
| * **My Computer Zone** (code from the local computer) * **Microsoft Strong Name** (code signed with the Microsoft Strong Name) * **ECMA Strong Name** (code signed with the ECMA strong name) | Full Trust |
| * **Local Intranet Zone** (Code from a local network) | Local Intranet |
| * **Internet Zone** (Code from the internet) * **Trusted Zone** (Code from trusted sites in Internet Explorer) | Internet |
| * **All Code** (All managed code) * **Restricted Zone** (Code from restricted sites) | Nothing |

**Note**   In .NET Framework 1.0 Service Pack 1 and Service Pack 2, the **Internet Zone** Code Group receives the Nothing named permission set. In all other releases of the .NET Framework, the **Internet Zone** code group receives the Internet named permissions set, as described in the preceding table.

Although the All Code group receives the **Nothing** permission set by default, this does not mean that none of the code has permissions, because matching code groups are combined (called a union) to calculate the allowed permission set.

The following table shows the individual permissions that constitute the default permission sets. The column on the left lists individual permission objects, while the columns on the right represent the configuration of those objects in the permission sets. For example, code that originates from the Local Intranet Zone receives the Local Intranet Permission Set. This table shows that the Local Intranet Permission Set consists of unrestricted **DNSPermission**, unrestricted **FileDialogPermission**, and so on. Note that code from the Internet Zone does not receive the Internet Permission Set by default; instead it receives the Nothing Permission Set.

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Permission | Full Trust Permission Set  (Unrestricted access to all permissions including those not listed) | Nothing Permission Set  (No permissions, no right to execute) | Local Intranet Permission Set | Internet Permission Set |
| [DnsPermission](https://msdn.microsoft.com/en-us/library/system.net.dnspermission(v=vs.71).aspx) | Unrestricted | No Access | [Unrestricted](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.71).aspx) | No Access |
| [EnvironmentPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.environmentpermission(v=vs.71).aspx) | Unrestricted | No Access | Read Username(environmental variable) | No Access |
| [EventLogPermission](https://msdn.microsoft.com/en-us/library/system.diagnostics.eventlogpermission(v=vs.71).aspx) | Unrestricted | No Access | [Instrument](https://msdn.microsoft.com/en-us/library/system.diagnostics.eventlogpermissionaccess(v=vs.71).aspx) | No Access |
| [FileDialogPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.filedialogpermission(v=vs.71).aspx) | Unrestricted | No Access | [Unrestricted](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.71).aspx) | [Open](https://msdn.microsoft.com/en-us/library/system.security.permissions.filedialogpermissionaccess(v=vs.71).aspx) |
| [IsolatedStoragePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragepermission(v=vs.71).aspx) | Unrestricted | No Access | [AssemblyIsolationByUser](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragecontainment(v=vs.71).aspx)  Disk Quota of 9223372036854775807 | [DomainIsolationByUser](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragecontainment(v=vs.71).aspx)  Disk Quota of 10240 |
| [PrintingPermission](https://msdn.microsoft.com/en-us/library/system.drawing.printing.printingpermission(v=vs.71).aspx) | Unrestricted | No Access | [DefaultPrinting](https://msdn.microsoft.com/en-us/library/system.drawing.printing.printingpermissionlevel(v=vs.71).aspx) | [SafePriniting](https://msdn.microsoft.com/en-us/library/system.drawing.printing.printingpermissionlevel(v=vs.71).aspx) |
| [ReflectionPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.reflectionpermission(v=vs.71).aspx) | Unrestricted | No Access | [ReflectionEmit](https://msdn.microsoft.com/en-us/library/system.security.permissions.reflectionpermissionflag(v=vs.71).aspx) | No Access |
| [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) | Unrestricted | No Access | [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx)  [Assertion](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx) | [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx) |
| [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.71).aspx) | Unrestricted | No Access | [Unrestricted](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.71).aspx) | [SafeTopLevelWindows](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermissionwindow(v=vs.71).aspx)  [OwnClipboard](https://msdn.microsoft.com/en-us/library/y173aaya(v=vs.71).aspx) |

Although the default security policy is suitable for many situations, administrators can modify or customize security policy to tailor it to the specific needs of their organizations. For details, see [Administering Security Policy](https://msdn.microsoft.com/en-us/library/wztcyd2e(v=vs.71).aspx).

Note that code is subject to the additional restrictions associated with the inherent **LinkDemand** for full trust automatically performed by assemblies placed in the global assembly cache. Unless the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) is applied to an assembly in the global assembly cache, all code that does not receive the Full Trust Permission Set will generate a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) when it attempts to link to the assembly. For more information and a list of assemblies that have the **AllowPartiallyTrustedCallersAttribute,** see [Using Libraries from Partially Trusted Code](https://msdn.microsoft.com/en-us/library/8skskf63(v=vs.71).aspx).

### Administering Security Policy
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|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Administrators can configure security policy so that individual sites and publishers have more or fewer permissions than default policy allows. For example, an administrator can specify that all code downloaded from the Web site of a trusted business partner has the set of all permissions. The same administrator might specify that all other code from the Internet be given a more restricted set of permissions, such as limited access to isolated storage and to the use of safer user interface functionality.

To view or modify security policy, you must be granted the administrative access [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.100).aspx). Understanding the common language runtime's [security policy model](https://msdn.microsoft.com/en-us/library/ck90k585(v=vs.100).aspx) will help you administer security policy effectively.

You can use the [.NET Framework Configuration tool](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx) or the [Code Access Security Policy tool](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx) to administer security policy for the enterprise, machine, or user levels. These tools support the following tasks:

* Viewing policy, code groups, or permission sets.
* Creating, modifying, and removing named permission sets.
* Adding, modifying, and deleting code groups.
* Assigning permissions and attributes to code groups.
* Analyzing security settings on assemblies.
* Undoing policy changes.

### Internet Explorer Security and Managed Execution

**.NET Framework 1.1**

**Newer title**

### How to: Enable Internet Explorer Security Settings for Managed Execution

**.NET Framework 2.0, 3.0, 3.5, 4**

Because Microsoft Internet Explorer can act as a host for managed controls and components, its security settings affect managed execution. Your managed control might not run in Internet Explorer unless ActiveX controls and scripting are enabled.

**To enable Internet Explorer security settings**

1. In Internet Explorer, click **Internet Options** on the **Tools** menu.
2. Click the **Security** tab. You can access the settings for the Internet Zone, Local Intranet Zone, Trusted Sites, and Restricted Sites from this tab.
3. Choose the zone in which the managed control originates and click the **Custom Level** button. **Run ActiveX controls and plug-ins** and**Script ActiveX controls marked safe for scripting** must both be enabled for managed ActiveX controls to execute.

## Security Policy Best Practices

**.NET Framework 1.1**
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The .NET Framework provides a code access security model that allows administrators to modify security policy to meet their individual needs. While code access security generally increases the reliability and security of applications, improperly administering code access security policy can potentially create security weaknesses. This section explains basic administration concepts and describes some of the best practices to use when administering code access security policy.

In This Section

[Security Policy Administration Overview](https://msdn.microsoft.com/en-us/library/6x640z5e(v=vs.71).aspx)

Provides an overview of basic administration concepts related to code access security.

[General Security Policy Administration](https://msdn.microsoft.com/en-us/library/ed5htz45(v=vs.71).aspx)

Describes security practices that apply to all levels of policy.

[Enterprise Policy Administration](https://msdn.microsoft.com/en-us/library/9604xfcc(v=vs.71).aspx)

Describes security practices that apply to the enterprise policy level.

[Machine Policy Administration](https://msdn.microsoft.com/en-us/library/02a0bf51(v=vs.71).aspx)

Describes security practices that apply to the machine policy level.

[User Policy Administration](https://msdn.microsoft.com/en-us/library/wde04t0a(v=vs.71).aspx)

Describes security practices that apply to the user policy level.

### Security Policy Administration Overview
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|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The .NET Framework security system is governed by a configurable set of rules called security policy. This policy allows the end user or administrator to adjust the settings that determine which resources code is allowed to access and ultimately decide which code is allowed to run at all.

For example, suppose you are an administrator in an enterprise setting and you do not trust the software that originates from a particular company. Perhaps that company produces software that employees find entertaining, but causes increased network traffic or causes workstations to become unstable. You can set an enterprise level security policy that restricts the access that software with a particular cryptographic strong name (a unique identifier of a program) has to your computer resources. You can also set a policy that prevents this publisher's software from running at all.

This topic provides an overview of security policy administration. For additional information, see [Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx).

Evidence, Code Groups, and Permission Sets

Code that targets the common language runtime is deployed in units called assemblies. At load time, the runtime examines each assembly for evidence, which is identifying information about the assembly (such as the digital signature of the code's author and the location where the code originates). Based on the evidence, the common language runtime security manager maps the assembly to a code group based on security policy. Code groups are defined to test for specific forms of evidence and have permission sets associated with them. Assemblies that belong to a code group receive the permissions defined by the associated permission sets. For more information about evidence, code groups, and permission sets, see [Security Policy Model](https://msdn.microsoft.com/en-us/library/ck90k585(v=vs.71).aspx).

Permissions

Permissions are simply objects that represent the right to access a protected resource. Permissions are configurable and a single permission object can assume several forms. For example, the **FileIOPermission** represents the right to access, create, read, write, or modify files on the local hard disk. To be meaningful, a permission must contain specific information about the type of access it represents. You might configure a **FileIOPermission** to represent the right to read one particular file, read and write to one particular file, or read the files in an entire directory. The rights that a permission represent and that assemblies receive are fully configurable by the computer's administrator. While applications can construct and configure permission objects like any other object, only security policy can grant a permission to an application. Administrators ultimately control the permission grant. For a list of common permissions, see [Code Access Permissions](https://msdn.microsoft.com/en-us/library/h846e9b3(v=vs.71).aspx).

Security Policy Levels

There are four levels of security policy defined by the security model, which correspond to the different administration and hosting scenarios. The following table describes each level. The enterprise policy level is the highest level and the application domain level is the lowest.

|  |  |
| --- | --- |
| Policy level | Description |
| Enterprise policy | Defined by enterprise administrators who set policy for enterprise domains. |
| Machine policy | Defined by machine administrators who set policy for one computer. |
| User policy | Defined by users who set policy for a single logon account. |
| Application domain policy | Defined by the runtime host (any application that hosts the common language runtime) for setting load-time policy. This level cannot be administered. |

Each policy level consists of a hierarchy of code groups. The administrators of each policy level can create their own code groups and associated permission sets. At load time, the code access security system examines all policy levels and the resulting permission grant is the intersection of all allowed permissions in each level. Administrators of a lower policy level cannot loosen a policy decision made on a higher level, but they can tighten policy as much as they want. The default security policy resides on the machine policy level.

The default security settings are as follows:

* User and enterprise levels are set to unrestricted.
* The machine level contains the specific policy settings and restrictions.
* The settings defined by all three levels constitute default settings.

Note that unrestricted user and enterprise levels do not result in unrestricted permissions being granted to an assembly. Because the machine level defines several restrictions, and all three levels are considered as a whole, the resulting permission grant is not unrestricted permission. For more information, see [Security Policy Model](https://msdn.microsoft.com/en-us/library/ck90k585(v=vs.71).aspx).

Mapping Code Groups to Permission Sets

You manage policy by mapping code groups to permission sets on the policy level or levels that you administer.

Code groups contain a membership condition, a permission set association, and code group attributes. The evidence that an assembly presents to the runtime is compared to the membership condition that you specify for a code group. If an assembly provides evidence that matches the membership condition, it is allowed entrance to the code group. Administrators identify and categorize assemblies into code groups by specifying membership conditions, and assigning permission sets to those code groups. Optionally, code group attributes can be used to specify that no policy level below the current level should be considered or that no code group except the current one should be considered when assigning permission.

The following types of built-in evidence can be used as membership conditions:

* The application's installation directory
* The cryptographic hash of the assembly
* The digital signature of the assembly publisher
* The site from which the assembly originates
* The cryptographic strong name of the assembly
* The URL from which the assembly originates
* The zone from which the assembly originates

You can reduce or increase the permissions to assemblies based on any combination of these membership conditions. Because custom membership conditions can be created, the previous list does not represent every possibility. For more information, see [Evidence](https://msdn.microsoft.com/en-us/library/7y5x1hcd(v=vs.71).aspx).

### General Security Policy Administration
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|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

This section provides a set of guidelines that you can use to help administrate policy for your machine or enterprise. This information is meant to help you decide when to perform administrative tasks and what consequences these decisions have. For information on using tools to perform specific tasks see [Security Policy Configuration](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.100).aspx).

[**In This Section**](javascript:void(0))

[Determining When to Modify Security Policy](https://msdn.microsoft.com/en-us/library/xky659fc(v=vs.100).aspx)

Describes the factors that would influence your decision to modify the default security policy.

[Administration Tools](https://msdn.microsoft.com/en-us/library/w291dy3z(v=vs.100).aspx)

Describes the tools you can use to customize security policy.

[Administration with Code Group Attributes](https://msdn.microsoft.com/en-us/library/wad20y12(v=vs.100).aspx)

Describes how to limit the policy grants to specific policy levels or code groups by using code group attributes.

[Custom Permissions](https://msdn.microsoft.com/en-us/library/xt8xsee5(v=vs.100).aspx)

Describes the basic steps you must perform in order to incorporate custom permissions into your security policy.

[Administration Tips](https://msdn.microsoft.com/en-us/library/ezyxch3z(v=vs.100).aspx)

Describes some basic guidelines to use when administering security policy.

[Deploying Security Policy](https://msdn.microsoft.com/en-us/library/13wcxx6y(v=vs.100).aspx)

Describes the techniques that you can use to deploy security policy changes to multiple machines in an enterprise setting.

#### Determining When to Modify Security Policy
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|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to the .NET Framework 4 and later versions. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

You do not necessarily need to modify the default security settings. For many situations, the default security settings provide an adequate level of protection. Code that does not originate from the local computer (and is therefore likely to be less trustworthy) receives restricted access to protected resources under the default security policy. Code originating from the Internet and local intranet is restricted in the following ways:

* Code that originates from the Internet or local intranet does not have permission to read or write to a local drive.
* Code that originates from the Internet or local intranet does not have permission to read or write to the system registry.
* Code that originates from the Internet or local intranet can communicate with the Web site of origin.
* Code that originates from the local intranet has unrestricted access to UI elements, but code originating from the Internet only has access to sub windows and the Clipboard.

The default security policy is adequate for most, but not all, situations. You should consider modifying security policy when:

* You want to trust an application that requires more permission than the zone from which it originates receives by default.
* You use applications from a particular publisher that you completely trust and want these applications to have access to specific resources no matter where they are executed.
* You want applications on the local computer to have less than full trust. For example, you are an enterprise administrator and you want to prevent users from installing and running untrusted applications.

If you decide to edit policy, you must make sure that you do not decrease permission to applications to the point that they will not function properly.

#### Administration Tools
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|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The recommended way to configure security policy is to use the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx). This tool provides wizards to help you adjust your user, machine, and enterprise security settings. The following table describes these wizards.

|  |  |
| --- | --- |
| Wizard | Description |
| Trust an application | Use this wizard to identify an application by publisher or strong name information and increase the application's level of trust. |
| Adjust security settings | Use this wizard to increase or decrease permissions to assemblies originating from one of the following zones: My Computer, Local intranet, Internet, Trusted Sites, and Untrusted Sites. |
| Create a deployment package | Use this wizard to create a Windows Installer package to deploy security policy across an enterprise. |

For more information on using the wizards, see the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx).

If the wizards do not provide the functionality you require to administer security policy, you can edit the permission sets and code groups directly by using either the .NET Framework Configuration toolor the [Code Access Security Policy tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx). Caspol.exe is a command-line tool provided mainly for scripting security administration. For information on performing specific tasks using these tools see [Security Policy Configuration](https://msdn.microsoft.com/en-us/library/7c9c2y1w(v=vs.100).aspx).

#### Administration with Code Group Attributes

**.NET Framework 4**

[Other Versions](javascript:;)

![https://i-msdn.sec.s-msft.com/Areas/Epx/Content/Images/ImageSprite.png?v=635736413806036745](data:image/png;base64,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)

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Suppose you are an enterprise administrator who is responsible for administering security policy for a number of workstations. In the typical enterprise domain, the network administrator has administrative privileges on every server and every client. However, it is not uncommon for individual users to have administrative privileges on a single workstation. As a result, the network administrator has administrative privileges on the enterprise policy level and the workstation administrator has administrative privileges on the machine policy level. In this situation, the network administrator seems to have more control over policy because enterprise policy is evaluated first and machine policy is not allowed to loosen security decisions made by the enterprise level administrator. However, the machine level administrator can still tighten security, potentially breaking trusted applications that would otherwise have been allowed to run. For this reason, higher policy levels can choose to exclude lower-level policy decisions from being evaluated.

You can do this by applying the **LevelFinal** or **Exclusive** attribute to a code group by using one of the security policy tools.

[**Level Final Attribute**](javascript:void(0))

When applied to a code group, the **LevelFinal** attribute excludes any policy level from being evaluated below the current level. For example, if you apply the **LevelFinal** attribute to the local intranet code group at the enterprise level, any code group at the machine level will not be evaluated even if a machine level administrator has made changes. Applying the **LevelFinal** attribute guarantees that an assembly associated with a code group marked with this attribute will never receive fewer permissions because of decisions made by a lower policy level administrator. For information on setting the **LevelFinal** attribute on a default or custom code group, see the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx) or the [Code Access Security Policy tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx).

[**Exclusive Attribute**](javascript:void(0))

When applied to a code group, the **Exclusive** attribute prevents other code groups in the same policy level from being considered when the runtime computes permissions for assemblies that are in the exclusive code group. Policy levels above and below the current level are still evaluated, though. This attribute allows one specific code group to make the sole decision for the current policy level regarding what permissions are granted to assemblies that match that group. This is useful when you want to grant a specific set of permissions to specific assemblies, without allowing permissions from other code group matches on the same policy level.

Note that an assembly is not allowed to execute if it belongs to more than one code group marked as exclusive. Therefore, use the**Exclusive** attribute sparingly when administering custom security policy. For information on setting the **Exclusive** attribute on a built in or custom code group, see the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx) or the [Code Access Security Policy tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx).

#### Custom Permissions
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#### How to: Add Custom Permissions to Security Policy

**.NET Framework 2.0, 3.0, 3.5, 4**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

A custom permission is one that is provided with an application or library, rather than being provided by the .NET Framework. To be meaningful, a custom permission must be added to the security policy on the computer (or computers, in the case of a network) where the application using the permission runs.

You must describe the specifics of the custom permission you want to add to the .NET Framework security system when you add it your policy. A single permission can assume several forms that represent the right to access specific resources. For example, the custom permission might have the ability to provide restricted or unrestricted access to a resource. As an administrator, you have the ability to decide which type of access (restricted or unrestricted) the permission will represent. Therefore, you must describe the configuration that you want the permission to have to the .NET Framework security system. You do this by creating an XML representation of the configuration you want the custom permission to have and importing the XML into your security policy. (The .NET Framework security system uses XML to serialize permissions.) The publisher of the permission must either provide a tool to create the XML representation or provide instructions for creating the XML file. Usually, the XML representations of the permissions that make up your security policy are stored in the policy configuration files.

To add a custom permission to security policy

1. Add the assembly implementing the custom permission to the global assembly cache and to the list of fully trusted assemblies.
2. Create an XML file that represents the type of permission you want to create and assign to assemblies.
3. Add the XML representation of the permission to the security policy by using either the [.NET Framework Configuration tool (Mscorcfg.msc)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx) or the [Code Access Security Policy tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx) .

For more information on adding custom permissions to your security policy, see [Updating Security Policy](https://msdn.microsoft.com/en-us/library/t0385k7y(v=vs.100).aspx).

#### Administration Tips
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|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The practices described in this section are applicable to every administration scenario. You should keep them in mind as you set up and administer your security policy.

[**Long-term Strategies for Policy Administration**](javascript:void(0))

Define applicable categories of trust that you can use to administrate policy. Define several code groups to discriminate code that is likely to be run in your environment and define the permissions that each group should receive. Craft policy accordingly and deploy. You should do establish your overall policy when you initially set up your environment, rather than piece-by-piece as you need to run various applications.

[**Administration Level**](javascript:void(0))

The policy level that you choose to administer is determined by the scope that you want to affect. Always administer security policy on the lowest policy level that impacts the fewest users and still satisfies your administration scenario. For example:

* If you are administering a policy that affects every workstation and user in your enterprise, make the policy additions on the enterprise level. Never make an addition to the enterprise level of one computer that is not meant to affect every computer in your enterprise.
* If you are administering a policy that affects all users on a particular computer, make the policy additions on the machine level.
* If you are administering a policy for a particular user or group of users, make the policy additions on the user level.

[**File System**](javascript:void(0))

Use the NTFS file system whenever possible to store the security policy files. NTFS helps provide file protection based on users and groups, and only allows users with administrative privileges for a particular level to edit security configuration files. Systems that do not use the NTFS file system create security weaknesses by allowing unauthorized users to modify security policy.

#### Deploying Security Policy

**.NET Framework 4**

[Other Versions](javascript:;)
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|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

Security policy can be easily deployed in a Windows Installer (.msi) file. An .msi file is a self-contained installation package that can be deployed, installed, and uninstalled in a number of ways. For example, you can deploy an .msi file in any of the following ways:

* Running the .msi file on the computer where you want to deploy the policy, either from the local disk or from a share.
* Using Group Policy on Microsoft Windows servers.
* Using Microsoft Systems Management Server (SMS).

[**Creating Windows Installer Files**](javascript:void(0))

The [Mscorcfg.msc (.NET Framework Configuration Tool)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx) provides a wizard for creating Windows Installer files. The wizard can create an Installer file that corresponds to one of the three configurable policy levels, but not all of them concurrently. If you are administering security policy for all three configurable levels, you must create three different Windows Installer files and deploy them individually.

The wizard creates the Installer file using the current policy settings of the computer where the wizard executes. For example, to create a user policy for deployment to a group of users, you configure the user policy on your current computer, create the Installer file with the wizard, then return the user policy of the current computer to its original state.

To create a Windows Installer file:

1. Run the .NET Framework Configuration tool (Mscorcfg.msc).
   * In the .NET Framework versions 1.0 and 1.1, type the following at the command prompt:**%Systemroot%\Microsoft.NET\Framework\***versionNumber***\Mscorcfg.msc**.
   * In the .NET Framework 2.0 and later, start the [Visual Studio and Windows SDK Command Prompts](https://msdn.microsoft.com/en-us/library/ms229859(v=vs.100).aspx) and type **mscorcfg.msc**. The SDK Command Prompt, which automatically sets the SDK environment variables that enable you to easily use .NET Framework tools, is included in the [.NET Framework version 2.0 Software Development Kit (SDK)](http://go.microsoft.com/fwlink/?LinkId=115253). Subsequent releases of the .NET Framework are built incrementally on the .NET Framework version 2.0. Consequently, the SDK Command Prompt from the .NET Framework 2.0 SDK is the latest stand-alone SDK Command Prompt available. Alternatively, you may use the Visual Studio command prompts that are provided with Visual Studio 2005 and later versions.
2. In the left pane, right-click the **Runtime Security Policy** node.
3. From the menu, choose Create Deployment Package.
4. Follow the Deployment Package wizard instructions to create the .msi file.

When you deploy policy by using an installer file that is created by the [Mscorcfg.msc (.NET Framework Configuration Tool)](https://msdn.microsoft.com/en-us/library/2bc0cxhc(v=vs.100).aspx), the following applies:

* Policy installation affects only the version of the runtime that you targeted when you created the installation file. For example, if you use the .NET Framework Configuration tool version 2.0, your installation file changes only .NET Framework version 2.0 policy.
* In some cases, the installer does not generate an error if installation of a new policy failed. To verify that policy was installed succesfully, inspect policy by using the .NET Framework Configuration tool, the [Caspol.exe (Code Access Security Policy Tool)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.100).aspx), or by manually inspecting the policy files in a text editor after deployment.
* To update the policy displayed by the .NET Framework Configuration tool, you must shut down the tool and restart it.

[**Custom Deployment**](javascript:void(0))

You can deploy Windows Installer files in several ways, including a startup script, e-mail distribution, or distribution from a shared drive. The easiest way to deploy security policy from a Windows Installer file is to run the file from the computer where you want to update the security policy. You can do this by simply double-clicking the .msi file. To roll back the installation, right-click the .msi file and choose**Uninstall**.

Make sure that the user account under which the policy is installed has adequate privileges to access the configuration files you are modifying. For example, if you are currently logged on using an account that does not have permission to modify the enterprise configuration file, and the .msi file you are deploying must modify the enterprise configuration file, the installation will not succeed. Note that the Windows Installer package does not produce an error if the current account does not have sufficient permission to modify the configuration file.

[**Group Policy Deployment**](javascript:void(0))

If you use a Windows server for policy administration, you can use Group Policy with a Windows Installer file to deploy security policy to the workstations on your network. Simply import the Installer file using the group policy MMC snap-in, or place the Installer file in a pre-existing directory that you use as an installation point. After you have configured Group Policy to publish the Installer file, the security policy will be updated the next time users log on to the network. Note that you must have a domain controller present on your network to deploy security policy using Group Policy. For more information about using Group Policy, see the Microsoft Windows Server Help.

[**SMS Deployment**](javascript:void(0))

You can use Microsoft Systems Management Server (SMS) to publish security policy to computers on a network. SMS is a standalone server product that manages software installation and configuration in large enterprises. SMS is particularly useful in Windows Server-based networks because it provides the Group Policy functionality that Windows Server-based networks have. Use one of the compatible methods to convert the .msi file into an SMS software package, then use SMS to install the package in the same way as any other software package. For more information about creating and deploying SMS software packages, see the SMS documentation.

### Enterprise Policy Administration

.NET Framework 1.1, 2.0, 3.0, 3.5, 4

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The enterprise policy level affects every computer and user on the network and can only be administered by enterprise or domain administrators. See the section on [Deploying Security Policy](https://msdn.microsoft.com/en-us/library/13wcxx6y(v=vs.71).aspx) for information on deployment strategies.

Because the runtime evaluates enterprise policy first, you can apply the **LevelFinal**attribute to a code group on this level to exclude the lower levels from making policy changes. If you do not apply the **LevelFinal** attribute to code groups on this level, administrators of lower security levels will be able to assign more permissions to applications without your knowledge and potentially create security vulnerabilities.

You might consider administering policy on this level when every person in your enterprise uses an application and you want to make sure that it always receives sufficient permission to run.

### Machine Policy Administration

**.NET Framework 4 --**

|  |
| --- |
| Important note**Important** |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

The machine policy level holds most of the default security policy. All machine and domain administrators have access to the machine configuration files. Machine administrators can set policy that excludes modification from the user level but not from the enterprise level.

You might consider administering security policy on this level in the following situations:

* You are not on a network or are on a network without a domain controller.
* The computer you are administering serves a unique function. For example, if you are administering a public computer that is used for general Internet access by several people in a semi-public setting, you might want to have a unique machine policy, because the computer serves a unique function. Additionally, you might want to produce a specific machine policy that considers the security needs of specialized computers, like the servers in your enterprise.

### User Policy Administration

**.NET Framework 4 --**

|  |
| --- |
| Important noteImportant |
| In the .NET Framework version 4, the common language runtime (CLR) is moving away from providing security policy for computers. Microsoft is recommending the use of Windows Software Restriction Policies as a replacement for CLR security policy. The information in this topic applies to the .NET Framework version 3.5 and earlier; it does not apply to version 4.0 and later. For more information about this and other changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

* User policy is the lowest administrable policy level. Every user has an individual user policy configuration file. Any changes made to this policy level are applicable only to the current logged-on user. The user policy level is restricted in what it can specify.
* Because this level is configurable by the current logged-on user, enterprise level policy administrators should be aware that the user might potentially alter any policy changes made on the user policy level. The user policy level is not able to give more permissions to an assembly than is specified in the higher policy levels. However, the user policy level is allowed to decrease permissions, which might potentially cause applications to stop functioning properly. If the **LevelFinal**attribute is applied to a code group on the machine or enterprise level, the user level is not allowed to tighten policy decisions that have been made on those levels.
* User level administration is appropriate in some situations to tightening security. For example, a user might decide to tighten security policy for assemblies that originate from the local intranet zone if untrusted code is found there. You might consider administering policy on this level when you are a user on a corporate network and believe that the security settings are not tight enough.

## Secure Coding Guidelines

**.NET Framework 1.1**

Evidence-based security policy and code access security provide very powerful, explicit mechanisms to implement security. Most application code can simply use the infrastructure implemented by the .NET Framework. In some cases, additional application-specific security is required, built either by extending the security system or by using new ad hoc methods.

Using the .NET Framework-enforced permissions, and other enforcement in your code, you should erect barriers to prevent malicious code from obtaining information that you do not want it to have or performing other undesirable actions. Additionally, you must strike a balance between security and usability in all the expected scenarios using trusted code.

In This Section

[Secure Coding Overview](https://msdn.microsoft.com/en-us/library/8a3x2b7f(v=vs.71).aspx)

Provides an overview of basic secure coding techniques.

[Permission Requests](https://msdn.microsoft.com/en-us/library/d17fa5e4(v=vs.71).aspx)

Describes how to interact with the .NET Framework security system using security requests.

[Securing State Data](https://msdn.microsoft.com/en-us/library/39ww3547(v=vs.71).aspx)

Describes how to protect private members and boxed value types.

[Securing Method Access](https://msdn.microsoft.com/en-us/library/c09d4x9t(v=vs.71).aspx)

Describes how to help protect methods from being called by partially trusted code.

[Securing Wrapper Code](https://msdn.microsoft.com/en-us/library/6f5fa4y4(v=vs.71).aspx)

Describes security concerns for code that wraps other code.

[Securing Exception Handling](https://msdn.microsoft.com/en-us/library/8cd7yaws(v=vs.71).aspx)

Describes security concerns for handling exceptions.

[Security and User Input](https://msdn.microsoft.com/en-us/library/sbfk95yb(v=vs.71).aspx)

Describes security concerns for applications that accept user input.

[Security and Remoting Considerations](https://msdn.microsoft.com/en-us/library/82wf1hcz(v=vs.71).aspx)

Describes security concerns for applications that communicate across application domains.

[Security and Serialization](https://msdn.microsoft.com/en-us/library/ek7af9ck(v=vs.71).aspx)

Describes security concerns when serializing objects.

[Security and Race Conditions](https://msdn.microsoft.com/en-us/library/1az4z7cb(v=vs.71).aspx)

Describes how to avoid race conditions in your code.

[Security and On-the-Fly Code Generation](https://msdn.microsoft.com/en-us/library/x222e4ce(v=vs.71).aspx)

Describes security concerns for applications that generate dynamic code.

[Dangerous Permissions and Policy Administration](https://msdn.microsoft.com/en-us/library/wybyf7a0(v=vs.71).aspx)

Describes permissions that can potentially allow security to be circumvented.

[Security and Setup Issues](https://msdn.microsoft.com/en-us/library/sw5swefy(v=vs.71).aspx)

Describes considerations for testing and setup of your application.

Related Sections

[Securing ASP.NET Web Applications](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.71).aspx)

Describes ASP.NET security in detail and provides instructions for using it in your code.

[Code Access Security](https://msdn.microsoft.com/en-us/library/930b76w0(v=vs.71).aspx)

Describes .NET Framework code access security in detail and provides instructions for using it in your code.

[Role-Based Security](https://msdn.microsoft.com/en-us/library/52kd59t0(v=vs.71).aspx)

Describes .NET Framework role-based security in detail and provides instructions for using it in your code.

[Security Policy Management](https://msdn.microsoft.com/en-us/library/c1k0eed6(v=vs.71).aspx)

Describes the .NET Framework security policy model.

### Secure Coding Overview

**.NET Framework 1.1, 2.0, 3.0, 3.5**

This section provides an overview of the different ways code can be designed to work with the security system.

Security-Neutral Code

Security-neutral code does nothing explicit with the security system. It runs with whatever permissions it receives. Although applications that fail to catch security exceptions associated with protected operations (such as using files, networking, and so on) can result in an unhandled exception, security-neutral code still takes advantage of the .NET Framework security technologies.

A security-neutral library has special characteristics that you should understand. Suppose your library provides API elements that use files or call unmanaged code; if your code does not have the corresponding permission, it will not run as described. However, even if the code has the permission, any application code that calls it must have the same permission in order to work. If the calling code does not have the right permission, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.71).aspx) appears as a result of the code access security stack walk.

Application Code that is Not a Reusable Component

If your code is part of an application that will not be called by other code, security is simple and special coding might not be required. However, remember that malicious code can call your code. While code access security might stop malicious code from accessing resources, such code could still read values of your fields or properties that might contain sensitive information.

Additionally, if your code accepts user input from the Internet or other unreliable sources, you must be careful about malicious input.

Managed Wrapper to Native Code Implementation

Typically in this scenario, some useful functionality is implemented in native code that you want to make available to managed code. Managed wrappers are easy to write using either platform invoke or COM interop. However, if you do this, callers of your wrappers must have unmanaged code rights in order to succeed. Under default policy, this means that code downloaded from an intranet or the Internet will not work with the wrappers.

Rather than giving all applications that use these wrappers unmanaged code rights, it is better to give these rights only to the wrapper code. If the underlying functionality exposes no resources and the implementation is likewise "safe," the wrapper only needs to assert its rights, which enables any code to call through it. When resources are involved, security coding should be the same as the library code case described in the next section. Because the wrapper is potentially exposing callers to these resources, careful verification of the safety of the native code is necessary and is the wrapper's responsibility.

Library Code that Exposes Protected Resources

This is the most powerful and hence potentially dangerous (if done incorrectly) approach for security coding: Your library serves as an interface for other code to access certain resources that are not otherwise available, just as the classes of the .NET Framework enforce permissions for the resources they use. Wherever you expose a resource, your code must first demand the permission appropriate to the resource (that is, it must perform a security check) and then typically assert its rights to perform the actual operation.

### Secure Coding Guidelines

**.NET Framework 4, 4.5, 4.6**

Evidence-based security and code access security provide very powerful, explicit mechanisms to implement security. Most application code can simply use the infrastructure implemented by the .NET Framework. In some cases, additional application-specific security is required, built either by extending the security system or by using new ad hoc methods.

Using the .NET Framework-enforced permissions and other enforcement in your code, you should erect barriers to prevent malicious code from obtaining information that you do not want it to have or performing other undesirable actions. Additionally, you must strike a balance between security and usability in all the expected scenarios using trusted code.

This overview describes the different ways code can be designed to work with the security system.

|  |
| --- |
| Note**Note** |
| In the .NET Framework version 4, there have been important changes to the .NET Framework security model and terminology. For more information about these changes, see [Security Changes in the .NET Framework 4](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.100).aspx). |

[**Security-Neutral Code**](javascript:void(0))

Security-neutral code does nothing explicit with the security system. It runs with whatever permissions it receives. Although applications that fail to catch security exceptions associated with protected operations (such as using files, networking, and so on) can result in an unhandled exception, security-neutral code still takes advantage of the .NET Framework security technologies.

A security-neutral library has special characteristics that you should understand. Suppose your library provides API elements that use files or call unmanaged code; if your code does not have the corresponding permission, it will not run as described. However, even if the code has the permission, any application code that calls it must have the same permission in order to work. If the calling code does not have the right permission, a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.100).aspx) appears as a result of the code access security stack walk.

[**Application Code That Is Not a Reusable Component**](javascript:void(0))

If your code is part of an application that will not be called by other code, security is simple and special coding might not be required. However, remember that malicious code can call your code. While code access security might stop malicious code from accessing resources, such code could still read values of your fields or properties that might contain sensitive information.

Additionally, if your code accepts user input from the Internet or other unreliable sources, you must be careful about malicious input.

[**Managed Wrapper to Native Code Implementation**](javascript:void(0))

Typically in this scenario, some useful functionality is implemented in native code that you want to make available to managed code. Managed wrappers are easy to write using either platform invoke or COM interop. However, if you do this, callers of your wrappers must have unmanaged code rights in order to succeed. Under default policy, this means that code downloaded from an intranet or the Internet will not work with the wrappers.

Instead of giving all applications that use these wrappers unmanaged code rights, it is better to give these rights only to the wrapper code. If the underlying functionality exposes no resources and the implementation is likewise safe, the wrapper only needs to assert its rights, which enables any code to call through it. When resources are involved, security coding should be the same as the library code case described in the next section. Because the wrapper is potentially exposing callers to these resources, careful verification of the safety of the native code is necessary and is the wrapper's responsibility.

[**Library Code That Exposes Protected Resources**](javascript:void(0))

This is the most powerful and hence potentially dangerous (if done incorrectly) approach for security coding: Your library serves as an interface for other code to access certain resources that are not otherwise available, just as the classes of the .NET Framework enforce permissions for the resources they use. Wherever you expose a resource, your code must first demand the permission appropriate to the resource (that is, it must perform a security check) and then typically assert its rights to perform the actual operation.

[**Related Topics**](javascript:void(0))

|  |  |
| --- | --- |
| Title | Description |
| [How to: Run Partially Trusted Code in a Sandbox](https://msdn.microsoft.com/en-us/library/bb763046(v=vs.100).aspx) | Explains how to run a partially trusted application in a restricted security environment, which limits the code access permissions granted to it. |
| [Permission Requests](https://msdn.microsoft.com/en-us/library/d17fa5e4(v=vs.100).aspx) | Describes how to interact with the .NET Framework security system using security requests. |
| [Securing State Data](https://msdn.microsoft.com/en-us/library/39ww3547(v=vs.100).aspx) | Describes how to protect private members. |
| [Securing Method Access](https://msdn.microsoft.com/en-us/library/c09d4x9t(v=vs.100).aspx) | Describes how to help protect methods from being called by partially trusted code. |
| [Securing Wrapper Code](https://msdn.microsoft.com/en-us/library/6f5fa4y4(v=vs.100).aspx) | Describes security concerns for code that wraps other code. |
| [Security and Public Read-only Array Fields](https://msdn.microsoft.com/en-us/library/ms172409(v=vs.100).aspx) | Describes security concerns for code that uses public read-only arrays found in .NET Framework libraries. |
| [Securing Exception Handling](https://msdn.microsoft.com/en-us/library/8cd7yaws(v=vs.100).aspx) | Describes security concerns for handling exceptions. |
| [Security and User Input](https://msdn.microsoft.com/en-us/library/sbfk95yb(v=vs.100).aspx) | Describes security concerns for applications that accept user input. |
| [Security and Remoting Considerations](https://msdn.microsoft.com/en-us/library/82wf1hcz(v=vs.100).aspx) | Describes security concerns for applications that communicate across application domains. |
| [Security and Serialization](https://msdn.microsoft.com/en-us/library/ek7af9ck(v=vs.100).aspx) | Describes security concerns when serializing objects. |
| [Security and Race Conditions](https://msdn.microsoft.com/en-us/library/1az4z7cb(v=vs.100).aspx) | Describes how to avoid race conditions in your code. |
| [Security and On-the-Fly Code Generation](https://msdn.microsoft.com/en-us/library/x222e4ce(v=vs.100).aspx) | Describes security concerns for applications that generate dynamic code. |
| [Dangerous Permissions and Policy Administration](https://msdn.microsoft.com/en-us/library/wybyf7a0(v=vs.100).aspx) | Describes permissions that can potentially allow security to be circumvented. |
| [Security and Setup Issues](https://msdn.microsoft.com/en-us/library/sw5swefy(v=vs.100).aspx) | Describes considerations for the testing and setup of your application. |
| [ASP.NET Web Application Security](https://msdn.microsoft.com/en-us/library/330a99hc(v=vs.100).aspx) | Describes ASP.NET security in detail and provides instructions for using it in your code. |
| [Code Access Security](https://msdn.microsoft.com/en-us/library/c5tk9z76(v=vs.100).aspx) | Describes .NET Framework code access security in detail and provides instructions for using it in your code. |
| [Role-Based Security](https://msdn.microsoft.com/en-us/library/shz8h065(v=vs.100).aspx) | Describes .NET Framework role-based security in detail and provides instructions for using it in your code. |

### Permission Requests

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5**

Permission requests are the primary way to make your code security aware. You should include permission requests in applications that access protected resources. For more information, see [Code Access Security Basics](https://msdn.microsoft.com/en-us/library/33tceax8(v=vs.71).aspx). Requests allow you to do two things:

* Request the minimum permissions your code must receive to run.
* Ensure that your code receives only the permissions that it actually needs.

The following code example demonstrates a basic permission request.

VB

<assembly: FileIOPermissionAttribute(SecurityAction.RequestMinimum, Write := "C:\test.tmp"), \_

assembly: PermissionSet(SecurityAction.RequestOptional, Unrestricted := False)>

[C#]

[assembly:FileIOPermissionAttribute(SecurityAction.RequestMinimum, Write="C:\\test.tmp")]

[assembly:PermissionSet(SecurityAction.RequestOptional,Unrestricted=false)]

This example tells the .NET Framework security system that the code should not run unless it receives permission to write to C:\test.tmp. If the code ever encounters security policy that does not grant this permission, a [PolicyException](https://msdn.microsoft.com/en-us/library/system.security.policy.policyexception(v=vs.71).aspx) is raised and the code does not run. Using this request, you can be sure that your code will run only if it is granted this permission, and you do not have to worry about errors caused by having too few permissions.

This example also tells the system that no additional permissions are wanted. Absent this, your code will be granted whatever permissions policy chooses to give it. While extra permissions do not cause harm, having fewer permissions could prevent some unforeseen security problems. Carrying permissions that your code does not need can lead to security problems.

Another way to limit the permissions your code receives to the fewest privileges is to list specific permissions you want to refuse. Permissions are typically refused when you ask that all permissions be optional and exclude specific permissions from that request. For more information, see [Refusing Permissions](https://msdn.microsoft.com/en-us/library/4b7hy971(v=vs.71).aspx).

### Securing State Data

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Applications that handle sensitive data or make any kind of security decisions need to keep that data under their own control and cannot allow other potentially malicious code to access the data directly. The best way to protect data in memory is to declare the data as private or internal (with scope limited to the same assembly) variables. However, even this data is subject to access you should be aware of:

* Using reflection mechanisms, highly trusted code that can reference your object can get and set private members.
* Using serialization, highly trusted code can effectively get and set private members if it can access the corresponding data in the serialized form of the object.
* Under debugging, this data can be read.

Make sure none of your own methods or properties exposes these values unintentionally.

In some cases, data can be declared as "protected," with access limited to the class and its derivatives. However, you should take the following additional precautions due to additional exposure:

* Control what code is allowed to derive from your class by restricting it to the same assembly or by using declarative security, described in [Securing Method Access](https://msdn.microsoft.com/en-us/library/c09d4x9t(v=vs.71).aspx), to require some identity or permissions in order for code to derive from your class.
* Ensure that all derived classes implement similar protection or are sealed.

#### Boxed Value Types

.NET Framework 1.1, 2.0, 3.0

Boxed value types can sometimes be modified in cases where you think you have distributed a copy of the type that cannot modify the original. When you return a boxed value type, you are returning a reference to the value type itself, rather than a reference to a copy of the value type. This allows the code that called your code to modify the value of your variable. For more information about boxed value types, see[Boxing and Unboxing (C# Programming Guide)](https://msdn.microsoft.com/en-us/library/yz2be5wk(v=vs.85).aspx).

The following example shows how boxed value types can be modified using a reference.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/f08s4k28(v=vs.85).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

using System;

using System.Reflection;

using System.Reflection.Emit;

using System.Threading;

using System.Collections;

class bug {

// Suppose you have an API element that exposes a

// field through a property with only a get accessor.

public object m\_Property;

public Object Property {

get { return m\_Property;}

set {m\_Property = value;} // (if applicable)

}

// You can modify the value of j by using

// the byref method with this signature.

public static void m1( ref int j ) {

j = Int32.MaxValue;

}

public static void m2( ref ArrayList j )

{

j = new ArrayList();

}

public static void Main(String[] args)

{

Console.WriteLine( "////// doing this with a value type" );

{

bug b = new bug();

b.m\_Property = 4;

Object[] objArr = new Object[]{b.Property};

Console.WriteLine( b.m\_Property );

typeof(bug).GetMethod( "m1" ).Invoke( null, objArr );

// Note that the property changes.

Console.WriteLine( b.m\_Property );

Console.WriteLine( objArr[0] );

}

Console.WriteLine( "////// doing this with a normal type" );

{

bug b = new bug();

ArrayList al = new ArrayList();

al.Add("elem");

b.m\_Property = al;

Object[] objArr = new Object[]{b.Property};

Console.WriteLine( ((ArrayList)(b.m\_Property)).Count );

typeof(bug).GetMethod( "m2" ).Invoke( null, objArr );

// Note that the property does not change.

Console.WriteLine( ((ArrayList)(b.m\_Property)).Count );

Console.WriteLine( ((ArrayList)(objArr[0])).Count );

}

}

}

The previous code displays the following to the console:

////// doing this with a value type

4

2147483647

2147483647

////// doing this with a normal type

1

1

0

### Securing Method Access

**.NET Framework 1.1**

[Other Versions](javascript:;)
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Some methods might not be suitable to allow arbitrary untrusted code to call. Such methods pose several risks: The method might provide some restricted information; it might believe any information passed to it; it might not do error checking on the parameters; or with the wrong parameters, it might malfunction or do something harmful. You should be aware of these cases and take action to help protect the method.

In some cases, you might need to restrict methods that are not intended for public use but still must be public. For example, you might have an interface that needs to be called across your own DLLs and hence must be public, but you do not want to expose it publicly to prevent customers from using it or to prevent malicious code from exploiting the entry point into your component. Another common reason to restrict a method not intended for public use (but that must be public) is to avoid having to document and support what might be a very internal interface.

Managed code offers several ways to restrict method access:

* Limit the scope of accessibility to the class, assembly, or derived classes, if they can be trusted. This is the simplest way to limit method access. Note that, in general, derived classes can be less trustworthy than the class they derive from, though in some cases they share the parent class's identity. In particular, do not infer trust from the keyword **protected**, which is not necessarily used in the security context.
* Limit the method access to callers of a specified identity--essentially, any particular [evidence](https://msdn.microsoft.com/en-us/library/7y5x1hcd(v=vs.71).aspx) (strong name, publisher, zone, and so on) you choose.
* Limit the method access to callers having whatever permissions you select.

Similarly, declarative security allows you to control inheritance of classes. You can use **InheritanceDemand** to do the following:

* Require derived classes to have a specified identity or permission.
* Require derived classes that override specific methods to have a specified identity or permission.

The following example shows how to help protect a public class for limited access by requiring that callers be signed with a particular strong name. This example uses the [StrongNameIdentityPermissionAttribute](https://msdn.microsoft.com/en-us/library/system.security.permissions.strongnameidentitypermissionattribute(v=vs.71).aspx) with a **Demand** for the strong name. For task-based information on how to sign an assembly with a strong name, see [Creating and Using Strong-Named Assemblies](https://msdn.microsoft.com/en-us/library/xwb8f617(v=vs.71).aspx).

VB

<StrongNameIdentityPermissionAttribute(SecurityAction.Demand, PublicKey := "...hex...", Name := "App1", Version := "0.0.0.0")> \_

Public Class Class1

End Class

[C#]

[StrongNameIdentityPermissionAttribute(SecurityAction.Demand, PublicKey="...hex...", Name="App1", Version="0.0.0.0")]

public class Class1

{

}

#### Excluding Classes and Members from Use by Untrusted Code

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5

Use the declarations shown in this section to prevent specific classes and methods, as well as properties and events, from being used by partially trusted code. By applying these declarations to a class, you apply the protection to all its methods, properties, and events; however, note that field access is not affected by declarative security. Note also that link demands help protect against only the immediate callers and might still be subject to luring attacks.

|  |
| --- |
| Note Note |
| A new transparency model has been introduced in the .NET Framework 4. The [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx) model identifies secure code with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) attribute. Security-critical code requires both callers and inheritors to be fully trusted. Assemblies that are running under the code access security rules from earlier .NET Framework versions can call level 2 assemblies. In this case, the security-critical attributes will be treated as link demands for full trust. |

In strong-named assemblies, a [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) is applied to all publicly accessible methods, properties, and events therein to restrict their use to fully trusted callers. To disable this feature, you must apply the [AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.71).aspx) attribute. Thus, explicitly marking classes to exclude untrusted callers is necessary only for unsigned assemblies or assemblies with this attribute; you can use these declarations to mark a subset of types therein that are not intended for untrusted callers.

The following examples show how to prevent classes and members from being used by untrusted code.

For public nonsealed classes:

VB

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name := "FullTrust"), \_

System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name := "FullTrust")> \_

Public Class CanDeriveFromMe

End Class

[C#]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name="FullTrust")]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public class CanDeriveFromMe

{

}

For public sealed classes:

VB

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name := "FullTrust")> \_

NotInheritable Public Class CannotDeriveFromMe

End Class

[C#]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public sealed class CannotDeriveFromMe

{

}

For public abstract classes:

VB

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name := "FullTrust"), \_

System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name := "FullTrust")> \_

MustInherit Public Class CannotCreateInstanceOfMe\_CanCastToMe

End Class

[C#]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name="FullTrust")]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public abstract class CannotCreateInstanceOfMe\_CanCastToMe

{

}

For public virtual functions:

VB

Class Base

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name := "FullTrust"), \_

System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name := "FullTrust")> \_

Sub CanOverrideOrCallMe()

End Sub 'CanOverrideOrCallMe

End Class 'Base

[C#]

class Base {

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name="FullTrust")]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public override void CanOverrideOrCallMe() { ... }

}

For public abstract functions:

VB

Class Base

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name := "FullTrust"), \_

System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name := "FullTrust")> \_

Sub CanOverrideMe()

End Sub

End Class

[C#]

class Base

{

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name="FullTrust")]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public override void CanOverrideMe() { ... }

}

For public override functions where the base class does not demand full trust:

VB

Class Derived

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.Demand, Name := "FullTrust")> \_

Sub CanOverrideOrCallMe()

End Sub

End Class

[C#]

class Derived

{

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.Demand, Name="FullTrust")]

public override void CanOverrideOrCallMe() { ... }

}

For public override functions where the base class demands full trust:

VB

Class Derived

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand,Name:="FullTrust")> \_

Sub CanOverrideOrCallMe()

End Sub

End Class

[C#]

class Derived

{

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand,Name="FullTrust")]

public override void CanOverrideOrCallMe() { ... }

}

For public interfaces:

VB

<System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name:="FullTrust"), \_

System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name:="FullTrust")> \_

Public Interface CanCastToMe

End Interface

End Interface

[C#]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.InheritanceDemand, Name="FullTrust")]

[System.Security.Permissions.PermissionSetAttribute(System.Security.Permissions.SecurityAction.LinkDemand, Name="FullTrust")]

public interface CanCastToMe

#### Virtual Internal Overrides or Overloads Overridable Friend

.NET Framework 1.1, 2.0

You must be aware of a nuance of the type system accessibility when confirming that your code is unavailable to other assemblies. A method that is declared **virtual** and **internal** (**Overloads Overridable Friend** in Visual Basic) can override the parent class's vtable entry and can be used only from within the same assembly because it is internal. However, the accessibility for overriding is determined by the **virtual** keyword, and this can be overridden from another assembly as long as that code has access to the class itself. If the possibility of an override presents a problem, use declarative security to fix it, or remove the **virtual** keyword if it is not strictly required.

Note that even if a language compiler prevents these overrides with a compilation error, it is possible for code written with other compilers to override.

#### Virtual Internal Overrides or Overloads Overridable Friend

.NET Framework 3.0, 3.5, 4, 4.5

|  |
| --- |
| Note Note |
| This topic warns about a security issue when declaring a method as both **virtual** and **internal** (**OverloadsOverridableFriend** in Visual Basic). This warning applies only to the .NET Framework versions 1.0 and 1.1, it does not apply to version 2.0. |

In the .NET Framework versions 1.0 and 1.1 you must be aware of a nuance of the type system accessibility when confirming that your code is unavailable to other assemblies. A method that is declared **virtual** and **internal** (**Overloads Overridable Friend** in Visual Basic) can override the parent class's vtable entry and can be used only from within the same assembly because it is internal. However, the accessibility for overriding is determined by the **virtual** keyword, and this can be overridden from another assembly as long as that code has access to the class itself. If the possibility of an override presents a problem, use declarative security to fix it, or remove the **virtual** keyword if it is not strictly required.

Note that even if a language compiler prevents these overrides with a compilation error, it is possible for code written with other compilers to override.

### Securing Wrapper Code

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, **4.5, 4.6**

Wrapper code, especially where the wrapper has higher trust than code that uses it, can open a unique set of security weaknesses. Anything done on behalf of a caller, where the caller's limited permissions are not included in the appropriate security check, is a potential weakness to be exploited.

Never enable something through the wrapper that the caller could not do itself. This is a special danger when doing something that involves a limited security check, as opposed to a full stack walk demand. When single-level checks are involved, interposing the wrapper code between the real caller and the API element in question can easily cause the security check to succeed when it should not, thereby weakening security.

#### [**Delegates**](javascript:void(0))

Delegate security differs between versions of the .NET Framework. This section describes the different delegate behaviors and associated security considerations.

[**In version 1.0 and 1.1 of the .NET Framework**](javascript:void(0))

Version 1.0 and 1.1 of the .NET Framework perform the following security actions against a delegate creator and a delegate caller.

* When a delegate is created, security link demands on the delegate target method are performed against the grant set of the delegate creator. Failure to satisfy the security action results in a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx).
* When the delegate is invoked, any existing security demands on the delegate caller are performed.

Whenever your code takes a [Delegate](https://msdn.microsoft.com/en-us/library/system.delegate(v=vs.110).aspx) from less-trusted code that might call it, make sure that you are not enabling the less-trusted code to escalate its permissions. If you take a delegate and use it later, the code that created the delegate is not on the call stack and its permissions will not be tested if code in or under the delegate attempts a protected operation. If your code and the caller code have higher privileges than the creator, the creator can orchestrate the call path without being part of the call stack.

[**In version 2.0 and later of the .NET Framework**](javascript:void(0))

Unlike previous versions, version 2.0 of the .NET Framework performs security action against the delegate creator when the delegate is created and called.

* When a delegate is created, security link demands on the delegate target method are performed against the grant set of the delegate creator. Failure to satisfy the security action results in a [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx).
* The delegate creator's grant set is also captured during delegate creation and stored with the delegate.
* When the delegate is invoked, the delegate creator's captured grant set is first evaluated against any demands in the current context if the delegate creator and caller belong to different assemblies. Next, any existing security demands on the delegate caller are performed.

#### [**Link demands and wrappers**](javascript:void(0))

A special protection case with link demands has been strengthened in the security infrastructure, but it is still a source of possible weakness in your code.

If fully trusted code calls a property, event, or method protected by a [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.110).aspx), the call succeeds if the **LinkDemand** permission check for the caller is satisfied. Additionally, if the fully trusted code exposes a class that takes the name of a property and calls its **get** accessor using reflection, that call to the **get** accessor succeeds even though the user code does not have the right to access this property. This is because the **LinkDemand** checks only the immediate caller, which is the fully trusted code. In essence, the fully trusted code is making a privileged call on behalf of user code without making sure that the user code has the right to make that call.

To help prevent such security holes, the common language runtime extends the check into a full stack-walking demand on any indirect call to a method, constructor, property, or event protected by a **LinkDemand**. This protection incurs some performance costs and changes the semantics of the security check; the full stack-walk demand might fail where the faster, one-level check would have passed.

|  |
| --- |
| Note**Note** |
| In the .NET Framework 4, partially trusted code has been redefined as transparent code. The transparency model draws a barrier between code that can do privileged things (critical code), such as calling native code, and code that cannot (transparent code). Transparency replaces the use of the [LinkDemand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) for full trust to identify fully trusted code with the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx). For more information about this and other changes, see [Security Changes in the .NET Framework](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.110).aspx). |

#### [**Assembly loading wrappers**](javascript:void(0))

Several methods used to load managed code, including [Assembly.Load](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.load(v=vs.110).aspx), load assemblies with the evidence of the caller. If you wrap any of these methods, the security system could use your code's permission grant, instead of the permissions of the caller to your wrapper, to load the assemblies. You should not allow less-trusted code to load code that is granted higher permissions than those of the caller to your wrapper.

Any code that has full trust or significantly higher trust than a potential caller (including an Internet-permissions-level caller) could weaken security in this way. If your code has a public method that takes a byte array and passes it to **Assembly.Load**, thereby creating an assembly on the caller's behalf, it might break security.

This issue applies to the following API elements:

* [System.AppDomain.DefineDynamicAssembly](https://msdn.microsoft.com/en-us/library/system.appdomain.definedynamicassembly(v=vs.110).aspx)
* [System.Appdomain.Load](https://msdn.microsoft.com/en-us/library/system.appdomain.load(v=vs.110).aspx)
* [System.Reflection.Assembly.LoadFrom](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.loadfrom(v=vs.110).aspx)
* [System.Reflection.Assembly.Load](https://msdn.microsoft.com/en-us/library/system.reflection.assembly.load(v=vs.110).aspx)

#### [**Demand vs. LinkDemand**](javascript:void(0))

Declarative security offers two kinds of security checks that are similar but perform very different checks. You should understand both forms because the wrong choice can result in weak security or performance loss.

Declarative security offers the following security checks:

* [Demand](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) specifies the code access security stack walk. All callers on the stack must have the specified permission or identity to pass.**Demand** occurs on every call because the stack might contain different callers. If you call a method repeatedly, this security check occurs each time. **Demand** is good protection against luring attacks; unauthorized code trying to get through it will be detected.
* [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.110).aspx) happens at just-in-time (JIT) compilation time and checks only the immediate caller. This security check does not check the caller's caller. Once this check passes, there is no additional security overhead no matter how many times the caller might call. However, there is also no protection from luring attacks. With **LinkDemand**, any code that passes the test and can reference your code can potentially break security by allowing malicious code to call using the authorized code. Therefore, do not use **LinkDemand**unless all the possible weaknesses can be thoroughly avoided.

|  |
| --- |
| Note**Note** |
| In the .NET Framework 4, link demands have been replaced by the [SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) attribute in [Level2](https://msdn.microsoft.com/en-us/library/system.security.securityruleset(v=vs.110).aspx) assemblies. The[SecurityCriticalAttribute](https://msdn.microsoft.com/en-us/library/system.security.securitycriticalattribute(v=vs.110).aspx) is equivalent to a link demand for full trust; however, it also affects inheritance rules. For more information about this change, see [Security-Transparent Code, Level 2](https://msdn.microsoft.com/en-us/library/dd233102(v=vs.110).aspx). |

The extra precautions required when using **LinkDemand** must be programmed individually; the security system can help with enforcement. Any mistake opens a security weakness. All authorized code that uses your code must be responsible for implementing additional security by doing the following:

* Restricting the calling code's access to the class or assembly.
* Placing the same security checks on the calling code that appear on the code being called and obligating its callers to do so. For example, if you write code that calls a method that is protected with a **LinkDemand** for the [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.110).aspx) with the[UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) flag specified, your method should also make a **LinkDemand** (or **Demand**, which is stronger) for this permission. The exception is if your code uses the **LinkDemand**-protected method in a limited way that you decide is safe, given other security protection mechanisms (such as demands) in your code. In this exceptional case, the caller takes responsibility in weakening the security protection on the underlying code.
* Ensuring that your code's callers cannot trick your code into calling the protected code on their behalf. In other words, callers cannot force the authorized code to pass specific parameters to the protected code, or to get results back from it.

[**Interfaces and Link Demands**](javascript:void(0))

If a virtual method, property, or event with **LinkDemand** overrides a base class method, the base class method must also have the same**LinkDemand** for the overridden method in order to be effective. It is possible for malicious code to cast back to the base type and call the base class method. Also note that link demands can be added implicitly to assemblies that do not have the[AllowPartiallyTrustedCallersAttribute](https://msdn.microsoft.com/en-us/library/system.security.allowpartiallytrustedcallersattribute(v=vs.110).aspx) assembly-level attribute.

It is a good practice to protect method implementations with link demands when interface methods also have link demands. Note the following about using link demands with interfaces:

* The **AllowPartiallyTrustedCallersAttribute** attribute also applies to interfaces.
* You can place link demands on interfaces to selectively protect certain interfaces from being used by partially trusted code, such as when using the **AllowPartiallyTrustedCallersAttribute**attribute.
* If you have an interface defined in an assembly that does not contain the **AllowPartiallyTrustedCallersAttribute**attribute, you can implement that interface on a partially trusted class.
* If you place a **LinkDemand** on a public method of a class that implements an interface method, the **LinkDemand** will not be enforced if you then cast to the interface and call the method. In this case, because you linked against the interface, only the**LinkDemand** on the interface is honored.

Review the following items for security issues:

* Explicit link demands on interface methods. Make sure these link demands offer the expected protection. Determine whether malicious code can use a cast to get around the link demands as described previously.
* Virtual methods with link demands applied.
* Types and the interfaces they implement. These should use link demands consistently.

#### Unmanaged Code

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Some library code needs to call into unmanaged code (for example, native code APIs, such as Win32). Because this means going outside the security perimeter for managed code, due caution is required. If your code is security-neutral, both your code and any code that calls it must have unmanaged code permission ([SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) with the [UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx)flag specified).

However, it is often unreasonable for your caller to have such powerful permissions. In such cases, your trusted code can be the go-between, similar to the managed wrapper or library code described in [Securing Wrapper Code](https://msdn.microsoft.com/en-us/library/6f5fa4y4(v=vs.71).aspx). If the underlying unmanaged code functionality is totally safe, it can be directly exposed; otherwise, a suitable permission check (demand) is required first.

When your code calls into unmanaged code but you do not want to require your callers to have permission to access unmanaged code, you must assert that right. An assertion blocks the stack walk at your frame. You must be careful that you do not create a security hole in this process. Usually, this means that you must demand a suitable permission of your callers and then use unmanaged code to perform only what that permission allows and no more. In some cases (for example, a get time-of-day function), unmanaged code can be directly exposed to callers without any security checks. In any case, any code that asserts must take responsibility for security.

Because any managed code that provides a code path into native code is a potential target for malicious code, determining which unmanaged code can be safely used and how it must be used requires extreme care. Generally, unmanaged code should never be directly exposed to partially trusted callers. There are two primary considerations in evaluating the safety of unmanaged code use in libraries that are callable by partially trusted code:

* **Functionality**. Does the unmanaged API provide functionality that does not allow callers to perform potentially dangerous operations? Code access security uses permissions to enforce access to resources, so consider whether the API uses files, a user interface, or threading, or whether it exposes protected information. If it does, the managed code wrapping it must demand the necessary permissions before allowing it to be entered. Additionally, while not protected by a permission, memory access must be confined to strict type safety.
* **Parameter checking**. A common attack passes unexpected parameters to exposed unmanaged code API methods in an attempt to cause them to operate out of specification. Buffer overruns using out-of-range index or offset values are one common example of this type of attack, as are any parameters that might exploit a bug in the underlying code. Thus, even if the unmanaged code API is functionally safe (after necessary demands) for partially trusted callers, managed code must also check parameter validity exhaustively to ensure that no unintended calls are possible from malicious code using the managed code wrapper layer.

##### Using SuppressUnmanagedCodeSecurityAttribute

.NET Framework 1.1, 2.0 ,3.0, 3.5, 4, 4.5

There is a performance aspect to asserting and then calling unmanaged code. For every such call, the security system automatically demands unmanaged code permission, resulting in a stack walk each time. If you assert and immediately call unmanaged code, the stack walk can be meaningless: it consists of your assert and your unmanaged code call.

A custom attribute called [SuppressUnmanagedCodeSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.suppressunmanagedcodesecurityattribute(v=vs.71).aspx) can be applied to unmanaged code entry points to disable the normal security check that demands [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx)with[UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx)permission specified. Extreme caution must always be taken when doing this, because this action creates an open door into unmanaged code with no runtime security checks. It should be noted that even with**SuppressUnmanagedCodeSecurityAttribute**applied, there is a one-time security check that happens at just-in-time (JIT) compilation to ensure that the immediate caller has permission to call unmanaged code.

If you use the **SuppressUnmanagedCodeSecurityAttribute**, check the following points:

* Make the unmanaged code entry point internal or otherwise inaccessible outside your code.
* Any call into unmanaged code is a potential security hole. Make sure your code is not a portal for malicious code to indirectly call into unmanaged code and avoid a security check. Demand permissions, if appropriate.
* Use a naming convention to explicitly identify when you are creating a dangerous path into unmanaged code, as described in [Naming Convention for Unmanaged Code Methods](https://msdn.microsoft.com/en-us/library/btadwd4w(v=vs.71).aspx).

##### Naming Convention for Unmanaged Code Methods

.NET Framework 1.1, 2.0 ,3.0, 3.5, 4, 4.5

A useful and highly recommended convention has been established for naming unmanaged code methods. All unmanaged code methods are separated into three categories: **safe**, **native**, and **unsafe**. These keywords can be used as class names within which the various kinds of unmanaged code entry points are defined. In source code, these keywords should be added to the class name, as in Safe.GetTimeOfDay,Native.Xyz, or Unsafe.DangerousAPI, for example. Each of these keywords provides useful security information for developers using that class, as described in the following table.

|  |  |
| --- | --- |
| Keyword | Security considerations |
| safe | Completely harmless for any code, even malicious code, to call. Can be used just like other managed code. For example, a function that gets the time of day is typically safe. |
| native | Security-neutral; that is, unmanaged code that requires unmanaged code permission to call. Security is checked, which stops an unauthorized caller. |
| unsafe | Potentially dangerous unmanaged code entry point with security suppressed. Developers should use the greatest caution when using such unmanaged code, making sure that other protections are in place to help prevent a security vulnerability. Developers must be responsible, as this keyword overrides the security system. |

### Security and Public Read-only Array Fields

.NET Framework 2.0, 3.0, 3.5, 4. 4.5, 4.6

Never use read-only public array fields from managed libraries to define the boundary behavior or security of your applications because read-only public array fields can be modified.

Remarks

Some .NET framework classes include read-only public fields that contain platform-specific boundary parameters. For example, the[InvalidPathChars](https://msdn.microsoft.com/en-US/library/system.io.path.invalidpathchars(v=vs.80).aspx) field is an array that describes the characters that are not allowed in a file path string. Many similar fields are present throughout the .NET Framework.

The values of public read-only fields like **InvalidPathChars** can be modified by your code or code that shares your code’s application domain. You should not use read-only public array fields like this to define the boundary behavior of your applications. If you do, malicious code can alter the boundary definitions and use your code in unexpected ways.

In version 2.0 and later of the .NET Framework, you should use methods that return a new array instead of using public array fields. For example, instead of using the **InvalidPathChars** field, you should use the [GetInvalidPathChars](https://msdn.microsoft.com/en-US/library/ms143439(v=vs.80).aspx) method.

Note that the .NET Framework types do not use the public fields to define boundary types internally. Instead, the .NET Framework uses separate private fields. Changing the values of these public fields does not alter the behavior of .NET Framework types.

### Securing Exception Handling

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 46.

In the Managed Extensions for C++ and in Visual Basic, a filter expression further up the stack runs before any **finally** statement. The **catch**block associated with that filter runs after the **finally** statement. For more information, see [Using User-Filtered Exceptions](https://msdn.microsoft.com/en-us/library/4dy8x9k9(v=vs.71).aspx). This section examines the security implications of this order. Consider the following pseudocode example that illustrates the order in which filter statements and **finally** statements run.

C++

void Main()

{

try

{

Sub();

}

except (Filter())

{

Console.WriteLine("catch");

}

}

bool Filter () {

Console.WriteLine("filter");

return true;

}

void Sub()

{

try

{

Console.WriteLine("throw");

throw new Exception();

}

finally

{

Console.WriteLine("finally");

}

}

This code prints the following.

Throw

Filter

Finally

Catch

The filter runs before the **finally** statement, so security issues can be introduced by anything that makes a state change where execution of other code could take advantage. For example:

C++

try

{

Alter\_Security\_State();

// This means changing anything (state variables,

// switching unmanaged context, impersonation, and

// so on) that could be exploited if malicious

// code ran before state is restored.

Do\_some\_work();

}

finally

{

Restore\_Security\_State();

// This simply restores the state change above.

}

This pseudocode allows a filter higher up the stack to run arbitrary code. Other examples of operations that would have a similar effect are temporary impersonation of another identity, setting an internal flag that bypasses some security check, or changing the culture associated with the thread. The recommended solution is to introduce an exception handler to isolate the code's changes to thread state from callers' filter blocks. However, it is important that the exception handler be properly introduced or this problem will not be fixed. The following example switches the UI culture, but any kind of thread state change could be similarly exposed.

C++

YourObject.YourMethod()

{

CultureInfo saveCulture = Thread.CurrentThread.CurrentUICulture;

try {

Thread.CurrentThread.CurrentUICulture = new CultureInfo("de-DE");

// Do something that throws an exception.

}

finally {

Thread.CurrentThread.CurrentUICulture = saveCulture;

}

}

[Visual Basic]

Public Class UserCode

Public Shared Sub Main()

Try

Dim obj As YourObject = new YourObject

obj.YourMethod()

Catch e As Exception When FilterFunc

Console.WriteLine("An error occurred: '{0}'", e)

Console.WriteLine("Current Culture: {0}",

Thread.CurrentThread.CurrentUICulture)

End Try

End Sub

Public Function FilterFunc As Boolean

Console.WriteLine("Current Culture: {0}", Thread.CurrentThread.CurrentUICulture)

Return True

End Sub

End Class

The correct fix in this case is to wrap the existing **try**/**finally** block in a **try**/**catch**block. Simply introducing a **catch-throw** clause into the existing **try**/**finally** block does not fix the problem, as shown in the following example.

C++

YourObject.YourMethod()

{

CultureInfo saveCulture = Thread.CurrentThread.CurrentUICulture;

try

{

Thread.CurrentThread.CurrentUICulture = new CultureInfo("de-DE");

// Do something that throws an exception.

}

catch { throw; }

finally

{

Thread.CurrentThread.CurrentUICulture = saveCulture;

}

}

This does not fix the problem because the **finally** statement has not run before the FilterFunc gets control.

The following example fixes the problem by ensuring that the **finally** clause has executed before offering an exception up the callers' exception filter blocks.

C++

YourObject.YourMethod()

{

CultureInfo saveCulture = Thread.CurrentThread.CurrentUICulture;

try

{

try

{

Thread.CurrentThread.CurrentUICulture = new CultureInfo("de-DE");

// Do something that throws an exception.

}

finally

{

Thread.CurrentThread.CurrentUICulture = saveCulture;

}

}

catch { throw; }

}

### Security and User Input

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

User data, which is any kind of input (data from a Web request or URL, input to controls of a Microsoft Windows Forms application, and so on), can adversely influence code because often that data is used directly as parameters to call other code. This situation is analogous to malicious code calling your code with strange parameters, and the same precautions should be taken. User input is actually harder to make safe because there is no stack frame to trace the presence of the potentially untrusted data.

These are among the subtlest and hardest security bugs to find because, although they can exist in code that is seemingly unrelated to security, they are a gateway to pass bad data through to other code. To look for these bugs, follow any kind of input data, imagine what the range of possible values might be, and consider whether the code seeing this data can handle all those cases. You can fix these bugs through range checking and rejecting any input the code cannot handle.

Some important considerations involving user data include the following:

* Any user data in a server response runs in the context of the server's site on the client. If your Web server takes user data and inserts it into the returned Web page, it might, for example, include a **<script>** tag and run as if from the server.
* Remember that the client can request any URL.
* Consider tricky or invalid paths:
  + ..\ , extremely long paths.
  + Use of wild card characters (\*).
  + Token expansion (%token%).
  + Strange forms of paths with special meaning.
  + Alternate file system stream names such as filename::$DATA.
  + Short versions of file names such as longfi~1 for longfilename.
* Remember that Eval(userdata) can do anything.
* Be wary of late binding to a name that includes some user data.
* If you are dealing with Web data, consider the various forms of escapes that are permissible, including:
  + Hexadecimal escapes (%nn).
  + Unicode escapes (%nnn).
  + Overlong UTF-8 escapes (%nn%nn).
  + Double escapes (%nn becomes %mmnn, where %mm is the escape for '%').
* Be wary of user names that might have more than one canonical format. For example, in Microsoft Windows 2000, you can often use either the MYDOMAIN\username form or the username@mydomain.example.com form.

### Security and Remoting Considerations

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6

Remoting allows you to set up transparent calling between application domains, processes, or computers. However, the code access security stack walk cannot cross process or machine boundaries (it does apply between application domains of the same process).

Any class that is remotable (derived from a [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.71).aspx) class) needs to take responsibility for security. Either the code should be used only in closed environments where the calling code can be implicitly trusted, or remoting calls should be designed so that they do not subject protected code to outside entry that could be used maliciously.

Generally, you should never expose methods, properties, or events that are protected by declarative [LinkDemand](https://msdn.microsoft.com/en-us/library/hzsc022c(v=vs.71).aspx) and [InheritanceDemand](https://msdn.microsoft.com/en-us/library/x4yx82e6(v=vs.71).aspx)security checks. With remoting, these checks are not enforced. Other security checks, such as [Demand](https://msdn.microsoft.com/en-us/library/9kc0c6st(v=vs.71).aspx), [Assert](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.71).aspx), and so on, work between application domains within a process but do not work in cross-process or cross-machine scenarios.

#### [**Protected objects**](javascript:void(0))

Some objects hold security state in themselves. These objects should not be passed to untrusted code, which would then acquire security authorization beyond its own permissions.

One example is creating a [FileStream](https://msdn.microsoft.com/en-us/library/system.io.filestream(v=vs.110).aspx) object. The [FileIOPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.fileiopermission(v=vs.110).aspx) is demanded at the time of creation and, if it succeeds, the file object is returned. However, if this object reference is passed to code without file permissions, the object will be able to read and write to this particular file.

The simplest defense for such an object is to demand the same **FileIOPermission** of any code that seeks to get the object reference through a public API element.

#### [**Application domain crossing issues**](javascript:void(0))

To isolate code in managed hosting environments, it is common to generate multiple child application domains with explicit policy reducing the permission levels for various assemblies. However, the policy for those assemblies remains unchanged in the default application domain. If one of the child application domains can force the default application domain to load an assembly, the effect of code isolation is lost and types in the forcibly loaded assembly will be able to run code at a higher level of trust.

An application domain can force another application domain to load an assembly and run code contained therein by calling a proxy to an object hosted in the other application domain. To obtain a cross-application-domain proxy, the application domain hosting the object must distribute one through a method call parameter or return value. Or, if the application domain was just created, the creator has a proxy to the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) object by default. Thus, to avoid breaking code isolation, an application domain with a higher level of trust should not distribute references to marshaled-by-reference objects (instances of classes derived from [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.110).aspx)) in its domain to application domains with lower levels of trust.

Usually, the default application domain creates the child application domains with a control object in each one. The control object manages the new application domain and occasionally takes orders from the default application domain, but it cannot actually contact the domain directly. Occasionally, the default application domain calls its proxy to the control object. However, there might be cases in which it is necessary for the control object to call back to the default application domain. In these cases, the default application domain passes a marshal-by-reference callback object to the constructor of the control object. It is the responsibility of the control object to protect this proxy. If the control object were to place the proxy on a public static field of a public class, or otherwise publicly expose the proxy, this would open up a dangerous mechanism for other code to call back into the default application domain. For this reason, control objects are always implicitly trusted to keep the proxy private.

### Security and Serialization

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

Because serialization can allow other code to see or modify object instance data that would otherwise be inaccessible, a special permission is required of code performing serialization: [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.71).aspx) with the [SerializationFormatter](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.71).aspx) flag specified. Under default policy, this permission is not given to Internet-downloaded or intranet code; only code on the local computer is granted this permission.

Normally, all fields of an object instance are serialized, meaning that data is represented in the serialized data for the instance. It is possible for code that can interpret the format to determine what the data values are, independent of the accessibility of the member. Similarly, deserialization extracts data from the serialized representation and sets object state directly, again irrespective of accessibility rules.

Any object that could contain security-sensitive data should be made nonserializable, if possible. If it must be serializable, try to make specific fields that hold sensitive data nonserializable. If this cannot be done, be aware that this data will be exposed to any code that has permission to serialize, and make sure that no malicious code can get this permission.

The [ISerializable](https://msdn.microsoft.com/en-us/library/system.runtime.serialization.iserializable(v=vs.71).aspx) interface is intended for use only by the serialization infrastructure. However, if unprotected, it can potentially release sensitive information. If you provide custom serialization by implementing **ISerializable**, make sure you take the following precautions:

* The [GetObjectData](https://msdn.microsoft.com/en-us/library/system.runtime.serialization.iserializable.getobjectdata(v=vs.71).aspx) method should be explicitly secured either by demanding the **SecurityPermission**with**SerializationFormatter**permission specified or by making sure that no sensitive information is released with the method output. For example:

VB

Public Overrides<SecurityPermissionAttribute(SecurityAction.Demand, SerializationFormatter := True)> \_

Sub GetObjectData(info As SerializationInfo, context As StreamingContext)

End Sub

[C#]

[SecurityPermissionAttribute(SecurityAction.Demand,SerializationFormatter

=true)]

public override void GetObjectData(SerializationInfo info,

StreamingContext context)

{

}

* The special constructor used for serialization should also perform thorough input validation and should be either protected or private to help protect against misuse by malicious code. It should enforce the same security checks and permissions required to obtain an instance of such a class by any other means, such as explicitly creating the class or indirectly creating it through some kind of factory.

### Security and Race Conditions

**.NET Framework 4.6 and 4.5**

[Other Versions](javascript:;)
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Another area of concern is the potential for security holes exploited by race conditions. There are several ways in which this might happen. The subtopics that follow outline some of the major pitfalls that the developer must avoid.

[**Race Conditions in the Dispose Method**](javascript:void(0))

If a class's **Dispose** method (for more information, see [Garbage Collection](https://msdn.microsoft.com/en-us/library/0xy59wtx(v=vs.110).aspx)) is not synchronized, it is possible that cleanup code inside**Dispose** can be run more than once, as shown in the following example.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/1az4z7cb(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-1)

void Dispose()

{

if( myObj != null )

{

Cleanup(myObj);

myObj = null;

}

}

Because this **Dispose** implementation is not synchronized, it is possible for Cleanup to be called by first one thread and then a second thread before \_myObj is set to **null**. Whether this is a security concern depends on what happens when the Cleanup code runs. A major issue with unsynchronized **Dispose** implementations involves the use of resource handles such as files. Improper disposal can cause the wrong handle to be used, which often leads to security vulnerabilities.

[**Race Conditions in Constructors**](javascript:void(0))

In some applications, it might be possible for other threads to access class members before their class constructors have completely run. You should review all class constructors to make sure that there are no security issues if this should happen, or synchronize threads if necessary.

[**Race Conditions with Cached Objects**](javascript:void(0))

Code that caches security information or uses the code access security [Assert](https://msdn.microsoft.com/en-us/library/91wteedy(v=vs.110).aspx) operation might also be vulnerable to race conditions if other parts of the class are not appropriately synchronized, as shown in the following example.

C#

[**VB**](https://msdn.microsoft.com/en-us/library/1az4z7cb(v=vs.110).aspx?cs-save-lang=1&cs-lang=vb#code-snippet-2)

void SomeSecureFunction()

{

if(SomeDemandPasses())

{

fCallersOk = true;

DoOtherWork();

fCallersOk = false();

}

}

void DoOtherWork()

{

if( fCallersOK )

{

DoSomethingTrusted();

}

else

{

DemandSomething();

DoSomethingTrusted();

}

}

If there are other paths to DoOtherWork that can be called from another thread with the same object, an untrusted caller can slip past a demand.

If your code caches security information, make sure that you review it for this vulnerability.

[**Race Conditions in Finalizers**](javascript:void(0))

Race conditions can also occur in an object that references a static or unmanaged resource that it then frees in its finalizer. If multiple objects share a resource that is manipulated in a class's finalizer, the objects must synchronize all access to that resource.

### Security and On-the-Fly Code Generation

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6

Some libraries operate by generating code and running it to perform some operation for the caller. The basic problem is generating code on behalf of lesser-trust code and running it at a higher trust. The problem worsens when the caller can influence code generation, so you must ensure that only code you consider safe is generated.

You need to know exactly what code you are generating at all times. This means that you must have strict controls on any values that you get from a user, be they quote-enclosed strings (which should be escaped so they cannot include unexpected code elements), identifiers (which should be checked to verify that they are valid identifiers), or anything else. Identifiers can be dangerous because a compiled assembly can be modified so that its identifiers contain strange characters, which will probably break it (although this is rarely a security vulnerability).

It is recommended that you generate code with reflection emit, which often helps you avoid many of these problems.

When you compile the code, consider whether there is some way a malicious program could modify it. Is there a small window of time during which malicious code can change source code on disk before the compiler reads it or before your code loads the .dll file? If so, you must protect the directory containing these files, using code access security or an Access Control List in the file system, as appropriate.

If a caller can influence the generated code in a way that causes a compiler error, a security vulnerability might also exist there.

Run the generated code at the lowest possible permission settings, using [PermitOnly](https://msdn.microsoft.com/en-us/library/system.security.permissions.securityaction(v=vs.110).aspx) or [Deny](https://msdn.microsoft.com/en-us/library/hk3b9142(v=vs.110).aspx).

### Dangerous Permissions and Policy Administration

.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6

Several of the protected operations for which the .NET Framework provides permissions can potentially allow the security system to be circumvented. These dangerous permissions should be given only to trustworthy code, and then only as necessary. There is usually no defense against malicious code if it is granted these permissions.

|  |
| --- |
| Note Note |
| In the .NET Framework 4, there have been important changes to the .NET Framework security model and terminology. For more information about these changes, see [Security Changes in the .NET Framework](https://msdn.microsoft.com/en-us/library/dd233103(v=vs.110).aspx). |

The dangerous permissions are explained in the following table.

|  |  |
| --- | --- |
| Permission | Potential risk |
| [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.110).aspx) |  |
| [UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | Allows managed code to call into unmanaged code, which is often dangerous. |
| [SkipVerification](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | Without verification, the code can do anything. |
| [ControlEvidence](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | Invalidated evidence can fool security policy. |
| [ControlPolicy](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | The ability to modify security policy can disable security. |
| [SerializationFormatter](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | The use of serialization can circumvent accessibility mechanisms. For details, see [Security and Serialization](https://msdn.microsoft.com/en-us/library/ek7af9ck(v=vs.110).aspx). |
| [ControlPrincipal](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | The ability to set the current principal can trick role-based security. |
| [ControlThread](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) | Manipulation of threads is dangerous because of the security state associated with threads. |
| [ReflectionPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.reflectionpermission(v=vs.110).aspx) |  |
| [MemberAccess](https://msdn.microsoft.com/en-us/library/system.memberaccessexception(v=vs.110).aspx) | Can use private members to defeat accessibility mechanisms. |

### Security and Setup Issues

**.NET Framework 1.1, 2.0, 3.0, 3.5, 4, 4.5, 4.6**

The following steps are recommended when installing managed code or unmanaged code to ensure that the installation itself is secure. These steps should be performed for all platforms that support the NTFS file system:

* Set up a system with two partitions.
* Freshly format the second partition; do not change the default Access Control List on the root of the drive.
* Install the product, changing the install directory to point to a new directory on the second partition.

Ensure that none of the following is true:

* Is any code that executes as a service or that normally is run by administrator-level users now world-writable?
* If the code were installed on a terminal server system in application server mode, can your users now write binaries that other users might run?
* Is there anything that ends up in a system area or subdirectory of a system area that might be writable by non-administrators?

Additionally, if the product interacts with the Web, be aware that occasional Web server exploits allow users to run commands that are often executed in the context of the IUSR\_MACHINE account. Confirm that there are no files or configuration items that are world-writable that a guest account could leverage under these conditions.

## Secure Coding Guidelines for Unmanaged Code

**.NET Framework 4.6 and 4.5**

[Other Versions](javascript:;)
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Some library code needs to call into unmanaged code (for example, native code APIs, such as Win32). Because this means going outside the security perimeter for managed code, due caution is required. If your code is security-neutral, both your code and any code that calls it must have unmanaged code permission ([SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.110).aspx) with the [UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) flag specified).

However, it is often unreasonable for your caller to have such powerful permissions. In such cases, your trusted code can be the go-between, similar to the managed wrapper or library code described in [Securing Wrapper Code](https://msdn.microsoft.com/en-us/library/6f5fa4y4(v=vs.110).aspx). If the underlying unmanaged code functionality is totally safe, it can be directly exposed; otherwise, a suitable permission check (demand) is required first.

When your code calls into unmanaged code but you do not want to require your callers to have permission to access unmanaged code, you must assert that right. An assertion blocks the stack walk at your frame. You must be careful that you do not create a security hole in this process. Usually, this means that you must demand a suitable permission of your callers and then use unmanaged code to perform only what that permission allows and no more. In some cases (for example, a get time-of-day function), unmanaged code can be directly exposed to callers without any security checks. In any case, any code that asserts must take responsibility for security.

Because any managed code that provides a code path into native code is a potential target for malicious code, determining which unmanaged code can be safely used and how it must be used requires extreme care. Generally, unmanaged code should never be directly exposed to partially trusted callers. There are two primary considerations in evaluating the safety of unmanaged code use in libraries that are callable by partially trusted code:

* **Functionality**. Does the unmanaged API provide functionality that does not allow callers to perform potentially dangerous operations? Code access security uses permissions to enforce access to resources, so consider whether the API uses files, a user interface, or threading, or whether it exposes protected information. If it does, the managed code wrapping it must demand the necessary permissions before allowing it to be entered. Additionally, while not protected by a permission, memory access must be confined to strict type safety.
* **Parameter checking**. A common attack passes unexpected parameters to exposed unmanaged code API methods in an attempt to cause them to operate out of specification. Buffer overruns using out-of-range index or offset values are one common example of this type of attack, as are any parameters that might exploit a bug in the underlying code. Thus, even if the unmanaged code API is functionally safe (after necessary demands) for partially trusted callers, managed code must also check parameter validity exhaustively to ensure that no unintended calls are possible from malicious code using the managed code wrapper layer.

[**Using SuppressUnmanagedCodeSecurityAttribute**](javascript:void(0))

There is a performance aspect to asserting and then calling unmanaged code. For every such call, the security system automatically demands unmanaged code permission, resulting in a stack walk each time. If you assert and immediately call unmanaged code, the stack walk can be meaningless: it consists of your assert and your unmanaged code call.

A custom attribute called [SuppressUnmanagedCodeSecurityAttribute](https://msdn.microsoft.com/en-us/library/system.security.suppressunmanagedcodesecurityattribute(v=vs.110).aspx) can be applied to unmanaged code entry points to disable the normal security check that demands [SecurityPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermission(v=vs.110).aspx) with [UnmanagedCode](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) permission specified. Extreme caution must always be taken when doing this, because this action creates an open door into unmanaged code with no runtime security checks. It should be noted that even with **SuppressUnmanagedCodeSecurityAttribute**applied, there is a one-time security check that happens at just-in-time (JIT) compilation to ensure that the immediate caller has permission to call unmanaged code.

If you use the **SuppressUnmanagedCodeSecurityAttribute**, check the following points:

* Make the unmanaged code entry point internal or otherwise inaccessible outside your code.
* Any call into unmanaged code is a potential security hole. Make sure your code is not a portal for malicious code to indirectly call into unmanaged code and avoid a security check. Demand permissions, if appropriate.
* Use a naming convention to explicitly identify when you are creating a dangerous path into unmanaged code, as described in the section below..

[**Naming convention for unmanaged code methods**](javascript:void(0))

A useful and highly recommended convention has been established for naming unmanaged code methods. All unmanaged code methods are separated into three categories: **safe**, **native**, and **unsafe**. These keywords can be used as class names within which the various kinds of unmanaged code entry points are defined. In source code, these keywords should be added to the class name, as in Safe.GetTimeOfDay,Native.Xyz, or Unsafe.DangerousAPI, for example. Each of these keywords provides useful security information for developers using that class, as described in the following table.

|  |  |
| --- | --- |
| Keyword | Security considerations |
| **safe** | Completely harmless for any code, even malicious code, to call. Can be used just like other managed code. For example, a function that gets the time of day is typically safe. |
| **native** | Security-neutral; that is, unmanaged code that requires unmanaged code permission to call. Security is checked, which stops an unauthorized caller. |
| **unsafe** | Potentially dangerous unmanaged code entry point with security suppressed. Developers should use the greatest caution when using such unmanaged code, making sure that other protections are in place to prevent a security vulnerability. Developers must be responsible, as this keyword overrides the security system. |

## How to: Run Partially Trusted Code in a Sandbox

**.NET Framework 4**

Sandboxing is the practice of running code in a restricted security environment, which limits the access permissions granted to the code. For example, if you have a managed library from a source you do not completely trust, you should not run it as fully trusted. Instead, you should place the code in a sandbox that limits its permissions to those that you expect it to need (for example, [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.100).aspx) permission).

You can also use sandboxing to test code you will be distributing that will run in partially trusted environments.

An [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) is an effective way of providing a sandbox for managed applications. Application domains that are used for running partially trusted code have permissions that define the protected resources that are available when running within that [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx). Code that runs inside the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) is bound by the permissions associated with the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) and is allowed to access only the specified resources. The[AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) also includes a [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) array that is used to identify assemblies that are to be loaded as fully trusted. This enables the creator of an [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) to start a new sandboxed domain that allows specific helper assemblies to be fully trusted. Another option for loading assemblies as fully trusted is to place them in the global assembly cache; however, that will load assemblies as fully trusted in all application domains created on that computer. The list of strong names supports a per-[AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) decision that provides more restrictive determination.

You can use the [AppDomain.CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.100).aspx) method overload to specify the permission set for applications that run in a sandbox. This overload enables you to specify the exact level of code access security you want. Assemblies that are loaded into an [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) by using this overload can either have the specified grant set only, or can be fully trusted. The assembly is granted full trust if it is in the global assembly cache or listed in the *fullTrustAssemblies* (the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx)) array parameter. Only assemblies known to be fully trusted should be added to the *fullTrustAssemblies* list.

The overload has the following signature:

AppDomain.CreateDomain( string friendlyName,

                        Evidence securityInfo,

                        AppDomainSetup info,

                        PermissionSet grantSet,

                        params StrongName[] fullTrustAssemblies);

The parameters for the [CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.100).aspx) method overload specify the name of the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx), the evidence for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx), the [AppDomainSetup](https://msdn.microsoft.com/en-us/library/system.appdomainsetup(v=vs.100).aspx) object that identifies the application base for the sandbox, the permission set to use, and the strong names for fully trusted assemblies.

For security reasons, the application base specified in the *info* parameter should not be the application base for the hosting application.

For the *grantSet* parameter, you can specify either a permission set you have explicitly created, or a standard permission set created by the[GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.100).aspx) method.

Unlike most [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) loads, the evidence for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) (which is provided by the *securityInfo* parameter) is not used to determine the grant set for the partially trusted assemblies. Instead, it is independently specified by the *grantSet* parameter. However, the evidence can be used for other purposes such as determining the isolated storage scope.

To run an application in a sandbox

1. Create the permission set to be granted to the untrusted application. The minimum permission you can grant is [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.100).aspx) permission. You can also grant additional permissions you think might be safe for untrusted code; for example, [IsolatedStorageFilePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragefilepermission(v=vs.100).aspx). The following code creates a new permission set with only [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.100).aspx) permission.
2. PermissionSet permSet = new PermissionSet(PermissionState.None);
3. permSet.AddPermission(new SecurityPermission(SecurityPermissionFlag.Execution));

Alternatively, you can use an existing named permission set, such as Internet.

Evidence ev = new Evidence();

ev.AddHostEvidence(new Zone(SecurityZone.Internet));

PermissionSet internetPS = SecurityManager.GetStandardSandbox(ev);

The [GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.100).aspx) method returns either an **Internet** permission set or a **LocalIntranet** permission set depending on the zone in the evidence. [GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.100).aspx) also constructs identity permissions for some of the evidence objects passed as references.

1. Sign the assembly that contains the hosting class (named Sandboxer in this example) that calls the untrusted code. Add the[StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) used to sign the assembly to the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) array of the *fullTrustAssemblies* parameter of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.100).aspx) call. The hosting class must run as fully trusted to enable the execution of the partial-trust code or to offer services to the partial-trust application. This is how you read the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) of an assembly:
2. StrongName fullTrustAssembly = typeof(Sandboxer).Assembly.Evidence.GetHostEvidence<StrongName>();

.NET Framework assemblies such as mscorlib and System.dll do not have to be added to the full-trust list because they are loaded as fully trusted from the global assembly cache.

1. Initialize the [AppDomainSetup](https://msdn.microsoft.com/en-us/library/system.appdomainsetup(v=vs.100).aspx) parameter of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.100).aspx) method. With this parameter, you can control many of the settings of the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx). The [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.100).aspx) property is an important setting, and should be different from the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.100).aspx) property for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) of the hosting application. If the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.100).aspx) settings are the same, the partial-trust application can get the hosting application to load (as fully trusted) an exception it defines, thus exploiting it. This is another reason why a catch (exception) is not recommended. Setting the application base of the host differently from the application base of the sandboxed application mitigates the risk of exploits.
2. AppDomainSetup adSetup = new AppDomainSetup();
3. adSetup.ApplicationBase = Path.GetFullPath(pathToUntrusted);
4. Call the [CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.100).aspx) method overload to create the application domain using the parameters we have specified.

The signature for this method is:

public static AppDomain CreateDomain(string friendlyName,

Evidence securityInfo, AppDomainSetup info, PermissionSet grantSet,

params StrongName[] fullTrustAssemblies)

Additional information:

* + This is the only overload of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.100).aspx) method that takes a [PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.100).aspx) as a parameter, and thus the only overload that lets you load an application in a partial-trust setting.
  + The *evidence* parameter is not used to calculate a permission set; it is used for identification by other features of the .NET Framework.
  + Setting the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.100).aspx) property of the *info* parameter is mandatory for this overload.
  + The *fullTrustAssemblies* parameter has the params keyword, which means that it is not necessary to create a [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.100).aspx) array. Passing 0, 1, or more strong names as parameters is allowed.
  + The code to create the application domain is:

AppDomain newDomain = AppDomain.CreateDomain("Sandbox", null, adSetup, permSet, fullTrustAssembly);

1. Load the code into the sandboxing [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) that you created. This can be done in two ways:
   * Call the [ExecuteAssembly](https://msdn.microsoft.com/en-us/library/system.appdomain.executeassembly(v=vs.100).aspx) method for the assembly.
   * Use the [CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.activator.createinstancefrom(v=vs.100).aspx) method to create an instance of a class derived from [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.100).aspx) in the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx).

The second method is preferable, because it makes it easier to pass parameters to the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.100).aspx) instance. The[CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.activator.createinstancefrom(v=vs.100).aspx) method provides two important features:

* + You can use a code base that points to a location that does not contain your assembly.
  + You can do the creation under an [Assert](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.assert(v=vs.100).aspx) for full-trust ([PermissionState.Unrestricted](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.100).aspx)), which enables you to create an instance of a critical class. (This happens whenever your assembly has no transparency markings and is loaded as fully trusted.) Therefore, you have to be careful to create only code that you trust with this function, and we recommend that you create only instances of fully trusted classes in the new application domain.

ObjectHandle handle = Activator.CreateInstanceFrom(

newDomain, typeof(Sandboxer).Assembly.ManifestModule.FullyQualifiedName,

typeof(Sandboxer).FullName );

Note that in order to create an instance of a class in a new domain, the class has to extend the [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.100).aspx) class

class Sandboxer:MarshalByRefObject

1. Unwrap the new domain instance into a reference in this domain. This reference is used to execute the untrusted code.
2. Sandboxer newDomainInstance = (Sandboxer) handle.Unwrap();
3. Call the ExecuteUntrustedCode method in the instance of the Sandboxer class you just created.
4. newDomainInstance.ExecuteUntrustedCode(untrustedAssembly, untrustedClass, entryPoint, parameters);

This call is executed in the sandboxed application domain, which has restricted permissions.

public void ExecuteUntrustedCode(string assemblyName, string typeName, string entryPoint, Object[] parameters)

{

//Load the MethodInfo for a method in the new assembly. This might be a method you know, or

//you can use Assembly.EntryPoint to get to the entry point in an executable.

MethodInfo target = Assembly.Load(assemblyName).GetType(typeName).GetMethod(entryPoint);

try

{

// Invoke the method.

target.Invoke(null, parameters);

}

catch (Exception ex)

{

//When information is obtained from a SecurityException extra information is provided if it is

//accessed in full-trust.

(new PermissionSet(PermissionState.Unrestricted)).Assert();

Console.WriteLine("SecurityException caught:\n{0}", ex.ToString());

CodeAccessPermission.RevertAssert();

Console.ReadLine();

}

}

[System.Reflection](https://msdn.microsoft.com/en-us/library/system.reflection(v=vs.100).aspx) is used to get a handle of a method in the partially trusted assembly. The handle can be used to execute code in a safe way with minimum permissions.

In the previous code, note the [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissionset.assert(v=vs.100).aspx) for the full-trust permission before printing the [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.100).aspx).

new PermissionSet(PermissionState.Unrestricted)).Assert()

The full-trust assert is used to obtain extended information from the [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.100).aspx). Without the [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissionset.assert(v=vs.100).aspx), the [ToString](https://msdn.microsoft.com/en-us/library/wykbfa67(v=vs.100).aspx) method of[SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.100).aspx) will discover that there is partially trusted code on the stack and will restrict the information returned. This could cause security issues if the partial-trust code could read that information, but the risk is mitigated by not granting [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.100).aspx). The full-trust assert should be used sparingly and only when you are sure that you are not allowing partial-trust code to elevate to full trust. As a rule, do not call code you do not trust in the same function and after you called an assert for full trust. It is good practice to always revert the assert when you have finished using it.

[**Example**](javascript:void(0))

The following example implements the procedure in the previous section. In the example, a project named Sandboxer in a Visual Studio solution also contains a project named UntrustedCode, which implements the class UntrustedClass. This scenario assumes that you have downloaded a library assembly containing a method that is expected to return **true** or **false** to indicate whether the number you provided is a Fibonacci number. Instead, the method attempts to read a file from your computer. The following example shows the untrusted code.

using System;

using System.IO;

namespace UntrustedCode

{

public class UntrustedClass

{

// Pretend to be a method checking if a number is a Fibonacci

// but which actually attempts to read a file.

public static bool IsFibonacci(int number)

{

File.ReadAllText("C:\\Temp\\file.txt");

return false;

}

}

}

The following example shows the Sandboxer application code that executes the untrusted code.

using System;

using System.Collections.Generic;

using System.Linq;

using System.Text;

using System.IO;

using System.Security;

using System.Security.Policy;

using System.Security.Permissions;

using System.Reflection;

using System.Runtime.Remoting;

//The Sandboxer class needs to derive from MarshalByRefObject so that we can create it in another

// AppDomain and refer to it from the default AppDomain.

class Sandboxer : MarshalByRefObject

{

const string pathToUntrusted = @"..\..\..\UntrustedCode\bin\Debug";

const string untrustedAssembly = "UntrustedCode";

const string untrustedClass = "UntrustedCode.UntrustedClass";

const string entryPoint = "IsFibonacci";

private static Object[] parameters = { 45 };

static void Main()

{

//Setting the AppDomainSetup. It is very important to set the ApplicationBase to a folder

//other than the one in which the sandboxer resides.

AppDomainSetup adSetup = new AppDomainSetup();

adSetup.ApplicationBase = Path.GetFullPath(pathToUntrusted);

//Setting the permissions for the AppDomain. We give the permission to execute and to

//read/discover the location where the untrusted code is loaded.

PermissionSet permSet = new PermissionSet(PermissionState.None);

permSet.AddPermission(new SecurityPermission(SecurityPermissionFlag.Execution));

//We want the sandboxer assembly's strong name, so that we can add it to the full trust list.

StrongName fullTrustAssembly = typeof(Sandboxer).Assembly.Evidence.GetHostEvidence<StrongName>();

//Now we have everything we need to create the AppDomain, so let's create it.

AppDomain newDomain = AppDomain.CreateDomain("Sandbox", null, adSetup, permSet, fullTrustAssembly);

//Use CreateInstanceFrom to load an instance of the Sandboxer class into the

//new AppDomain.

ObjectHandle handle = Activator.CreateInstanceFrom(

newDomain, typeof(Sandboxer).Assembly.ManifestModule.FullyQualifiedName,

typeof(Sandboxer).FullName

);

//Unwrap the new domain instance into a reference in this domain and use it to execute the

//untrusted code.

Sandboxer newDomainInstance = (Sandboxer) handle.Unwrap();

newDomainInstance.ExecuteUntrustedCode(untrustedAssembly, untrustedClass, entryPoint, parameters);

}

public void ExecuteUntrustedCode(string assemblyName, string typeName, string entryPoint, Object[] parameters)

{

//Load the MethodInfo for a method in the new Assembly. This might be a method you know, or

//you can use Assembly.EntryPoint to get to the main function in an executable.

MethodInfo target = Assembly.Load(assemblyName).GetType(typeName).GetMethod(entryPoint);

try

{

//Now invoke the method.

bool retVal = (bool)target.Invoke(null, parameters);

}

catch (Exception ex)

{

// When we print informations from a SecurityException extra information can be printed if we are

//calling it with a full-trust stack.

(new PermissionSet(PermissionState.Unrestricted)).Assert();

Console.WriteLine("SecurityException caught:\n{0}", ex.ToString());

CodeAccessPermission.RevertAssert();

Console.ReadLine();

}

}

}
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Sandboxing is the practice of running code in a restricted security environment, which limits the access permissions granted to the code. For example, if you have a managed library from a source you do not completely trust, you should not run it as fully trusted. Instead, you should place the code in a sandbox that limits its permissions to those that you expect it to need (for example, [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) permission).

You can also use sandboxing to test code you will be distributing that will run in partially trusted environments.

|  |
| --- |
| Caution note**Caution** |
| Code Access Security and Partially Trusted Code  The .NET Framework provides a mechanism for the enforcement of varying levels of trust on different code running in the same application called Code Access Security (CAS).  Code Access Security in .NET Framework should not  be used as a security boundary with partially trusted code, especially code of unknown origin. We advise against loading and executing code of unknown origins without putting alternative security measures in place.  This policy applies to all versions of .NET Framework, but does not apply to the .NET Framework included in Silverlight. |

An [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) is an effective way of providing a sandbox for managed applications. Application domains that are used for running partially trusted code have permissions that define the protected resources that are available when running within that [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx). Code that runs inside the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) is bound by the permissions associated with the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) and is allowed to access only the specified resources. The[AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) also includes a [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx) array that is used to identify assemblies that are to be loaded as fully trusted. This enables the creator of an [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) to start a new sandboxed domain that allows specific helper assemblies to be fully trusted. Another option for loading assemblies as fully trusted is to place them in the global assembly cache; however, that will load assemblies as fully trusted in all application domains created on that computer. The list of strong names supports a per-[AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) decision that provides more restrictive determination.

You can use the [AppDomain.CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.110).aspx) method overload to specify the permission set for applications that run in a sandbox. This overload enables you to specify the exact level of code access security you want. Assemblies that are loaded into an [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) by using this overload can either have the specified grant set only, or can be fully trusted. The assembly is granted full trust if it is in the global assembly cache or listed in the *fullTrustAssemblies* (the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx)) array parameter. Only assemblies known to be fully trusted should be added to the *fullTrustAssemblies* list.

The overload has the following signature:

AppDomain.CreateDomain( string friendlyName,

                        Evidence securityInfo,

                        AppDomainSetup info,

                        PermissionSet grantSet,

                        params StrongName[] fullTrustAssemblies);

The parameters for the [CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.110).aspx) method overload specify the name of the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx), the evidence for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx), the [AppDomainSetup](https://msdn.microsoft.com/en-us/library/system.appdomainsetup(v=vs.110).aspx) object that identifies the application base for the sandbox, the permission set to use, and the strong names for fully trusted assemblies.

For security reasons, the application base specified in the *info* parameter should not be the application base for the hosting application.

For the *grantSet* parameter, you can specify either a permission set you have explicitly created, or a standard permission set created by the[GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.110).aspx) method.

Unlike most [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) loads, the evidence for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) (which is provided by the *securityInfo* parameter) is not used to determine the grant set for the partially trusted assemblies. Instead, it is independently specified by the *grantSet* parameter. However, the evidence can be used for other purposes such as determining the isolated storage scope.

To run an application in a sandbox

1. Create the permission set to be granted to the untrusted application. The minimum permission you can grant is [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) permission. You can also grant additional permissions you think might be safe for untrusted code; for example, [IsolatedStorageFilePermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.isolatedstoragefilepermission(v=vs.110).aspx). The following code creates a new permission set with only [Execution](https://msdn.microsoft.com/en-us/library/system.security.permissions.securitypermissionflag(v=vs.110).aspx) permission.
2. PermissionSet permSet = new PermissionSet(PermissionState.None);
3. permSet.AddPermission(new SecurityPermission(SecurityPermissionFlag.Execution));

Alternatively, you can use an existing named permission set, such as Internet.

Evidence ev = new Evidence();

ev.AddHostEvidence(new Zone(SecurityZone.Internet));

PermissionSet internetPS = SecurityManager.GetStandardSandbox(ev);

The [GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.110).aspx) method returns either an **Internet** permission set or a **LocalIntranet** permission set depending on the zone in the evidence. [GetStandardSandbox](https://msdn.microsoft.com/en-us/library/dd414122(v=vs.110).aspx) also constructs identity permissions for some of the evidence objects passed as references.

1. Sign the assembly that contains the hosting class (named Sandboxer in this example) that calls the untrusted code. Add the[StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx) used to sign the assembly to the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx) array of the *fullTrustAssemblies* parameter of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.110).aspx) call. The hosting class must run as fully trusted to enable the execution of the partial-trust code or to offer services to the partial-trust application. This is how you read the [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx) of an assembly:
2. StrongName fullTrustAssembly = typeof(Sandboxer).Assembly.Evidence.GetHostEvidence<StrongName>();

.NET Framework assemblies such as mscorlib and System.dll do not have to be added to the full-trust list because they are loaded as fully trusted from the global assembly cache.

1. Initialize the [AppDomainSetup](https://msdn.microsoft.com/en-us/library/system.appdomainsetup(v=vs.110).aspx) parameter of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.110).aspx) method. With this parameter, you can control many of the settings of the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx). The [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.110).aspx) property is an important setting, and should be different from the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.110).aspx) property for the [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) of the hosting application. If the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.110).aspx) settings are the same, the partial-trust application can get the hosting application to load (as fully trusted) an exception it defines, thus exploiting it. This is another reason why a catch (exception) is not recommended. Setting the application base of the host differently from the application base of the sandboxed application mitigates the risk of exploits.
2. AppDomainSetup adSetup = new AppDomainSetup();
3. adSetup.ApplicationBase = Path.GetFullPath(pathToUntrusted);
4. Call the [CreateDomain(String, Evidence, AppDomainSetup, PermissionSet, StrongName[])](https://msdn.microsoft.com/en-us/library/ms130766(v=vs.110).aspx) method overload to create the application domain using the parameters we have specified.

The signature for this method is:

public static AppDomain CreateDomain(string friendlyName,

Evidence securityInfo, AppDomainSetup info, PermissionSet grantSet,

params StrongName[] fullTrustAssemblies)

Additional information:

* + This is the only overload of the [CreateDomain](https://msdn.microsoft.com/en-us/library/system.appdomain.createdomain(v=vs.110).aspx) method that takes a [PermissionSet](https://msdn.microsoft.com/en-us/library/system.security.permissionset(v=vs.110).aspx) as a parameter, and thus the only overload that lets you load an application in a partial-trust setting.
  + The *evidence* parameter is not used to calculate a permission set; it is used for identification by other features of the .NET Framework.
  + Setting the [ApplicationBase](https://msdn.microsoft.com/en-us/library/system.appdomainsetup.applicationbase(v=vs.110).aspx) property of the *info* parameter is mandatory for this overload.
  + The *fullTrustAssemblies* parameter has the params keyword, which means that it is not necessary to create a [StrongName](https://msdn.microsoft.com/en-us/library/system.security.policy.strongname(v=vs.110).aspx) array. Passing 0, 1, or more strong names as parameters is allowed.
  + The code to create the application domain is:

AppDomain newDomain = AppDomain.CreateDomain("Sandbox", null, adSetup, permSet, fullTrustAssembly);

1. Load the code into the sandboxing [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) that you created. This can be done in two ways:
   * Call the [ExecuteAssembly](https://msdn.microsoft.com/en-us/library/system.appdomain.executeassembly(v=vs.110).aspx) method for the assembly.
   * Use the [CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.activator.createinstancefrom(v=vs.110).aspx) method to create an instance of a class derived from [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.110).aspx) in the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx).

The second method is preferable, because it makes it easier to pass parameters to the new [AppDomain](https://msdn.microsoft.com/en-us/library/system.appdomain(v=vs.110).aspx) instance. The[CreateInstanceFrom](https://msdn.microsoft.com/en-us/library/system.activator.createinstancefrom(v=vs.110).aspx) method provides two important features:

* + You can use a code base that points to a location that does not contain your assembly.
  + You can do the creation under an [Assert](https://msdn.microsoft.com/en-us/library/system.security.codeaccesspermission.assert(v=vs.110).aspx) for full-trust ([PermissionState.Unrestricted](https://msdn.microsoft.com/en-us/library/system.security.permissions.permissionstate(v=vs.110).aspx)), which enables you to create an instance of a critical class. (This happens whenever your assembly has no transparency markings and is loaded as fully trusted.) Therefore, you have to be careful to create only code that you trust with this function, and we recommend that you create only instances of fully trusted classes in the new application domain.

ObjectHandle handle = Activator.CreateInstanceFrom(

newDomain, typeof(Sandboxer).Assembly.ManifestModule.FullyQualifiedName,

typeof(Sandboxer).FullName );

Note that in order to create an instance of a class in a new domain, the class has to extend the [MarshalByRefObject](https://msdn.microsoft.com/en-us/library/system.marshalbyrefobject(v=vs.110).aspx) class

class Sandboxer:MarshalByRefObject

1. Unwrap the new domain instance into a reference in this domain. This reference is used to execute the untrusted code.
2. Sandboxer newDomainInstance = (Sandboxer) handle.Unwrap();
3. Call the ExecuteUntrustedCode method in the instance of the Sandboxer class you just created.
4. newDomainInstance.ExecuteUntrustedCode(untrustedAssembly, untrustedClass, entryPoint, parameters);

This call is executed in the sandboxed application domain, which has restricted permissions.

public void ExecuteUntrustedCode(string assemblyName, string typeName, string entryPoint, Object[] parameters)

{

//Load the MethodInfo for a method in the new assembly. This might be a method you know, or

//you can use Assembly.EntryPoint to get to the entry point in an executable.

MethodInfo target = Assembly.Load(assemblyName).GetType(typeName).GetMethod(entryPoint);

try

{

// Invoke the method.

target.Invoke(null, parameters);

}

catch (Exception ex)

{

//When information is obtained from a SecurityException extra information is provided if it is

//accessed in full-trust.

(new PermissionSet(PermissionState.Unrestricted)).Assert();

Console.WriteLine("SecurityException caught:\n{0}", ex.ToString());

CodeAccessPermission.RevertAssert();

Console.ReadLine();

}

}

[System.Reflection](https://msdn.microsoft.com/en-us/library/system.reflection(v=vs.110).aspx) is used to get a handle of a method in the partially trusted assembly. The handle can be used to execute code in a safe way with minimum permissions.

In the previous code, note the [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissionset.assert(v=vs.110).aspx) for the full-trust permission before printing the [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx).

new PermissionSet(PermissionState.Unrestricted)).Assert()

The full-trust assert is used to obtain extended information from the [SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx). Without the [Assert](https://msdn.microsoft.com/en-us/library/system.security.permissionset.assert(v=vs.110).aspx), the [ToString](https://msdn.microsoft.com/en-us/library/wykbfa67(v=vs.110).aspx) method of[SecurityException](https://msdn.microsoft.com/en-us/library/system.security.securityexception(v=vs.110).aspx) will discover that there is partially trusted code on the stack and will restrict the information returned. This could cause security issues if the partial-trust code could read that information, but the risk is mitigated by not granting [UIPermission](https://msdn.microsoft.com/en-us/library/system.security.permissions.uipermission(v=vs.110).aspx). The full-trust assert should be used sparingly and only when you are sure that you are not allowing partial-trust code to elevate to full trust. As a rule, do not call code you do not trust in the same function and after you called an assert for full trust. It is good practice to always revert the assert when you have finished using it.

[**Example**](javascript:void(0))

The following example implements the procedure in the previous section. In the example, a project named Sandboxer in a Visual Studio solution also contains a project named UntrustedCode, which implements the class UntrustedClass. This scenario assumes that you have downloaded a library assembly containing a method that is expected to return **true** or **false** to indicate whether the number you provided is a Fibonacci number. Instead, the method attempts to read a file from your computer. The following example shows the untrusted code.

using System;

using System.IO;

namespace UntrustedCode

{

public class UntrustedClass

{

// Pretend to be a method checking if a number is a Fibonacci

// but which actually attempts to read a file.

public static bool IsFibonacci(int number)

{

File.ReadAllText("C:\\Temp\\file.txt");

return false;

}

}

}

The following example shows the Sandboxer application code that executes the untrusted code.

using System;

using System.Collections.Generic;

using System.Linq;

using System.Text;

using System.IO;

using System.Security;

using System.Security.Policy;

using System.Security.Permissions;

using System.Reflection;

using System.Runtime.Remoting;

//The Sandboxer class needs to derive from MarshalByRefObject so that we can create it in another

// AppDomain and refer to it from the default AppDomain.

class Sandboxer : MarshalByRefObject

{

const string pathToUntrusted = @"..\..\..\UntrustedCode\bin\Debug";

const string untrustedAssembly = "UntrustedCode";

const string untrustedClass = "UntrustedCode.UntrustedClass";

const string entryPoint = "IsFibonacci";

private static Object[] parameters = { 45 };

static void Main()

{

//Setting the AppDomainSetup. It is very important to set the ApplicationBase to a folder

//other than the one in which the sandboxer resides.

AppDomainSetup adSetup = new AppDomainSetup();

adSetup.ApplicationBase = Path.GetFullPath(pathToUntrusted);

//Setting the permissions for the AppDomain. We give the permission to execute and to

//read/discover the location where the untrusted code is loaded.

PermissionSet permSet = new PermissionSet(PermissionState.None);

permSet.AddPermission(new SecurityPermission(SecurityPermissionFlag.Execution));

//We want the sandboxer assembly's strong name, so that we can add it to the full trust list.

StrongName fullTrustAssembly = typeof(Sandboxer).Assembly.Evidence.GetHostEvidence<StrongName>();

//Now we have everything we need to create the AppDomain, so let's create it.

AppDomain newDomain = AppDomain.CreateDomain("Sandbox", null, adSetup, permSet, fullTrustAssembly);

//Use CreateInstanceFrom to load an instance of the Sandboxer class into the

//new AppDomain.

ObjectHandle handle = Activator.CreateInstanceFrom(

newDomain, typeof(Sandboxer).Assembly.ManifestModule.FullyQualifiedName,

typeof(Sandboxer).FullName

);

//Unwrap the new domain instance into a reference in this domain and use it to execute the

//untrusted code.

Sandboxer newDomainInstance = (Sandboxer) handle.Unwrap();

newDomainInstance.ExecuteUntrustedCode(untrustedAssembly, untrustedClass, entryPoint, parameters);

}

public void ExecuteUntrustedCode(string assemblyName, string typeName, string entryPoint, Object[] parameters)

{

//Load the MethodInfo for a method in the new Assembly. This might be a method you know, or

//you can use Assembly.EntryPoint to get to the main function in an executable.

MethodInfo target = Assembly.Load(assemblyName).GetType(typeName).GetMethod(entryPoint);

try

{

//Now invoke the method.

bool retVal = (bool)target.Invoke(null, parameters);

}

catch (Exception ex)

{

// When we print informations from a SecurityException extra information can be printed if we are

//calling it with a full-trust stack.

(new PermissionSet(PermissionState.Unrestricted)).Assert();

Console.WriteLine("SecurityException caught:\n{0}", ex.ToString());

CodeAccessPermission.RevertAssert();

Console.ReadLine();

}

}

}

## Security Tools

.NET Framework 1.1, 2.0, 3.0, 3.5

The .NET Framework SDK supplies command-line tools that help you perform security-related tasks and test your components and applications before you deploy them. The following table briefly describes each of these tools.

|  |  |
| --- | --- |
| Tool name | Description |
| [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.71).aspx) | Generates X.509 certificates for testing purposes only. |
| [Certificate Manager Tool (Certmgr.exe)](https://msdn.microsoft.com/en-us/library/e78byta0(v=vs.71).aspx) | Manages certificates, certificate trust lists (CTLs), and certificate revocation lists (CRLs). |
| [Certificate Verification Tool (Chktrust.exe)](https://msdn.microsoft.com/en-us/library/z045761b(v=vs.71).aspx) | Checks the validity of a file signed with an Authenticode™ certificate. |
| [Code Access Security Policy Tool (Caspol.exe)](https://msdn.microsoft.com/en-us/library/cb6t8dtz(v=vs.71).aspx) | Enables you to view and configure security policy. You can see the permissions that are granted to a specified assembly and the code groups that the assembly belongs to. |
| [File Signing Tool (Signcode.exe)](https://msdn.microsoft.com/en-us/library/9sh96ycy(v=vs.71).aspx) | Signs a portable executable (PE) file with requested permissions, giving you more control over the security restrictions placed on your components. |
| [Isolated Storage Tool (Storeadm.exe)](https://msdn.microsoft.com/en-us/library/ezabwsbk(v=vs.71).aspx) | Manages isolated storage, providing options to list the user's stores and delete them. |
| [Permissions View Tool (Permview.exe)](https://msdn.microsoft.com/en-us/library/06251f13(v=vs.71).aspx) | Allows you to view an assembly's requested permissions. |
| [PEVerify Tool (Peverify.exe)](https://msdn.microsoft.com/en-us/library/62bwd2yd(v=vs.71).aspx) | Determines whether the JIT compilation process can verify the type safety of the assembly. |
| [Secutil Tool (Secutil.exe)](https://msdn.microsoft.com/en-us/library/akt2ytd6(v=vs.71).aspx) | Extracts strong name public key information or Authenticode™ publisher certificates from an assembly, in a format that can be incorporated into code. |
| [Set Registry Tool (Setreg.exe)](https://msdn.microsoft.com/en-us/library/7zaf80x7(v=vs.71).aspx) | Changes the registry settings that pertain to certificates and digital signatures. |
| [Software Publisher Certificate Test Tool (Cert2spc.exe)](https://msdn.microsoft.com/en-us/library/f657tk8f(v=vs.71).aspx) | Creates a Software Publisher's Certificate (SPC) from one or more X.509 certificates. This tool is for testing purposes only. |
| [Strong Name Tool (Sn.exe)](https://msdn.microsoft.com/en-us/library/k5b5tt23(v=vs.71).aspx) | Helps create assemblies with strong names. Sn.exe provides options for key management, signature generation, and signature verification |

## ACL Technology Overview

.NET Framework 2.0, 3.0, 3.5, 4, 4.5

The classes in the [System.Security.AccessControl](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol(v=vs.80).aspx) namespace allow you to programmatically create or modify discretionary access control lists (DACLs) and system access control lists (SACLs) for a number of protected resources such as files, folders, and so on. DACLs allow you to programmatically control access to protected resources, while SACLs allow you to programmatically control system auditing policies of protected resources. For example, you can use the DACL classes to make sure that only an administrator can read a file; you can use the SACL classes to make sure that all successful attempts to open the file are logged.

The topics in this section describe the concepts and techniques that allow you to build ACL functionality into your applications.

In This Section

[Technology Summary for ACLs](https://msdn.microsoft.com/en-US/library/ms229936(v=vs.80).aspx)

Summarizes ACL concepts and the use of classes in the **System.Security.AccessControl** namespace.

[ACL Technology Architecture](https://msdn.microsoft.com/en-US/library/ms229748(v=vs.80).aspx)

Explains the architecture of ACL classes that are used to enforce access control and audit rules.

[ACL Technology Scenarios](https://msdn.microsoft.com/en-US/library/ms229925(v=vs.80).aspx)

Describes the most common scenarios in which ACL classes are used

[ACL Propagation Rules](https://msdn.microsoft.com/en-US/library/ms229747(v=vs.80).aspx)

Describes the rules used to propagate ACLs to folders and files contained within a target folder.

Reference

System.Security.AccessControl

Provides reference documentation for the **System.Security.AccessControl** namespace, which provides a managed implementation of the Windows ACL interface.

### Technology Summary for ACLs

.NET Framework 2.0, 3.0, 3.5, 4, 4.5

This topic summarizes information about the managed API for discretionary access control lists (DACLs), system access control lists (SACLs), and access control entries (ACEs). You can use the classes in the [System.Security.AccessControl](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol(v=vs.80).aspx) namespace to programmatically access DACLs, SACLs, and ACEs for several types of protected resources in the .NET Framework version 2.0 and later.

The managed ACL API makes working with ACLs easier than the unmanaged implementation by providing several classes that take care of many details for you. For example, it is not possible to create **null** DACLs in the managed implementation and you no longer have to worry about accidentally creating an insecure DACL because of incorrectly ordering your ACEs.
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Background

A discretionary access control list (DACL), which is sometimes abbreviated to ACL, is a mechanism used by Microsoft Windows NT and later to protect resources such as files and folders. DACLs contain multiple access control entries (ACEs) that associate a principal (usually a user account or group of accounts) with a rule that governs the use of the resource. DACLs and ACEs let you allow or deny rights to resources based on permissions that you can associate with user accounts. For example, you can create an ACE and apply it to the DACL of a file to bar anyone but an administrator from reading the file.

A system access control list (SACL), which is sometimes referred to as an audit ACE, is a mechanism that controls the audit messages associated with a resource. Similar to DACLs, SACLs contain ACEs that define the audit rules for a given resource. Audit ACEs allow you to record successful or failed attempts to access a resource, but differ from access ACEs because they do not govern which accounts can use a resource. For example, you can create an ACE and apply it to the SACL of a file to log all successful attempts to open the file.

ACL Classes at a Glance

The following table lists the main classes that you can use to easily create and modify ACLs for several technology areas. This is not a comprehensive list of the **System.Security.AccessControl** namespace, but rather a list of the primary classes that you should use to work with ACLs.

|  |  |
| --- | --- |
| Technology area | Classes |
| Cryptographic keys | [CryptoKeySecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.cryptokeysecurity(v=vs.80).aspx)  [CryptoKeyAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.cryptokeyaccessrule(v=vs.80).aspx)  [CryptoKeyAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.cryptokeyauditrule(v=vs.80).aspx) |
| Directories | [DirectorySecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.directorysecurity(v=vs.80).aspx)  [FileSystemAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemaccessrule(v=vs.80).aspx)  [FileSystemAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemauditrule(v=vs.80).aspx) |
| Event Wait handles | [EventWaitHandleSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.eventwaithandlesecurity(v=vs.80).aspx)  [EventWaitHandleAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.eventwaithandleaccessrule(v=vs.80).aspx)  [EventWaitHandleAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.eventwaithandleauditrule(v=vs.80).aspx) |
| Files | [FileSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesecurity(v=vs.80).aspx)  FileSystemAccessRule  FileSystemAuditRule |
| Mutexes | [MutexSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.mutexsecurity(v=vs.80).aspx)  [MutexAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.mutexaccessrule(v=vs.80).aspx)  [MutexAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.mutexauditrule(v=vs.80).aspx) |
| Registry keys | [RegistrySecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.registrysecurity(v=vs.80).aspx)  [RegistryAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.registryaccessrule(v=vs.80).aspx)  [RegistryAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.registryauditrule(v=vs.80).aspx) |
| Semaphores | [SemaphoreSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.semaphoresecurity(v=vs.80).aspx)  [SemaphoreAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.semaphoreaccessrule(v=vs.80).aspx)  [SemaphoreAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.semaphoreauditrule(v=vs.80).aspx) |

To query the existing ACL information for a resource or to apply modified ACL information to a resource, you must use one of several methods that provide access to the ACLs of an existing resource. The classes in the previous table provide methods to construct and edit ACLs but they do not provide ways to query or apply ACLs.

Every resource has associated methods that apply ACLs during resource creation (usually a constructor overload), that retrieve the ACLs for an existing resource, and that apply ACLs to an existing resource.

The following table lists the methods used to get and set ACLs for each technology area. These methods are located in several namespaces outside the **System.Security.AccessControl** namespace and are part of the high-level classes that represent a particular resource. For example, to query the ACLs for a specified directory, you use the [System.IO.Directory.GetAccessControl(System.String)](https://msdn.microsoft.com/en-US/library/c1f66bc2(v=vs.80).aspx) method to get the**DirectorySecurity** object that encapsulates the DACLs and SACLs for the directory. Note that some resources, such as files and directories, have several equivalent methods in different classes that provide access to ACLs.

|  |  |
| --- | --- |
| Technology area | Methods to get and set ACLs |
| Cryptographic keys | [System.Security.Cryptography.CspParameters.CryptoKeySecurity](https://msdn.microsoft.com/en-US/library/ms148036(v=vs.80).aspx)  [System.Security.Cryptography.CspParameters.#ctor(System.Int32,System.String,System.String,System.Security.AccessControl.CryptoKeySecurity,System.Security.SecureString)](https://msdn.microsoft.com/en-US/library/ms148034(v=vs.80).aspx)  [System.Security.Cryptography.CspParameters.#ctor(System.Int32,System.String,System.String,System.Security.AccessControl.CryptoKeySecurity,System.IntPtr)](https://msdn.microsoft.com/en-US/library/ms148033(v=vs.80).aspx)  [System.Security.Cryptography.CspKeyContainerInfo.CryptoKeySecurity](https://msdn.microsoft.com/en-US/library/ms148029(v=vs.80).aspx) |
| Directories | [System.IO.Directory.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.directory.getaccesscontrol(v=vs.80).aspx)  [System.IO.Directory.SetAccessControl(System.String,System.Security.AccessControl.DirectorySecurity)](https://msdn.microsoft.com/en-US/library/system.io.directory.setaccesscontrol(v=vs.80).aspx)  [System.IO.DirectoryInfo.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.directoryinfo.getaccesscontrol(v=vs.80).aspx)  [System.IO.DirectoryInfo.SetAccessControl(System.Security.AccessControl.DirectorySecurity)](https://msdn.microsoft.com/en-US/library/system.io.directoryinfo.setaccesscontrol(v=vs.80).aspx)  [System.IO.DirectoryInfo.Create(System.Security.AccessControl.DirectorySecurity)](https://msdn.microsoft.com/en-US/library/w6esbt79(v=vs.80).aspx) |
| Event Wait handles | [System.Threading.EventWaitHandle.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.threading.eventwaithandle.getaccesscontrol(v=vs.80).aspx)  [System.Threading.EventWaitHandle.SetAccessControl(System.Security.AccessControl.EventWaitHandleSecurity)](https://msdn.microsoft.com/en-US/library/system.threading.eventwaithandle.setaccesscontrol(v=vs.80).aspx)  [System.Threading.EventWaitHandle.#ctor(System.Boolean,System.Threading.EventResetMode,System.String,System.Boolean,System.Security.AccessControl.EventWaitHandleSecurity)](https://msdn.microsoft.com/en-US/library/z4c9z2kt(v=vs.80).aspx) |
| Files | [System.IO.FileStream.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.filestream.getaccesscontrol(v=vs.80).aspx)  [System.IO.FileStream.SetAccessControl(System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/system.io.filestream.setaccesscontrol(v=vs.80).aspx)  [System.IO.FileStream.#ctor(System.String,System.IO.FileMode,System.Security.AccessControl.FileSystemRights,System.IO.FileShare,System.Int32,System.IO.FileOptions,System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/ms143397(v=vs.80).aspx)  [System.IO.File.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.file.getaccesscontrol(v=vs.80).aspx)  [System.IO.File.SetAccessControl(System.String,System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/system.io.file.setaccesscontrol(v=vs.80).aspx)  [System.IO.File.Create(System.String,System.Int32,System.IO.FileOptions,System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/ms143361(v=vs.80).aspx)  [System.IO.FileInfo.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.fileinfo.getaccesscontrol(v=vs.80).aspx)  [System.IO.FileInfo.SetAccessControl(System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/system.io.fileinfo.setaccesscontrol(v=vs.80).aspx) |
| Mutexes | [System.Threading.Mutex.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.threading.mutex.getaccesscontrol(v=vs.80).aspx)  [System.Threading.Mutex.SetAccessControl(System.Security.AccessControl.MutexSecurity)](https://msdn.microsoft.com/en-US/library/system.threading.mutex.setaccesscontrol(v=vs.80).aspx)  [System.Threading.Mutex.#ctor(System.Boolean,System.String,System.Boolean,System.Security.AccessControl.MutexSecurity)](https://msdn.microsoft.com/en-US/library/9zf2f5bz(v=vs.80).aspx) |
| Registry keys | [Microsoft.Win32.RegistryKey.GetAccessControl](https://msdn.microsoft.com/en-US/library/microsoft.win32.registrykey.getaccesscontrol(v=vs.80).aspx)  [Microsoft.Win32.RegistryKey.SetAccessControl(System.Security.AccessControl.RegistrySecurity)](https://msdn.microsoft.com/en-US/library/microsoft.win32.registrykey.setaccesscontrol(v=vs.80).aspx)  [Microsoft.Win32.RegistryKey.CreateSubKey(System.String,Microsoft.Win32.RegistryKeyPermissionCheck,System.Security.AccessControl.RegistrySecurity)](https://msdn.microsoft.com/en-US/library/ms128495(v=vs.80).aspx) |
| Semaphores | [System.Threading.Semaphore.GetAccessControl](https://msdn.microsoft.com/en-US/library/system.threading.semaphore.getaccesscontrol(v=vs.80).aspx)  [System.Threading.Semaphore.SetAccessControl(System.Security.AccessControl.SemaphoreSecurity)](https://msdn.microsoft.com/en-US/library/system.threading.semaphore.setaccesscontrol(v=vs.80).aspx)  [System.Threading.Semaphore.#ctor(System.Int32,System.Int32,System.String,System.Boolean,System.Security.AccessControl.SemaphoreSecurity)](https://msdn.microsoft.com/en-US/library/kbk057cx(v=vs.80).aspx) |

### ACL Technology Architecture

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5**

The [System.Security.AccessControl](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol(v=vs.80).aspx) namespace provides access to access control lists (ACLs) through convenient classes that abstract much of the complexity of the Windows ACL security system. Additionally, the **System.Security.AccessControl** namespace contains several classes that provide advanced access to the Windows ACL security system.

The .NET Framework provides access to ACLs for the following resources:

* Cryptographic keys
* Directories
* Event Wait handles
* Files
* Mutexes
* Registry Keys
* Semaphores

Each of these resources has several classes that you can use to create and modify ACLs.

Hierarchy of ACL classes

For most scenarios, you can use the higher level, abstracted classes instead of the advanced classes to create and modify ACLs. For each resource, the higher level classes take the following form:

* A class that encapsulates the discretionary access control list (DACL) and the system access control list (SACL). This class takes the name **<***Resource Name***>Security**. For example, the [FileSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesecurity(v=vs.80).aspx) and [DirectorySecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.directorysecurity(v=vs.80).aspx) classes encapsulate DACLs and SACLs for files and folders.
* A class that encapsulates an access control entry (ACE). This class takes the name **<***Resource Name***>AccessRule**.
* A class that encapsulates an audit ACE. This class takes the name **<***Resource Name***>AuditRule**.
* Several enumerations that allow you to create specific access and audit rules.
* For a complete list of all high-level ACL classes, see [Technology Summary for ACLs](https://msdn.microsoft.com/en-US/library/ms229936(v=vs.80).aspx).

Adding ACEs to ACLs

After you create an ACE using one of the access rule or audit rule classes, you can add the rule to a resource or use it to remove an existing rule from a resource. For example, you might create a rule using the [FileSystemAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemaccessrule(v=vs.80).aspx) class specifying that only administrators can open a file. You could then add that rule to a **FileSecurity** object or remove a similar rule from a **FileSecurity** object.

Adding an ACE that grants access does not guarantee that a principal will receive access because a deny rule always supersedes an allow rule. For example, if you add an allow access rule for a system account to a file, this does not mean the person will have access because they may also be denied access to the file by another rule.

Each **<***Resource Name***>Security** object associated with a resource provides the following methods to add or remove access rules and audit rules.

|  |  |
| --- | --- |
| Method | Description |
| AddAccessRule  -and-  AddAuditRule | Searches for an access or audit rule that can be merged with the new rule. If none are found, adds the new rule. |
| SetAccessRule | Removes all access control rules with the same user and [AccessControlType](https://msdn.microsoft.com/en-US/library/w4ds5h86(v=vs.80).aspx) value (**Allow** or **Deny**) as the specified rule, then adds the specified rule. |
| SetAuditRule | Removes all audit rules with the same user as the specified rule, regardless of the [AuditFlags](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.auditflags(v=vs.80).aspx) value, then adds the specified rule. |
| ResetAccessRule | Removes all access control rules with the same user as the specified rule, regardless of the**AccessControlType** value, then adds the specified rule. |
| RemoveAccessRule | Searches for an access control rule with the same user and **AccessControlType** value (**Allow** or **Deny**) as the specified rule, and with compatible inheritance and propagation flags. If found, the rights contained in the specified access rule are removed from the rule. |
| RemoveAuditRule | Searches for an audit control rule with the same user as the specified rule, and with compatible inheritance and propagation flags. If found, the rights contained in the specified rule are removed from the rule. |
| RemoveAccessRuleAll | Searches for all access rules with the same user and **AccessControlType** value (**Allow** or **Deny**) as the specified rule and, if found, removes them. |
| RemoveAuditRuleAll | Searches for all audit rules with the same user as the specified rule and, if found, removes them. |
| RemoveAccessRuleSpecific  -and-  RemoveAuditRuleSpecific | Searches for an access or audit rule that exactly matches the specified rule and, if found, removes the rule. |
| AddAccessRule  -and-  AddAuditRule | Searches for an access or audit rule that can be merged with the new rule. If none are found, adds the new rule. |

Getting and Setting ACLs

Each protected resource has methods that get and set the **<***Resource Name***>Security** object associated with a resource. To retrieve the existing ACLs for a specific resource, use one of the **GetAccessControl** methods associated with the resource. To propagate changes back to a resource, use one of the **SetAccesscontrol** methods associated with the resource. Note that changes are not propagated back to a resource until you explicitly re-apply them with one of the set methods.

For a complete list of all of the get and set methods for each protected resource, see [Technology Summary for ACLs](https://msdn.microsoft.com/en-US/library/ms229936(v=vs.80).aspx).

### ACL Technology Scenarios

**.NET Framework 2.0, 3.0, 3.5, 4, 4.5**

The classes in the [System.Security.AccessControl](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol(v=vs.80).aspx) namespace allow you to programmatically create or change discretionary access control lists (DACLs) and system access control lists (SACLs) associated with a protected resource.

This section describes the two most common access control and audit scenarios: setting rules at resource creation and programmatically modifying the rules of an existing resource.

Scenario 1: Create an access or audit rule for a new file or directory

Sometimes your application needs to create a new file or folder. This scenario describes how to specify the ACLs for a new file or folder using the managed ACL classes.

Scenario Key Points

Create an application that performs the following tasks:

1. Creates one or more [FileSystemAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemaccessrule(v=vs.80).aspx) or [FileSystemAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemauditrule(v=vs.80).aspx) objects to represent the rules you want to apply.
2. Adds **FileSystemAccessRule** or **FileSystemAuditRule** objects to a new [FileSecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesecurity(v=vs.80).aspx) or [DirectorySecurity](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.directorysecurity(v=vs.80).aspx) object.
3. Creates a new file or folder by passing the **FileSecurity** or **DirectorySecurity** object to the appropriate method or constructor. Every file or directory creation method or constructor has an overload that accepts a file security parameter. For example, you can use the[System.IO.File.Create(System.String,System.Int32,System.IO.FileOptions,System.Security.AccessControl.FileSecurity)](https://msdn.microsoft.com/en-US/library/ms143361(v=vs.80).aspx) method, the[System.IO.Directory.CreateDirectory(System.String,System.Security.AccessControl.DirectorySecurity)](https://msdn.microsoft.com/en-US/library/9h4z99zb(v=vs.80).aspx) method, and the[System.IO.FileStream.#ctor(System.String,System.IO.FileMode,System.IO.FileAccess)](https://msdn.microsoft.com/en-US/library/tyhc0kft(v=vs.80).aspx) method in addition to several other methods to set ACLs at creation time.

Scenario 2: Modify an access or audit rule for an existing file or directory

Sometimes you need to programmatically change the ACLs of an existing file or folder. This scenario describes how to modify the ACLs for an existing file or folder using the managed ACL classes.

Scenario Key Points

Create an application that performs the following tasks:

1. Retrieves the **FileSecurity** or **DirectorySecurity** object from an existing file or folder using the [GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.file.getaccesscontrol(v=vs.80).aspx) method or the[GetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.directory.getaccesscontrol(v=vs.80).aspx) method.
2. Creates one or more **FileSystemAccessRule** or **FileSystemAuditRule** objects to represent the rules you want to apply.
3. Adds FileSystemAccessRule or FileSystemAuditRule objects to the FileSecurity or DirectorySecurity object.
4. Persists the **FileSecurity** or **DirectorySecurity** object using the [SetAccessControl](https://msdn.microsoft.com/en-US/library/system.io.file.setaccesscontrol(v=vs.80).aspx) method or the **GetAccessControl** method.

### ACL Propagation Rules

.NET Framework 2.0, 3.0, 3.5, 4,4.5

When you create or modify access control entries (ACEs) for container objects such as folders, you can specify how to propagate the ACEs to objects within the container. For example, you might apply ACEs to all subfolders but not the files within those folders.

The rules of ACE propagation are controlled by different combinations of the [InheritanceFlags](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.inheritanceflags(v=vs.80).aspx) enumeration and the [PropagationFlags](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.propagationflags(v=vs.80).aspx)enumeration. You can pass both enumerations to constructors of the [FileSystemAuditRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemauditrule(v=vs.80).aspx) class or the [FileSystemAccessRule](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.filesystemaccessrule(v=vs.80).aspx) class.

The following table shows all combinations of the two enumerations and describes how each combination affects the rules of propagation.

|  |  |
| --- | --- |
| Flag combinations | Propagation results |
| No Flags | Target folder. |
| [ObjectInherit](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.inheritanceflags(v=vs.80).aspx) | Target folder, child object (file), grandchild object (file). |
| **ObjectInherit** and [NoPropagateInherit](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.propagationflags(v=vs.80).aspx) | Target folder, child object (file). |
| **ObjectInherit** and [InheritOnly](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.propagationflags(v=vs.80).aspx) | Child object (file), grandchild object (file). |
| ObjectInherit, InheritOnly, and NoPropagateInherit | Child object (file). |
| [ContainerInherit](https://msdn.microsoft.com/en-US/library/system.security.accesscontrol.inheritanceflags(v=vs.80).aspx) | Target folder, child folder, grandchild folder. |
| ContainerInherit, and NoPropagateInherit | Target folder, child folder. |
| ContainerInherit, and InheritOnly | Child folder, grandchild folder. |
| ContainerInherit, InheritOnly, and NoPropagateInherit | Child folder. |
| ContainerInherit, and ObjectInherit | Target folder, child folder, child object (file), grandchild folder, grandchild object (file). |
| ContainerInherit, ObjectInherit, and NoPropagateInherit | Target folder, child folder, child object (file). |
| ContainerInherit, ObjectInherit, and InheritOnly | Child folder, child object (file), grandchild folder, grandchild object (file). |
| ContainerInherit, ObjectInherit, NoPropagateInherit,InheritOnly | Child folder, child object (file). |

**Note**   To change the access rules of only certain child files or folders, you must break your operation into several different calls.

## About System.Security.Cryptography.Pkcs

.NET Framework 2.0, 3.0

[System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx) is the namespace that contains the managed code implementation of the Cryptographic Message Syntax (CMS) and Public-Key Cryptography Standards #7 (PKCS #7) standards. CMS is a superset of PKCS #7. This documentation refers to the Microsoft implementation of this combination of technologies as *CMS/PKCS #7* to emphasize that there are dual standards implemented in this namespace.

For more information about CMS, see Cryptographic Message Syntax (CMS) (<http://www.ietf.org/rfc/rfc3369.txt>).

For more information about PKCS #7, see PKCS #7: Cryptographic Message Syntax Standard (<http://www.rsasecurity.com/rsalabs/node.asp?id=2129>).

In This Section

The following topics provide information about managed CMS/PKCS #7.

[Security Services Provided by CMS/PKCS #7](https://msdn.microsoft.com/en-us/library/ms180946(v=vs.85).aspx)

Provides the ability to implement several security services into an application.

[Algorithm Support in CMS/PKCS #7](https://msdn.microsoft.com/en-us/library/ms180947(v=vs.85).aspx)

Supports many cryptographic algorithms.

[Components of a CMS/PKCS #7 Message](https://msdn.microsoft.com/en-us/library/ms180949(v=vs.85).aspx)

Facilitates the implementation of multiple security services into a message. Attributes can also be associated with the CMS/PKCS #7 message, which yield additional information about the message.

[Types of CMS/PKCS #7 Messages](https://msdn.microsoft.com/en-us/library/ms180948(v=vs.85).aspx)

Provides implementations of several protected message types.

### Security Services Provided by CMS/PKCS #7

.NET Framework 2.0,3.0

CMS/PKCS #7 provides the ability to implement several *security services* into an application. A security service is some type of data protection, and is independent of the mechanism or cryptographic algorithm by which it is implemented.

Data encryption is provided through *digital envelopes*. This security service provides a high probability that only an intended recipient can read that message. The digital envelope *encrypts* a message for a set of recipients. The main class that provides digital enveloping is the[EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) class. For more information, see [EnvelopedCms Message](https://msdn.microsoft.com/en-us/library/ms180951(v=vs.85).aspx).

Entity *authentication* and data *integrity* are provided through *digital signatures*. These security services provide a high probability that an entity claiming to be the author or sender of a message is indeed that entity, and that the data has not been modified since it was signed. The entity can be a person, a software application, or any other source with a unique identity.

A set of signers can digitally sign a message. In addition, each signature can have a set of *countersignatures*. The main class that provides digital signing is the [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) class. For more information, see [SignedCms Message](https://msdn.microsoft.com/en-us/library/ms180950(v=vs.85).aspx).

The previously mentioned security services can be combined to give entity authentication, data integrity, and data confidentiality. This is done by both digitally signing and digitally enveloping a message. Although these mechanisms may be applied in either order, it might be advantageous to first sign a message and then envelope it. In that case, you can justify that the signed data was intelligible because it was not yet encrypted. For more information, see [Enveloped and Signed CMS/PKCS #7 Message](https://msdn.microsoft.com/en-us/library/ms180952(v=vs.85).aspx).

Both digitally signed and digitally enveloped messages can also carry *attributes*. Attributes effectively extend the security services that CMS/PKCS #7 provides. For example, the time that a message was digitally signed can be included in a **SignedCms** message. Including signing time might help to satisfy a requirement to implement *nonrepudiation*. It is a security service that helps prevent the author or sender of a message from later denying writing or sending it. For more background information about attributes, see [Components of a CMS/PKCS #7 Message](https://msdn.microsoft.com/en-us/library/ms180949(v=vs.85).aspx) .

### Algorithm Support in CMS/PKCS #7

.NET Framework 2.0, 3.0

CMS/PKCS #7 supports many cryptographic algorithms.

CMS/PKCS #7 specifies the implementation of security services. A security service can almost always be implemented by any of several different cryptographic algorithms. For example, data confidentiality is a security service that can be implemented by the Triple DES encryption algorithm, the AES encryption algorithm, or by a number of other encryption algorithms.

The algorithms available to you depend on the *cryptographic service providers* (CSP) that are installed on your computer. Each CSP contains the implementation of a specific set of cryptographic algorithms. For applications that transmit data, the systems that receive messages that are protected by CMS/PKCS #7 need to have CSPs installed that support the same algorithms that the sender used. For more information, see "Cryptographic Service Providers" on the MSDN Library site ([http://msdn.microsoft.com/library](https://msdn.microsoft.com/library)).

### Types of CMS/PKCS #7 Messages

.NET Framework 2.0, 3.0

CMS/PKCS #7 provides implementations of several protected message types. These message types are known as *content types* in the standards that define CMS/PKCS #7.

In This Section

The following topics provide information about CMS/PKCS #7 protected message types.

[SignedCms Message](https://msdn.microsoft.com/en-us/library/ms180950(v=vs.85).aspx)

Provides the [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) class to digitally sign messages.

[EnvelopedCms Message](https://msdn.microsoft.com/en-us/library/ms180951(v=vs.85).aspx)

Provides the [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) class to digitally envelope messages.

[Enveloped and Signed CMS/PKCS #7 Message](https://msdn.microsoft.com/en-us/library/ms180952(v=vs.85).aspx)

Provides the capability of both signing and enveloping a message because protected messages can be nested.

#### SignedCms Message

.NET Framework 2.0, 3.0

CMS/PKCS #7 provides the [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) class to digitally sign messages.

Digitally signing a message protects it by applying security services known as entity *authentication* and data *integrity*. Entity authentication gives a high probability that an entity claiming to be the author or sender of a message is indeed that entity. The entity can be a person, a software application, or any other source with a unique identity.

Data integrity gives a high probability that the message itself was not altered in any way, including by deletion or duplication.

Use the **SignedCms** class to apply either or both of these security services to a message. Use this class if the goal is to verify with high probability the authenticity of a message sender or author, or that the message has not been modified while in storage or transit, or both.

E-mail, using the S/MIME security standard, is an example of how you can use the **SignedCms** class to provide security. In addition to other security services, S/MIME specifies the ability to verify the authenticity of the sender of an e-mail message as well as the checking the integrity of the message itself.

Multiple signatures can be applied to a message. An example of an application that may need this capability is a document authoring and reading application. With the support of multiple signatures by CMS/PKCS #7, the application can allow multiple document authors to each sign the document they took part in writing. It can also allow the document reader to verify that the claimed authors are the actual authors of a document, and that the document has not been modified since it was signed.

Use one of the ComputeSignature methods of the **SignedCms** class to compute a message signature. The[System.Security.Cryptography.Pkcs.SignedCms.ComputeSignature(System.Security.Cryptography.Pkcs.CmsSigner)](https://msdn.microsoft.com/en-us/library/8412wc31(v=vs.85).aspx) method requires the application to first set up the characteristics of the message signer by constructing a [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx) object. The **CmsSigner** class stores the signer's X509 certificate in addition to other properties. The [System.Security.Cryptography.Pkcs.SignedCms.ComputeSignature](https://msdn.microsoft.com/en-us/library/1wd3e26b(v=vs.85).aspx) method presents a dialog box so the user can select the appropriate signer's certificate.

A signer's certificate chain can be included in whole or in part within the [System.Security.Cryptography.Pkcs.CmsSigner.Certificates](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner.certificates(v=vs.85).aspx) property. Set the [System.Security.Cryptography.Pkcs.CmsSigner.IncludeOption](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner.includeoption(v=vs.85).aspx) property to affect how much of the certificate chain is included.

A **SignedCms** message can either be *nondetached* or *detached*. The Boolean property[System.Security.Cryptography.Pkcs.SignedCms.Detached](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.detached(v=vs.85).aspx) determines whether the message is detached. A nondetached **SignedCms** message contains the message that was signed. A detached **SignedCms** message does not contain the message that was signed, but contains all other properties of the message, such as signatures and attributes. An example of an application in which a detached **SignedCms** message might be used is a document-reading application. In this case, it might be undesirable to duplicate the storage of a large signed document by having it stored in the SignedCms message in addition to a primary storage location. Applications that sign large contents are most likely to use detached **SignedCms** messages.

CMS/PKCS #7 supports *countersignatures*. A countersignature is a digital signature of another digital signature. As such, it only provides authenticity of the signature, and not of the message's content. A digital signature can be countersigned by multiple countersigners. However, CMS/PKCS #7 supports only one level of countersignature. A countersignature itself cannot be countersigned. An example of an application that might use countersignatures is a digital notary service.

Use one of the ComputeCounterSignature methods of the [SignerInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfo(v=vs.85).aspx) class to compute a countersignature. The[System.Security.Cryptography.Pkcs.SignedCms.SignerInfos](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.signerinfos(v=vs.85).aspx) property is a collection of **SignerInfo** objects that result from signing a message. The [ComputeCounterSignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfo.computecountersignature(v=vs.85).aspx) methods work analogous to that of the [ComputeSignature](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.computesignature(v=vs.85).aspx) methods of the **SignedCms** class.

A **SignedCms** message can have associated signature-specific attributes. These attributes can be signed or unsigned.

Signed attributes are placed in the message by setting them in the appropriate signer's[System.Security.Cryptography.Pkcs.CmsSigner.SignedAttributes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner.signedattributes(v=vs.85).aspx) property. When a signature is computed for that signer, the signed attributes are signed along with the inner content in the [System.Security.Cryptography.Pkcs.SignedCms.ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.contentinfo(v=vs.85).aspx) property. The signed attributes are available after the message has been signed in the [System.Security.Cryptography.Pkcs.SignerInfo.SignedAttributes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfo.signedattributes(v=vs.85).aspx) property for the applicable signer from the **System.Security.Cryptography.Pkcs.SignedCms.SignerInfos** property. An example of a signed attribute that might be useful is the [Pkcs9SigningTime](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9signingtime(v=vs.85).aspx) signing-time attribute. This attribute contains the time that the message was signed.

Unsigned attributes are placed in the message by setting them in the appropriate signer's[System.Security.Cryptography.Pkcs.CmsSigner.UnsignedAttributes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner.unsignedattributes(v=vs.85).aspx) property. These attributes are not signed—it cannot be assumed that they have authenticity or integrity. The unsigned attributes are available after the message has been signed in the[System.Security.Cryptography.Pkcs.SignerInfo.UnsignedAttributes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfo.unsignedattributes(v=vs.85).aspx) property for the applicable signer from the**System.Security.Cryptography.Pkcs.SignedCms.SignerInfos** property. An example of an unsigned attribute that is used internally by CMS/PKCS #7 is a countersignature. Because it is already a type of signature, it does not need to be signed again. Another example of an attribute that might remain unsigned is a document description, available in the [Pkcs9DocumentDescription](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9documentdescription(v=vs.85).aspx) class.

Use one of the CheckSignature methods of the **SignedCms** class to verify the message signatures, countersignatures, and signed attributes. The **SignedCms** message contains the signers' certificates that are necessary for the verification. The signature verification can either validate the signers' certificates or not, as determined by the value of the *verifySignatureOnly* parameter to these methods.

To verify a detached **SignedCms** message, first associate the content of the message with the **SignedCms** message. Do so by constructing a[ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx) object with the message content. Use that to construct a **SignedCms** object by using, for example, the [SignedCms](https://msdn.microsoft.com/en-us/library/ca076kek(v=vs.85).aspx) constructor. Set the second parameter to **true** to indicate that the message is detached. Decode the encoded **SignedCms** message to be verified by using the [Decode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.decode(v=vs.85).aspx) method. Finally, check the signature as previously described.

For several code examples that use **SignedCms** messages, see [Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.85).aspx).

#### EnvelopedCms Message

.NET Framework 2.0,3.0

CMS/PKCS #7 provides the [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) class to digitally envelope messages.

*Digitally enveloping* a message protects it by applying a security service known as *data confidentiality*.

The digital envelope uses *encryption* to help keep the message confidential. A *session key* is generated and used to encrypt the message. The session key is itself then encrypted by using the public key of the recipient. The combination of the encrypted message and the encrypted session key constitutes the digital envelope. Upon receipt, the session key is decrypted by using the private key of the recipient. The message is then decrypted by using the session key. The session key can be used to both encrypt and decrypt the message because it is a *symmetric key*.

Use the **EnvelopedCms** class in any application that has the requirement to maximize the confidentiality of the data. E-mail, using the S/MIME security standard, is an example of how you can use the **EnvelopedCms** class to provide security. In addition to other security services, S/MIME specifies the ability to encrypt an e-mail message for multiple recipients. Digital envelopes are tailored to meet that need.

Use one of the Encrypt methods of the **EnvelopedCms** class to encrypt a message. The[System.Security.Cryptography.Pkcs.EnvelopedCms.Encrypt(System.Security.Cryptography.Pkcs.CmsRecipient)](https://msdn.microsoft.com/en-us/library/882kkwk6(v=vs.85).aspx) method requires the application to first set up the characteristics of the message recipient by constructing a [CmsRecipient](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipient(v=vs.85).aspx) object. The **CmsRecipient** class stores the recipient's X509 certificate and the technique by which a session key is established between the message sender and recipient. The[System.Security.Cryptography.Pkcs.EnvelopedCms.Encrypt](https://msdn.microsoft.com/en-us/library/7z52d2za(v=vs.85).aspx) method presents a dialog box so the user can select the appropriate recipient's certificate.

The **EnvelopedCms** class supports enveloping a message for multiple recipients. Set up the group of recipients in a [CmsRecipientCollection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipientcollection(v=vs.85).aspx)collection to use as input to the[System.Security.Cryptography.Pkcs.EnvelopedCms.Encrypt(System.Security.Cryptography.Pkcs.CmsRecipientCollection)](https://msdn.microsoft.com/en-us/library/3hc1y2b3(v=vs.85).aspx) method.

There are two techniques for establishing the session key between the sender and the recipient of a message. *Key transport* algorithms typically use the RSA (<http://www.rsasecurity.com/rsalabs/node.asp?id=2125>) algorithm, in which an originator establishes a shared cryptographic key with a recipient by generating that key and then transporting it to the recipient. *Key agreement* algorithms typically use the Diffie-Hellman key agreement (<http://www.rsasecurity.com/rsalabs/node.asp?id=2126>) algorithm. In it, two parties establish a shared cryptographic key by both taking part in its generation and, by definition, agree on that key.

Information for each recipient of an **EnvelopedCms** message is available in the[System.Security.Cryptography.Pkcs.EnvelopedCms.RecipientInfos](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms.recipientinfos(v=vs.85).aspx) property. Information about a recipient that establishes the session key with the sender by means of a key transport algorithm is found in a [KeyTransRecipientInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.keytransrecipientinfo(v=vs.85).aspx) object. Information about a recipient that establishes the session key with the sender by means of a key agreement algorithm is found in a [KeyAgreeRecipientInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.keyagreerecipientinfo(v=vs.85).aspx) object.

An **EnvelopedCms** message can include unprotected attributes. These are attributes that are not encrypted; they do not have data confidentiality. These attributes are stored in the [System.Security.Cryptography.Pkcs.EnvelopedCms.UnprotectedAttributes](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms.unprotectedattributes(v=vs.85).aspx) property.

Use one of the Decrypt methods of the **EnvelopedCms** class to decrypt the enveloped message. The **EnvelopedCms** message contains the recipients' identifying information that is necessary for the decryption. That information is contained in the **RecipientInfos** property.

For several code examples that use **EnvelopedCms** messages, see [Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.85).aspx).

#### Enveloped and Signed CMS/PKCS #7 Message

.NET Framework 2.0, 3.0

CMS/PKCS #7 provides the capability to both sign and envelope a message. This is possible because protected messages can be nested. Digitally signing and enveloping a message protects it by applying all the security services separately described in the [SignedCms Message](https://msdn.microsoft.com/en-us/library/ms180950(v=vs.85).aspx)and [EnvelopedCms Message](https://msdn.microsoft.com/en-us/library/ms180951(v=vs.85).aspx) topics.

E-mail, using the S/MIME security standard, is an example of an application in which both signing and enveloping a message is useful. S/MIME specifies the ability to both sign and encrypt an e-mail message. If your application requires a high probability of both data authentication and data confidentiality, use a combination of digital signing and digital enveloping.

Although these security services can be applied in either order, it might be advantageous to first sign a message and then envelope it. As such, the data that was signed was intelligible because it was not yet encrypted.

Sign and envelope a message by using the [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) and [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) classes in conjunction with one another. For example, application requirements dictate first signing a message and then enveloping it. Sign the message using the **SignedCms** class as discussed in the topic[SignedCms Message](https://msdn.microsoft.com/en-us/library/ms180950(v=vs.85).aspx). Encode the **SignedCms** message by invoking the [System.Security.Cryptography.Pkcs.SignedCms.Encode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.encode(v=vs.85).aspx) method. This yields the encoding as a byte array. Use that byte array as the input to construct a [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx) object. Use the **ContentInfo** object as input to construct an **EnvelopedCms** object.

The **EnvelopedCms** object now has a **SignedCms** object nested inside it as its inner content. Now, envelope the message as described in[EnvelopedCms Message](https://msdn.microsoft.com/en-us/library/ms180951(v=vs.85).aspx).

For a code example that signs and envelopes a message, see the [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx) topic.

#### Components of a CMS/PKCS #7 Message

**.NET Framework 2.0, 3.0**

The CMS/PKCS #7 message structure facilitates the implementation of one or multiple security services into a message. Attributes can also be associated with the CMS/PKCS #7 message, which yield additional information about the message.

Data to Be Protected

CMS/PKCS #7 gains the capability of applying multiple security services to data by storing it in a [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx) object. This object is a property of the two primary classes that protect data in the [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx) namespace, [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) and [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx). The**ContentInfo** object might store unprotected data, but it might also encapsulate data that was previously protected by a CMS/PKCS #7 security service. This encapsulation allows nested layers of security to be applied to data. For example, data that has already been digitally signed can then be digitally enveloped.

The data being supplied with a new layer of protection in a CMS/PKCS #7 message, which is in the **ContentInfo** object, is referred to as the*inner content* of the CMS/PKCS #7 message. The data that results from applying that protection is referred to as the *outer content* of the CMS/PKCS #7 message. The *outer content* is obtained by invoking the Encode method of the applicable CMS/PKCS #7 message object. In practice, this means invoking [System.Security.Cryptography.Pkcs.SignedCms.Encode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms.encode(v=vs.85).aspx) or[System.Security.Cryptography.Pkcs.EnvelopedCms.Encode](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms.encode(v=vs.85).aspx).

For more information about data that is protected by multiple security services, see [Enveloped and Signed CMS/PKCS #7 Message](https://msdn.microsoft.com/en-us/library/ms180952(v=vs.85).aspx). For a code example of data protected by multiple security services, see [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx).

Attributes

CMS/PKCS #7 enables you to place *attributes* in protected messages. An attribute consists of an object identifier ([Oid](https://msdn.microsoft.com/en-us/library/system.security.cryptography.oid(v=vs.85).aspx)) that identifies what kind of attribute it is, and data that holds the value of the attribute. The choice, location, and characteristics of these attributes depend on the type of CMS/PKCS #7 message.

A **SignedCms** message can carry two types of signature-specific attributes: those that are signed along with the message content, and those that remain unsigned. For more information, see [SignedCms Message](https://msdn.microsoft.com/en-us/library/ms180950(v=vs.85).aspx). An **EnvelopedCms** message can carry attributes that remain unencrypted. For more information, see [EnvelopedCms Message](https://msdn.microsoft.com/en-us/library/ms180951(v=vs.85).aspx).

The following attribute classes are included in the **System.Security.Cryptography.Pkcs** namespace. Some are required by the CMS/PKCS #7 standards, and others are attributes useful in many application scenarios:

* [Pkcs9ContentType](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9contenttype(v=vs.85).aspx)
* [Pkcs9DocumentDescription](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9documentdescription(v=vs.85).aspx)
* [Pkcs9DocumentName](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9documentname(v=vs.85).aspx)
* [Pkcs9MessageDigest](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9messagedigest(v=vs.85).aspx)
* [Pkcs9SigningTime](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9signingtime(v=vs.85).aspx)

Custom attributes can also be fashioned to suit the needs of an application. Derive a custom attribute class from [Pkcs9AttributeObject](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.pkcs9attributeobject(v=vs.85).aspx).

Subjects

A *subject* in a CMS/PKCS #7 message is an entity involved in producing or consuming the message. Depending on the behavior of an application, a subject may play any of a number of different roles. Examples of such roles include sender, author, signer, countersigner, recipient, or reader of a message, or some combination thereof. The subject can be a person, a software application, or any other entity that has a unique identity. The two main classes that embody subjects in **System.Security.Cryptography.Pkcs** are [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx) and [CmsRecipient](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipient(v=vs.85).aspx).

Subjects in CMS/PKCS #7 use cryptographic credentials to perform their operations. These are usually in the form of a public key certificate with an associated private key. A subject is identified and located by its public key certificate. That certificate can be uniquely identified by one of two ways.

* The distinguished name of the issuer along with an issuer-specific certificate serial number
* A subject key identifier

These mechanisms of identification are represented in the [SubjectIdentifierType](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.subjectidentifiertype(v=vs.85).aspx) enumeration. Some of the constructors used in the**CmsSigner** and **CmsRecipient** classes take a **SubjectIdentifierType** member as input.

## Using System.Security.Cryptography.Pkcs

.NET Framework 2.0, 3.0

You can use [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx) to program cryptography into your application. This namespace implements the Cryptographic Message Syntax standard and PKCS #7. Using this standard, you can implement signed messages, enveloped messages, or signed and enveloped messages.

In This Section

The following topics provide information about **System.Security.Cryptography.Pkcs** namespace.

[How to: Sign Messages by One Signer](https://msdn.microsoft.com/en-us/library/ms180956(v=vs.85).aspx)

Creates a CMS/PKCS #7 signed message. The message is signed by a single signer.

[How to: Sign a Message by Multiple Signers](https://msdn.microsoft.com/en-us/library/ms180957(v=vs.85).aspx)

Creates a CMS/PKCS #7 signed message. The message is signed by multiple signers.

[How to: Countersign a Message](https://msdn.microsoft.com/en-us/library/ms180958(v=vs.85).aspx)

Creates a CMS/PKCS #7 signed message. The message is signed by a single signer. That signature is then countersigned by two other signers.

[How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-us/library/ms180959(v=vs.85).aspx)

Creates a CMS/PKCS #7 enveloped message. The message is encrypted for a single recipient.

[How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-us/library/ms180960(v=vs.85).aspx)

Creates a CMS/PKCS #7 enveloped message. The message is encrypted for multiple recipients.

[How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx)

Creates a CMS/PKCS #7 enveloped signed message. The message is first signed by a single signer and is then encrypted for a single recipient.

[Supporting Tasks for Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180962(v=vs.85).aspx)

Contains additional programming tasks.

### How to: Sign Messages by One Signer

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 signed message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is signed by a single signer. The signature on that message is then verified.

Example

This example uses the following classes:

* [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx)
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

The following example requires that a public key certificate with the subject name "MessageSigner1" be contained in the My certificate store, and that the associated private key exists.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** command generates the required public key certificates and private keys.

Makecert -n "CN=MessageSigner1" -ss My

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace SigningAMessageByOneSigner

{

class SignedCmsSingleSigner

{

const String signerName = "MessageSigner1";

static void Main(string[] args)

{

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Single-signer signed and verified message");

// Original message.

const String msg = "This is the message to be signed.";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert message to array of bytes for signing.

Encoding unicode = Encoding.Unicode;

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

X509Certificate2 signerCert = GetSignerCert();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedSignedCms = SignMsg(msgBytes, signerCert);

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

if (VerifyMsg(encodedSignedCms))

{

Console.WriteLine("\nMessage verified");

}

else

{

Console.WriteLine("\nMessage failed to verify");

}

}

// Open the My (or Personal) certificate store and search for

// credentials to sign the message with. The certificate

// must have the subject name "MessageSigner1".

static public X509Certificate2 GetSignerCert()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot

// the example's setup.

Console.WriteLine("Found certs with the following subject " +

"names in the {0} store:", storeMy.Name);

foreach (X509Certificate2 cert in storeMy.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Find the signer's certificate.

X509Certificate2Collection certColl =

storeMy.Certificates.Find(X509FindType.FindBySubjectName,

signerName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeMy.Name, signerName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeMy.Close();

// If more than one matching cert, return the first one.

return certColl[0];

}

// Sign the message with the private key of the signer.

static public byte[] SignMsg(

Byte[] msg,

X509Certificate2 signerCert)

{

// Place message in a ContentInfo object.

// This is required to build a SignedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate SignedCms object with the ContentInfo above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default Detached property value false, so message is

// included in the encoded SignedCms.

SignedCms signedCms = new SignedCms(contentInfo);

// Formulate a CmsSigner object for the signer.

CmsSigner cmsSigner = new CmsSigner(signerCert);

// Sign the CMS/PKCS #7 message.

Console.Write("Computing signature with signer subject " +

"name {0} ... ", signerCert.SubjectName.Name);

signedCms.ComputeSignature(cmsSigner);

Console.WriteLine("Done.");

// Encode the CMS/PKCS #7 message.

return signedCms.Encode();

}

// Verify the encoded SignedCms message and return a Boolean

// value that specifies whether the verification was successful.

static public bool VerifyMsg(byte[] encodedSignedCms)

{

// Prepare an object in which to decode and verify.

SignedCms signedCms = new SignedCms();

signedCms.Decode(encodedSignedCms);

// Catch a verification exception if you want to

// advise the message recipient that

// security actions might be appropriate.

try

{

// Verify signature. Do not validate signer

// certificate for the purposes of this example.

// Note that in a production environment, validating

// the signer certificate chain will probably

// be necessary.

Console.Write("Checking signature on message ... ");

signedCms.CheckSignature(true);

Console.WriteLine("Done.");

}

catch (System.Security.Cryptography.CryptographicException e)

{

Console.WriteLine("VerifyMsg caught exception: {0}",

e.Message);

Console.WriteLine("Verification of the signed PKCS #7 " +

"failed. The message, signatures, or " +

"countersignatures may have been modified " +

"in transit or storage. The message signers or " +

"countersigners may not be who they claim to be. " +

"The message's authenticity or integrity, " +

"or both, are not guaranteed.");

return false;

}

return true;

}

}

}

### How to: Sign a Message by Multiple Signers

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 signed message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is signed by multiple signers. The signatures on that message are then verified.

Example

This example uses the following classes:

* [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx)
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

The following example begins by using a previously generated encoded **SignedCms** message (signed by a signer with the subject name "MessageSigner1"), and then signs it a second time by a signer with the subject name "MessageSigner2". This example requires that a public key certificate with the subject name "MessageSigner2" be contained in the My certificate store, and that is has an associated private key.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** command generates the required public key certificates and private keys.

Makecert -n "CN=MessageSigner2" -ss My

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace SigningAMessageByMultipleSigners

{

class SignedCmsMultipleSigners

{

// Subject name of the second signer of the message.

const String signerName = "MessageSigner2";

static void Main(string[] args)

{

// An encoded SignedCms message that was generated

// previously. It is the message "The Board of Directors

// hereby adopts the resolution." signed by one signer

// with the subject name "MessageSigner1". This example

// adds a second signature to this encoded

// SignedCms message.

Byte[] signedMessage = {

0x30, 0x82, 0x03, 0x34, 0x06, 0x09, 0x2a, 0x86, 0x48, 0x86,

0xf7, 0x0d, 0x01, 0x07, 0x02, 0xa0, 0x82, 0x03, 0x25, 0x30,

0x82, 0x03, 0x21, 0x02, 0x01, 0x01, 0x31, 0x0b, 0x30, 0x09,

0x06, 0x05, 0x2b, 0x0e, 0x03, 0x02, 0x1a, 0x05, 0x00, 0x30,

0x77, 0x06, 0x09, 0x2a, 0x86, 0x48, 0x86, 0xf7, 0x0d, 0x01,

0x07, 0x01, 0xa0, 0x6a, 0x04, 0x68, 0x54, 0x00, 0x68, 0x00,

0x65, 0x00, 0x20, 0x00, 0x42, 0x00, 0x6f, 0x00, 0x61, 0x00,

0x72, 0x00, 0x64, 0x00, 0x20, 0x00, 0x6f, 0x00, 0x66, 0x00,

0x20, 0x00, 0x44, 0x00, 0x69, 0x00, 0x72, 0x00, 0x65, 0x00,

0x63, 0x00, 0x74, 0x00, 0x6f, 0x00, 0x72, 0x00, 0x73, 0x00,

0x20, 0x00, 0x68, 0x00, 0x65, 0x00, 0x72, 0x00, 0x65, 0x00,

0x62, 0x00, 0x79, 0x00, 0x20, 0x00, 0x61, 0x00, 0x64, 0x00,

0x6f, 0x00, 0x70, 0x00, 0x74, 0x00, 0x73, 0x00, 0x20, 0x00,

0x74, 0x00, 0x68, 0x00, 0x65, 0x00, 0x20, 0x00, 0x72, 0x00,

0x65, 0x00, 0x73, 0x00, 0x6f, 0x00, 0x6c, 0x00, 0x75, 0x00,

0x74, 0x00, 0x69, 0x00, 0x6f, 0x00, 0x6e, 0x00, 0x2e, 0x00,

0xa0, 0x82, 0x01, 0xc2, 0x30, 0x82, 0x01, 0xbe, 0x30, 0x82,

0x01, 0x68, 0xa0, 0x03, 0x02, 0x01, 0x02, 0x02, 0x10, 0x04,

0xd3, 0xc9, 0xdd, 0xb4, 0x38, 0x2a, 0xb5, 0x4d, 0x43, 0x4b,

0x99, 0x65, 0x19, 0xab, 0xeb, 0x30, 0x0d, 0x06, 0x09, 0x2a,

0x86, 0x48, 0x86, 0xf7, 0x0d, 0x01, 0x01, 0x04, 0x05, 0x00,

0x30, 0x16, 0x31, 0x14, 0x30, 0x12, 0x06, 0x03, 0x55, 0x04,

0x03, 0x13, 0x0b, 0x52, 0x6f, 0x6f, 0x74, 0x20, 0x41, 0x67,

0x65, 0x6e, 0x63, 0x79, 0x30, 0x1e, 0x17, 0x0d, 0x30, 0x33,

0x31, 0x32, 0x32, 0x36, 0x32, 0x32, 0x34, 0x35, 0x33, 0x37,

0x5a, 0x17, 0x0d, 0x33, 0x39, 0x31, 0x32, 0x33, 0x31, 0x32,

0x33, 0x35, 0x39, 0x35, 0x39, 0x5a, 0x30, 0x19, 0x31, 0x17,

0x30, 0x15, 0x06, 0x03, 0x55, 0x04, 0x03, 0x13, 0x0e, 0x4d,

0x65, 0x73, 0x73, 0x61, 0x67, 0x65, 0x53, 0x69, 0x67, 0x6e,

0x65, 0x72, 0x31, 0x30, 0x81, 0x9f, 0x30, 0x0d, 0x06, 0x09,

0x2a, 0x86, 0x48, 0x86, 0xf7, 0x0d, 0x01, 0x01, 0x01, 0x05,

0x00, 0x03, 0x81, 0x8d, 0x00, 0x30, 0x81, 0x89, 0x02, 0x81,

0x81, 0x00, 0x9b, 0xb4, 0x92, 0x23, 0x35, 0x3f, 0x23, 0xec,

0x4b, 0xcf, 0x4d, 0x5b, 0xed, 0x81, 0x22, 0x45, 0x62, 0x97,

0xea, 0x38, 0xff, 0x32, 0xc6, 0xa0, 0xdd, 0xeb, 0xd1, 0x18,

0x6a, 0x30, 0xec, 0x6e, 0x4b, 0x4f, 0xab, 0x2a, 0x41, 0xc7,

0x0d, 0xbb, 0xcd, 0x80, 0xdc, 0xef, 0xf2, 0xd0, 0x00, 0xd6,

0x82, 0x81, 0x7f, 0x9a, 0x9c, 0xc9, 0x41, 0xf3, 0xa8, 0x0b,

0xa3, 0x9d, 0xed, 0x9a, 0xee, 0x23, 0xb8, 0xf0, 0xe6, 0x27,

0x65, 0x30, 0x10, 0x13, 0x65, 0x75, 0x33, 0x64, 0x0b, 0x0b,

0xea, 0x7f, 0xf8, 0x3b, 0x49, 0xa7, 0xea, 0xd0, 0x2d, 0xc1,

0xf8, 0xa1, 0x66, 0xb9, 0x6d, 0xa2, 0x8d, 0x36, 0x43, 0x2e,

0xe1, 0x91, 0xe2, 0x41, 0xa1, 0xe6, 0x80, 0xc4, 0xa5, 0xf6,

0x1a, 0xa4, 0x1e, 0x1a, 0x47, 0x3e, 0x5e, 0xf1, 0x97, 0xc9,

0x26, 0x6a, 0x0c, 0xf1, 0x0f, 0xcb, 0x55, 0x03, 0xb2, 0xb7,

0x02, 0x03, 0x01, 0x00, 0x01, 0xa3, 0x4b, 0x30, 0x49, 0x30,

0x47, 0x06, 0x03, 0x55, 0x1d, 0x01, 0x04, 0x40, 0x30, 0x3e,

0x80, 0x10, 0x12, 0xe4, 0x09, 0x2d, 0x06, 0x1d, 0x1d, 0x4f,

0x00, 0x8d, 0x61, 0x21, 0xdc, 0x16, 0x64, 0x63, 0xa1, 0x18,

0x30, 0x16, 0x31, 0x14, 0x30, 0x12, 0x06, 0x03, 0x55, 0x04,

0x03, 0x13, 0x0b, 0x52, 0x6f, 0x6f, 0x74, 0x20, 0x41, 0x67,

0x65, 0x6e, 0x63, 0x79, 0x82, 0x10, 0x06, 0x37, 0x6c, 0x00,

0xaa, 0x00, 0x64, 0x8a, 0x11, 0xcf, 0xb8, 0xd4, 0xaa, 0x5c,

0x35, 0xf4, 0x30, 0x0d, 0x06, 0x09, 0x2a, 0x86, 0x48, 0x86,

0xf7, 0x0d, 0x01, 0x01, 0x04, 0x05, 0x00, 0x03, 0x41, 0x00,

0x1c, 0x97, 0xe5, 0x69, 0xac, 0x34, 0xa5, 0xa0, 0xbb, 0xc5,

0x65, 0x2e, 0xdf, 0x14, 0xa8, 0x8d, 0x4e, 0xf1, 0x86, 0x6c,

0x05, 0x5f, 0x51, 0xf3, 0xcc, 0x09, 0x8e, 0xaa, 0xa9, 0x43,

0x85, 0x11, 0x3b, 0xa9, 0xc3, 0x7d, 0x46, 0x58, 0x6b, 0xae,

0xf5, 0x6b, 0xd4, 0xef, 0xdf, 0xa5, 0x0f, 0xdb, 0x37, 0x78,

0xfd, 0x79, 0xf3, 0x31, 0x61, 0x26, 0x44, 0x98, 0x8b, 0xa4,

0xab, 0x3a, 0x89, 0x6e, 0x31, 0x81, 0xcf, 0x30, 0x81, 0xcc,

0x02, 0x01, 0x01, 0x30, 0x2a, 0x30, 0x16, 0x31, 0x14, 0x30,

0x12, 0x06, 0x03, 0x55, 0x04, 0x03, 0x13, 0x0b, 0x52, 0x6f,

0x6f, 0x74, 0x20, 0x41, 0x67, 0x65, 0x6e, 0x63, 0x79, 0x02,

0x10, 0x04, 0xd3, 0xc9, 0xdd, 0xb4, 0x38, 0x2a, 0xb5, 0x4d,

0x43, 0x4b, 0x99, 0x65, 0x19, 0xab, 0xeb, 0x30, 0x09, 0x06,

0x05, 0x2b, 0x0e, 0x03, 0x02, 0x1a, 0x05, 0x00, 0x30, 0x0d,

0x06, 0x09, 0x2a, 0x86, 0x48, 0x86, 0xf7, 0x0d, 0x01, 0x01,

0x01, 0x05, 0x00, 0x04, 0x81, 0x80, 0x4f, 0x71, 0x32, 0xc8,

0x5f, 0x2f, 0xe3, 0x8e, 0xc7, 0x8d, 0x85, 0x96, 0x28, 0x1d,

0x6e, 0xa6, 0x6e, 0x76, 0x63, 0x64, 0xae, 0x8d, 0xdc, 0x06,

0x64, 0x14, 0xeb, 0xcf, 0xcb, 0x2a, 0xd2, 0x17, 0xaa, 0xa5,

0x24, 0xd9, 0x17, 0x05, 0x07, 0x35, 0x8e, 0xa0, 0xce, 0x48,

0xed, 0x4b, 0x9d, 0xe4, 0x6c, 0xfa, 0xdc, 0x00, 0x82, 0x15,

0x6b, 0xde, 0x29, 0x90, 0x28, 0xe9, 0x53, 0xcb, 0x6b, 0xb7,

0xac, 0xa0, 0xf5, 0xd7, 0x75, 0x92, 0x89, 0x5e, 0x3d, 0x71,

0x46, 0x0c, 0x38, 0xee, 0xfb, 0x51, 0xfc, 0x4b, 0x7e, 0x70,

0x87, 0xde, 0x09, 0x8f, 0x0d, 0x63, 0x27, 0x26, 0x81, 0x43,

0xce, 0xcb, 0x03, 0x44, 0xe9, 0x70, 0xf5, 0xf0, 0x80, 0xcd,

0xe1, 0x89, 0x2b, 0xd8, 0x84, 0xd2, 0xc4, 0x90, 0xef, 0xbc,

0xad, 0x31, 0x2a, 0x3a, 0x29, 0xa0, 0xb0, 0x84, 0x9f, 0x65,

0x5b, 0x0d, 0x6f, 0x61};

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Multiple-signer signed " +

"and verified message");

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

// Get the certificate of the additional message signer.

X509Certificate2Collection signerCerts = GetSignerCerts();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

// Decode the existing SignedCms message and add a signature

// to it.

byte[] encodedSignedCms = SignMsg(signedMessage, signerCerts);

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

// Verify all signatures in the message.

if (VerifyMsg(encodedSignedCms))

{

Console.WriteLine("\nMessage verified");

}

else

{

Console.WriteLine("\nMessage failed to verify");

}

}

// Open the My (or Personal) certificate store and search for

// credentials to sign the message with. There must be

// a certificate with subject name "MessageSigner2" in that

// certificate store.

static public X509Certificate2Collection GetSignerCerts()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot

// the example's setup.

Console.WriteLine("Found certs with the following subject " +

"names in the {0} store:", storeMy.Name.ToString());

foreach (X509Certificate2 cert in storeMy.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Find the signer's certificate.

// Add to the signers' certificate collection.

X509Certificate2Collection signerCertsColl =

storeMy.Certificates.Find(X509FindType.FindBySubjectName,

signerName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

signerCertsColl.Count, storeMy.Name, signerName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (signerCertsColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeMy.Close();

return signerCertsColl;

}

// Sign the message with the private key of the signer.

static public byte[] SignMsg(

Byte[] signedCmsMsg,

X509Certificate2Collection signerCerts)

{

// Instantiate a SignedCms object, and then decode the

// input encoded SignedCms message.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default Detached property value false, so message is

// included in the encoded SignedCms.

SignedCms signedCms = new SignedCms();

signedCms.Decode(signedCmsMsg);

DisplaySignedCmsProperties("Original message", signedCms);

// Sign the PKCS #7/CMS message once for each

// signer certificate. In this example, one additional

// signer is added to the SignedCms object.

foreach (X509Certificate2 cert in signerCerts)

{

Console.Write("Computing signature with signer subject "

+ "name {0} ... ", cert.SubjectName.Name);

signedCms.ComputeSignature(new CmsSigner(cert));

Console.WriteLine("Done.");

}

DisplaySignedCmsProperties("Message with additional " +

"signer", signedCms);

// Encode the PKCS #7/CMS message.

return signedCms.Encode();

}

// Verify the encoded SignedCms message and return a Boolean

// value that specifies whether the verification was successful.

static public bool VerifyMsg(byte[] encodedSignedCms)

{

// Prepare an object in which to decode and verify.

SignedCms signedCms = new SignedCms();

signedCms.Decode(encodedSignedCms);

// Catch a verification exception if you want to

// advise the message recipient that security actions might

// be appropriate.

try

{

// Verify signature. Do not validate signer

// certificate chain for the purposes of this example.

// Note that in a production environment, validating

// the signer certificate chain will probably

// be necessary.

Console.Write("Checking signatures on message ... ");

signedCms.CheckSignature(true);

Console.WriteLine("Done.");

}

catch (System.Security.Cryptography.CryptographicException e)

{

Console.WriteLine("VerifyMsg caught exception: {0}",

e.Message);

Console.WriteLine("Verification of the signed PKCS #7 " +

"failed. The message, signatures, or " +

"countersignatures might have been modified " +

"in transit or storage. The message signers or " +

"countersigners might not be who they claim to be. " +

"The message's authenticity or integrity, or both, " +

"are not guaranteed.");

return false;

}

return true;

}

// This method displays some properties of a signed

// CMS/PKCS #7 message. These properties include the number of

// signers and countersigners for each signer, whether the

// message is detached, and the version of the message.

static void DisplaySignedCmsProperties(String info, SignedCms s)

{

Console.WriteLine();

Console.WriteLine("\n>>>>> SignedCms Signer Info: {0}", info);

Console.WriteLine("\tNumber of signers:\t\t\t{0}",

s.SignerInfos.Count);

for (int i = 0; i < s.SignerInfos.Count; i++)

{

Console.WriteLine("\tSubject name of signer #{0}:\t\t{1}",

i + 1, s.SignerInfos[i].Certificate.SubjectName.Name);

Console.WriteLine("\tNumber of countersigners for " +

"signer #{0}:\t{1}",

i + 1, s.SignerInfos[i].CounterSignerInfos.Count);

}

Console.WriteLine("\tMessage detached state:\t\t\t{0}",

s.Detached);

Console.WriteLine("\tMessage version:\t\t\t{0}", s.Version);

Console.WriteLine();

}

}

}

### How to: Countersign a Message

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 signed message uses [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is signed by a single signer, and then that signature is countersigned by two other signers. The signature and countersignatures on that message are then verified.

Example

This example uses the following classes:

* [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx)
* [SignerInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfo(v=vs.85).aspx)
* [SignerInfoCollection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signerinfocollection(v=vs.85).aspx)
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

The following example requires that three public key certificates with the subject names "MessageSigner1", "CounterSigner1", and "CounterSigner2" be contained in the My certificate store, and that they have associated private keys.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** commands generate the required public key certificates and private keys.

Makecert -n "CN=MessageSigner1" -ss My

Makecert -n "CN=CounterSigner1" -ss My

Makecert -n "CN=CounterSigner2" -ss My

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace CountersignAMessage

{

class SignedCmsCountersigned

{

const String signerName = "MessageSigner1";

const String countersignerName1 = "CounterSigner1";

const String countersignerName2 = "CounterSigner2";

static void Main(string[] args)

{

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Single-signer multiple " +

"countersigner signed and verified message.");

// The original message.

const String msg = "The following is the approved corporate" +

" reorganization plan.";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert the message to an array of bytes for signing.

Encoding unicode = Encoding.Unicode;

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

X509Certificate2Collection signerCerts = GetSignerCerts();

X509Certificate2Collection countersignerCerts =

GetCountersignerCerts();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedSignedCms = null;

try

{

encodedSignedCms = SignMsg(msgBytes, signerCerts,

countersignerCerts);

}

catch (ArgumentOutOfRangeException e)

{

Console.WriteLine(e.Message);

Console.WriteLine("The proper sample certificates are " +

"not in the My store. Refer to the documentation " +

"about this sample for instructions to correct this.");

return;

}

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

if (VerifyMsg(encodedSignedCms))

{

Console.WriteLine("\nMessage verified");

}

else

{

Console.WriteLine("\nMessage failed to verify");

}

}

// Open the My (or Personal) certificate store and search for

// credentials with which to sign the message. There must be

// a certificate with subject name "MessageSigner1".

static public X509Certificate2Collection GetSignerCerts()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot

// the example's setup.

Console.WriteLine("Found certs with the following subject " +

"names in the {0} store:",

storeMy.Name);

foreach (X509Certificate2 cert in storeMy.Certificates)

Console.WriteLine("\t{0}", cert.SubjectName.Name);

// Start the collection of signer certificates to be returned.

X509Certificate2Collection signerCertsColl = new

X509Certificate2Collection();

// Find the signer's certificate.

// Add it to the signers' certificates collection.

X509Certificate2Collection foundCertColl = storeMy.

Certificates.Find(X509FindType.FindBySubjectName,

signerName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

foundCertColl.Count, storeMy.Name, signerName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (foundCertColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

signerCertsColl.Add(foundCertColl[0]);

storeMy.Close();

return signerCertsColl;

}

// Open the My (or Personal) certificate store and search for

// credentials with which to countersign the message. There must

// be two certificates: one with the subject name

// "Countersigner1", and the other with the subject name

// "Countersigner2".

static public X509Certificate2Collection GetCountersignerCerts()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Start the collection of signer certificates to be returned.

X509Certificate2Collection countersignerCertsColl = new

X509Certificate2Collection();

// Find the first countersigner's certificate.

// Add it to the countersigners' certificates collection.

X509Certificate2Collection foundCertColl = storeMy.

Certificates.Find(X509FindType.FindBySubjectName,

countersignerName1, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

foundCertColl.Count, storeMy.Name, countersignerName1);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (foundCertColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

countersignerCertsColl.Add(foundCertColl[0]);

// Find the second countersigner's certificate.

// Add it to the countersigners' certificates collection.

foundCertColl = storeMy.

Certificates.Find(X509FindType.FindBySubjectName,

countersignerName2, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

foundCertColl.Count, storeMy.Name, countersignerName2);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (foundCertColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

countersignerCertsColl.Add(foundCertColl[0]);

storeMy.Close();

return countersignerCertsColl;

}

// Sign the message with the private key of the signer,

// and countersign that signature with the private key

// of each of the countersigners.

static public byte[] SignMsg(

Byte[] msg,

X509Certificate2Collection signerCerts,

X509Certificate2Collection countersignerCerts)

{

// There must be at least one certificate in the collection.

if (signerCerts.Count == 0 || countersignerCerts.Count == 0)

{

throw new ArgumentOutOfRangeException("Empty certificate" +

" collection passed to SignMsg.");

}

// Place the message in a ContentInfo object.

// This is required to build a SignedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate a SignedCms object with the ContentInfo above.

// Use the default SubjectIdentifierType

// IssuerAndSerialNumber.

// Use the default Detached property value FALSE so that the

// message is included in the encoded SignedCms.

SignedCms signedCms = new SignedCms(contentInfo);

// Sign the CMS/PKCS #7 message once for each

// signer certificate.

foreach (X509Certificate2 cert in signerCerts)

{

Console.Write("Computing signature with signer subject " +

"name {0} ... ", cert.SubjectName.Name);

signedCms.ComputeSignature(new CmsSigner(cert));

Console.WriteLine("Done.");

}

// Countersign the first signature in the CMS/PKCS #7 message

// once for each countersigner certificate.

foreach (X509Certificate2 cert in countersignerCerts)

{

Console.Write("Computing countersignature with signer " +

"subject name {0} ... ",

cert.SubjectName.Name);

signedCms.SignerInfos[0].ComputeCounterSignature(new

CmsSigner(cert));

Console.WriteLine("Done.");

}

// Encode the CMS/PKCS #7 message.

return signedCms.Encode();

}

// Verify the encoded SignedCms message and return a Boolean

// value that specifies whether the verification was successful.

static public bool VerifyMsg(byte[] encodedSignedCms)

{

// Prepare an object in which to decode and verify.

SignedCms signedCms = new SignedCms();

signedCms.Decode(encodedSignedCms);

// Check the number of signers and countersigners.

DisplaySignedCmsProperties("In VerifyMsg method", signedCms);

// Catch a verification exception if you want to

// advise the message recipient that security actions

// might be appropriate.

try

{

// Verify signature. Do not validate the signer

// certificate chain for the purposes of this example.

// Note that in a production environment, validating

// the signer certificate chain will probably

// be necessary.

Console.Write("Checking signature and countersignatures" +

" on message ... ");

signedCms.CheckSignature(true);

Console.WriteLine("Done.");

}

catch (System.Security.Cryptography.CryptographicException e)

{

Console.WriteLine("VerifyMsg caught exception: {0}",

e.Message);

Console.WriteLine("Verification of the signed " +

"CMS/PKCS #7 failed. The message, signatures, or " +

"countersignatures might have been modified " +

"in transit or storage. The message signers or " +

"countersigners might not be who they claim to be. " +

"The message's authenticity or integrity, or both, " +

"are not guaranteed.");

return false;

}

return true;

}

// This method displays some properties of a signed

// CMS/PKCS #7 message. These properties include the number of

// signers and countersigners for each signer, whether the

// message is detached, and the version of the message.

static void DisplaySignedCmsProperties(String info, SignedCms s)

{

Console.WriteLine();

Console.WriteLine("\n>>>>> SignedCms Signer Info: {0}", info);

Console.WriteLine("\tNumber of signers:\t\t\t{0}",

s.SignerInfos.Count);

for (int i = 0; i < s.SignerInfos.Count; i++)

{

Console.WriteLine("\tSubject name of signer #{0}:\t\t{1}",

i + 1, s.SignerInfos[i].Certificate.SubjectName.Name);

Console.WriteLine("\tNumber of countersigners for " +

"signer #{0}:\t{1}",

i + 1, s.SignerInfos[i].CounterSignerInfos.Count);

}

Console.WriteLine("\tMessage detached state:\t\t\t{0}",

s.Detached);

Console.WriteLine("\tMessage version:\t\t\t{0}", s.Version);

Console.WriteLine();

}

}

}

### How to: Envelope a Message for One Recipient

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 enveloped message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is encrypted for a single recipient. The message is then decrypted using that recipient's private key. The example uses the [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) object, which allows messages to be encrypted for one or more recipients, or *enveloped*.

Example

This example uses the following classes:

* [CmsRecipient](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipient(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* EnvelopedCms
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

To run on a single computer, the following example requires that a public key certificate with the subject name "Recipient1" be contained in both the AddressBook and My certificate stores. It also requires that the associated private key be stored on that computer. This example first acts as the message sender, and then as the message recipient, by using the same public key credentials in each role. As the sender, it searches the AddressBook certificate store for the recipient's certificate, and uses that certificate to encrypt the message. As the recipient, it searches the My certificate store for the certificate, and uses the associated private key to decrypt the message.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** command generates the required public key certificates and private keys.

Makecert -n "CN=Recipient1" -ss My

This command places the appropriate public key certificate in the My certificate store and generates the private key. At this point, you need to get a copy of the public key certificate into the AddressBook certificate store. To do so, export the public key certificate, and then import it into the AddressBook certificate store by following the procedure in [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx).

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace EnvelopAMessageForOneRecipient

{

class EnvelopedCmsSingleRecipient

{

const String recipientName = "Recipient1";

static void Main(string[] args)

{

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Single-recipient encrypted and decrypted message");

// Original message.

const String msg = "Here is your personal identification number:";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert message to an array of Unicode bytes for signing.

UnicodeEncoding unicode = new UnicodeEncoding();

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

// The recipient's certificate is necessary to encrypt

// the message for that recipient.

X509Certificate2 recipientCert = GetRecipientCert();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedEnvelopedCms = EncryptMsg(msgBytes,

recipientCert);

Console.Write("\nMessage after encryption (len {0}): ",

encodedEnvelopedCms.Length);

foreach (byte b in encodedEnvelopedCms)

{

Console.Write("{0:x}", b);

}

Console.WriteLine();

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

Byte[] decryptedMsg = DecryptMsg(encodedEnvelopedCms);

// Convert Unicode bytes to the original message string.

Console.WriteLine("\nDecrypted Message: {0}",

unicode.GetString(decryptedMsg));

}

// Open the AddressBook (also known as Other in

// Internet Explorer) certificate store and search for

// a recipient certificate with which to encrypt the

// message. The certificate must have a subject name

// of "Recipient1".

static public X509Certificate2 GetRecipientCert()

{

// Open the AddressBook local user X509 certificate store.

X509Store storeAddressBook = new X509Store(StoreName.

AddressBook, StoreLocation.CurrentUser);

storeAddressBook.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot

// the example's setup.

Console.WriteLine(

"Found certs with the following subject names in the " +

"{0} store:", storeAddressBook.Name);

foreach (X509Certificate2 cert in storeAddressBook.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Get recipient certificate.

// For purposes of this sample, do not validate the

// certificate. Note that in a production environment,

// validating the certificate will probably be necessary.

X509Certificate2Collection certColl = storeAddressBook.

Certificates.Find(X509FindType.FindBySubjectName,

recipientName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeAddressBook.Name, recipientName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeAddressBook.Close();

return certColl[0];

}

// Encrypt the message with the public key of

// the recipient. This is done by enveloping the message by

// using an EnvelopedCms object.

static public byte[] EncryptMsg(

Byte[] msg,

X509Certificate2 recipientCert)

{

// Place the message in a ContentInfo object.

// This is required to build an EnvelopedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate an EnvelopedCms object with the ContentInfo

// above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default ContentEncryptionAlgorithm property value

// RSA\_DES\_EDE3\_CBC.

EnvelopedCms envelopedCms = new EnvelopedCms(contentInfo);

// Formulate a CmsRecipient object that

// represents information about the recipient

// to encrypt the message for.

CmsRecipient recip1 = new CmsRecipient(

SubjectIdentifierType.IssuerAndSerialNumber,

recipientCert);

Console.Write(

"Encrypting data for a single recipient of " +

"subject name {0} ... ",

recip1.Certificate.SubjectName.Name);

// Encrypt the message for the recipient.

envelopedCms.Encrypt(recip1);

Console.WriteLine("Done.");

// The encoded EnvelopedCms message contains the message

// ciphertext and the information about each recipient

// that the message was enveloped for.

return envelopedCms.Encode();

}

// Decrypt the encoded EnvelopedCms message.

static public Byte[] DecryptMsg(byte[] encodedEnvelopedCms)

{

// Prepare object in which to decode and decrypt.

EnvelopedCms envelopedCms = new EnvelopedCms();

// Decode the message.

envelopedCms.Decode(encodedEnvelopedCms);

// Display the number of recipients the message is

// enveloped for; it should be 1 for this example.

DisplayEnvelopedCms(envelopedCms, false);

// Decrypt the message for the single recipient.

Console.Write("Decrypting Data ... ");

envelopedCms.Decrypt(envelopedCms.RecipientInfos[0]);

Console.WriteLine("Done.");

// The decrypted message occupies the ContentInfo property

// after the Decrypt method is invoked.

return envelopedCms.ContentInfo.Content;

}

// Display the ContentInfo property of an EnvelopedCms object.

static private void DisplayEnvelopedCmsContent(String desc,

EnvelopedCms envelopedCms)

{

Console.WriteLine(desc + " (length {0}): ",

envelopedCms.ContentInfo.Content.Length);

foreach (byte b in envelopedCms.ContentInfo.Content)

{

Console.Write(b.ToString() + " ");

}

Console.WriteLine();

}

// Display some properties of an EnvelopedCms object.

static private void DisplayEnvelopedCms(EnvelopedCms e,

Boolean displayContent)

{

Console.WriteLine("\nEnveloped CMS/PKCS #7 Message " +

"Information:");

Console.WriteLine(

"\tThe number of recipients for the Enveloped CMS/PKCS " +

"#7 is: {0}", e.RecipientInfos.Count);

for (int i = 0; i < e.RecipientInfos.Count; i++)

{

Console.WriteLine(

"\tRecipient #{0} has type {1}.",

i + 1,

e.RecipientInfos[i].RecipientIdentifier.Type);

}

if (displayContent)

{

DisplayEnvelopedCmsContent("Enveloped CMS/PKCS " +

"#7 Content", e);

}

Console.WriteLine();

}

}

}

### How to: Envelope a Message for Multiple Recipients

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 enveloped message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is encrypted for multiple recipients. The message is then decrypted for each recipient using that recipient's private key. This example uses the [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) object, which allows messages to be encrypted for one or more recipients, or *enveloped*.

Example

This example uses the following classes:

* [CmsRecipient](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipient(v=vs.85).aspx)
* [CmsRecipientCollection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipientcollection(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* EnvelopedCms
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

To run on a single computer, the following example requires that two public key certificates with the subject names "Recipient1" and "Recipient2" be contained in both the AddressBook and My certificate stores. This example also requires that the associated private keys be stored on that computer. The example code first acts as the message sender, and then as the message recipient. The same public key credentials are used in each role. As such, the example requires that the public key certificate be in two stores. As the sender, the example searches the AddressBook certificate store for the recipient's certificate and uses it to encrypt the message. As the recipient, it searches the My certificate store for the certificate, and uses the associated private key to decrypt the message.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for testing certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** commands generate the required public key certificates and private keys.

Makecert -n "CN=Recipient1" -ss My

Makecert -n "CN=Recipient2" -ss My

These commands place the appropriate public key certificates in the My certificate store. At this point, you need to export the public key certificates, and then import them into the AddressBook certificate store by following the procedure in [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx) for each recipient.

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace EnvelopAMessageForMultipleRecipients

{

class EnvelopedCmsMultipleRecipients

{

const String recipientName1 = "Recipient1";

const String recipientName2 = "Recipient2";

static void Main(string[] args)

{

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Multiple-recipient " +

"encrypted and decrypted message");

// Original message.

const String msg = "To all department heads: The following " +

"organizational changes will be announced next week:";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert message to array of Unicode bytes for signing.

UnicodeEncoding unicode = new UnicodeEncoding();

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

// The recipients' certificates are necessary to encrypt

// the message for those recipients.

X509Certificate2Collection recipientCerts = GetRecipientCerts();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedEnvelopedCms = EncryptMsg(msgBytes,

recipientCerts);

Console.Write("\nMessage after encryption (len {0}): ",

encodedEnvelopedCms.Length);

foreach (byte b in encodedEnvelopedCms)

{

Console.Write("{0:x}", b);

}

Console.WriteLine();

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

// Decrypts the message for one of the recipients.

// Return the decrypted message to display it.

Byte[] decryptedMsg = DecryptMsg(encodedEnvelopedCms);

// Convert Unicode bytes to the original message string.

Console.WriteLine("\nDecrypted Message: {0}",

unicode.GetString(decryptedMsg));

}

// Open the AddressBook (called Other in Internet Explorer)

// certificate store and search for recipient

// certificates with which to encrypt the message. It must

// include two certificates: one with the subject name

// "Recipient1", and one with the subject name "Recipient2".

static public X509Certificate2Collection GetRecipientCerts()

{

// Open the AddressBook local user X509 certificate store.

X509Store storeAddressBook = new X509Store(StoreName.

AddressBook, StoreLocation.CurrentUser);

storeAddressBook.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot the

// example's setup.

Console.WriteLine(

"Found certs with the following subject names in the " +

"{0} store:", storeAddressBook.Name);

foreach (X509Certificate2 cert in storeAddressBook.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Get recipient certificates.

// For purposes of this sample, do not validate the

// certificates. Note that in a production environment,

// validating the certificates will probably be necessary.

// Get first recipient certificate.

X509Certificate2Collection certColl = storeAddressBook.

Certificates.Find(X509FindType.FindBySubjectName,

recipientName1, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeAddressBook.Name, recipientName1);

X509Certificate2Collection recipientCerts =

new X509Certificate2Collection();

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

recipientCerts.Add(certColl[0]);

// Get second recipient certificate.

certColl = storeAddressBook.

Certificates.Find(X509FindType.FindBySubjectName,

recipientName2, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeAddressBook.Name, recipientName2);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

recipientCerts.Add(certColl[0]);

storeAddressBook.Close();

return recipientCerts;

}

// Encrypt the message for each recipient by using the public

// key of that recipient. This is done by

// enveloping the message by using an EnvelopedCms object.

static public byte[] EncryptMsg(

Byte[] msg,

X509Certificate2Collection recipientCerts)

{

// Place message in a ContentInfo object.

// This is required to build an EnvelopedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate EnvelopedCms object with the ContentInfo

// above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default ContentEncryptionAlgorithm property value

// RSA\_DES\_EDE3\_CBC.

EnvelopedCms envelopedCms = new EnvelopedCms(contentInfo);

// Formulate a CmsRecipientCollection object that

// represents information about the set of recipients

// to encrypt the message for.

CmsRecipientCollection recips =

new CmsRecipientCollection(

SubjectIdentifierType.IssuerAndSerialNumber,

recipientCerts);

Console.WriteLine("\nEncrypting data for multiple " +

"recipients with subject names: ");

foreach (CmsRecipient recip in recips)

{

Console.WriteLine("\t" +

recip.Certificate.SubjectName.Name);

}

// Encrypt the message for the collection of recipients.

envelopedCms.Encrypt(recips);

Console.WriteLine("Done.");

// The encoded EnvelopedCms message contains the message

// ciphertext and the information about each recipient

// that the message was enveloped for.

return envelopedCms.Encode();

}

// Decrypt the encoded EnvelopedCms message for one of the

// recipients.

static public Byte[] DecryptMsg(byte[] encodedEnvelopedCms)

{

// Prepare object in which to decode and decrypt.

EnvelopedCms envelopedCms = new EnvelopedCms();

// Decode the message.

envelopedCms.Decode(encodedEnvelopedCms);

// Display the number of recipients the message is

// enveloped for; it should be 2 for this example.

DisplayEnvelopedCms(envelopedCms, false);

// Decrypt the message.

// The message is decrypted for the recipient that

// you find the first matching private key for.

// A line similar to the following, however,

// decrypts the message for a specified recipient. In

// in this case, the first recipient.

// envelopedCms.Decrypt(envelopedCms.RecipientInfos[0]);

Console.Write("Decrypting Data for one recipient ... ");

envelopedCms.Decrypt();

Console.WriteLine("Done.");

// The decrypted message occupies the ContentInfo property

// after the Decrypt method is invoked.

return envelopedCms.ContentInfo.Content;

}

// Display the ContentInfo property of an EnvelopedCms object.

static private void DisplayEnvelopedCmsContent(String desc,

EnvelopedCms envelopedCms)

{

Console.WriteLine(desc + " (length {0}): ",

envelopedCms.ContentInfo.Content.Length);

foreach (byte b in envelopedCms.ContentInfo.Content)

{

Console.Write(b.ToString() + " ");

}

Console.WriteLine();

}

// Display some properties of an EnvelopedCms object.

static private void DisplayEnvelopedCms(EnvelopedCms e,

Boolean displayContent)

{

Console.WriteLine("\nEnveloped PKCS #7 Message Information:");

Console.WriteLine(

"\tThe number of recipients for the Enveloped PKCS #7 " +

"is: {0}", e.RecipientInfos.Count);

for (int i = 0; i < e.RecipientInfos.Count; i++)

{

Console.WriteLine(

"\tRecipient #{0} has type {1}.",

i + 1,

e.RecipientInfos[i].RecipientIdentifier.Type);

}

if (displayContent)

{

DisplayEnvelopedCmsContent("Enveloped PKCS #7 Content", e);

}

Console.WriteLine();

}

}

}

### How to: Sign and Envelop a Message

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 enveloped signed message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is first signed by a single signer and then encrypted for a single recipient. The message is then decrypted by using the recipient's private key, and the signature is verified. The example uses the [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx) object, which allows a message to be signed and countersigned by one or more signers. It also uses the [EnvelopedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.envelopedcms(v=vs.85).aspx) object, which allows messages to be encrypted for one or more recipients, or *enveloped*.

Example

This example uses the following classes:

* [CmsRecipient](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmsrecipient(v=vs.85).aspx)
* [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* EnvelopedCms
* SignedCms
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

To run on a single computer, this example requires the following:

* One public key certificate with the subject name "MessageSigner1" be in the My certificate store.
* Another certificate with the subject name "Recipient1" be contained in both the AddressBook and My certificate stores.
* Associated private keys be stored on the single computer.

The example code first acts as the message sender and then as the message recipient. The example uses the same public key credentials in each role. As such, the example requires that the public key certificate for the subject name "Recipient1" be in two stores. As the sender, it searches the AddressBook certificate store for the recipient's certificate, and uses that to encrypt the message. As the recipient, it searches the My certificate store for the certificate and uses the associated private key to decrypt the message.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for testing certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** commands generate the required public key certificates and private keys.

Makecert -n "CN=MessageSigner1" -ss My

Makecert -n "CN=Recipient1" -sky exchange -ss M

These commands place the appropriate public key certificates in the My certificate store. To get the public key certificate for subject name "Recipient1" in the AddressBook certificate store, export the public key certificate, and then import it into the AddressBook store by following the procedure in [How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx).

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace SigningAndEnvelopingMessage

{

class EnvelopedSignedCms

{

const String signerName = "MessageSigner1";

const String recipientName = "Recipient1";

static void Main(string[] args)

{

byte[] origMsg;

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Encrypted, signed, decrypted, and " +

"verified message");

// Original message.

const String msg = "Here are the sales figures for the " +

"upcoming quarterly report to Wall Street.";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert message to array of bytes for signing.

Encoding unicode = Encoding.Unicode;

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

// The signer's private key, obtained by association with

// their signing certificate, is necessary to sign the

// message.

X509Certificate2 signerCert = GetSignerCert();

// The recipient's certificate is necessary to encrypt

// the message for that recipient.

X509Certificate2 recipientCert = GetRecipientCert();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedSignedCms = SignMsg(msgBytes, signerCert);

// Encrypt the encoded SignedCms message.

byte[] encodedEnvelopedCms = EncryptMsg(encodedSignedCms,

recipientCert);

Console.Write("\nMessage after encryption (len {0}): ",

encodedEnvelopedCms.Length);

foreach (byte b in encodedEnvelopedCms)

{

Console.Write("{0:x}", b);

}

Console.WriteLine();

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

encodedSignedCms = DecryptMsg(encodedEnvelopedCms);

// Get the original message back after verification so

// it can be displayed.

if (VerifyMsg(encodedSignedCms, out origMsg))

{

Console.WriteLine("\nMessage verified");

}

else

{

Console.WriteLine("\nMessage failed to verify");

}

// Convert Unicode bytes to the original message string.

Console.WriteLine("\nDecrypted Authenticated Message: {0}",

unicode.GetString(origMsg));

}

// Open the My (or Personal) certificate store. Search for

// credentials with which to sign the message. The certificate

// must have a the subject name "MessageSigner1".

static public X509Certificate2 GetSignerCert()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot the

// example's setup.

Console.WriteLine("Found certs with the following subject " +

"names in the {0} store:", storeMy.Name);

foreach (X509Certificate2 cert in storeMy.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Find the signer's certificate.

X509Certificate2Collection certColl =

storeMy.Certificates.Find(X509FindType.FindBySubjectName,

signerName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeMy.Name, signerName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeMy.Close();

return certColl[0];

}

// Open the AddressBook (called Other in Internet Explorer)

// certificate store and search for a recipient

// certificate with which to encrypt the message. The certificate

// must have the subject name "Recipient1".

static public X509Certificate2 GetRecipientCert()

{

// Open the AddressBook local user X509 certificate store.

X509Store storeAddressBook = new X509Store(StoreName.

AddressBook, StoreLocation.CurrentUser);

storeAddressBook.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot the

// example's setup.

Console.WriteLine(

"Found certs with the following subject names in the " +

"{0} store:",

storeAddressBook.Name);

foreach (X509Certificate2 cert in storeAddressBook.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Get recipient certificate.

// For purposes of this sample, do not validate the

// certificate. Note that in a production environment,

// validating the certificate will probably be necessary.

X509Certificate2Collection certColl = storeAddressBook.

Certificates.Find(X509FindType.FindBySubjectName,

recipientName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeAddressBook.Name, recipientName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeAddressBook.Close();

return certColl[0];

}

// Sign the message by the using the private key of the signer.

// Note that signer's public key certificate is input here

// because it is used to locate the corresponding private key.

static public byte[] SignMsg(

Byte[] msg,

X509Certificate2 signerCert)

{

// Place message in a ContentInfo object.

// This is required to build a SignedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate SignedCms object with the ContentInfo above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default Detached property value false, so message is

// included in the encoded SignedCms.

SignedCms signedCms = new SignedCms(contentInfo);

// Formulate a CmsSigner object, which has all the needed

// characteristics of the signer.

CmsSigner cmsSigner = new CmsSigner(signerCert);

// Sign the PKCS #7 message.

Console.Write("Computing signature with signer subject " +

"name {0} ... ", signerCert.SubjectName.Name);

signedCms.ComputeSignature(cmsSigner);

Console.WriteLine("Done.");

// Encode the PKCS #7 message.

return signedCms.Encode();

}

// Verify the encoded SignedCms message and return a Boolean

// value that specifies whether the verification was successful.

// Also return the original message that was signed, which is

// available as part of the SignedCms message after it

// is decoded.

static public bool VerifyMsg(byte[] encodedSignedCms,

out byte[] origMsg)

{

// Prepare a SignedCms object in which to decode

// and verify.

SignedCms signedCms = new SignedCms();

signedCms.Decode(encodedSignedCms);

// Catch a verification exception in the event you want to

// advise the message recipient that security actions

// might be appropriate.

try

{

// Verify signature. Do not validate signer

// certificate for the purposes of this example.

// Note that in a production environment, validating

// the signer certificate chain will probably be

// necessary.

Console.Write("Checking signature on message ... ");

signedCms.CheckSignature(true);

Console.WriteLine("Done.");

}

catch (System.Security.Cryptography.CryptographicException e)

{

Console.WriteLine("VerifyMsg caught exception: {0}",

e.Message);

Console.WriteLine("The message may have been modified " +

"in transit or storage. Authenticity of the " +

"message is not guaranteed.");

origMsg = null;

return false;

}

origMsg = signedCms.ContentInfo.Content;

return true;

}

// Encrypt the message with the public key of

// the recipient. This is done by enveloping the message by

// using a EnvelopedCms object.

static public byte[] EncryptMsg(Byte[] msg,

X509Certificate2 recipientCert)

{

// Place message in a ContentInfo object.

// This is required to build an EnvelopedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate EnvelopedCms object with the ContentInfo

// above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Has default ContentEncryptionAlgorithm property value

// RSA\_DES\_EDE3\_CBC.

EnvelopedCms envelopedCms = new EnvelopedCms(contentInfo);

// Formulate a CmsRecipient object that

// represents information about the recipient

// to encrypt the message for.

CmsRecipient recip1 = new CmsRecipient(

SubjectIdentifierType.IssuerAndSerialNumber,

recipientCert);

Console.Write("Encrypting data for a single recipient of " +

"subject name {0} ... ",

recip1.Certificate.SubjectName.Name);

// Encrypt the message for the recipient.

envelopedCms.Encrypt(recip1);

Console.WriteLine("Done.");

// The encoded EnvelopedCms message contains the encrypted

// message and the information about each recipient that

// the message was enveloped for.

return envelopedCms.Encode();

}

// Decrypt the encoded EnvelopedCms message.

static public Byte[] DecryptMsg(byte[] encodedEnvelopedCms)

{

// Prepare object in which to decode and decrypt.

EnvelopedCms envelopedCms = new EnvelopedCms();

// Decode the message.

envelopedCms.Decode(encodedEnvelopedCms);

// Display the number of recipients the message is

// enveloped for; it should be 1 for this example.

DisplayEnvelopedCms(envelopedCms, false);

// Decrypt the message for the single recipient.

// Note that the following call to the Decrypt method

// accomplishes the same result:

// envelopedCms.Decrypt();

Console.Write("Decrypting Data ... ");

envelopedCms.Decrypt(envelopedCms.RecipientInfos[0]);

Console.WriteLine("Done.");

return envelopedCms.Encode();

}

// Display the ContentInfo property of a SignedCms object.

private void DisplaySignedCmsContent(String desc,

SignedCms signedCms)

{

Console.WriteLine(desc + " (length {0}): ",

signedCms.ContentInfo.Content.Length);

foreach (byte b in signedCms.ContentInfo.Content)

{

Console.Write(b.ToString() + " ");

}

Console.WriteLine();

}

// Display the ContentInfo property of an EnvelopedCms object.

static private void DisplayEnvelopedCmsContent(String desc,

EnvelopedCms envelopedCms)

{

Console.WriteLine(desc + " (length {0}): ",

envelopedCms.ContentInfo.Content.Length);

foreach (byte b in envelopedCms.ContentInfo.Content)

{

Console.Write(b.ToString() + " ");

}

Console.WriteLine();

}

// Display some properties of an EnvelopedCms object.

static private void DisplayEnvelopedCms(EnvelopedCms e,

Boolean displayContent)

{

Console.WriteLine("\nEnveloped PKCS #7 Message Information:");

Console.WriteLine(

"\tThe number of recipients for the Enveloped PKCS #7 " +

"is: {0}",

e.RecipientInfos.Count);

for (int i = 0; i < e.RecipientInfos.Count; i++)

{

Console.WriteLine(

"\tRecipient #{0} has type {1}.",

i + 1,

e.RecipientInfos[i].RecipientIdentifier.Type);

}

if (displayContent)

{

DisplayEnvelopedCmsContent("Enveloped PKCS #7 Content", e);

}

Console.WriteLine();

}

}

}

### Supporting Tasks for Using System.Security.Cryptography.Pkcs

**.NET Framework 2.0, 3.0**

The following procedures support the main tasks in [Using System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/ms180955(v=vs.85).aspx).

In This Section

[How to: Export and Import a Public Key Certificate](https://msdn.microsoft.com/en-us/library/ms180963(v=vs.85).aspx)

Describes how to facilitate the setup of the encryption examples by exporting a public key certificate from the My certificate store and importing it into the AddressBook certificate store.

[How to: Add an Authenticated Attribute to a Signed Message](https://msdn.microsoft.com/en-us/library/ms180964(v=vs.85).aspx)

Creates a CMS/PKCS #7 signed message. The message is signed by a single signer. The message includes a time stamp as an authenticated attribute.

#### How to: Export and Import a Public Key Certificate

**.NET Framework 2.0, 3.0**
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This procedure describes how to facilitate the setup of the encryption examples. This is done by exporting a public key certificate from the My certificate store, without exporting the private key, and then importing that public key certificate into the AddressBook certificate store.

To set up the following examples, first follow the setup instructions in that example topic. Those instructions suggest the use of the procedure in this topic to position one or more of the generated public key certificates into the AddressBook certificate store.

* [How to: Envelope a Message for One Recipient](https://msdn.microsoft.com/en-us/library/ms180959(v=vs.85).aspx)
* [How to: Envelope a Message for Multiple Recipients](https://msdn.microsoft.com/en-us/library/ms180960(v=vs.85).aspx)
* [How to: Sign and Envelop a Message](https://msdn.microsoft.com/en-us/library/ms180961(v=vs.85).aspx)

To run the preceding examples on a single computer, the following is required:

* Message recipient's key certificate in both the AddressBook certificate store and the My certificate store
* Message recipient's private key be on that computer and associated with the public key certificate in the My certificate store

The examples first act as the sender of an encrypted message and later as the recipient of that same encrypted message. These two roles would usually be assumed by different entities that have unique public key credentials, often on different computers. When acting as the sender of an encrypted message, the examples require that the recipient's certificate be in the AddressBook certificate store. When acting as the recipient of an encrypted message, the examples require that the recipient's certificate be in the My certificate store, and that the corresponding private key be on that computer.

Set up these examples by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** command generates the required public key certificate and the private key of an entity with the certificate subject name "Recipient1". The certificate is placed in the My certificate store.

Makecert -n "CN=Recipient1" -ss My

The following procedure shows how to set up the certificate stores to satisfy these requirements. First, the recipient's certificate and private key are generated, and the certificate is stored in the My certificate store. The certificate is then exported from the My store and imported into the AddressBook store.

To export the public key certificate from the My certificate store

1. Open Internet Explorer.
2. On the **Tools** menu, click **Internet Options**, and then click the **Content** tab.
3. Click the **Certificates** button.
4. On the **Personal** tab, select the certificate where "Recipient1" is listed under **Issued To**. (The **Personal** tab lists the certificates in the My certificate store.)
5. Click **Export**. (This opens the export wizard.) Click **Next**.
6. Click No, do not export the private key, and then click Next.
7. Click **Next** to accept the default export format.
8. Type or browse to a file name for the exported certificate, click **Next**, and then click **Finish**.

To import the certificate into the AddressBook certificate store

1. In the **Certificates** dialog box, click the **Other People** tab. (The **Other People** tab lists certificates in the AddressBook certificate store.)
2. Click **Import**, and then click **Next**.
3. Type or browse to the location of the file name where the exported certificate was stored, and then click **Next**.
4. Click **Next** to accept the placement of the imported certificate in the Other People certificate store. Click **Finish**, and then click **OK**.

#### How to: Add an Authenticated Attribute to a Signed Message

**.NET Framework 2.0, 3.0**

This example creates a CMS/PKCS #7 signed message by using [System.Security.Cryptography.Pkcs](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs(v=vs.85).aspx). The message is signed by a single signer. The message includes a timestamp as an authenticated attribute. This means that both the message content and the timestamp are signed. The signature on that message is then verified, which verifies that both the message content and the timestamp are authentic.

Example

This example also illustrates the use of a detached CMS/PKCS #7 message. This means that the message content is not stored in the CMS/PKCS #7 message. For this reason, the message content must be passed into the method that verifies the CMS/PKCS #7 message.

This example uses the following classes:

* [CmsSigner](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.cmssigner(v=vs.85).aspx)
* [ContentInfo](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.contentinfo(v=vs.85).aspx)
* [SignedCms](https://msdn.microsoft.com/en-us/library/system.security.cryptography.pkcs.signedcms(v=vs.85).aspx)
* [X509Certificate2](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2(v=vs.85).aspx)
* [X509Certificate2Collection](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509certificate2collection(v=vs.85).aspx)
* [X509Store](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509store(v=vs.85).aspx)

The following example requires that a public key certificate with the subject name "MessageSigner1" be contained in the My certificate store, and that the associated private key exists.

|  |
| --- |
| NoteNote |
| This example is only for illustrative purposes. Production environments might use a different model in which the sender and the recipient of the message execute in different processes with their unique public key credentials. |

Set up this example by using the Makecert.exe utility, one of several ways to do so. [Certificate Creation Tool (Makecert.exe)](https://msdn.microsoft.com/en-us/library/bfsktky3(v=vs.85).aspx) is a convenient utility for generating test certificates. In a production environment, certificates are generated by a certification authority.

The following **Makecert** command generates the required public key certificates and private keys.

Makecert -n "CN=MessageSigner1" -ss My

C#

// Copyright (c) Microsoft Corporation. All rights reserved.

#region Using directives

using System;

using System.Security.Cryptography;

using System.Security.Cryptography.Pkcs;

using System.Security.Cryptography.X509Certificates;

using System.Text;

#endregion

namespace AddAnAuthenticatedAttributeToASignedMessage

{

class SignedCmsAuthenticatedAttribute

{

const String signerName = "MessageSigner1";

static void Main(string[] args)

{

Console.WriteLine("System.Security.Cryptography.Pkcs " +

"Sample: Single-signer signed and verified message");

// Original message.

const String msg = "This is the message to be signed. " +

"A time stamp is included as an authenticated " +

"attribute.";

Console.WriteLine("\nOriginal message (len {0}): {1} ",

msg.Length, msg);

// Convert message to array of bytes for signing.

Encoding unicode = Encoding.Unicode;

byte[] msgBytes = unicode.GetBytes(msg);

Console.WriteLine("\n\n------------------------------");

Console.WriteLine(" SETUP OF CREDENTIALS ");

Console.WriteLine("------------------------------\n");

X509Certificate2 signerCert = GetSignerCert();

Console.WriteLine("\n\n----------------------");

Console.WriteLine(" SENDER SIDE ");

Console.WriteLine("----------------------\n");

byte[] encodedSignedCms = SignMsg(msgBytes, signerCert);

Console.WriteLine("\n\n------------------------");

Console.WriteLine(" RECIPIENT SIDE ");

Console.WriteLine("------------------------\n");

if (VerifyMsg(msgBytes, encodedSignedCms))

{

Console.WriteLine("\nMessage verified");

}

else

{

Console.WriteLine("\nMessage failed to verify");

}

}

// Open the My (or Personal) certificate store and search for

// credentials to sign the message with. The certificate

// must have the subject name "MessageSigner1".

static public X509Certificate2 GetSignerCert()

{

// Open the My certificate store.

X509Store storeMy = new X509Store(StoreName.My,

StoreLocation.CurrentUser);

storeMy.Open(OpenFlags.ReadOnly);

// Display certificates to help troubleshoot

// the example's setup.

Console.WriteLine("Found certs with the following subject " +

"names in the {0} store:", storeMy.Name);

foreach (X509Certificate2 cert in storeMy.Certificates)

{

Console.WriteLine("\t{0}", cert.SubjectName.Name);

}

// Find the signer's certificate.

X509Certificate2Collection certColl =

storeMy.Certificates.Find(X509FindType.FindBySubjectName,

signerName, false);

Console.WriteLine(

"Found {0} certificates in the {1} store with name {2}",

certColl.Count, storeMy.Name, signerName);

// Check to see if the certificate suggested by the example

// requirements is not present.

if (certColl.Count == 0)

{

Console.WriteLine(

"A suggested certificate to use for this example " +

"is not in the certificate store. Select " +

"an alternate certificate to use for " +

"signing the message.");

}

storeMy.Close();

// If more than one matching cert, return the first one.

return certColl[0];

}

// Sign the message with the private key of the signer.

static public byte[] SignMsg(

Byte[] msg,

X509Certificate2 signerCert)

{

// Place message in a ContentInfo object.

// This is required to build a SignedCms object.

ContentInfo contentInfo = new ContentInfo(msg);

// Instantiate SignedCms object with the ContentInfo above.

// Has default SubjectIdentifierType IssuerAndSerialNumber.

// Set the Detached property value to true, so message is

// not included in the encoded SignedCms.

SignedCms signedCms = new SignedCms(contentInfo, true);

// Formulate a CmsSigner object for the signer.

CmsSigner cmsSigner = new CmsSigner(signerCert);

// Add an authenticated time stamp attribute to the signer.

// The signing time is the current time.

cmsSigner.SignedAttributes.Add(new Pkcs9SigningTime());

// Sign the CMS/PKCS #7 message.

Console.Write("Computing signature with signer subject " +

"name {0} ... ", signerCert.SubjectName.Name);

signedCms.ComputeSignature(cmsSigner);

Console.WriteLine("Done.");

// Encode the CMS/PKCS #7 message.

return signedCms.Encode();

}

// Verify the encoded SignedCms message and return a Boolean

// value that specifies whether the verification was successful.

static public bool VerifyMsg(byte[] msgBytes, byte[] encodedSignedCms)

{

Pkcs9SigningTime st = new Pkcs9SigningTime();

// Build a ContentInfo object with the message bytes. This

// is necessary because the message is detached from the

// SignedCms object.

ContentInfo contentInfo = new ContentInfo(msgBytes);

// Prepare an object in which to decode and verify.

SignedCms signedCms = new SignedCms(contentInfo, true);

signedCms.Decode(encodedSignedCms);

// Catch a verification exception if you want to

// advise the message recipient that

// security actions might be appropriate.

try

{

// Verify signature. Do not validate signer

// certificate for the purposes of this example.

// Note that in a production environment, validating

// the signer certificate chain will probably

// be necessary.

Console.Write("Checking signature on message ... ");

signedCms.CheckSignature(true);

Console.WriteLine("Done.");

// Report the signing time for the CMS/PKCS #7 message.

for (int i = 0; i < signedCms.SignerInfos[0].SignedAttributes.Count; i++)

{

//if (signedCms.SignerInfos[0].SignedAttributes[i].

//Values[0].GetType().Equals(st.GetType()))

if (signedCms.SignerInfos[0].SignedAttributes[i].Values[0] is Pkcs9SigningTime)

{

Pkcs9SigningTime signingTime = (Pkcs9SigningTime)signedCms.SignerInfos[0].SignedAttributes[i].Values[0];

Console.WriteLine("Signing time: {0}", signingTime.SigningTime);

}

}

}

catch (System.Security.Cryptography.CryptographicException e)

{

Console.WriteLine("VerifyMsg caught exception: {0}",

e.Message);

Console.WriteLine("Verification of the signed PKCS #7 " +

"failed. The message, signatures, " +

" countersignatures, or authenticated attributes " +

" may have been modified in transit or storage. The " +

" message signers or countersigners may not be who " +

" they claim to be. The message's authenticity or " +

" integrity, or both, are not guaranteed.");

return false;

}

return true;

}

}

}
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**.NET Framework 4.6 and 4.5**

* [What's New in Windows Identity Foundation 4.5](https://msdn.microsoft.com/en-us/library/hh873305(v=vs.110).aspx)
* [Windows Identity Foundation 4.5 Overview](https://msdn.microsoft.com/en-us/library/hh291066(v=vs.110).aspx)
  + [Claims-Based Identity Model](https://msdn.microsoft.com/en-us/library/hh873308(v=vs.110).aspx)
  + [Claims Based Authorization Using WIF](https://msdn.microsoft.com/en-us/library/hh545448(v=vs.110).aspx)
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  + [How To: Build Claims-Aware ASP.NET Web Forms Application Using WIF](https://msdn.microsoft.com/en-us/library/hh987037(v=vs.110).aspx)
  + [How To: Build Claims-Aware ASP.NET Application Using Forms-Based Authentication](https://msdn.microsoft.com/en-us/library/hh291068(v=vs.110).aspx)
  + [How To: Build Claims-Aware ASP.NET Application Using Windows Authentication](https://msdn.microsoft.com/en-us/library/hh987035(v=vs.110).aspx)
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  + [How To: Display Signed In Status Using WIF](https://msdn.microsoft.com/en-us/library/hh874923(v=vs.110).aspx)
  + [How To: Enable Token Replay Detection](https://msdn.microsoft.com/en-us/library/jj161103(v=vs.110).aspx)
  + [How To: Enable WIF Tracing](https://msdn.microsoft.com/en-us/library/jj161102(v=vs.110).aspx)
  + [How To: Enable WIF for a WCF Web Service Application](https://msdn.microsoft.com/en-us/library/jj161104(v=vs.110).aspx)
  + [How To: Transform Incoming Claims](https://msdn.microsoft.com/en-us/library/hh987036(v=vs.110).aspx)
* [WIF Guidelines](https://msdn.microsoft.com/en-us/library/jj157088(v=vs.110).aspx)
  + [Guidelines for Migrating an Application Built Using WIF 3.5 to WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157089(v=vs.110).aspx)
  + [Namespace Mapping between WIF 3.5 and WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157091(v=vs.110).aspx)
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* [WIF Extensions](https://msdn.microsoft.com/en-us/library/dn205066(v=vs.110).aspx)
* [WIF API Reference](https://msdn.microsoft.com/en-us/library/jj729788(v=vs.110).aspx)
* [WIF Configuration Reference](https://msdn.microsoft.com/en-us/library/jj729787(v=vs.110).aspx)
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### What's New in Windows Identity Foundation 4.5

**.NET Framework 4.6 and 4.5**

The first version of Windows Identity Foundation (WIF) shipped as a standalone download and is known as WIF 3.5 because it was introduced in the .NET 3.5 SP1 timeframe. Starting with .NET 4.5, WIF is part of the .NET framework. Having the WIF classes directly available in the framework itself allows for a much deeper integration of claims-based identity in the .NET platform, making it easier to use claims. Applications written for WIF 3.5 will need to be modified in order to take advantage of the new model; for information, see [Guidelines for Migrating an Application Built Using WIF 3.5 to WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157089(v=vs.110).aspx).

Below you can find some highlights of the main changes.

[**WIF Is Now Part of the .NET Framework**](javascript:void(0))

WIF classes are now spread across several assemblies, the main ones being **mscorlib**, **System.IdentityModel**,**System.IdentityModel.Services**, and **System.ServiceModel**. Likewise, the WIF classes are spread across several namespaces:[System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx), several [System.IdentityModel](http://go.microsoft.com/fwlink/?LinkId=272004) namespaces, and [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx). The [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx)namespace contains the new [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx) and [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) classes (see below). All principals in .NET now derive from [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx). For more detailed information about the WIF namespaces and the kinds of classes that they contain, see [WIF API Reference](https://msdn.microsoft.com/en-us/library/jj729788(v=vs.110).aspx). For information about how namespaces map between WIF 3.5 and WIF 4.5, see [Namespace Mapping between WIF 3.5 and WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157091(v=vs.110).aspx).

[**New Claims Model and Principal Object**](javascript:void(0))

Claims are at the very core of the .NET Framework 4.5. The base claim classes ([Claim](https://msdn.microsoft.com/en-us/library/system.security.claims.claim(v=vs.110).aspx), [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx), [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx), [ClaimTypes](https://msdn.microsoft.com/en-us/library/system.security.claims.claimtypes(v=vs.110).aspx), and[ClaimValueTypes](https://msdn.microsoft.com/en-us/library/system.security.claims.claimvaluetypes(v=vs.110).aspx)) all live directly in **mscorlib** in the [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) namespace. It is no longer necessary to use interfaces in order to plug claims into the .NET identity system: [WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.110).aspx), [GenericPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.genericprincipal(v=vs.110).aspx), and [RolePrincipal](https://msdn.microsoft.com/en-us/library/system.web.security.roleprincipal(v=vs.110).aspx) now inherit from [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx); and[WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.110).aspx), [GenericIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.genericidentity(v=vs.110).aspx), and [FormsIdentity](https://msdn.microsoft.com/en-us/library/system.web.security.formsidentity(v=vs.110).aspx) now inherit from [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx). In short, every principal class will now serve claims. The WIF 3.5 integration classes and interfaces (**WindowsClaimsIdentity**, **WindowsClaimsPrincipal**, **IClaimsPrincipal**, **IClaimsIdentity**) have thus been removed. In addition, the [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) class now exposes methods which make it easier to query the identity’s claims collection.

[**Changes to the WIF 4.5 Visual Studio Experience**](javascript:void(0))

* The **Add STS Reference …** Visual Studio functionality (cmdline utility FedUtil) no longer exists; instead you can use the new Visual Studio extension **Identity and Access Tool for Visual Studio 2012**. This allows you to federate with an existing STS or use LocalSTS to test your solutions. After installing the extension you can right-click on your project and look for **Identity and Access** in the context menu.
* The ASP.NET and STS templates are no longer provided as claims can be used directly in existing project templates for ASP.Net, web sites, and WCF.
* The controls in the **Microsoft.IdentityModel.Web.Controls** namespace (**SignInControl**, **FederatedPassiveSignInControl**, and**FederatedPassiveSignInStatus**) are not carried over into WIF 4.5.

[**Changes to the WIF 4.5 API**](javascript:void(0))

* In general, claims related classes are in the [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) namespace; WCF related classes –- service contracts, channels, channel factories, and service hosts that are used for WS-Trust scenarios -- are in [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx); and all other WIF classes are spread across various [System.IdentityModel](http://go.microsoft.com/fwlink/?LinkId=272004) namespaces – these include, for example, classes that represent WS-\* and SAML artifacts, token handlers and related classes, and classes used in WS-Federation scenarios. For more information, see[Namespace Mapping between WIF 3.5 and WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157091(v=vs.110).aspx) and [WIF API Reference](https://msdn.microsoft.com/en-us/library/jj729788(v=vs.110).aspx).
* Machine key has been enabled for use in session cookies for web farm scenarios. For more information, see [WIF and Web Farms](https://msdn.microsoft.com/en-us/library/hh545457(v=vs.110).aspx).
* You now declaratively configure WIF under the [<system.identityModel>](https://msdn.microsoft.com/en-us/library/hh568638(v=vs.110).aspx) and [<system.identityModel.services>](https://msdn.microsoft.com/en-us/library/hh568674(v=vs.110).aspx) elements. For more information about WIF configuration, see [WIF Configuration Reference](https://msdn.microsoft.com/en-us/library/jj729787(v=vs.110).aspx).

[**Other notable .NET changes or features that are caused by the integration of WIF into .NET**](javascript:void(0))

* The potential for performing claims-based authorization (CBAC) is now integral to the .NET framework. You can configure a[ClaimsAuthorizationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthorizationmanager(v=vs.110).aspx) object and then use the [ClaimsPrincipalPermission](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.claimsprincipalpermission(v=vs.110).aspx) and [ClaimsPrincipalPermissionAttribute](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.claimsprincipalpermissionattribute(v=vs.110).aspx) classes to perform imperative and declarative access checks in your code. CBAC provides more flexibility and greater granularity than traditional role-based access checks (RBAC). It also allows greater separation of authorization policy from business logic because the business logic can base the access check on a specific claim or set of claims and the authorization policy for those claims can be configured declaratively under the [<claimsAuthorizationManager>](https://msdn.microsoft.com/en-us/library/hh568658(v=vs.110).aspx) element.

[**WCF changes as a result of WIF integration:**](javascript:void(0))

* The WCF claims-based identity model is superseded by WIF. This means that classes in the [System.IdentityModel.Claims](https://msdn.microsoft.com/en-us/library/system.identitymodel.claims(v=vs.110).aspx),[System.IdentityModel.Policy](https://msdn.microsoft.com/en-us/library/system.identitymodel.policy(v=vs.110).aspx), and [System.IdentityModel.Selectors](https://msdn.microsoft.com/en-us/library/system.identitymodel.selectors(v=vs.110).aspx) namespaces should be dropped in favor of using WIF classes.
* WIF is now enabled on a WCF service by specifying the **useIdentityConfiguration** attribute on the**<system.serviceModel>**/**<behaviors>**/**<serviceBehaviors>**/**<serviceCredentials>** element as in the following XML:

Xml

<serviceCredentials useIdentityConfiguration="true">

<!--Certificate added by Identity And Access VS Package. Subject='CN=localhost', Issuer='CN=localhost'. Make sure you have this certificate installed. The Identity and Access tool does not install this certificate.-->

<serviceCertificate findValue="CN=localhost" storeLocation="LocalMachine" storeName="My" x509FindType="FindBySubjectDistinguishedName" />

</serviceCredentials>

When you use the Identity and Access Tool for Visual Studio 2012 (see **Changes to the Visual Studio Experience** above), the tool adds a **<serviceCredentials>** element with the **useIdentityConfiguration** attribute set to the configuration file for you. It also adds a corresponding [<system.identityModel>](https://msdn.microsoft.com/en-us/library/hh568638(v=vs.110).aspx) element that contains the WIF configuration settings and adds a binding and other settings necessary to outsource authentication to your chosen STS.

### Windows Identity Foundation 4.5 Overview

**.NET Framework 4.6 and 4.5**

Windows Identity Foundation 4.5 is a set of .NET Framework classes for implementing claims-based identity in your applications. By using it, you’ll more easily reap the benefits of claims-aware applications and services. WIF 4.5 can be used in any Web application or Web service that uses the .NET Framework version 4.5 or later. WIF is just one part of Microsoft’s Federated Identity software family that implements the shared industry vision based on open standards. Federated Identity comprises three components: [Active Directory® Federation Services](http://go.microsoft.com/fwlink/?LinkID=247516) (AD FS) 2.0,[Windows Azure Access Control Services](http://go.microsoft.com/fwlink/?LinkID=247517) (ACS), and WIF. Together, these three components form the core of Microsoft’s new claims-based cloud identity and access platform.

For more information about WIF, see the [Windows Identity Foundation Web site](http://go.microsoft.com/fwlink/?LinkId=149009) (http://go.microsoft.com/fwlink/?LinkId=149009) at the Security Developer Center on MSDN. For an introduction to creating applications using WIF, see [Programming Windows Identity Foundation](http://go.microsoft.com/fwlink/?LinkId=210158)(http://go.microsoft.com/fwlink/?LinkId=210158) by Vittorio Bertocci (published by Microsoft Press).

[**WIF 4.5 Features**](javascript:void(0))

WIF 4.5 is a framework for building identity-aware applications. The framework abstracts the WS-Trust and WS-Federation protocols and presents developers with APIs for building claims-aware applications and, if needed, security token services (STS)s. Applications can use WIF to process tokens issued from STSs, such as AD FS 2.0 and ACS, and make identity-based decisions at the web application or web service.

WIF 4.5 has the following major features:

* Build claims-aware applications (relying party applications). WIF helps developers build claims-aware applications. In addition to providing a claims model, it provides application developers with a rich set of APIs to help making user access decisions based on claims. WIF also provides developers with a consistent programming experience whether they choose to build their applications in ASP.NET or in WCF environments.
* Build identity delegation support into claims-aware applications. WIF offers the capability of maintaining the identities of original requestors across the multiple service boundaries. This capability can be achieved by either using the "ActAs" or the "OnBehalfOf" functionality in the framework and it offers developers the ability to add identity delegation support into their claims-aware applications.
* Build custom STSs. WIF makes it substantially easier to build a custom STS that supports the WS-Trust protocol. Such an STS is also referred to as an Active STS.

In addition, the framework also provides support for building an STS that supports WS-Federation to enable Web browser clients. Such an STS is also referred to as a Passive STS.

* New identity and access tool for Visual Studio 11 that enables you to secure your application with claims based identity and accept users from multiple identity providers. You can download this WIF tool from the following URL: <http://go.microsoft.com/fwlink/?LinkID=245849> or directly from within Visual Studio 11 by searching for “identity” directly in the Extensions Manager. For more information, see [Identity and Access Tool for Visual Studio 2012](https://msdn.microsoft.com/en-us/library/hh545418(v=vs.110).aspx).

WIF supports the following major scenarios:

* Federation. WIF makes it possible to enable federation between two or more partners. Its support for building claims-aware applications (RPs) and custom STSs helps developers achieve this scenario.
* Identity Delegation. WIF makes it easy to maintain the identities across the service boundaries so that developers can achieve an identity delegation scenario.
* Step-up Authentication. Authentication requirements for different resources within an application may vary. WIF provides developers the ability to build applications that can require incremental authentication requirements (for example: initial login with Username/Password authentication and then step-up to Smart Card authentication).

By using WIF, you’ll more easily reap the benefits of the claims-based identity model. For more information, see [Windows Identity Foundation White Paper for Developers](http://go.microsoft.com/fwlink/?LinkId=122266).

#### Claims-Based Identity Model

**.NET Framework 4.6 and 4.5**

When you build claims-aware applications, the user identity is represented in your application as a set of claims. One claim could be the user’s name, another might be an e-mail address. The idea is that an external identity system is configured to give your application everything it needs to know about the user with each request she makes, along with cryptographic assurance that the identity data you receive comes from a trusted source.

Under this model, single sign-on is much easier to achieve, and your application is no longer responsible for the following:

* Authenticating users.
* Storing user accounts and passwords.
* Calling to enterprise directories to look up user identity details.
* Integrating with identity systems from other platforms or companies.

Under this model, your application makes identity-related decisions based on claims supplied by the system that authenticated your user. This could be anything from simple application personalization with the user’s first name, to authorizing the user to access higher valued features and resources in your application.

This topic provides the following information:

* [Introduction to Claims-Based Identity](https://msdn.microsoft.com/en-us/library/hh873308(v=vs.110).aspx#bkmk_1)
* [Basic Scenario for a Claims-Based Identity Model](https://msdn.microsoft.com/en-us/library/hh873308(v=vs.110).aspx#bkmk_2)

[**Introduction to Claims-Based Identity**](javascript:void(0))

The following terminology and concepts can help you understand this new architecture for identity.

[**Identity**](javascript:void(0))

For the purposes of describing the programming model in Windows Identity Foundation (WIF), we will use the term “identity” to represent a set of attributes that describe a user or some other entity in a system that you want to secure.

[**Claim**](javascript:void(0))

Think of a claim as a piece of identity information such as name, e-mail address, age, membership in the Sales role. The more claims your application receives, the more you’ll know about your user. You may be wondering why these are called “claims,” rather than “attributes,” as is commonly used in describing enterprise directories. The reason has to do with the delivery method. In this model, your application doesn’t look up user attributes in a directory. Instead, the user delivers claims to your application, and your application examines them. Each claim is made by an issuer, and you trust the claim only as much as you trust the issuer. For example, you trust a claim made by your company’s domain controller more than you trust a claim made by the user herself. WIF represents claims with a [Claim](https://msdn.microsoft.com/en-us/library/system.security.claims.claim(v=vs.110).aspx) type, which has an [Issuer](https://msdn.microsoft.com/en-us/library/hh194503(v=vs.110).aspx) property that allows you to find out who issued the claim.

[**Security Token**](javascript:void(0))

The user delivers a set of claims to your application along with a request. In a Web service, these claims are carried in the security header of the SOAP envelope. In a browser-based Web application, the claims arrive through an HTTP POST from the user’s browser, and may later be cached in a cookie if a session is desired. Regardless of how these claims arrive, they must be serialized, which is where security tokens come in. A security token is a serialized set of claims that is digitally signed by the issuing authority. The signature is important: it gives you assurance that the user didn’t just make up a bunch of claims and send them to you. In low security situations where cryptography isn’t necessary or desired, you can use unsigned tokens, but that scenario is not described in this topic.

One of the core features in WIF is the ability to create and read security tokens. WIF and the .NET Framework handle all of the cryptographic work, and present your application with a set of claims that you can read.

[**Issuing Authority**](javascript:void(0))

There are lots of different types of issuing authorities, from domain controllers that issue Kerberos tickets, to certification authorities that issue X.509 certificates, but the specific type of authority discussed in this topic issues security tokens that contain claims. This issuing authority is a Web application or Web service that knows how to issue security tokens. It must have enough knowledge to be able to issue the proper claims given the target relying party and the user making the request, and might be responsible for interacting with user stores to look up claims and authenticate the users themselves.

Whatever issuing authority you choose, it plays a central role in your identity solution. When you factor authentication out of your application by relying on claims, you’re passing responsibility to that authority and asking it to authenticate users on your behalf.

[**Security Token Service (STS)**](javascript:void(0))

A security token service (STS) is the service component that builds, signs, and issues security tokens according to the WS-Trust and WS-Federation protocols. There’s a lot of work that goes into implementing these protocols, but WIF does all of this work for you, making it feasible for someone who isn’t an expert in the protocols to get an STS up and running with very little effort. You can use a pre-built STS such as [Active Directory® Federation Services (AD FS) 2.0](http://go.microsoft.com/fwlink/?LinkID=247516), a cloud STS such as a [Windows Azure Access Control Service (ACS)](http://go.microsoft.com/fwlink/?LinkID=247517), or, if you want to issue custom tokens or provide custom authentication or authorization, you can build your own custom STS using WIF. WIF makes it easy to build your own STS.

[**Relying Party Application**](javascript:void(0))

When you build an application that relies on claims, you are building a relying party (RP) application. Synonyms for an RP include “claims-aware application” and “claims-based application”. Web applications and Web services can both be RPs. A RP application consumes the tokens issued by a STS and extracts the claims from tokens to use them for identity related tasks. WIF offers functionalities to help you build RP applications.

[**Standards**](javascript:void(0))

In order to make all of this interoperable, several WS-\* standards are used in the previous scenario. Policy is retrieved using WS-MetadataExchange, and the policy itself is structured according to the WS-Policy specification. The STS exposes endpoints that implement the WS-Trust specification, which describes how to request and receive security tokens. Most STSs today issue tokens formatted with Security Assertion Markup Langauge (SAML). SAML is an industry-recognized XML vocabulary that can be used to represent claims in an interoperable way. Or, in a multi-platform situation, this allows you to communicate with an STS on an entirely different platform and achieve single sign-on across all of your applications, regardless of platform.

[**Browser-Based Applications**](javascript:void(0))

Smart clients aren’t the only ones who can use the claims-based identity model. Browser-based applications (also referred to as passive clients) can use it as well. The following scenario describes how this works.

First, the user points a browser at a claims-aware Web application (the relying party application). The Web application redirects the browser to the STS so the user can be authenticated. The STS is hosted in a simple web application that reads the incoming request, authenticates the user using standard HTTP mechanisms, and then creates a SAML token and replies with a piece of JavaScript code that causes the browser to initiate an HTTP POST that sends the SAML token back to the RP. The body of this POST contains the claims that the RP requested. At this point, it is common for the RP to package the claims into a cookie so that the user doesn’t have to be redirected for each request.

[**Basic Scenario for a Claims-Based Identity Model**](javascript:void(0))

The following is an example of a claims-based system.
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This diagram shows a Web site (the relying party application, RP) that has been configured to use WIF for authentication and a client, a web browser, that wants to use that site.

1. When an unauthenticated user requests a page their browser is redirected to the identity provider (IP) pages.
2. The IP requires the user to present their credentials, e.g. username/password, Kerberos, etc.
3. The IP issues a token back to that is returned to the browser.
4. The browser is now redirected back to the originally requested page where WIF determines if the token satisfies the requirements to access the page. If so a cookie is issued to establish a session so the authentication only needs to occur once, and control is passed to the application.

#### Claims Based Authorization Using WIF

**.NET Framework 4.6 and 4.5**

In a relying party application, authorization determines what resources an authenticated identity is allowed to access and what operations it is allowed to perform on those resources. Improper or weak authorization leads to information disclosure and data tampering. This topic outlines the available approaches to implementing authorization for claims-aware ASP.NET web applications and services using Windows Identity Foundation (WIF) and a Security Token Service (STS), for example, the Windows Azure Access Control Service (ACS).

[**Overview**](javascript:void(0))

Since its first version, the .NET Framework has offered a flexible mechanism for implementing authorization. This mechanism is based on two simple interfaces—**IPrincipal** and **IIdentity**. Concrete implementations of **IIdentity** represent an authenticated user. For example, the**WindowsIdentity** implementation represents a user who is authenticated by Active Directory, and **GenericIdentity** represents a user whose identity is verified via a custom authentication process. Concrete implementations of **IPrincipal** help to check permissions using roles depending on the role store. For example, **WindowsPrincipal** checks **WindowsIdentity** for membership in Active Directory groups. This check is performed by calling the **IsInRole** method on the **IPrincipal** interface. Checking access based on roles is called Role-Based Access Control (RBAC). For more information, see [Role-Based Access Control](https://msdn.microsoft.com/en-us/library/hh545448(v=vs.110).aspx#bkmk_1). Claims can be used to carry information about roles to support familiar, role-based authorization mechanisms.

Claims can also be used to enable more complicated authorization decisions beyond roles. Claims can be based on virtually any information about the user - age, zip code, shoe size, etc. An access control mechanism that is based on arbitrary claims is called claims-based authorization. For more information, see [Claims-based Authorization](https://msdn.microsoft.com/en-us/library/hh545448(v=vs.110).aspx#bkmk_2).

[**Role-Based Access Control**](javascript:void(0))

RBAC is an authorization approach in which user permissions are managed and enforced by an application based on user roles. If a user has a role that is required to perform an action, the access is granted; otherwise, access is denied.

[**IPrincipal.IsInRole Method**](javascript:void(0))

To implement the RBAC approach in claims-aware applications, use the **IsInRole()** method in the **IPrinicpal** interface, just as you would in non-claims-aware applications. There are several ways of using the **IsInRole()** method:

* Explicitly calling on **IPrincipal.IsInRole(“Administrator”)**. In this approach, the outcome is a Boolean. Use it in your conditional statements. It can be used arbitrarily any place in your code.
* Using the security demand **PrincipalPermission.Demand()**. In this approach, the outcome is an exception in case the demand is not satisfied. This should fit your exception handling strategy. Throwing exceptions is much more expensive from a performance perspective compared to retiring Boolean. This can be used any place in your code.
* Using the declarative attributes **[PrincipalPermission(SecurityAction.Demand, Role = “Administrator”)]**. This approach is called declarative, because it is used to decorate methods. It cannot be used in code blocks inside the method’s implementations. The outcome is an exception in case the demand is not satisfied. You should make sure that it fits your exception-handling strategy.
* Using URL authorization, using the **<authorization>** section in **web.config**. This approach is suitable when you are managing authorization on a URL level. This is the most coarse level among those previously mentioned. The advantage of this approach is that changes are made in the configuration file, which means that the code should not be compiled to take advantage of the change.

[**Expressing Roles as Claims**](javascript:void(0))

When the **IsInRole()** method is called, there is a check made to see if the current user has that role. In claims-aware applications, the role is expressed by a role claim type that should be available in the token. The role claim type is expressed using the following URI:

http://schemas.microsoft.com/ws/2008/06/identity/claims/role

There are several ways to enrich a token with a role claim type:

* **During token issuance**. When a user is authenticated the role claim can be issued by the identity provider STS or by a federation drovider such as the Windows Azure Access Control Service (ACS).
* **Transforming arbitrary claims into of claims role type using ClaimsAuthenticationManager**. The ClaimsAuthenticationManager is a component that ships as part of WIF. It allows requests to be intercepted when they launch an application, inspecting tokens and transforming them by adding, changing, or removing claims. For more information about how to use ClaimsAuthenticationManager for transforming claims, see [How To: Implement Role Based Access Control (RBAC) in a Claims Aware ASP.NET Application Using WIF and ACS](http://go.microsoft.com/fwlink/?LinkID=247445) (http://go.microsoft.com/fwlink/?LinkID=247444).
* **Mapping arbitrary claims to a role type using the samlSecurityTokenRequirement configuration section**—A declarative approach where the claims transformation is done using only the configuration and no coding is required.

[**Claims-based Authorization**](javascript:void(0))

Claims-based authorization is an approach where the authorization decision to grant or deny access is based on arbitrary logic that uses data available in claims to make the decision. Recall that in the case of RBAC, the only claim used was role type claim. A role type claim was used to check if the user belongs to specific role or not. To illustrate the process of making the authorization decisions using claims-based authorization approach, consider the following steps:

1. The application receives a request that requires the user is authenticated.
2. WIF redirects the user to their identity provider, after they are authenticated the application request is made with an associated security token representing the user containing claims about them. WIF associates those claims with the principal that represents the user.
3. The application passes the claims to the decision logic mechanism. It can be in-memory code, a call to a web service, a query to a database, a sophisticated rules engine, or using the ClaimsAuthorizationManager.
4. The decision mechanism calculates the outcome based on the claims.
5. Access is granted if the outcome is true and denied if it is false. For example, the rule might be that the user is of age 21 or above and lives in Washington State.

[ClaimsAuthorizationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthorizationmanager(v=vs.110).aspx) is useful for externalizing the decision logic for claims-based authorization in your applications. ClaimsAuthorizationManager is a WIF component that ships as part of .NET 4.5. ClaimsAuthorizationManager allows you to intercept incoming requests and implement any logic of your choice to make authorization decisions based on the incoming claims. This becomes important when authorization logic needs to be changed. In that case, using ClaimsAuthorizationManager will not affect the application’s integrity, thereby reducing the likelihood of an application error as a result of the change. To learn more about how to use ClaimsAuthorizationManager to implement claims-based access control, see [How To: Implement Claims Authorization in a Claims Aware ASP.NET Application Using WIF and ACS](http://go.microsoft.com/fwlink/?LinkID=247446).

#### WIF Claims Programming Model

**.NET Framework 4.6 and 4.5**

ASP.NET and Windows Communication Foundation (WCF) developers ordinarily use the IIdentity and IPrincipal interfaces to work with the user’s identity information. In .NET 4.5, Windows Identity Foundation (WIF) has been integrated such that claims are now always present for any principal as illustrated in the following diagram:
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In .NET 4.5, System.Security.Claims contains the new ClaimsPrincipal and ClaimsIdentity classes (see diagram above). All principals in .NET now derive from ClaimsPrincipal. All built-in identity classes, like FormsIdentity for ASP.NET and WindowsIdentity now derive from ClaimsIdentity. Similarly, all built-in principal classes like GenericPrincipal and WindowsPrincipal derive from ClaimsPrincipal.

A claim is represented by [Claim](https://msdn.microsoft.com/en-us/library/system.security.claims.claim(v=vs.110).aspx) class. This class has the following important properties:

* [Type](https://msdn.microsoft.com/en-us/library/hh159715(v=vs.110).aspx) represents the type of claim and is typically a URI. For example, the e-mail address claim is represented ashttp://schemas.microsoft.com/ws/2008/06/identity/claims/email.
* [Value](https://msdn.microsoft.com/en-us/library/hh194538(v=vs.110).aspx) contains the value of the claim and is represented as a string. For example, the e-mail address can be represented as “someone@contoso.com”.
* [ValueType](https://msdn.microsoft.com/en-us/library/hh194424(v=vs.110).aspx) represents the type of the claim value and is typically a URI. For example, the string type is represented ashttp://www.w3.org/2001/XMLSchema#string. The value type must be a QName according to the XML schema. The value should be of the format namespace#format to enable WIF to output a valid QName value. If the namespace is not a well-defined namespace, the generated XML probably cannot be schema validated, because there will not be a published XSD file for that namespace. The default value type is http://www.w3.org/2001/XMLSchema#string. Please see[http://www.w3.org/2001/XMLSchema](http://go.microsoft.com/fwlink/?LinkId=209155) for well-known value types that you can use safely.
* [Issuer](https://msdn.microsoft.com/en-us/library/hh194503(v=vs.110).aspx) is the identifier of the security token service (STS) that issued the claim. This can be represented as URL of the STS or a name that represents the STS, such as https://sts1.contoso.com/sts.
* [OriginalIssuer](https://msdn.microsoft.com/en-us/library/hh159766(v=vs.110).aspx) is the identifier of the STS that originally issued the claim, regardless of how many STSs are in the chain. This is represented just like [Issuer](https://msdn.microsoft.com/en-us/library/hh194503(v=vs.110).aspx).
* [Subject](https://msdn.microsoft.com/en-us/library/hh159760(v=vs.110).aspx) is the subject whose identity is being examined. It contains a [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx).
* [Properties](https://msdn.microsoft.com/en-us/library/hh194436(v=vs.110).aspx) is a dictionary that lets the developer provide application-specific data to be transferred on the wire together with the other properties, and can be used for custom validation.

[**Identity Delegation**](javascript:void(0))

An important property of [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) is [Actor](https://msdn.microsoft.com/en-us/library/hh194460(v=vs.110).aspx). This property enables the delegation of credentials in a multi-tier system in which a middle tier acts as the client to make requests to a back-end service.

[**Accessing Claims through Thread.CurrentPrincipal**](javascript:void(0))

To access the current user’s set of claims in an RP application, use Thread.CurrentPrincipal.

The following code sample shows the usage of this method to get a System.Security.Claims.ClaimsIdentity:

ClaimsPrincipal claimsPrincipal = Thread.CurrentPrincipal as ClaimsPrincipal;

For more information, see [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx).

[**Role Claim Type**](javascript:void(0))

Part of configuring your RP application is to determine what your role claim type should be. This claim type is used by System.Security.Claims.ClaimsPrincipal.IsInRole(System.String). The default claim type ishttp://schemas.microsoft.com/ws/2008/06/identity/claims/role.

[**Claims Extracted by Windows Identity Foundation from Different Token Types**](javascript:void(0))

WIF supports several combinations of authentication mechanisms out of the box. The following table lists the claims that WIF extracts from different token types.

|  |  |  |
| --- | --- | --- |
| Token Type | Claim Generated | Map To Windows Access Token |
| SAML 1.1 | 1. All claims from System.IdentityModel.SecurityTokenService.GetOutputClaimsIdentity(System.Security.Claims.ClaimsPrincipal,System.IdentityModel.Protocols.WSTrust.RequestSecurityToken,System.IdentityModel.Scope). 2. The http://schemas.microsoft.com/ws/2008/06/identity/claims/confirmationkey claim that contains the XML serialization of the confirmation key, if the token contains a proof token. 3. The http://schemas.microsoft.com/ws/2008/06/identity/claims/samlissuername claim from the Issuer element. 4. AuthenticationMethod and AuthenticationInstant claims, if the token contains an authentication statement. | In addition to the claims listed in “SAML 1.1”, except claims of typehttp://schemas.xmlsoap.org/ws/2005/05/identity/claims/name, Windows authentication related claims will be added and the identity will be represented by WindowsClaimsIdentity. |
| SAML 2.0 | Same as “SAML 1.1”. | Same as “SAML 1.1 Mapped to Windows Account”. |
| X509 | 1. Claims with the X500 distinguished name, emailName, dnsName, SimpleName, UpnName, UrlName, thumbprint, RsaKey (this can be extracted using the RSACryptoServiceProvider.ExportParameters method from the X509Certificate2.PublicKey.Key property), DsaKey (this can be extracted using the DSACryptoServiceProvider.ExportParameters method from the X509Certificate2.PublicKey.Key property), SerialNumber properties from the X509 Certificate. 2. AuthenticationMethod claim with value http://schemas.microsoft.com/ws/2008/06/identity/authenticationmethod/x509. AuthenticationInstant claim with the value of the time when the certificate was validated in XmlSchema DateTime format. | 1. It uses the Windows account fully qualified domain name as thehttp://schemas.xmlsoap.org/ws/2005/05/identity/claims/nameclaim value. . 2. Claims from the X509 Certificate not mapped to Windows, and claims from the windows account obtained by mapping the certificate to Windows. |
| UPN | 1. Claims are similar to the claims in the Windows authentication section. 2. AuthenticationMethod claim with value http://schemas.microsoft.com/ws/2008/06/identity/authenticationmethod/password. The AuthenticationInstant claim with the value of the time when the password was validated in XmlSchema DateTime format. |  |
| Windows (Kerberos or NTLM) | 1. Claims generated from the access token such as: PrimarySID, DenyOnlyPrimarySID, PrimaryGroupSID, DenyOnlyPrimaryGroupSID, GroupSID, DenyOnlySID, and Name 2. AuthenticationMethod with the value http://schemas.microsoft.com/ws/2008/06/identity/authenticationmethod/windows. AuthenticationInstant with the value of the time when the Windows access token was created in the XMLSchema DateTime format. |  |
| RSA Key Pair | 1. The http://schemas.xmlsoap.org/ws/2005/05/identity/claims/rsa claim with the value of RSAKeyValue. 2. AuthenticationMethod claim with the value http://schemas.microsoft.com/ws/2008/06/identity/authenticationmethod/signature. AuthenticationInstant claim with the value of the time when the RSA key was authenticated (that is, the signature was verified) in the XMLSchema DateTime format. |  |
| Authentication Type | URI emitted in “AuthenticationMethod” claim |
| Password | urn:oasis:names:tc:SAML:1.0:am:password |
| Kerberos | urn:ietf:rfc:1510 |
| SecureRemotePassword | urn:ietf:rfc:2945 |
| TLSClient | urn:ietf:rfc:2246 |
| X509 | urn:oasis:names:tc:SAML:1.0:am:X509-PKI |
| PGP | urn:oasis:names:tc:SAML:1.0:am:PGP |
| Spki | urn:oasis:names:tc:SAML:1.0:am:SPKI |
| XmlDSig | urn:ietf:rfc:3075 |
| Unspecified | urn:oasis:names:tc:SAML:1.0:am:unspecified |

### Getting Started With WIF

**.NET Framework 4.6 and 4.5**

* [Building My First Claims-Aware ASP.NET Web Application](https://msdn.microsoft.com/en-us/library/hh545401(v=vs.110).aspx)
* [Building My First Claims-Aware WCF Service](https://msdn.microsoft.com/en-us/library/hh545447(v=vs.110).aspx)

#### Building My First Claims-Aware ASP.NET Web Application

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Windows Identity Foundation (WIF)
* ASP.NET

This topic outlines the scenario of building claims-aware ASP.NET web applications using WIF. There are usually three participants in a claims-aware application scenario: the application itself, the end user, and the Security Token Service (STS). The following figure describes this scenario:
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1. The claims-aware application uses WIF to identify unauthenticated requests and to redirect them to the STS.
2. The end user provides credentials to the STS and upon successful authentication the user is issued a token by the STS.
3. The user is redirected from the STS to the claims-aware application with the STS-issued token in the request.
4. The claims-aware application is configured to trust the STS and the tokens it issues. The claims-aware application uses WIF to validate the token and to parse it. Developers use the appropriate WIF API and types, for example, **ClaimsPrincpal** for the application’s needs, such as implementing authorization for it.

Starting from .NET 4.5, WIF is part of the .NET framework package. Having the WIF classes directly available in the framework itself allows a much deeper integration of claims-based identity in the .NET platform, making it easier to use claims. With WIF 4.5, you do not need to install any out-of-band components in order to start developing claims-aware web applications. WIF classes are now spread across various assemblies, the main ones being System.Security.Claims, System.IdentityModel and System.IdentityModel.Services.

STS is a service that issues tokens upon successful authentication. Microsoft offers two industry standard STS’s:

* [Active Directory Federation Services (AD FS) 2.0](http://go.microsoft.com/fwlink/?LinkID=247516) (http://go.microsoft.com/fwlink/?LinkID=247516)
* [Windows Azure Access Control Service (ACS)](http://go.microsoft.com/fwlink/?LinkID=247517) (http://go.microsoft.com/fwlink/?LinkID=247517).

AD FS 2.0 is part of the Windows Server R2 and can be used as an STS for on-premise scenarios. ACS is a cloud service, offered as part of the Windows Azure Platform. For testing or educational purposes, you can also use other STS’s in order to build your claims-aware applications. For example, you can use the Local Development STS that is part of the [Identity and Access Tool for Visual Studio](http://go.microsoft.com/fwlink/?LinkID=245849)(http://go.microsoft.com/fwlink/?LinkID=245849) which is freely available online.

To build your first claims-aware ASP.NET application using WIF, follow the instructions in one of the following:

* [How To: Build Claims-Aware ASP.NET MVC Web Application Using WIF](https://msdn.microsoft.com/en-us/library/hh291061(v=vs.110).aspx)
* [How To: Build Claims-Aware ASP.NET Web Forms Application Using WIF](https://msdn.microsoft.com/en-us/library/hh987037(v=vs.110).aspx)
* [How To: Build Claims-Aware ASP.NET Application Using Forms-Based Authentication](https://msdn.microsoft.com/en-us/library/hh291068(v=vs.110).aspx)

#### Building My First Claims-Aware WCF Service

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Windows Identity Foundation (WIF)
* Windows Communication Foundation (WCF)

[**Overview**](javascript:void(0))

This topic outlines the scenario of building claims-aware WCF services using WIF. There are usually three participants in a claims-aware web service scenario: the web service itself, the end user, and the Security Token Service (STS). The following figure describes this scenario:
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1. The WCF service client (sometimes called agent) uses WIF to send credentials to the STS and upon successful authentication, the agent is issued a token by the STS.
2. The agent sends this STS-issued token to the WCF service.
3. The claims-aware WCF service is configured to trust the STS and the tokens it issues. The claims-aware WCF service uses WIF to validate the token and to parse it. Developers use the appropriate WIF API and types, for example, **ClaimsPrincipal** for the application’s needs, such as implementing authorization for it.

Starting from .NET 4.5, WIF is part of the .NET framework package. Having the WIF classes directly available in the framework itself allows a much deeper integration of claims-based identity in the .NET platform, making it easier to use claims. With WIF 4.5, you do not need to install any out-of-band components in order to start developing claims-aware web applications. WIF classes are now spread across various assemblies, the main ones being System.Security.Claims, System.IdentityModel and System.IdentityModel.Services.

STS is a service that issues tokens upon successful authentication. Microsoft offers two industry standard STS’s:

* [Active Directory Federation Services (AD FS) 2.0](http://go.microsoft.com/fwlink/?LinkID=247516) (http://go.microsoft.com/fwlink/?LinkID=247516)
* [Windows Azure Access Control Service (ACS)](http://go.microsoft.com/fwlink/?LinkID=247517) (http://go.microsoft.com/fwlink/?LinkID=247517).

AD FS 2.0 is part of the Windows Server R2 and can be used as an STS for on-premise scenarios. Azure Active Directory Access Control (also known as Access Control Service or ACS) is a cloud service, offered as part of Microsoft Azure. For testing or educational purposes, you can also use other STS’s in order to build your claims-aware applications. For example, you can use the Local Development STS that is part of the [Identity and Access Tool for Visual Studio](http://go.microsoft.com/fwlink/?LinkID=245849) (http://go.microsoft.com/fwlink/?LinkID=245849) which is freely available online.

To build your first claims-aware WCF service using WIF, see [How To: Build Claims-Aware WCF Service Using WIF](https://msdn.microsoft.com/en-us/library/hh291064(v=vs.110).aspx).

### WIF Features

**.NET Framework 4.6 and 4.5**

* [Identity and Access Tool for Visual Studio 2012](https://msdn.microsoft.com/en-us/library/hh545418(v=vs.110).aspx)
* [WIF Session Management](https://msdn.microsoft.com/en-us/library/hh873347(v=vs.110).aspx)
* [WIF and Web Farms](https://msdn.microsoft.com/en-us/library/hh545457(v=vs.110).aspx)
* [WSFederation Authentication Module Overview](https://msdn.microsoft.com/en-us/library/jj191638(v=vs.110).aspx)
* [WSTrustChannelFactory and WSTrustChannel](https://msdn.microsoft.com/en-us/library/hh873343(v=vs.110).aspx)

#### Custom Token Handlers

**.NET Framework 4.6 and 4.5**

This topic discusses token handlers in WIF and how they are used to process tokens. The topic also covers what is necessary to create custom token handlers for token types that are not supported by default in WIF.

[**Introduction to Token Handlers in WIF**](javascript:void(0))

WIF relies on security token handlers to create, read, write, and validate tokens for a relying party (RP) application or a security token service (STS). Token handlers are extensibility points for you to add a custom token handler in the WIF pipeline, or to customize the way that an existing token handler manages tokens. WIF provides nine built-in security token handlers that can be modified or entirely overridden to change the functionality as necessary.

[**Built-In Security Token Handlers in WIF**](javascript:void(0))

WIF 4.5 includes nine security token handler classes that derive from the abstract base class [SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler(v=vs.110).aspx):

* [EncryptedSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.encryptedsecuritytokenhandler(v=vs.110).aspx)
* [KerberosSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.kerberossecuritytokenhandler(v=vs.110).aspx)
* [RsaSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.rsasecuritytokenhandler(v=vs.110).aspx)
* [SamlSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.samlsecuritytokenhandler(v=vs.110).aspx)
* [Saml2SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.saml2securitytokenhandler(v=vs.110).aspx)
* [SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx)
* [UserNameSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.usernamesecuritytokenhandler(v=vs.110).aspx)
* [WindowsUserNameSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.windowsusernamesecuritytokenhandler(v=vs.110).aspx)
* [X509SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.x509securitytokenhandler(v=vs.110).aspx)

[**Adding a Custom Token Handler**](javascript:void(0))

Some token types, such as Simple Web Tokens (SWT) and JSON Web Tokens (JWT) do not have built-in token handlers provided by WIF. For these token types and for others that do not have a built-in handler, you need to perform the following steps to create a custom token handler.

Adding a custom token handler

1. Create a new class that derives from [SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler(v=vs.110).aspx).
2. Override the following methods and provide your own implementation:
   * [CanReadToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler.canreadtoken(v=vs.110).aspx)
   * [ReadToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler.readtoken(v=vs.110).aspx)
   * [CanWriteToken](https://msdn.microsoft.com/en-us/library/hh193461(v=vs.110).aspx)
   * [WriteToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler.writetoken(v=vs.110).aspx)
   * [CanValidateToken](https://msdn.microsoft.com/en-us/library/hh138034(v=vs.110).aspx)
   * [ValidateToken](https://msdn.microsoft.com/en-us/library/hh138061(v=vs.110).aspx)
3. Add a reference to the new custom token handler in the Web.config or App.config file, within the **<system.identityModel>** section that applies to WIF. For example, the following configuration markup specifies a new token handler named**MyCustomTokenHandler** that resides in the **CustomToken** namespace.
4. <system.identityModel>
5. <identityConfiguration saveBootstrapContext="true">
6. <securityTokenHandlers>
7. <add type="CustomToken.MyCustomTokenHandler, CustomToken" />
8. </securityTokenHandlers>
9. </identityConfiguration>
10. </system.identityModel>

Note that if you are providing your own token handler to handle a token type that already has a built-in token handler, you need to add a **<remove>** element to drop the default handler and use your custom handler instead. For example, the following configuration replaces the default [SamlSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.samlsecuritytokenhandler(v=vs.110).aspx) with the custom token handler:

<system.identityModel>

<identityConfiguration saveBootstrapContext="true">

<securityTokenHandlers>

<remove type=”System.IdentityModel.Tokens.SamlSecurityTokenHandler, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=abcdefg123456789”>

<add type="CustomToken.MyCustomTokenHandler, CustomToken" />

</securityTokenHandlers>

</identityConfiguration>

</system.identityModel>

#### Identity and Access Tool for Visual Studio 2012

**.NET Framework 4.6 and 4.5**

This topic describes the new Identity and Access Tool for Visual Studio 11. You can download this tool from the following URL:<http://go.microsoft.com/fwlink/?LinkID=245849> or directly from within Visual Studio 11 by searching for “identity” directly in the Extensions Manager.

The Identity and Access Tool for Visual Studio 11 delivers a dramatically simplified development-time experience with the following highlights:

* Using the new tool, you can develop using web applications project types and target IIS express.
* Unlike with the blanket protection-only authentication, with the new tool, you can specify your local home realm discovery page/controller (or any other endpoint handling the authentication experience within your application) and WIF will configure all unauthenticated requests to go there, instead of redirecting them to the STS.
* The tool includes a test Security Token Service (STS) which runs on your local machine when you launch a debug session. Therefore, you no longer need to create custom STS projects and tweak them in order to get the claims you need to test your applications. The claim types and values are fully customizable.
* You can modify common settings directly via the tool’s UI, without the need to edit web.config.
* You can establish federation with Active Directory Federation Services (AD FS) 2.0 (or other WS-Federation providers) in a single screen.
* The tool leverages Windows Azure Access Control Service (ACS) capabilities with a simple list of checkboxes for all the identity providers that you want to use: Facebook, Google, Live ID, Yahoo!, any OpenID provider, and any WS-Federation provider. Select your identity providers, click OK, then F5, and both your application and ACS will be automatically configured and your test application will be ACS-aware.

#### WIF Session Management

**.NET Framework 4.6 and 4.5**

When a client first tries to access a protected resource that is hosted by a relying party, the client must first authenticate itself to a security token service (STS) that is trusted by the relying party. The STS then issues a security token to the client. The client presents this token to the relying party, which then grants the client access to the protected resource. However, you don’t want the client to have to re-authenticate to the STS for each request, especially because it might not even be on the same computer or in the same domain as the relying party. Instead, Windows Identity Foundation (WIF) has the client and relying party establish a session in which the client uses a session security token to authenticate itself to the relying party for all requests after the first request. The relying party can use this session security token, which is stored inside a cookie, to reconstruct the client’s [System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx).

The STS defines what authentication the client must provide. However, the client might have multiple credentials with which it can authenticate itself to the STS. For example, it might have a token from Windows Live, a user name and password, a certificate, and a smartkey. In that case, the STS grants the client several identities, with each identity corresponding to one of the credentials that the client presents. The relying party can use one or more of these identities when it decides what level of access to grant the client.

The [System.IdentityModel.Tokens.SessionSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytoken(v=vs.110).aspx) is used to reconstruct the client’s [System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx), which contains all of the client’s identities in [Identities](https://msdn.microsoft.com/en-us/library/hh194537(v=vs.110).aspx). Each [System.Security.Claims.ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) in the collection contains the bootstrap tokens that are associated with that identity.

If a new session token is issued with the session ID of the original session token,[System.IdentityModel.Tokens.SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx) does not update the session token in the token cache. You should always instantiate a session token with a unique session ID.

|  |
| --- |
| Note**Note** |
| Session.SecurityTokenHandler.ReadToken throws a [XmlException](https://msdn.microsoft.com/en-us/library/system.xml.xmlexception(v=vs.110).aspx) exception if it receives invalid input; for example, if the cookie that contains the session token is corrupted. We recommend that you catch this exception and provide application-specific behavior. |

If a protected Web page contains lots of resources (such as small graphics) that are also in the protected domain, the client must re-authenticate itself to the relying party to download each of those resources. Use of a session authentication token avoids the need to authenticate to the STS for each request, but it still means that many cookies are being sent over. You might want to set up the Web page so that the important data and resources are stored in the protected domain while minor items are stored in an unprotected domain and linked to from the main Web page. Also, set the cookie path to reference only the protected domain.

To operate in reference mode, Microsoft recommends providing a handler for the [SessionSecurityTokenCreated](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.sessionsecuritytokencreated(v=vs.110).aspx) event in the **global.asax.cs**file and setting the **IsReferenceMode** property on the token passed in the [SessionToken](https://msdn.microsoft.com/en-us/library/hh158078(v=vs.110).aspx) property. These updates will ensure that the session token operates in reference mode for every request and is favored over merely setting the [IsReferenceMode](https://msdn.microsoft.com/en-us/library/hh737298(v=vs.110).aspx) property on the Session Authentication Module.

[**Extensibility**](javascript:void(0))

You can extend the session management mechanism. One reason for this would be to improve the performance. For example, you could create a custom cookie handler that transforms or optimizes the session security token between its in-memory state and what goes into the cookie. To do so, you can configure the [SessionAuthenticationModule.CookieHandler](https://msdn.microsoft.com/en-us/library/hh158069(v=vs.110).aspx) property of the[System.IdentityModel.Services.SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) to use a custom cookie handler that derives from[System.IdentityModel.Services.CookieHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.cookiehandler(v=vs.110).aspx). [System.IdentityModel.Services.ChunkedCookieHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.chunkedcookiehandler(v=vs.110).aspx) is the default cookie handler because the cookies exceed the allowable size for Hypertext Transfer Protocol (HTTP); if you use a custom cookie handler instead, you must implement chunking.

For more information, see [ClaimsAwareWebFarm](http://go.microsoft.com/fwlink/?LinkID=248408) (http://go.microsoft.com/fwlink/?LinkID=248408) sample. This sample shows a farm ready session cache (as opposed to a tokenreplycache) so that you can use sessions by reference instead of exchanging big cookies; this sample also demonstrates an easier way of securing cookies in a farm. The session cache is WCF-based. With regard to session securing, the sample demonstrates a new capability in WIF 4.5 of a cookie transform based on MachineKey, which can be activated by simply pasting the appropriate snippet in the web.config. The sample itself is not “farmed”, but it demonstrates what you need for making your app farm-ready.

#### WIF and Web Farms

**.NET Framework 4.6 and 4.5**

When you use Windows Identity Foundation (WIF) to secure the resources of a relying party (RP) application that is deployed in a web farm, you must take specific steps to ensure that WIF can process tokens from instances of the RP application running on different computers in the farm. This processing includes validating session token signatures, encrypting and decrypting session tokens, caching session tokens, and detecting replayed security tokens.

In the typical case, when WIF is used to secure resources of an RP application – whether the RP is running on a single computer or in a web farm -- a session is established with the client based on the security token that was obtained from the security token service (STS). This is to avoid forcing the client to have to authenticate at the STS for every application resource that is secured using WIF. For more information about how WIF handles sessions, see [WIF Session Management](https://msdn.microsoft.com/en-us/library/hh873347(v=vs.110).aspx).

When default settings are used, WIF does the following:

* It uses an instance of the [SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx) class to read and write a session token (an instance of the[SessionSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytoken(v=vs.110).aspx) class) that carries the claims and other information about the security token that was used for authentication as well as information about the session itself. The session token is packaged and stored in a session cookie. By default,[SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx) uses the [ProtectedDataCookieTransform](https://msdn.microsoft.com/en-us/library/system.identitymodel.protecteddatacookietransform(v=vs.110).aspx) class, which uses the Data Protection API (DPAPI), to protect the session token. The DPAPI provides protection by using the user or machine credentials and stores the key data in the user profile.
* It uses a default, in-memory implementation of the [SessionSecurityTokenCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokencache(v=vs.110).aspx) class to store and process the session token.

These default settings work in scenarios in which the RP application is deployed on a single computer; however, when deployed in a web farm, each HTTP request may be sent to and processed by a different instance of the RP application running on a different computer. In this scenario, the default WIF settings described above will not work because both token protection and token caching are dependent on a specific computer.

To deploy an RP application in a web farm, you must ensure that the processing of session tokens (as well as of replayed tokens) is not dependent on the application running on a specific computer. One way to do this is to implement your RP application so that it uses the functionality provided by the ASP.NET **<machineKey>** configuration element and provides distributed caching for processing session tokens and replayed tokens. The **<machineKey>** element allows you to specify the keys needed to validate, encrypt, and decrypt tokens in a configuration file, which enables you to specify the same keys on different computers in the web farm. WIF provides a specialized session token handler, the [MachineKeySessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.tokens.machinekeysessionsecuritytokenhandler(v=vs.110).aspx), that protects tokens by using the keys specified in the **<machineKey>** element. To implement this strategy, you can follow these guidelines:

* Use the ASP.NET **<machineKey>** element in configuration to explicitly specify signing and encryption keys that can be used across computers in the farm. The following XML shows the specification of the **<machineKey>** element under the **<system.web>** element in a configuration file.

Xml

<machineKey compatibilityMode="Framework45" decryptionKey="CC510D … 8925E6" validationKey="BEAC8 … 6A4B1DE" />

* Configure the application to use the [MachineKeySessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.tokens.machinekeysessionsecuritytokenhandler(v=vs.110).aspx) by adding it to the token handler collection. You must first remove the [SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx) (or any handler derived from the [SessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokenhandler(v=vs.110).aspx) class) from the token handler collection if such a handler is present. The [MachineKeySessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.tokens.machinekeysessionsecuritytokenhandler(v=vs.110).aspx) uses the [MachineKeyTransform](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.machinekeytransform(v=vs.110).aspx) class, which protects the session cookie data by using the cryptographic material specified in the **<machineKey>** element. The following XML shows how to add the [MachineKeySessionSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.tokens.machinekeysessionsecuritytokenhandler(v=vs.110).aspx) to a token handler collection.

Xml

<securityTokenHandlers>

<remove type="System.IdentityModel.Tokens.SessionSecurityTokenHandler, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" />

<add type="System.IdentityModel.Services.Tokens.MachineKeySessionSecurityTokenHandler, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" />

</securityTokenHandlers>

* Derive from [SessionSecurityTokenCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokencache(v=vs.110).aspx) and implement distributed caching, that is, a cache that is accessible from all computers in the farm on which the RP might run. Configure the RP to use your distributed cache by specifying the [<sessionSecurityTokenCache>](https://msdn.microsoft.com/en-us/library/hh568669(v=vs.110).aspx)element in the configuration file. You can override the [SessionSecurityTokenCache.LoadCustomConfiguration](https://msdn.microsoft.com/en-us/library/hh137718(v=vs.110).aspx) method in your derived class to implement child elements of the **<sessionSecurityTokenCache>** element if they are required.

Xml

<caches>

<sessionSecurityTokenCache type="MyCacheLibrary.MySharedSessionSecurityTokenCache, MyCacheLibrary">

<!—optional child configuration elements, if implemented by the derived class -->

</sessionSecurityTokenCache>

</caches>

One way to implement distributed caching is to provide a WCF front end for your custom cache. For more information about implementing a WCF caching service, see [The WCF Caching Service](https://msdn.microsoft.com/en-us/library/hh545457(v=vs.110).aspx#BKMK_TheWCFCachingService). For more information about implementing a WCF client that the RP application can use to call the caching service, see [The WCF Caching Client](https://msdn.microsoft.com/en-us/library/hh545457(v=vs.110).aspx#BKMK_TheWCFClient).

* If your application detects replayed tokens you must follow a similar distributed caching strategy for the token replay cache by deriving from [TokenReplayCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.tokenreplaycache(v=vs.110).aspx) and pointing to your token replay caching service in the [<tokenReplayCache>](https://msdn.microsoft.com/en-us/library/hh568635(v=vs.110).aspx) configuration element.

|  |
| --- |
| Important note**Important** |
| All of the example XML and code in this topic is taken from the [ClaimsAwareWebFarm](http://go.microsoft.com/fwlink/?LinkID=248408) (http://go.microsoft.com/fwlink/?LinkID=248408) sample. |
| Security note**Security Note** |
| The examples in this topic are provided as-is and are not intended to be used in production code without modification. |

[**The WCF Caching Service**](javascript:void(0))

The following interface defines the contract between the WCF caching service and the WCF client used by the relying party application to communicate with it. It essentially exposes the methods of the [SessionSecurityTokenCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokencache(v=vs.110).aspx) class as service operations.

[ServiceContract()]

public interface ISessionSecurityTokenCacheService

{

[OperationContract]

void AddOrUpdate(string endpointId, string contextId, string keyGeneration, SessionSecurityToken value, DateTime expiryTime);

[OperationContract]

IEnumerable<SessionSecurityToken> GetAll(string endpointId, string contextId);

[OperationContract]

SessionSecurityToken Get(string endpointId, string contextId, string keyGeneration);

[OperationContract(Name = "RemoveAll")]

void RemoveAll(string endpointId, string contextId);

[OperationContract(Name = "RemoveAllByEndpointId")]

void RemoveAll(string endpointId);

[OperationContract]

void Remove(string endpointId, string contextId, string keyGeneration);

}

The following code shows the implementation of the WCF caching service. In this example, the default, in-memory session token cache implemented by WIF is used. Alternatively, you could implement a durable cache backed by a database.**ISessionSecurityTokenCacheService** defines the interface shown above. In this example, not all of the methods required to implement the interface are shown for brevity.

using System;

using System.Collections.Generic;

using System.IdentityModel.Configuration;

using System.IdentityModel.Tokens;

using System.ServiceModel;

using System.Xml;

namespace WcfSessionSecurityTokenCacheService

{

[ServiceBehavior(InstanceContextMode = InstanceContextMode.Single)]

public class SessionSecurityTokenCacheService : ISessionSecurityTokenCacheService

{

SessionSecurityTokenCache internalCache;

// sets the internal cache used by the service to the default WIF in-memory cache.

public SessionSecurityTokenCacheService()

{

internalCache = new IdentityModelCaches().SessionSecurityTokenCache;

}

...

public SessionSecurityToken Get(string endpointId, string contextId, string keyGeneration)

{

// Delegates to the default, in-memory MruSessionSecurityTokenCache used by WIF

SessionSecurityToken token = internalCache.Get(new SessionSecurityTokenCacheKey(endpointId, GetContextId(contextId), GetKeyGeneration(keyGeneration)));

return token;

}

...

private static UniqueId GetContextId(string contextIdString)

{

return contextIdString == null ? null : new UniqueId(contextIdString);

}

private static UniqueId GetKeyGeneration(string keyGenerationString)

{

return keyGenerationString == null ? null : new UniqueId(keyGenerationString);

}

}

}

[**The WCF Caching Client**](javascript:void(0))

This section shows the implementation of a class that derives from [SessionSecurityTokenCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokencache(v=vs.110).aspx) and that delegates calls to the caching service. You configure the RP application to use this class through the [<sessionSecurityTokenCache>](https://msdn.microsoft.com/en-us/library/hh568669(v=vs.110).aspx) element as in the following XML

<caches>

<sessionSecurityTokenCache type="CacheLibrary.SharedSessionSecurityTokenCache, CacheLibrary">

<!--cacheServiceAddress points to the centralized session security token cache service running in the web farm.-->

<cacheServiceAddress url="http://localhost:4161/SessionSecurityTokenCacheService.svc" />

</sessionSecurityTokenCache>

</caches>

The class overrides the [LoadCustomConfiguration](https://msdn.microsoft.com/en-us/library/hh137718(v=vs.110).aspx) method to get the service endpoint from the custom **<cacheServiceAddress>** child element of the **<sessionSecurityTokenCache>** element. It uses this endpoint to initialize an **ISessionSecurityTokenCacheService** channel over which it can communicate with the service. In this example, not all of the methods required to implement the[SessionSecurityTokenCache](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.sessionsecuritytokencache(v=vs.110).aspx) class are shown for brevity.

using System;

using System.Configuration;

using System.IdentityModel.Configuration;

using System.IdentityModel.Tokens;

using System.ServiceModel;

using System.Xml;

namespace CacheLibrary

{

/// <summary>

/// This class acts as a proxy to the WcfSessionSecurityTokenCacheService.

/// </summary>

public class SharedSessionSecurityTokenCache : SessionSecurityTokenCache, ICustomIdentityConfiguration

{

private ISessionSecurityTokenCacheService WcfSessionSecurityTokenCacheServiceClient;

internal SharedSessionSecurityTokenCache()

{

}

/// <summary>

/// Creates a client channel to call the service host.

/// </summary>

protected void Initialize(string cacheServiceAddress)

{

if (this.WcfSessionSecurityTokenCacheServiceClient != null)

{

return;

}

ChannelFactory<ISessionSecurityTokenCacheService> cf = new ChannelFactory<ISessionSecurityTokenCacheService>(

new WS2007HttpBinding(SecurityMode.None),

new EndpointAddress(cacheServiceAddress));

this.WcfSessionSecurityTokenCacheServiceClient = cf.CreateChannel();

}

#region SessionSecurityTokenCache Members

// Delegates the following operations to the centralized session security token cache service in the web farm.

...

public override SessionSecurityToken Get(SessionSecurityTokenCacheKey key)

{

return this.WcfSessionSecurityTokenCacheServiceClient.Get(key.EndpointId, GetContextIdString(key), GetKeyGenerationString(key));

}

...

#endregion

#region ICustomIdentityConfiguration Members

// Called from configuration infrastructure to load custom elements

public void LoadCustomConfiguration(XmlNodeList nodeList)

{

// Retrieve the endpoint address of the centralized session security token cache service running in the web farm

if (nodeList.Count == 0)

{

throw new ConfigurationException("No child config element found under <sessionSecurityTokenCache>.");

}

XmlElement cacheServiceAddressElement = nodeList.Item(0) as XmlElement;

if (cacheServiceAddressElement.LocalName != "cacheServiceAddress")

{

throw new ConfigurationException("First child config element under <sessionSecurityTokenCache> is expected to be <cacheServiceAddress>.");

}

string cacheServiceAddress = null;

if (cacheServiceAddressElement.Attributes["url"] != null)

{

cacheServiceAddress = cacheServiceAddressElement.Attributes["url"].Value;

}

else

{

throw new ConfigurationException("<cacheServiceAddress> is expected to contain a 'url' attribute.");

}

// Initialize the proxy to the WebFarmSessionSecurityTokenCacheService

this.Initialize(cacheServiceAddress);

}

#endregion

private static string GetKeyGenerationString(SessionSecurityTokenCacheKey key)

{

return key.KeyGeneration == null ? null : key.KeyGeneration.ToString();

}

private static string GetContextIdString(SessionSecurityTokenCacheKey key)

{

return GetContextIdString(key.ContextId);

}

private static string GetContextIdString(UniqueId contextId)

{

return contextId == null ? null : contextId.ToString();

}

}

}

#### WSFederation Authentication Module Overview

**.NET Framework 4.6 and 4.5**

Windows Identity Foundation (WIF) includes support for federated authentication in ASP.NET applications through the WS-Federated Authentication Module (WS-FAM). This topic will help you understand how federated authentication works and how to use it.

[**Overview of Federated Authentication**](javascript:void(0))

Federated authentication allows a Security Token Service (STS) in one trust domain to provide authentication information to an STS in another trust domain when there is a trust relationship between the two domains. An example of this is shown in the following illustration.
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1. A client in the Fabrikam trust domain sends a request to a Relying Party (RP) application in the Contoso trust domain.
2. The RP redirects the client to an STS in the Contoso trust domain. This STS has no knowledge of the client.
3. The Contoso STS redirects the client to an STS in the Fabrikam trust domain, with which the Contoso trust domain has a trust relationship.
4. The Fabrikam STS verifies the client’s identity and issues a security token to the Contoso STS.
5. The Contoso STS uses the Fabrikam token to create its own token that can be used by the RP and sends it to the RP.
6. The RP extracts the client’s claims from the security token and makes an authorization decision.

[**Using the Federated Authentication Module with ASP.NET**](javascript:void(0))

[WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) (WS-FAM) is an HTTP module that lets you add federated authentication to an ASP.NET application. Federated authentication lets authentication logic be handled by the STS and lets you focus on writing business logic.

You configure the WS-FAM to specify the STS to which non-authenticated requests should be redirected. WIF lets you authenticate a user in two ways:

1. Passive redirect: When an unauthenticated user tries to access a protected resource, and you want to simply redirect them to an STS without requiring a login page, then this is the right approach. The STS verifies the user’s identity, and issues a security token that contains the appropriate claims for that user. This option requires the WS-FAM to be added in the HTTP Modules pipeline. You can use the Identity and Access Tool for Visual Studio 2012 to modify your application’s configuration file to use the WS-FAM and to federate with an STS. For more information, see [Identity and Access Tool for Visual Studio 2012](https://msdn.microsoft.com/en-us/library/hh545418(v=vs.110).aspx).
2. You can call the [WSFederationAuthenticationModule.SignIn](https://msdn.microsoft.com/en-us/library/hh562218(v=vs.110).aspx) method or the [RedirectToIdentityProvider](https://msdn.microsoft.com/en-us/library/hh562191(v=vs.110).aspx) method from the code-behind for a sign-in page in your RP application.

In passive redirect, all communication is performed through response/redirect from the client (typically a browser). You can add the WS-FAM to your application’s HTTP pipeline, where it watches for unauthenticated user requests and redirects users to the STS you specify.

The WS-FAM also raises several events that let you customize its functionality in an ASP.NET application.

[**How the WS-FAM Works**](javascript:void(0))

The WS-FAM is implemented in the [WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) class. Typically, you add the WS-FAM to the HTTP pipeline of your ASP.NET RP application. When an unauthenticated user tries to access a protected resource, the RP returns a “401 authorization denied” HTTP response. The WS-FAM intercepts this response instead of allowing the client to receive it, then it redirects the user to the specified STS. The STS issues a security token, which the WS-FAM again intercepts. The WS-FAM uses the token to create an instance of[ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx) for the authenticated user, which enables regular .NET Framework authorization mechanisms to function.

Because HTTP is stateless, we need a way to avoid repeating this whole process every time that the user tries to access another protected resource. This is where the [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) comes in. When the STS issues a security token for the user,[SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) also creates a session security token for the user and puts it in a cookie. On subsequent requests, the[SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) intercepts this cookie and uses it to reconstruct the user’s [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx).

The following diagram shows the overall flow of information in the passive redirect case. The request is automatically redirected via the STS to establish credentials without a login page:
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The following diagram shows more detail on what happens when the user has authenticated to the STS and their security tokens are processed by the [WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx):
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The following diagram shows more detail on what happens when the user’s security tokens have been serialized into cookies and are intercepted by the [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx):
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[**Events**](javascript:void(0))

[WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) , [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx), and their parent class, [HttpModuleBase](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.httpmodulebase(v=vs.110).aspx), raise events at various stages of processing of an HTTP request. You can handle these events in the global.asax file of your ASP.NET application.

* The ASP.NET infrastructure invokes the module’s [Init](https://msdn.microsoft.com/en-us/library/hh562217(v=vs.110).aspx) method to initialize the module.
* The [FederatedAuthentication.FederationConfigurationCreated](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.federatedauthentication.federationconfigurationcreated(v=vs.110).aspx) event is raised when the ASP.NET infrastructure invokes the [Init](https://msdn.microsoft.com/en-us/library/hh562217(v=vs.110).aspx)method for the first time on one of the application’s modules that derive from [HttpModuleBase](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.httpmodulebase(v=vs.110).aspx). This method accesses the static[FederatedAuthentication.FederationConfiguration](https://msdn.microsoft.com/en-us/library/hh737321(v=vs.110).aspx) property, which causes configuration to be loaded from the Web.config file. This event is only raised the first time this property is accessed. The [FederationConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration.federationconfiguration(v=vs.110).aspx) object that is initialized from configuration can be accessed through the [FederationConfigurationCreatedEventArgs.FederationConfiguration](https://msdn.microsoft.com/en-us/library/hh562321(v=vs.110).aspx) property in an event handler. You can use this event to modify the configuration before it is applied to any modules. You can add a handler for this event in the Application\_Start method:
* void Application\_Start(object sender, EventArgs e)
* {
* FederatedAuthentication.FederationConfigurationCreated += new EventHandler<FederationConfigurationCreatedEventArgs>(FederatedAuthentication\_FederationConfigurationCreated);
* }

Each module overrides the [HttpModuleBase.InitializeModule](https://msdn.microsoft.com/en-us/library/hh562214(v=vs.110).aspx) and [HttpModuleBase.InitializePropertiesFromConfiguration](https://msdn.microsoft.com/en-us/library/hh737313(v=vs.110).aspx) abstract methods. The first of these methods adds handlers for ASP.NET pipeline events that are of interest to the module. In most cases the module’s default implementation will suffice. The second of these methods initializes the module’s properties from its[HttpModuleBase.FederationConfiguration](https://msdn.microsoft.com/en-us/library/hh562230(v=vs.110).aspx) property. (This is a copy of the configuration that was loaded previously.) You may need to override this second method if you want to support the initialization of new properties from configuration in classes that you derive from [WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) or [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx). In such cases you would also need to derive from the appropriate configuration objects to support the added configuration properties; for example, from [IdentityConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration.identityconfiguration(v=vs.110).aspx),[WsFederationConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration.wsfederationconfiguration(v=vs.110).aspx), or [FederationConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration.federationconfiguration(v=vs.110).aspx).

* The WS-FAM raises the [SecurityTokenReceived](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.securitytokenreceived(v=vs.110).aspx) event when it intercepts a security token that has been issued by the STS.
* The WS-FAM raises the [SecurityTokenValidated](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.securitytokenvalidated(v=vs.110).aspx) event after it has validated the token.
* The [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) raises the [SessionSecurityTokenCreated](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule.sessionsecuritytokencreated(v=vs.110).aspx) event when it creates a session security token for the user.
* The [SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx) raises the [SessionSecurityTokenReceived](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule.sessionsecuritytokenreceived(v=vs.110).aspx) event when it intercepts subsequent requests with the cookie that contains the session security token.
* Before the WS-FAM redirects the user to the issuer, it raises the [RedirectingToIdentityProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.redirectingtoidentityprovider(v=vs.110).aspx) event. The WS-Federation sign-in request is available through the [SignInRequestMessage](https://msdn.microsoft.com/en-us/library/hh137598(v=vs.110).aspx) property of the [RedirectingToIdentityProviderEventArgs](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.redirectingtoidentityprovidereventargs(v=vs.110).aspx) passed in the event. You may choose to modify the request before sending this out to the issuer.
* The WS-FAM raises the [SignedIn](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.signedin(v=vs.110).aspx) event when the cookie is successfully written and the user is signed in.
* The WS-FAM raises the [SigningOut](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.signingout(v=vs.110).aspx) event one time per session as the session is being closed down for each user. It is not raised if the session is closed down on the client-side (for example, by deleting the session cookie). In an SSO environment, the IP-STS can request each RP to sign out, too. This will also raise this event, with [IsIPInitiated](https://msdn.microsoft.com/en-us/library/hh193211(v=vs.110).aspx) set to **true**.

|  |
| --- |
| Note**Note** |
| You should not use the [Thread.CurrentPrincipal](https://msdn.microsoft.com/en-us/library/system.threading.thread.currentprincipal(v=vs.110).aspx) property during any event raised by [WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) or[SessionAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.sessionauthenticationmodule(v=vs.110).aspx). This is because [Thread.CurrentPrincipal](https://msdn.microsoft.com/en-us/library/system.threading.thread.currentprincipal(v=vs.110).aspx) is set after the authentication process, while events are raised during the authentication process. |

[**Configuration of Federated Authentication**](javascript:void(0))

The WS-FAM and SAM are configured through the [<federationConfiguration>](https://msdn.microsoft.com/en-us/library/hh568657(v=vs.110).aspx) element. The [<wsFederation>](https://msdn.microsoft.com/en-us/library/hh568665(v=vs.110).aspx) child element configures default values for the WS-FAM properties; such as the [Issuer](https://msdn.microsoft.com/en-us/library/hh551705(v=vs.110).aspx) property and the [Realm](https://msdn.microsoft.com/en-us/library/hh551696(v=vs.110).aspx) property. (These values can be changed on a per request basis by providing handlers for some of the WS-FAM events; for example, [RedirectingToIdentityProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule.redirectingtoidentityprovider(v=vs.110).aspx).) The cookie handler that is used by the SAM is configured through the [<cookieHandler>](https://msdn.microsoft.com/en-us/library/hh568663(v=vs.110).aspx) child element. WIF provides a default cookie handler implemented in the[ChunkedCookieHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.chunkedcookiehandler(v=vs.110).aspx) class that can have its chunk size set through the [<chunkedCookieHandler>](https://msdn.microsoft.com/en-us/library/hh568653(v=vs.110).aspx) element. The**<federationConfiguration>** element references an [IdentityConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration.identityconfiguration(v=vs.110).aspx), which provides configuration for other WIF components used in the application, such as the [ClaimsAuthenticationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthenticationmanager(v=vs.110).aspx) and the [ClaimsAuthorizationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthorizationmanager(v=vs.110).aspx). The identity configuration may be referenced explicitly by specifying a named [<identityConfiguration>](https://msdn.microsoft.com/en-us/library/hh568637(v=vs.110).aspx) element in the **identityConfigurationName** attribute of the**<federationConfiguration>** element. If the identity configuration is not referenced explicitly, the default identity configuration will be used.

The following XML shows a configuration of an ASP.NET relying party (RP) application. The [SystemIdentityModelSection](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration.systemidentitymodelsection(v=vs.110).aspx) and[SystemIdentityModelServicesSection](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration.systemidentitymodelservicessection(v=vs.110).aspx) configuration sections are added under the **<configSections>** element. The SAM and WS-FAM are added to the HTTP Modules under the **<system.webServer>**/**<modules>** element. Finally the WIF components are configured under the**<system.identityModel>**/**<identityConfiguration>** and **<system.identityModel.services>**/**<federationConfiguration>** elements. This configuration specifies the chunked cookie handler as it is the default cookie handler and there is not a cookie handler type specified in the**<cookieHandler>** element.

|  |
| --- |
| Caution note**Caution** |
| In the following example, both the **requireHttps** attribute of the **<wsFederation>** element and the **requireSsl** attribute of the**<cookieHandler>** element are **false**. This presents a potential security threat. In production, both these values should be set **true**. |

<configuration>

<configSections>

<section name="system.identityModel" type="System.IdentityModel.Configuration.SystemIdentityModelSection, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

<section name="system.identityModel.services" type="System.IdentityModel.Services.Configuration.SystemIdentityModelServicesSection, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

</configSections>

...

<system.webServer>

<modules>

<add name="WSFederationAuthenticationModule" type="System.IdentityModel.Services.WSFederationAuthenticationModule, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" preCondition="managedHandler" />

<add name="SessionAuthenticationModule" type="System.IdentityModel.Services.SessionAuthenticationModule, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" preCondition="managedHandler" />

</modules>

</system.webServer>

<system.identityModel>

<identityConfiguration>

<audienceUris>

<add value="http://localhost:50969/" />

</audienceUris>

<certificateValidation certificateValidationMode="None" />

<issuerNameRegistry type="System.IdentityModel.Tokens.ConfigurationBasedIssuerNameRegistry, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089">

<trustedIssuers>

<add thumbprint="9B74CB2F320F7AAFC156E1252270B1DC01EF40D0" name="LocalSTS" />

</trustedIssuers>

</issuerNameRegistry>

</identityConfiguration>

</system.identityModel>

<system.identityModel.services>

<federationConfiguration>

<wsFederation passiveRedirectEnabled="true" issuer="http://localhost:15839/wsFederationSTS/Issue" realm="http://localhost:50969/" reply="http://localhost:50969/" requireHttps="false" />

<cookieHandler requireSsl="false" />

</federationConfiguration>

</system.identityModel.services>

</configuration>

#### WSTrustChannelFactory and WSTrustChannel

**.NET Framework 4.6 and 4.5**

If you are already familiar with Windows Communication Foundation (WCF), you know that a WCF client is already federation aware. By configuring a WCF client with a [WSFederationHttpBinding](https://msdn.microsoft.com/en-us/library/system.servicemodel.wsfederationhttpbinding(v=vs.110).aspx) or similar custom binding, you can enable federated authentication to a service.

WCF obtains the token that is issued by the security token service (STS) behind the scenes and uses this token to authenticate to the service. The main limitation to this approach is that there is no visibility into the client’s communications with the server. WCF automatically generates the request security token (RST) to the STS based on the issued token parameters on the binding. This means that the client cannot vary the RST parameters per request, inspect the request security token response (RSTR) to get information such as display claims, or cache the token for future use.

Currently, the WCF client is suitable for basic federation scenarios. However, one of the major scenarios that Windows Identity Foundation (WIF) supports requires control over the RST at a level that WCF does not easily allow. Therefore, WIF adds features that give you more control over communication with the STS.

WIF supports the following federation scenarios:

* Using a WCF client without any WIF dependencies to authenticate to a federated service
* Enabling WIF on a WCF client to insert an ActAs or OnBehalfOf element into the RST to the STS
* Using WIF alone to obtain a token from the STS and then enable a WCF client to authenticate with this token. For more information, see [ClaimsAwareWebService](http://go.microsoft.com/fwlink/?LinkID=248406) sample.

The first scenario is self-explanatory: Existing WCF clients will continue to work with WIF relying parties and STSs. This topic discusses the remaining two scenarios.

[**Enhancing an Existing WCF Client with ActAs / OnBehalfOf**](javascript:void(0))

In a typical identity delegation scenario, a client calls a middle-tier service, which then calls a back-end service. The middle-tier service acts as, or acts on behalf of, the client.

|  |
| --- |
| Tip**Tip** |
| What is the difference between ActAs and OnBehalfOf?  From the WS-Trust procotol standpoint:   1. An ActAs RST element indicates that the requestor wants a token that contains claims about two distinct entities: the requestor, and an external entity represented by the token in the ActAs element. 2. An OnBehalfOf RST element indicates that the requestor wants a token that contains claims only about one entity: the external entity represented by the token in the OnBehalfOf element.   The ActAs feature is typically used in scenarios that require composite delegation, where the final recipient of the issued token can inspect the entire delegation chain and see not just the client, but all intermediaries. This lets it perform access control, auditing and other related activities based on the entire identity delegation chain. The ActAs feature is commonly used in multi-tiered systems to authenticate and pass information about identities between the tiers without having to pass this information at the application/business logic layer.  The OnBehalfOf feature is used in scenarios where only the identity of the original client is important and is effectively the same as the identity impersonation feature available in Windows. When OnBehalfOf is used, the final recipient of the issued token can only see claims about the original client, and the information about intermediaries is not preserved. One common pattern where the OnBehalfOf feature is used is the proxy pattern where the client cannot access the STS directly but instead communicates through a proxy gateway. The proxy gateway authenticates the caller and puts information about the caller into the OnBehalfOf element of the RST message that it then sends to the real STS for processing. The resulting token contains only claims related to the client of the proxy, making the proxy completely transparent to the receiver of the issued token.Note that WIF does not support <wsse:SecurityTokenReference> or <wsa:EndpointReferences> as a child of <wst:OnBehalfOf>. The WS-Trust specification allows for three ways to identify the original requestor (on behalf of whom the proxy is acting). These are:   * Security token reference. A reference to a token, either in the message, or possibly retrieved out of band). * Endpoint reference. Used as a key to look up data, again out of band. * Security token. Identifies the original requestor directly.   WIF supports only security tokens, either encrypted or unencrypted, as a direct child element of <wst:OnBehalfOf>. |

This information is conveyed to a WS-Trust issuer using the ActAs and OnBehalfOf token elements in the RST.

WCF exposes an extensibility point on the binding that allows arbitrary XML elements to be added to the RST. However, because the extensibility point is tied to the binding, scenarios that require the RST contents to vary per call must re-create the client for every call, which decreases performance. WIF uses extension methods on the ChannelFactory class to allow developers to attach any token that is obtained out of band to the RST. The following code example shows how to take a token that represents the client (such as an X.509, username, or Security Assertion Markup Language (SAML) token) and attach it to the RST that is sent to the issuer.

IHelloService serviceChannel = channelFactory.CreateChannelActingAs<IHelloService>( clientSamlToken );

serviceChannel.Hello(“Hi!”);

WIF provides the following benefits:

* The RST can be modified per channel; therefore, middle-tier services do not have to re-create the channel factory for each client, which improves performance.
* This works with existing WCF clients, which makes an easy upgrade path possible for existing WCF middle-tier services that want to enable identity delegation semantics.

However, there is still no visibility into the client’s communication with the STS. We’ll examine this in the third scenario.

[**Communicating Directly with an Issuer and Using the Issued Token to Authenticate**](javascript:void(0))

For some advanced scenarios, enhancing a WCF client is not enough. Developers who use only WCF typically use Message In / Message Out contracts and handle client-side parsing of the issuer response manually.

WIF introduces the [WSTrustChannelFactory](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannelfactory(v=vs.110).aspx) and [WSTrustChannel](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel(v=vs.110).aspx) classes to let the client communicate directly with a WS-Trust issuer. The[WSTrustChannelFactory](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannelfactory(v=vs.110).aspx) and [WSTrustChannel](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel(v=vs.110).aspx) classes enable strongly typed RST and RSTR objects to flow between the client and issuer, as shown in the following code example.

WSTrustChannelFactory trustChannelFactory = new WSTrustChannelFactory( stsBinding, stsAddress );

WSTrustChannel channel = (WSTrustChannel) trustChannelFactory.CreateChannel();

RequestSecurityToken rst = new RequestSecurityToken(RequestTypes.Issue);

rst.AppliesTo = new EndpointAddress(serviceAddress);

RequestSecurityTokenResponse rstr = null;

SecurityToken token = channel.Issue(rst, out rstr);

Note that the *out* parameter on the [Issue](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel.issue(v=vs.110).aspx) method allows access to the RSTR for client-side inspection.

So far, we’ve only seen how to obtain a token. The token that is returned from the [WSTrustChannel](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel(v=vs.110).aspx) object is a GenericXmlSecurityTokenthat contains all of the information that is necessary for authentication to a relying party. The following code example shows how to use this token.

IHelloService serviceChannel = channelFactory.CreateChannelWithIssuedToken<IHelloService>( token ); serviceChannel.Hello(“Hi!”);

The [CreateChannelWithIssuedToken](https://msdn.microsoft.com/en-us/library/hh194605(v=vs.110).aspx) extension method on the ChannelFactory object indicates to WIF that you have obtained a token out of band, and that it should stop the normal WCF call to the issuer and instead use the token that you obtained to authenticate to the relying party. This has the following benefits:

* It gives you complete control over the token issuance process.
* It supports ActAs / OnBehalfOf scenarios by directly setting these properties on the outgoing RST.
* It enables dynamic client-side trust decisions to be made based on the contents of the RSTR.
* It lets you cache and reuse the token that is returned from the [Issue](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel.issue(v=vs.110).aspx) method.
* [WSTrustChannelFactory](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannelfactory(v=vs.110).aspx) and [WSTrustChannel](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustchannel(v=vs.110).aspx) allow for control of channel caching, fault, and recovery semantics according to WCF best practices.

## WIF How-To's Index

**.NET Framework 4.6 and 4.5**

* [How To: Build Claims-Aware ASP.NET MVC Web Application Using WIF](https://msdn.microsoft.com/en-us/library/hh291061(v=vs.110).aspx)
* [How To: Build Claims-Aware ASP.NET Web Forms Application Using WIF](https://msdn.microsoft.com/en-us/library/hh987037(v=vs.110).aspx)
* [How To: Build Claims-Aware ASP.NET Application Using Forms-Based Authentication](https://msdn.microsoft.com/en-us/library/hh291068(v=vs.110).aspx)
* [How To: Build Claims-Aware ASP.NET Application Using Windows Authentication](https://msdn.microsoft.com/en-us/library/hh987035(v=vs.110).aspx)
* [How To: Debug Claims-Aware Applications And Services Using WIF Tracing](https://msdn.microsoft.com/en-us/library/hh291063(v=vs.110).aspx)
* [How To: Display Signed In Status Using WIF](https://msdn.microsoft.com/en-us/library/hh874923(v=vs.110).aspx)
* [How To: Enable Token Replay Detection](https://msdn.microsoft.com/en-us/library/jj161103(v=vs.110).aspx)
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* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® MVC
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This How-To provides detailed step-by-step procedures for creating simple claims-aware ASP.NET MVC web application. It also provides instructions how to test the simple claims-aware ASP.NET MVC web application for successful implementation of claims-based authentication. This How-To does not have detailed instructions for creating a Security Token Service (STS), and assumes you have already configured an STS.
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[**Objectives**](javascript:void(0))

* Configure ASP.NET MVC web application for claims-based authentication
* Test successful claims-aware ASP.NET MVC web application

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create Simple ASP.NET MVC Application
* Step 2 – Configure ASP.NET MVC Application for Claims-Based Authentication
* Step 3 – Test Your Solution

[**Step 1 – Create Simple ASP.NET MVC Application**](javascript:void(0))

In this step, you will create a new ASP.NET MVC application.

To create simple ASP.NET MVC application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET MVC 3 Web Application.
3. In **Name**, enter TestApp and press **OK**.
4. In the **New ASP.NET MVC 3 Project** dialog, select **Internet Application** from the available templates, ensure **View Engine** is set to**Razor**, and then click **OK**.
5. When the new project opens, right-click the **TestApp** project in **Solution Explorer** and select the **Properties** option.
6. On the project’s properties page, click on the **Web** tab on the left and ensure that the **Use Local IIS Web Server** option is selected.

[**Step 2 – Configure ASP.NET MVC Application for Claims-Based Authentication**](javascript:void(0))

In this step you will add configuration entries to the Web.config configuration file of your ASP.NET MVC web application to make it claims-aware.

To configure ASP.NET MVC application for claims-based authentication

1. Add the following configuration section definitions to the Web.config configuration file. These define configuration sections required by Windows Identity Foundation. Add the definitions immediately after the **<configuration>** opening element:

Xml

<configSections>

<section name="system.identityModel" type="System.IdentityModel.Configuration.SystemIdentityModelSection, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

<section name="system.identityModel.services" type="System.IdentityModel.Services.Configuration.SystemIdentityModelServicesSection, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

</configSections>

1. Add a **<location>** element that enables access to the application’s federation metadata:

Xml

<location path="FederationMetadata">

<system.web>

<authorization>

<allow users="\*" />

</authorization>

</system.web>

</location>

1. Add the following configuration entries within the **<system.web>** elements to deny users, disable native authentication, and enable WIF to manage authentication.

Xml

<authorization>

<deny users="?" />

</authorization>

<authentication mode="None" />

1. Add the following Windows Identity Foundation related configuration entries and ensure that your ASP.NET application’s URL and port number match the values in the **<audienceUris>** entry, **realm** attribute of the **<wsFederation>** element, and the **reply**attribute of the **<wsFederation>** element. Also ensure that the **issuer** value fits your Security Token Service (STS) URL.

Xml

<system.identityModel>

<identityConfiguration>

<audienceUris>

<add value="http://localhost:28503/" />

</audienceUris>

<issuerNameRegistry type="System.IdentityModel.Tokens.ConfigurationBasedIssuerNameRegistry, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089">

<trustedIssuers>

<add thumbprint="1234567890ABCDEFGHIJKLMNOPQRSTUVWXYZ1234" name="YourSTSName" />

</trustedIssuers>

</issuerNameRegistry>

<certificateValidation certificateValidationMode="None" />

</identityConfiguration>

</system.identityModel>

<system.identityModel.services>

<federationConfiguration>

<cookieHandler requireSsl="false" />

<wsFederation passiveRedirectEnabled="true" issuer="http://localhost:13922/wsFederationSTS/Issue" realm="http://localhost:28503/" reply="http://localhost:28503/" requireHttps="false" />

</federationConfiguration>

</system.identityModel.services>

1. Add reference to the [System.IdentityModel] assembly.
2. Compile the solution to make sure there are errors.

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your ASP.NET MVC web application configured for claims-based authentication. To perform basic test you will add simple code that displays claims in the token issued by the Security Token Service (STS).

To test your ASP.NET MVC application for claims-based authentication

1. In the **Solution Explorer**, expand the **Controllers** folder and open HomeController.cs file in the editor. Add the following code to the **Index** method:

C#

public ActionResult Index()

{

ViewBag.ClaimsIdentity = Thread.CurrentPrincipal.Identity;

return View();

}

1. In the **Solution Explorer** expand **Views** and then **Home** folders and open Index.cshtml file in the editor. Delete its contents and add the following markup:

HTML

@{

ViewBag.Title = "Home Page";

}

<h2>Welcome: @ViewBag.ClaimsIdentity.Name</h2>

<h3>Values from Identity</h3>

<table>

<tr>

<th>

IsAuthenticated

</th>

<td>

@ViewBag.ClaimsIdentity.IsAuthenticated

</td>

</tr>

<tr>

<th>

Name

</th>

<td>

@ViewBag.ClaimsIdentity.Name

</td>

</tr>

</table>

<h3>Claims from ClaimsIdentity</h3>

<table>

<tr>

<th>

Claim Type

</th>

<th>

Claim Value

</th>

<th>

Value Type

</th>

<th>

Subject Name

</th>

<th>

Issuer Name

</th>

</tr>

@foreach (System.Security.Claims.Claim claim in ViewBag.ClaimsIdentity.Claims ) {

<tr>

<td>

@claim.Type

</td>

<td>

@claim.Value

</td>

<td>

@claim.ValueType

</td>

<td>

@claim.Subject.Name

</td>

<td>

@claim.Issuer

</td>

</tr>

}

</table>

1. Run the solution by pressing the **F5** key.
2. You should be presented with the page that displays the claims in the token that was issued to you by Security Token Service.

### How To: Build Claims-Aware ASP.NET Web Forms Application Using WIF

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
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This How-To provides detailed step-by-step procedures for creating simple claims-aware ASP.NET Web Forms application. It also provides instructions for how to test the simple claims-aware ASP.NET Web Forms application for successful implementation of federated authentication. This How-To does not have detailed instructions for creating a Security Token Service (STS), and assumes you have already configured an STS.
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[**Objectives**](javascript:void(0))

* Configure ASP.NET Web Forms application for claims-based authentication
* Test successful claims-aware ASP.NET Web Forms application

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create Simple ASP.NET Web Forms Application
* Step 2 – Configure ASP.NET Web Forms Application for Federated Authentication
* Step 3 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application.

To create a simple ASP.NET application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.

[**Step 2 – Configure ASP.NET Web Forms Application for Claims-Based Authentication**](javascript:void(0))

In this step you will add configuration entries to the Web.config configuration file of your ASP.NET Web Forms application to make it claims-aware.

To configure ASP.NET application for claims-based authentication

1. Add the following configuration section entries to the Web.config configuration file immediately after the **<configuration>** opening element:

Xml

<configSections>

<section name="system.identityModel" type="System.IdentityModel.Configuration.SystemIdentityModelSection, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

<section name="system.identityModel.services" type="System.IdentityModel.Services.Configuration.SystemIdentityModelServicesSection, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=B77A5C561934E089" />

</configSections>

1. Add a **<location>** element that enables access to the application’s federation metadata:

Xml

<location path="FederationMetadata">

<system.web>

<authorization>

<allow users="\*" />

</authorization>

</system.web>

</location>

1. Add the following configuration entries within the **<system.web>** elements to deny users, disable native authentication, and enable WIF to manage authentication.

Xml

<authorization>

<deny users="?" />

</authorization>

<authentication mode="None" />

1. Add a **<system.webServer>** element that defines the modules for federated authentication. Note that the PublicKeyToken attribute must be the same as the PublicKeyToken attribute for the **<configSections>** entries added earlier:
2. <system.webServer>
3. <modules>
4. <add name="WSFederationAuthenticationModule" type="System.IdentityModel.Services.WSFederationAuthenticationModule, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" preCondition="managedHandler" />
5. <add name="SessionAuthenticationModule" type="System.IdentityModel.Services.SessionAuthenticationModule, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" preCondition="managedHandler" />
6. </modules>
7. </system.webServer>
8. Add the following Windows Identity Foundation related configuration entries and ensure that your ASP.NET application’s URL and port number match the values in the **<audienceUris>** entry, **realm** attribute of the **<wsFederation>** element, and the **reply**attribute of the **<wsFederation>** element. Also ensure that the **issuer** value fits your Security Token Service (STS) URL.

Xml

<system.identityModel>

<identityConfiguration>

<audienceUris>

<add value="http://localhost:28503/" />

</audienceUris>

<issuerNameRegistry type="System.IdentityModel.Tokens.ConfigurationBasedIssuerNameRegistry, System.IdentityModel, Version=4.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089">

<trustedIssuers>

<add thumbprint="1234567890ABCDEFGHIJKLMNOPQRSTUVWXYZ1234" name="YourSTSName" />

</trustedIssuers>

</issuerNameRegistry>

<certificateValidation certificateValidationMode="None" />

</identityConfiguration>

</system.identityModel>

<system.identityModel.services>

<federationConfiguration>

<cookieHandler requireSsl="false" />

<wsFederation passiveRedirectEnabled="true" issuer="http://localhost:13922/wsFederationSTS/Issue" realm="http://localhost:28503/" reply="http://localhost:28503/" requireHttps="false" />

</federationConfiguration>

</system.identityModel.services>

1. Add reference to the [System.IdentityModel] assembly.
2. Compile the solution to make sure there are errors.

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your ASP.NET Web Forms application configured for claims-based authentication. To perform a basic test, you will add code that displays claims in the token issued by the Security Token Service (STS).

To test your ASP.NET Web Form application for claims-based authentication

1. Open the **Default.aspx** file under the **TestApp** project and replace its existing markup with the following markup:
2. %@ Page Language="C#" AutoEventWireup="true" CodeFile="Default.aspx.cs" Inherits="\_Default" %>
3. <!DOCTYPE html>
4. <html xmlns="http://www.w3.org/1999/xhtml">
5. <head id="Head1" runat="server">
6. <title></title>
7. </head>
8. <body>
9. <h1><asp:label ID="signedIn" runat="server" /></h1>
10. <asp:label ID="claimType" runat="server" />
11. <asp:label ID="claimValue" runat="server" />
12. <asp:label ID="claimValueType" runat="server" />
13. <asp:label ID="claimSubjectName" runat="server" />
14. <asp:label ID="claimIssuer" runat="server" />
15. </body>
16. </html>
17. Save **Default.aspx**, and then open its code behind file named **Default.aspx.cs**.

|  |
| --- |
| Note**Note** |
| **Default.aspx.cs** may be hidden beneath **Default.aspx** in Solution Explorer. If **Default.aspx.cs** is not visible, expand **Default.aspx**by clicking on the triangle next to it. |

1. Replace the existing code in the **Page\_Load** method of **Default.aspx.cs** with the following code:

C#

using System;

using System.IdentityModel;

using System.Security.Claims;

using System.Threading;

using System.Web.UI;

namespace TestApp

{

public partial class \_Default : System.Web.UI.Page

{

protected void Page\_Load(object sender, EventArgs e)

{

ClaimsPrincipal claimsPrincipal = Thread.CurrentPrincipal as ClaimsPrincipal;

if (claimsPrincipal != null)

{

signedIn.Text = "You are signed in.";

foreach (Claim claim in claimsPrincipal.Claims)

{

claimType.Text = claim.Type;

claimValue.Text = claim.Value;

claimValueType.Text = claim.ValueType;

claimSubjectName.Text = claim.Subject.Name;

claimIssuer.Text = claim.Issuer;

}

}

else

{

signedIn.Text = "You are not signed in.";

}

}

}

}

1. Save **Default.aspx.cs**, and build the solution.
2. Run the solution by pressing the **F5** key.
3. You should be presented with the page that displays the claims in the token that was issued to you by the Security Token Service.

### How To: Build Claims-Aware ASP.NET Application Using Forms-Based Authentication

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for creating a simple claims-aware ASP.NET Web Forms application that uses Forms authentication. It also provides instructions for how to test the application to verify that claims are presented when a user signs in with Forms authentication.
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[**Objectives**](javascript:void(0))

* Configure an ASP.NET Web Forms application for claims using Forms authentication
* Test the ASP.NET Web Forms application to see if it is working properly

[**Overview**](javascript:void(0))

In .NET 4.5, WIF and its claims-based authorization have been included as an integral part of the Framework. Previously, if you wanted claims from an ASP.NET user, you were required to install WIF, and then cast interfaces to Principal objects such asThread.CurrentPrincipal or HttpContext.Current.User. Now, claims are served automatically by these Principal objects.

Forms authentication has benefited from WIF’s inclusion in .NET 4.5 because all users authenticated by Forms automatically have claims associated with them. You can begin using these claims immediately in an ASP.NET application that uses Forms authentication, as this How-To demonstrates.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple ASP.NET Web Forms Application
* Step 2 – Configure ASP.NET Web Forms Application for Claims Using Forms Authentication
* Step 3 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application.

To create a simple ASP.NET application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.

[**Step 2 – Configure ASP.NET Web Forms Application for Claims Using Forms Authentication**](javascript:void(0))

In this step you will add a configuration entry to the Web.config configuration file and edit the Default.aspx file to display claims information for an account.

To configure ASP.NET application for claims using Forms authentication

1. In the Default.aspx file, replace the existing markup with the following:
2. <%@ Page Title="Home Page" Language="C#" MasterPageFile="~/Site.Master" AutoEventWireup="true" CodeBehind="Default.aspx.cs" Inherits="TestApp.\_Default" %>
3. <asp:Content runat="server" ID="BodyContent" ContentPlaceHolderID="MainContent">
4. <p>
5. This page displays the claims associated with a Forms authenticated user.
6. </p>
7. <h3>Your Claims</h3>
8. <p>
9. <asp:GridView ID="ClaimsGridView" runat="server" CellPadding="3">
10. <AlternatingRowStyle BackColor="White" />
11. <HeaderStyle BackColor="#7AC0DA" ForeColor="White" />
12. </asp:GridView>
13. </p>
14. </asp:Content>

This step adds a GridView control to your Default.aspx page that will be populated with the claims retrieved from Forms authentication.

1. Save the Default.aspx file, then open its code-behind file named Default.aspx.cs. Replace the existing code with the following:

C#

using System;

using System.Web.UI;

using System.Security.Claims;

namespace TestApp

{

public partial class \_Default : Page

{

protected void Page\_Load(object sender, EventArgs e)

{

ClaimsPrincipal claimsPrincipal = Page.User as ClaimsPrincipal;

if (claimsPrincipal != null)

{

this.ClaimsGridView.DataSource = claimsPrincipal.Claims;

this.ClaimsGridView.DataBind();

}

}

}

}

The above code will display claims about an authenticated user, including users identified by Forms authentication.

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your ASP.NET Web Forms application, and verify that claims are presented when a user signs in with Forms authentication.

To test your ASP.NET Web Forms application for claims using Forms authentication

1. Press **F5** to build and run the application. You should be presented with Default.aspx, which has **Register** and **Log in** links in the top right of the page. Click **Register**.
2. On the **Register** page, create a user account, and then click **Register**. Your account will be created using Forms authentication, and you will be automatically signed in.
3. After you have been redirected to the home page, you should see a table beneath the **Your Claims** heading that includes the **Issuer**,**OriginalIssuer**, **Type**, **Value**, and **ValueType** claims information about your account.

### How To: Build Claims-Aware ASP.NET Application Using Windows Authentication

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for creating a simple claims-aware ASP.NET Web Forms application that uses Windows authentication. It also provides instructions for how to test the application to verify that claims are presented when a user signs in using Windows authentication.
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[**Objectives**](javascript:void(0))

* Configure an ASP.NET Web Forms application for claims using Windows authentication
* Test the ASP.NET Web Forms application to see if it is working properly

[**Overview**](javascript:void(0))

In .NET 4.5, WIF and its claims-based authorization have been included as an integral part of the Framework. Previously, if you wanted claims from an ASP.NET user, you were required to install WIF, and then cast interfaces to Principal objects such asThread.CurrentPrincipal or HttpContext.Current.User. Now, claims are served automatically by these Principal objects.

Windows authentication has benefited from WIF’s inclusion in .NET 4.5 because all users authenticated by Windows credentials automatically have claims associated with them. You can begin using these claims immediately in an ASP.NET application that uses Windows authentication, as this How-To demonstrates.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple ASP.NET Web Forms Application
* Step 2 – Configure ASP.NET Web Forms Application for Claims Using Windows Authentication
* Step 3 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application.

To create a simple ASP.NET application

1. Start Visual Studio, then click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.
4. After the **TestApp** project has been created, click on it in **Solution Explorer**. The project’s properties will appear in the **Properties**pane below **Solution Explorer**. Set the **Windows Authentication** property to **Enabled**.

|  |
| --- |
| Caution note**Caution** |
| Windows authentication is disabled by default in new ASP.NET applications, so you must manually enable it. |

[**Step 2 – Configure ASP.NET Web Forms Application for Claims Using Windows Authentication**](javascript:void(0))

In this step you will add a configuration entry to the Web.config configuration file and modify the Default.aspx file to display claims information for an account.

To configure ASP.NET application for claims using Windows authentication

1. In the **TestApp** project’s Default.aspx file, replace the existing markup with the following:
2. <%@ Page Title="Home Page" Language="C#" MasterPageFile="~/Site.Master" AutoEventWireup="true"
3. CodeBehind="Default.aspx.cs" Inherits="TestApp.\_Default" %>
4. <asp:Content runat="server" ID="BodyContent" ContentPlaceHolderID="MainContent">
5. <p>
6. This page displays the claims associated with a Windows authenticated user.
7. </p>
8. <h3>Your Claims</h3>
9. <p>
10. <asp:GridView ID="ClaimsGridView" runat="server" CellPadding="3">
11. <AlternatingRowStyle BackColor="White" />
12. <HeaderStyle BackColor="#7AC0DA" ForeColor="White" />
13. </asp:GridView>
14. </p>
15. </asp:Content>

This step adds a GridView control to your Default.aspx page that will be populated with the claims retrieved from Windows authentication.

1. Save the Default.aspx file, then open its code-behind file named Default.aspx.cs. Replace the existing code with the following:

C#

using System;

using System.Web.UI;

using System.Security.Claims;

namespace TestApp

{

public partial class \_Default : Page

{

protected void Page\_Load(object sender, EventArgs e)

{

ClaimsPrincipal claimsPrincipal = Page.User as ClaimsPrincipal;

this.ClaimsGridView.DataSource = claimsPrincipal.Claims;

this.ClaimsGridView.DataBind();

}

}

}

The above code will display claims about an authenticated user.

1. To change the application’s authentication type, modify the **<authentication>** block in the **<system.web>** section of the project’s root Web.config file so that it only includes the following configuration entry:
2. <authentication mode="Windows" />
3. Finally, modify the **<authorization>** block in the **<system.web>** section of the same Web.config file to force authentication:
4. <authorization>
5. <deny users="?" />
6. </authorization>

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your ASP.NET Web Forms application, and verify that claims are presented when a user signs in with Windows authentication.

To test your ASP.NET Web Forms application for claims using Windows authentication

* Press **F5** to build and run the application. You should be presented with Default.aspx, and your Windows account name (including domain name) should already appear as the authenticated user in the top right of the page. The page’s content should include a table filled with claims retrieved from your Windows account.

### How To: Debug Claims-Aware Applications And Services Using WIF Tracing

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* Service Trace Viewer Tool (SvcTraceViewer.exe)
* Troubleshooting and Debugging WIF Applications

[**Summary**](javascript:void(0))

This How-To describes required steps for how to configure WIF tracing, collect trace logs, and how to analyze the trace logs using Trace Viewer tool. It provides general mapping for trace entries to actions needed to troubleshoot issues related to WIF.
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[**Objectives**](javascript:void(0))

* Configure WIF tracing.
* View trace logs in the Trace Viewer tool.
* Identify WIF related issues in the trace logs.
* Apply corrective actions to WIF related issues found in the trace logs.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Configure WIF Tracing Using Web.config Configuration File
* Step 2 – Analyze WIF Trace Files Using Trace Viewer Tool
* Step 3 – Identify Solutions to Fix WIF Related Issues

[**Step 1 – Configure WIF Tracing Using Web.config Configuration File**](javascript:void(0))

In this step, you will add changes to configuration sections in the Web.config file that enable WIF to trace its events and store them in a trace log.

To configure WIF tracing using Web.config configuration file

1. Open the root **Web.config** or **App.config** configuration file in the Visual Studio editor by double clicking on it in **Solution Explorer**. If your solution does not have **Web.config** or **App.config** configuration file, add it by right clicking on the solution in the**Solution Explorer** and clicking **Add**, then clicking **New Item…**. On the **New Item** dialog, Select **Application Configuration File** for**App.config** or **Web Configuration File** for **Web.config** from the list and click **OK**.
2. Add the configuration entries similar to the following to the configuration file inside **<configuration>** node at the end of the configuration file:

Xml

<system.diagnostics>

<sources>

<source name="System.IdentityModel" switchValue="Verbose">

<listeners>

<add name="xml" type="System.Diagnostics.XmlWriterTraceListener" initializeData="WIFTrace.e2e"/>

</listeners>

</source>

</sources>

<trace autoflush="true"/>

</system.diagnostics>

1. The above configuration instructs WIF to generate verbose trace events and log them into WIFTrace.e2e file. For a complete list of values for the **switchValue** switch, refer to the Trace Level table found in the following topic: [Configuring Tracing](https://msdn.microsoft.com/en-us/library/ms733025.aspx).

[**Step 2 – Analyze WIF Trace Files Using Trace Viewer Tool**](javascript:void(0))

In this step, you will use the Trace Viewer Tool (SvcTraceViewer.exe) to analyze WIF trace logs.

To analyze WIF trace logs using Trace Viewer tool (SvcTraceViewer.exe)

1. Trace Viewer tool (SvcTraceViewer.exe) ships as part of the Windows SDK. If you haven’t already installed the Windows SDK, you can download it here: [Windows SDK](https://www.microsoft.com/download/en/details.aspx?id=8279).
2. Run the Trace Viewer tool (SvcTraceViewer.exe). It is typically available in the **Bin** folder of the installation path.
3. Open the WIF trace log file, for example, WIFTrace.e2e by selecting **File**, **Open…** option in the menu or using the **Ctrl+O** shortcut. The trace log file opens in the Trace Viewer tool.
4. Review entries in the **Activity** tab. Each entry should contain an activity number, the number of traces that were logged, duration of the activity and its start and end timestamps.
5. Click on the **Activity** tab. You should see detailed trace entries in the main area of the tool. Use the **Level** dropdown list on the menu to filter specific level of traces, for example: **All**, **Warning**, **Errors**, **Information**, etc.
6. Click on specific trace entries to review the details in the lower area of the tool. The details can be viewed using **Formatted** and **XML**view by choosing corresponding tabs.

[**Step 3 – Identify Solutions to Fix WIF Related Issues**](javascript:void(0))

In this step, you can identify solutions for WIF-related issues identified by using the WIF trace log and Trace Viewer tool. It outlines general mapping of WIF related exceptions to potential solutions or required actions to troubleshoot the issue.

To identify solutions to fix WIF related issues

* Review the following table of WIF exceptions and the required actions to correct the issues.

|  |  |  |
| --- | --- | --- |
| **Error ID** | **Error Message** | **Action needed to fix the error** |
| ID4175 | The issuer of the security token was not recognized by the IssuerNameRegistry. To accept security tokens from this issuer, configure the IssuerNameRegistry to return a valid name for this issuer. | This error can be caused by copying a thumbprint from the MMC snap-in and pasting it into the Web.config file. Specifically, you can get an extra non-printable character in the text string when copying from the certificate properties window. This extra character causes the thumbprint match to fail.The procedure for correctly copying the thumbprint can be found here: [http://msdn.microsoft.com/en-us/library/ff359102.aspx](https://msdn.microsoft.com/en-us/library/ff359102.aspx) |

How To: Display Signed In Status Using WIF

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF) 4.5
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This topic describes how to display the sign in status in a WIF-enabled ASP.NET application. WIF provides the mechanism for making your application claims-aware, and managing authentication and authorization for application resources.
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[**Overview**](javascript:void(0))

This topic demonstrates how to create a simple claims-aware application using WIF and how to easily display whether a user is signed in or not. The following steps use the Local Development STS that is included with the Identity and Access Visual Studio Extension. The Local Development STS is intended for a testing and development environment to provide a simple method of integrating claims into your application. It should never be used in a production environment, as it does not perform real authentication and credentials are not required. However, the imperative code in the following steps is the same for a production-ready application using real authentication.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Install the Identity and Access Extension
* Step 2 – Create a Relying Party ASP.NET Application
* Step 3 – Enable Local Development STS to Authenticate Users
* Step 4 – Modify Your ASP.NET Application to Display Sign In Status
* Step 5 – Test the Integration Between WIF and Your ASP.NET Application

[**Step 1 – Install the Identity and Access Extension**](javascript:void(0))

This step describes how to configure the Identity and Access extension to Visual Studio 2012. This extension automates the process of configuring your application to communicate with STS endpoints.

To install the Identity and Access extension

1. Start Visual Studio in elevated mode as administrator.
2. In Visual Studio, click **Tools** and click **Extension Manager**. The **Extension Manager** window appears.
3. In Extension Manager, click Online Extensions from the left menu, then select Visual Studio Gallery.
4. In the top right corner of **Extension Manager**, search for Identity and Access.
5. The **Identity and Access** item will appear in the search results. Click it, and then click **Download**.
6. The **Download and Install** dialog appears. If you agree with the license terms, click **Install**.
7. When the **Identity and Access** extension has finished installing, restart Visual Studio in administrator mode.

[**Step 2 – Create a Relying Party ASP.NET Application**](javascript:void(0))

This step describes how to create a relying party ASP.NET Web Forms application that will integrate with WIF.

To create a simple ASP.NET application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.

[**Step 3 – Enable Local Development STS to Authenticate Users**](javascript:void(0))

This step describes how to enable Local Development STS in your application. Local Development STS is enabled by using the Identity and Access extension for Visual Studio.

To enable Local Development STS in your ASP.NET application

1. In Visual Studio, right-click the **TestApp** project under **Solution Explorer**, then select **Identity and Access**.
2. The Identity and Access window appears. Under Providers, select Test your application with the Local Development STS, then click Apply.

[**Step 4 – Modify Your ASP.NET Application to Display Sign In Status**](javascript:void(0))

This step describes how to modify your ASP.NET application to dynamically display whether the current user is signed in. Once your STS provider has been configured, WIF handles the incoming claims. Now you need to configure your application’s code to display the result of the authentication.

To display sign in status

1. In Visual Studio, open the **Default.aspx** file under the **TestApp** project.
2. Replace the existing markup in the **Default.aspx** file with the following markup:
3. <%@ Page Language="C#" AutoEventWireup="true" CodeFile="Default.aspx.cs" Inherits="\_Default" %>
4. <!DOCTYPE html>
5. <html xmlns="http://www.w3.org/1999/xhtml">
6. <head runat="server">
7. <title>Logged In Status</title>
8. </head>
9. <body>
10. <asp:label ID="myLabel" runat="server" />
11. </body>
12. </html>
13. Save **Default.aspx**, and then open its code behind file named **Default.aspx.cs**.

|  |
| --- |
| Note**Note** |
| **Default.aspx.cs** may be hidden beneath **Default.aspx** in Solution Explorer. If **Default.aspx.cs** is not visible, expand **Default.aspx**by clicking on the triangle next to it. |

1. Replace the existing code in **Default.aspx.cs** with the following code:

C#

using System;

using System.Web.UI;

using System.Security.Claims;

namespace TestApp

{

protected void Page\_Load(object sender, EventArgs e)

{

ClaimsPrincipal claimsPrincipal = Thread.CurrentPrincipal as ClaimsPrincipal;

if (claimsPrincipal != null)

{

myLabel.Text = "You are signed in.";

}

else

{

myLabel.Text = "You are not signed in.";

}

}

}

1. Save **Default.aspx.cs**, and build the application.

[**Step 5 – Test the Integration Between WIF and Your ASP.NET Application**](javascript:void(0))

This step describes how you can test the integration between WIF and your ASP.NET application.

To test the integration between WIF and ASP.NET

1. In Visual Studio, press **F5** to start debugging your application. If no errors are found, a new browser window will open.
2. You may notice that the browser silently redirects your request to the STS, and then opens the Default.aspx page. If WIF is properly configured, you should see the site display the following text: **“You are signed in”**.

### How To: Enable WIF Tracing

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for enabling WIF tracing in an ASP.NET application. It also provides instructions testing the application to verify that the trace listener and log are working correctly. This How-To does not have detailed instructions for creating a Security Token Service (STS), and instead uses the Development STS that comes with the Identity and Access tool. The Development STS does not perform real authentication and is intended for testing purposes only. You will need to install the Identity and Access tool to complete this How-To. It can be downloaded from the following location: [Identity and Access Tool](http://go.microsoft.com/fwlink/?LinkID=245849)

|  |
| --- |
| Security note**Security Note** |
| Enabling WIF tracing for passive applications, that is, applications that use the WS-Federation protocol, can potentially expose the application to denial of service (DoS) attacks or to information disclosure to a malicious party. This includes both passive RPs and passive STSes. For this reason, we recommend that you not enable WIF tracing for passive RPs or STSes in a production environment. |
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[**Objectives**](javascript:void(0))

* Create a simple ASP.NET application that uses WIF and the Development STS from the Identity and Access Tool
* Enable tracing and verify that it is working

[**Overview**](javascript:void(0))

Tracing enables you to debug and troubleshoot many types of issues with WIF, including tokens, cookies, claims, protocol messages, and more. WIF tracing is similar to WCF tracing; for example, you can choose the verbosity of traces to display everything from critical messages to all messages. WIF traces can be generated in **.xml** files or in **.svclog** files that are viewable by using the Service Trace Viewer Tool. This tool is located in the **bin** directory of the Windows SDK install path on your computer, for example: **C:\Program Files\Microsoft SDKs\Windows\v7.1\Bin\SvcTraceViewer.exe**.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple ASP.NET Web Forms Application and Enable Tracing
* Step 2 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application and Enable Tracing**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application and modify the Web.config file to enable tracing.

To create a simple ASP.NET application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.
4. Right-click the **TestApp** project under **Solution Explorer**, then select **Identity and Access**.
5. The Identity and Access window appears. Under Providers, select Test your application with the Local Development STS, then click Apply.
6. Create a new folder in named **logs** in the root of the **C:** drive, like shown: **C:\logs**
7. Add the following **<system.diagnostics>** element to the Web.config configuration file immediately following the closing**</configSections>** element, like shown:
8. <configuration>
9. <configSections>
10. …
11. </configSections>
12. <system.diagnostics>
13. <sources>
14. <source name="System.IdentityModel" switchValue="Verbose">
15. <listeners>
16. <add name="xml" type="System.Diagnostics.XmlWriterTraceListener" initializeData="C:\logs\WIF.xml" />
17. </listeners>
18. </source>
19. </sources>
20. <trace autoflush="true" />
21. </system.diagnostics>

|  |
| --- |
| Note**Note** |
| The directory location specified in the **initializeData** attribute must exist before logging can begin. If the location does not exist, no logs will be created. |

1. The configuration settings above will enable **Verbose** tracing for WIF and save the resulting log to the **C:\logs\WIF.xml** file.

[**Step 2 – Test Your Solution**](javascript:void(0))

In this step, you will test your WIF-enabled ASP.NET application to verify that logs are being recorded.

To test your WIF-enabled ASP.NET application for successful tracing

1. Run the solution by pressing the **F5** key. You should be presented with the default ASP.NET Home Page and automatically authenticated with the username Terry, which is the default user that is returned by the Development STS.
2. Close the browser window and then navigate to the **C:\logs** folder. Open the **C:\logs\WIF.xml** file using a text editor.
3. Inspect the **WIF.xml** file and verify that it contains entries starting with **<E2ETraceEvent>**. These traces will contain **<TraceRecord>**elements with descriptions for the traced activity, such as **Validating SecurityToken**.

### How To: Enable Token Replay Detection

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for enabling token replay detection in an ASP.NET application that uses WIF. It also provides instructions for how to test the application to verify that token replay detection is enabled. This How-To does not have detailed instructions for creating a Security Token Service (STS), and instead uses the Development STS that comes with the Identity and Access tool. The Development STS does not perform real authentication and is intended for testing purposes only. You will need to install the Identity and Access tool to complete this How-To. It can be downloaded from the following location: [Identity and Access Tool](http://go.microsoft.com/fwlink/?LinkID=245849)
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[**Objectives**](javascript:void(0))

* Create a simple ASP.NET application that uses WIF and the Development STS from the Identity and Access Tool
* Enable token replay detection and verify that it is working

[**Overview**](javascript:void(0))

A replay attack occurs when a client attempts to authenticate to a relying party with an STS token that the client has already used. To help prevent this attack, WIF contains a replay detection cache of previously used STS tokens. When enabled, replay detection checks the token of the incoming request and verifies whether or not the token has been previously used. If the token has been used already, the request is refused and a [SecurityTokenReplayDetectedException](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenreplaydetectedexception(v=vs.110).aspx) exception is thrown.

The following steps demonstrate the configuration changes required to enable replay detection.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple ASP.NET Web Forms Application and Enable Replay Detection
* Step 2 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application and Enable Replay Detection**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application and modify the Web.config file to enable replay detection.

To create a simple ASP.NET application

1. Start Visual Studio and click **File**, **New**, and then **Project**.
2. In the New Project window, click ASP.NET Web Forms Application.
3. In **Name**, enter TestApp and press **OK**.
4. Right-click the **TestApp** project under **Solution Explorer**, then select **Identity and Access**.
5. The Identity and Access window appears. Under Providers, select Test your application with the Local Development STS, then click Apply.
6. Add the following **<tokenReplayDetection>** element to the Web.config configuration file immediately following the**<system.identityModel>** and **<identityConfiguration>** elements, like shown:
7. <system.identityModel>
8. <identityConfiguration>
9. <tokenReplayDetection enabled=”true”/>

[**Step 2 – Test Your Solution**](javascript:void(0))

In this step, you will test your WIF-enabled ASP.NET application to verify that replay detection has been enabled.

To test your WIF-enabled ASP.NET application for replay detection

1. Run the solution by pressing the **F5** key. You should be presented with the default ASP.NET Home Page and automatically authenticated with the username Terry, which is the default user that is returned by the Development STS.
2. Press the browser’s **Back** button. You should be presented with a **Server Error in ‘/’ Application** page with the following description: ID1062: Replay has been detected for: Token: 'System.IdentityModel.Tokens.SamlSecurityToken', followed by an AssertionIdand an Issuer.

You are seeing this error page because an exception of type [SecurityTokenReplayDetectedException](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenreplaydetectedexception(v=vs.110).aspx) was thrown when the token replay was detected. This error occurs because you are attempting to re-send the initial POST request when the token was first presented. The **Back** button will not cause this behavior on subsequent requests to the server.

### How To: Enable WIF for a WCF Web Service Application

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* Microsoft® Windows® Communication Foundation (WCF)

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for enabling WIF in a WCF web service. It also provides instructions for how to test the application to verify that the web service is correctly presenting claims when the application is run. This How-To does not have detailed instructions for creating a Security Token Service (STS), and instead uses the Development STS that comes with the Identity and Access tool. The Development STS does not perform real authentication and is intended for testing purposes only. You will need to install the Identity and Access tool to complete this How-To. It can be downloaded from the following location: [Identity and Access Tool](http://go.microsoft.com/fwlink/?LinkID=245849)
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[**Objectives**](javascript:void(0))

* Create a WCF service that requires issued tokens
* Create a WCF client that requests a token from an STS and passes it to the WCF service

[**Overview**](javascript:void(0))

This How-To is intended to demonstrate how a developer can use federated authentication when developing WCF services. Some of the benefits of using federation in WCF services include:

1. Factoring authentication logic out of WCF service code
2. Re-using existing identity management solutions
3. Interoperability with other identity solutions
4. Flexibility and resilience to future changes

WIF and the associated Identity and Access tool make it easier to develop and test a WCF service using federated authentication, as the following steps demonstrate.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple WCF Service
* Step 2 – Create a Client Application for the WCF Service
* Step 3 – Test Your Solution

[**Step 1 – Create a Simple WCF Service**](javascript:void(0))

In this step, you will create a new WCF service that uses the Development STS that is included with the Identity and Access tool.

To create a simple WCF service

1. Start Visual Studio in elevated mode as administrator.
2. In Visual Studio, click **File**, click **New**, and then click **Project**.
3. In the New Project window, click WCF Service Application.
4. In **Name**, enter TestService and press **OK**.
5. Right-click the TestService project under Solution Explorer, then select Identity and Access.
6. The **Identity and Access** window appears. Under **Providers**, select **Test your application with the Local Development STS**, then click **Apply**. The Identity and Access Tool configures the service to use WIF and to outsource authentication to the local development STS (**LocalSTS**) by adding configuration elements to the Web.config file.
7. In the Service1.svc.cs file, add a **using** directive for the **System.Security.Claims** namespace and replace the existing code with the following, then save the file:

C#

public class Service1 : IService1

{

public string ComputeResponse(string input)

{

// Get the caller's identity from ClaimsPrincipal.Current

ClaimsPrincipal claimsPrincipal = OperationContext.Current.ClaimsPrincipal;

// Start generating the output

StringBuilder builder = new StringBuilder();

builder.AppendLine("Computed by ClaimsAwareWebService");

builder.AppendLine("Input received from client:" + input);

if (claimsPrincipal != null)

{

// Display the claims from the caller. Do not use this code in a production application.

ClaimsIdentity identity = claimsPrincipal.Identity as ClaimsIdentity;

builder.AppendLine("Client Name:" + identity.Name);

builder.AppendLine("IsAuthenticated:" + identity.IsAuthenticated);

builder.AppendLine("The service received the following issued claims of the client:");

// Iterate over the caller’s claims and append to the output

foreach (Claim claim in claimsPrincipal.Claims)

{

builder.AppendLine("ClaimType :" + claim.Type + " ClaimValue:" + claim.Value);

}

}

return builder.ToString();

}

}

The ComputeResponse method displays the properties of various claims that are issued by **LocalSTS**.

1. In the IService1.cs file, replace the existing code with the following, then save the file:

C#

[ServiceContract]

public interface IService1

{

[OperationContract]

string ComputeResponse(string input);

}

1. Build the project.
2. Press **Ctrl-F5** to run the service without starting the debugger. A Web page should open for the service and you can verify that**LocalSTS** is running by looking in the notification area (system tray).

|  |
| --- |
| Important note**Important** |
| Both **TestService** and **LocalSTS** must be running when you add the service reference to the client application in the next step. |

[**Step 2 – Create a Client Application for the WCF Service**](javascript:void(0))

In this step, you will create a console application that uses the Development STS to authenticate with the WCF service you created in the previous step.

To create a client application

1. In Visual Studio, right-click on the solution, click **Add**, and then click **New Project**.
2. In the **Add New Project** window, select **Console Application** from the **Visual C#** templates list, enter Client, and then press **OK**. The new project will be created in your solution folder.
3. Right-click on **References** under the **Client** project, and then click **Add Service Reference**.
4. In the **Add Service Reference** window, click the drop-down arrow on the **Discover** button and click **Services in Solution**. The**Address** will automatically populate with the WCF service you created earlier, and the **Namespace** will be set to **ServiceReference1**. Click **OK**.

|  |
| --- |
| Important note**Important** |
| Both **TestService** and **LocalSTS** must be running when you add the service reference to the client. |

1. Visual Studio will generate proxy classes for the WCF service, and add all of the necessary reference information. It will also add elements to the App.config file to configure the client to get a token from the STS to authenticate with the service. When this process is finished, the **Program.cs** file will open. Add a **using** directive for **System.ServiceModel** and another for**Client.ServiceReference1**, replace the **Main** method with the following code, then save the file:

C#

static void Main(string[] args)

{

// Create the client for the service

Service1Client client = new Service1Client();

Console.WriteLine("-------------WCF Client Application--------------\n");

while (!ShouldQuitApplication())

{

try

{

Console.WriteLine(client.ComputeResponse("Hello World"));

}

catch (CommunicationException e)

{

Console.WriteLine(e.Message);

Console.WriteLine(e.StackTrace);

Exception ex = e.InnerException;

while (ex != null)

{

Console.WriteLine("===========================");

Console.WriteLine(ex.Message);

Console.WriteLine(ex.StackTrace);

ex = ex.InnerException;

}

}

catch (TimeoutException)

{

Console.WriteLine("Timed out...");

}

catch (Exception e)

{

Console.WriteLine("An unexpected exception occurred.");

Console.WriteLine(e.StackTrace);

}

}

client.Close();

if (client != null)

{

client.Abort();

}

}

static bool ShouldQuitApplication()

{

Console.WriteLine("---------------------------------------------------------------------");

Console.WriteLine("Press Enter key to invoke service, any other key to quit application:");

Console.WriteLine("----------------------------------------------------------------------");

ConsoleKeyInfo keyInfo = Console.ReadKey();

if (keyInfo.Key == ConsoleKey.Enter)

return false;

return true;

}

1. Open the App.config file and add the following XML as the first child element under the <system.serviceModel> element, then save the file:
2. <behaviors>
3. <endpointBehaviors>
4. <behavior>
5. <clientCredentials>
6. <serviceCertificate>
7. <authentication certificateValidationMode="None"/>
8. </serviceCertificate>
9. </clientCredentials>
10. </behavior>
11. </endpointBehaviors>
12. </behaviors>

This disables certificate validation.

1. Right-click the **TestService** solution and click on **Set StartUp Projects**. The **Startup Project** property page opens. In the **Startup Project** property page, select **Multiple startup projects** then click in the **Action** field for each project and select **Start** from the drop-down menu. Click **OK** to save the settings.
2. Build the solution.

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your WIF-enabled WCF application and verify that claims are presented.

To test your WIF-enabled WCF application for claims

1. Press **F5** to build and run the application. You should be presented with a console window, and the following text: **Press Enter key to invoke service, any other key to quit application:**
2. Press **Enter**, and the following claims information should appear in the console:
3. Computed by Service1
4. Input received from client: Hello World
5. Client Name: Terry
6. IsAuthenticated: True
7. The service received the following issued claims of the client:
8. ClaimType :http://schemas.xmlsoap.org/ws/2005/05/identity/claims/name ClaimValue:Terry
9. ClaimType :http://schema.xmlsoap.org/ws/2005/05/identity/claims/surname ClaimValue:Adams
10. ClaimType :http://schemas.microsoft.com/ws/2008/06/identity/claims/role ClaimValue:developer
11. ClaimType :http://schemas.xmlsoap.org/ws/2005/05/identity/claims/emailaddress ClaimValue:terry@contoso.com

|  |
| --- |
| Important note**Important** |
| Both **TestService** and **LocalSTS** must be running before you press **Enter**. A Web page should open for the service and you can verify that **LocalSTS** is running by looking in the notification area (system tray). |

1. If these claims appear in the console, you have successfully authenticated with the STS to display claims from the WCF service.

### How To: Transform Incoming Claims

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF)
* ASP.NET® Web Forms

[**Summary**](javascript:void(0))

This How-To provides detailed step-by-step procedures for creating a simple claims-aware ASP.NET Web Forms application and transforming incoming claims. It also provides instructions for how to test the application to verify that transformed claims are presented when the application is run.

[**Contents**](javascript:void(0))
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* Summary of Steps
* Step 1 – Create a Simple ASP.NET Web Forms Application
* Step 2 – Implement Claims Transformation Using a Custom ClaimsAuthenticationManager
* Step 3 – Test Your Solution

[**Objectives**](javascript:void(0))

* Configure an ASP.NET Web Forms application for claims-based authentication
* Transform incoming claims by adding an Administrator role claim
* Test the ASP.NET Web Forms application to see if it is working properly

[**Overview**](javascript:void(0))

WIF exposes a class named [ClaimsAuthenticationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthenticationmanager(v=vs.110).aspx) that enables users to modify claims before they are presented to a relying party (RP) application. The [ClaimsAuthenticationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthenticationmanager(v=vs.110).aspx) is useful for separation of concerns between authentication and the underlying application code. The example below demonstrates how to add a role to the claims in the incoming [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx) that may be required by the RP.

[**Summary of Steps**](javascript:void(0))

* Step 1 – Create a Simple ASP.NET Web Forms Application
* Step 2 – Implement Claims Transformation Using a Custom ClaimsAuthenticationManager
* Step 3 – Test Your Solution

[**Step 1 – Create a Simple ASP.NET Web Forms Application**](javascript:void(0))

In this step, you will create a new ASP.NET Web Forms application.

To create a simple ASP.NET application

1. Start Visual Studio in elevated mode as administrator.
2. In Visual Studio, click **File**, click **New**, and then click **Project**.
3. In the New Project window, click ASP.NET Web Forms Application.
4. In **Name**, enter TestApp and press **OK**.
5. Right-click the **TestApp** project under **Solution Explorer**, then select **Identity and Access**.
6. The Identity and Access window appears. Under Providers, select Test your application with the Local Development STS, then click Apply.
7. In the Default.aspx file, replace the existing markup with the following, then save the file:
8. <%@ Page Title="Home Page" Language="C#" MasterPageFile="~/Site.Master" AutoEventWireup="true"
9. CodeBehind="Default.aspx.cs" Inherits="TestApp.\_Default" %>
10. <asp:Content runat="server" ID="BodyContent" ContentPlaceHolderID="MainContent">
11. <h3>Your Claims</h3>
12. <p>
13. <asp:GridView ID="ClaimsGridView" runat="server" CellPadding="3">
14. <AlternatingRowStyle BackColor="White" />
15. <HeaderStyle BackColor="#7AC0DA" ForeColor="White" />
16. </asp:GridView>
17. </p>
18. </asp:Content>
19. Open the code-behind file named Default.aspx.cs. Replace the existing code with the following, then save the file:

C#

using System;

using System.Web.UI;

using System.Security.Claims;

namespace TestApp

{

public partial class \_Default : Page

{

protected void Page\_Load(object sender, EventArgs e)

{

ClaimsPrincipal claimsPrincipal = Page.User as ClaimsPrincipal;

this.ClaimsGridView.DataSource = claimsPrincipal.Claims;

this.ClaimsGridView.DataBind();

}

}

}

[**Step 2 – Implement Claims Transformation Using a Custom ClaimsAuthenticationManager**](javascript:void(0))

In this step you will override default functionality in the [ClaimsAuthenticationManager](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsauthenticationmanager(v=vs.110).aspx) class to add an Administrator role to the incoming Principal.

To implement claims transformation using a custom ClaimsAuthenticationManager

1. In Visual Studio, right-click the on the solution, click **Add**, and then click **New Project**.
2. In the **Add New Project** window, select **Class Library** from the **Visual C#** templates list, enter ClaimsTransformation, and then press **OK**. The new project will be created in your solution folder.
3. Right-click on **References** under the **ClaimsTransformation** project, and then click **Add Reference**.
4. In the **Reference Manager** window, select **System.IdentityModel**, and then click **OK**.
5. Open **Class1.cs**, or if it doesn’t exist, right-click **ClaimsTransformation**, click **Add**, then click **Class…**
6. Add the following using directives to the code file:

C#

using System.Security.Claims;

using System.Security.Principal;

1. Add the following class and method in the code file.

|  |
| --- |
| Caution note**Caution** |
| The following code is for demonstration purposes only; make sure that you verify your intended permissions in production code. |

1. C#
2. public class ClaimsTransformationModule : ClaimsAuthenticationManager
3. {
4. public override ClaimsPrincipal Authenticate(string resourceName, ClaimsPrincipal incomingPrincipal)
5. {
6. if (incomingPrincipal != null && incomingPrincipal.Identity.IsAuthenticated == true)
7. {
8. ((ClaimsIdentity)incomingPrincipal.Identity).AddClaim(new Claim(ClaimTypes.Role, "Admin"));
9. }
11. return incomingPrincipal;
12. }
13. }
14. Save the file and build the **ClaimsTransformation** project.
15. In your **TestApp** ASP.NET project, right-click on References, and then click **Add Reference**.
16. In the **Reference Manager** window, select **Solution** from the left menu, select **ClaimsTransformation** from the populated options, and then click **OK**.
17. In the root **Web.config** file, navigate to the **<system.identityModel>** entry. Within the **<identityConfiguration>** elements, add the following line and save the file:
18. <claimsAuthenticationManager type="ClaimsTransformation.ClaimsTransformationModule, ClaimsTransformation" />

[**Step 3 – Test Your Solution**](javascript:void(0))

In this step you will test your ASP.NET Web Forms application, and verify that claims are presented when a user signs in with Forms authentication.

To test your ASP.NET Web Forms application for claims using Forms authentication

1. Press **F5** to build and run the application. You should be presented with Default.aspx.
2. On the Default.aspx page, you should see a table beneath the **Your Claims** heading that includes the **Issuer**, **OriginalIssuer**, **Type**,**Value**, and **ValueType** claims information about your account. The last row should be presented in the following way:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| LOCAL AUTHORITY | LOCAL AUTHORITY | http://schemas.microsoft.com/ws/2008/06/identity/claims/role | Admin | http://www.w3.org/2001/XMLSchema#string |

## WIF Guidelines

**.NET Framework 4.6 and 4.5**

* [Guidelines for Migrating an Application Built Using WIF 3.5 to WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157089(v=vs.110).aspx)
* [Namespace Mapping between WIF 3.5 and WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157091(v=vs.110).aspx)

### Guidelines for Migrating an Application Built Using WIF 3.5 to WIF 4.5

**.NET Framework 4.6 and 4.5**

[**Applies To**](javascript:void(0))

* Microsoft® Windows® Identity Foundation (WIF) 3.5 and 4.5.

[**Overview**](javascript:void(0))

Windows Identity Foundation (WIF) was originally released in the .NET 3.5 SP1 timeframe. That version of WIF is referred to as WIF 3.5. It was released as a separate runtime and SDK, which meant that every computer on which a WIF-enabled application ran had to have the WIF runtime installed and developers had to download and install the WIF SDK to get the Visual Studio templates and tooling that enabled development of WIF-enabled applications. Beginning with .NET 4.5, WIF has been fully integrated into the .NET Framework. A separate runtime is no longer needed and the WIF tooling can be installed in Visual Studio 2012 by using the Visual Studio Extensions Manager. This version of WIF is referred to as WIF 4.5.

The integration of WIF into .NET necessitated several changes in the WIF API surface. WIF 4.5 includes new namespaces, some changes to configuration elements, and new tooling for Visual Studio. This topic provides guidance that you can use to help you migrate applications built using WIF 3.5 to WIF 4.5. There may be scenarios in which you need to run legacy applications built using WIF 3.5 on computers that are running Windows 8 or Windows Server 2012. This topic also provides guidance about how to enable WIF 3.5 for these operating systems.

[**Changes Required for WIF 4.5**](javascript:void(0))

This section describes the changes that are required to migrate a WIF 3.5 application to WIF 4.5.

[**Assembly and Namespace Changes**](javascript:void(0))

In WIF 3.5, all of the WIF classes were contained in the **Microsoft.IdentityModel** assembly (microsoft.identitymicrosoft.identitymodel.dll). In WIF 4.5, the WIF classes have been split across the following assemblies: **mscorlib**(mscorlib.dll), **System.IdentityModel** (System.IdentityModel.dll), **System.IdentityModel.Services** (System.IdentityModel.Services.dll), and **System.ServiceModel** (System.ServiceModel.dll).

The WIF 3.5 classes were all contained in one of the **Microsoft.IdentityModel** namespaces; for example, **Microsoft.IdentityModel**,**Microsoft.IdentityModel.Tokens**, **Microsoft.IdentityModel.Web**, and so on. In WIF 4.5, the WIF classes are now spread across the[System.IdentityModel](http://go.microsoft.com/fwlink/?LinkId=272004) namespaces, the [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) namespace, and the [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx) namespace. In addition to this reorganization, some WIF 3.5 classes have been dropped in WIF 4.5.

The following table shows some of the more important WIF 4.5 namespaces and the kind of classes they contain. For more detailed information about how namespaces map between WIF 3.5 and WIF 4.5 and about namespaces and classes that have been dropped in WIF 4.5, see [Namespace Mapping between WIF 3.5 and WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157091(v=vs.110).aspx).

|  |  |  |
| --- | --- | --- |
| WIF 4.5 Namespace | Description | |
| [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx) | Contains classes that represent cookie transforms, security token services, and specialized XML dictionary readers. Contains classes from the following WIF 3.5 namespaces:**Microsoft.IdentityModel**, **Microsoft.IdentityModel.SecurityTokenService**, and**Microsoft.IdentityModel.Threading**. | |
| [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) | Contains classes that represent claims, claims-based identities, claims based principals, and other claims based identity model artifacts. Contains classes from the **Microsoft.IdentityModel.Claims**namespace. | |
| [System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx) | Contains classes that represent security tokens, security token handlers, and other security token artifacts. Contains classes from the following WIF 3.5 namespaces:**Microsoft.IdentityModel.Tokens**, **Microsoft.IdentityModel.Tokens.Saml11**, and**Microsoft.IdentityModel.Tokens.Saml2**. | |
| [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx) | Contains classes that are used in passive (WS-Federation) scenarios. Contains classes from the**Microsoft.IdentityModel.Web** namespace. | |
| [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx) | Classes that represent WCF contracts, channels, service hosts and other artifacts that are used in active (WS-Trust) scenarios are now in this namespace. In WIF 3.5 , these classes were in the**Microsoft.IdentityModel.Protocols.WSTrust** namespace. | |
| Important note**Important** | |
| The following **System.IdentityModel** namespaces contain classes that implement the WCF claims-based identity model:[System.IdentityModel.Claims](https://msdn.microsoft.com/en-us/library/system.identitymodel.claims(v=vs.110).aspx), [System.IdentityModel.Policy](https://msdn.microsoft.com/en-us/library/system.identitymodel.policy(v=vs.110).aspx), and [System.IdentityModel.Selectors](https://msdn.microsoft.com/en-us/library/system.identitymodel.selectors(v=vs.110).aspx). The WCF claims-based identity model is superseded by WIF. You should not use classes in these three namespaces when building solutions based on WIF. | |

[**Changes Due to .NET Integration**](javascript:void(0))

WIF is now integrated into the .NET Framework. Most .NET identity and principal classes now derive from[System.Security.Claims.ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) and [System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx). The results in the following changes in WIF 4.5:

* WIF classes that represent claims, identities, and principals now exist in the [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) namespace.

|  |
| --- |
| Important note**Important** |
| The [System.IdentityModel.Claims](https://msdn.microsoft.com/en-us/library/system.identitymodel.claims(v=vs.110).aspx) namespace contains classes that represent artifacts in the WCF claims-based identity model. Many of these classes have names that are the same as WIF classes; for example, **Claims**. Do not use these classes when building solutions based on WIF. |

* .NET identity and principal classes now derive directly from [System.Security.Claims.ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) and[System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx), which represent claims-based identities and principals. For this reason, the WIF 3.5 interfaces **IClaimsIdentity** and **IClaimsPrincipal** are no longer needed and are not available in WIF 4.5.
* Because.NET identity and principal classes such as [System.Security.Principal.WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.110).aspx) and[System.Security.Principal.WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.110).aspx) now derive from [ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) and [ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx), they have claims functionality built-in. For this reason, claims-specific identity and principal classes such as **WindowsClaimsIdentity** and**WindowsClaimsPrincipal** that were present in WIF 3.5 are no longer needed and do not exist in WIF 4.5.

[**Other Changes to WIF Functionality**](javascript:void(0))

In addition to the namespace changes and the changes due to integration with .NET, the following general changes to WIF functionality occur in WIF 4.5.

* The **Microsoft.IdentityModel.ExceptionMapper** class, which provided functionality that enabled you to map exceptions to specific SOAP Faults, is removed.
* The exception surface has been greatly reduced.
* Many of the classes that defined protocol or WS-\* specific constants have been removed; for example, the**Microsoft.IdentityModel.WSAddressing10Constants** class, which defined constants related to WS-Addressing 1.0.
* The Claims to Windows Token Service (c2wts) and its associated classes in the **Microsoft.IdentityModel.WindowsTokenService**namespace are removed.

[**WIF Configuration Changes**](javascript:void(0))

Many of the changes in the configuration file have been caused by namespace updates in WIF 4.5. For example, consider the following WIF 3.5 entry in the <httpModules> section to add the WS-Federation Authentication Manager to an application:

<add name="WSFederationAuthenticationModule" type="Microsoft.IdentityModel.Web.WSFederationAuthenticationModule, Microsoft.IdentityModel, Version=3.5.0.0, Culture=neutral, PublicKeyToken=abcd … 5678" />

This entry has been updated in WIF 4.5 to include the new namespaces and assembly version:

<add name="WSFederationAuthenticationModule" type="System.IdentityModel.Services.WSFederationAuthenticationModule, System.IdentityModel.Services, Version=4.0.0.0, Culture=neutral, PublicKeyToken=abcd … 5678"/>

The following list enumerates the major changes to the configuration file for WIF 4.5.

* The **<microsoft.identityModel>** section is now the [<system.identityModel>](https://msdn.microsoft.com/en-us/library/hh568638(v=vs.110).aspx) section.
* The **<service>** element is now the [<identityConfiguration>](https://msdn.microsoft.com/en-us/library/hh568637(v=vs.110).aspx) element.
* A new section, [<system.identityModel.services>](https://msdn.microsoft.com/en-us/library/hh568674(v=vs.110).aspx), has been added to specify settings that control behavior in passive (WS-Federation) scenarios.
* The [<federationConfiguration>](https://msdn.microsoft.com/en-us/library/hh568657(v=vs.110).aspx) element and its child elements have been moved from the **<service>** element in WIF 3.5 to the new **<system.identityModel.services>** element .
* Several elements that could be specified at the service-level directly under the **<service>** element in WIF 3.5 have been restricted to being specified under the [<securityTokenHandlerConfiguration>](https://msdn.microsoft.com/en-us/library/hh568639(v=vs.110).aspx) element. (They may still be specified under the[<identityConfiguration>](https://msdn.microsoft.com/en-us/library/hh568637(v=vs.110).aspx) element in WIF 4.5 for backward compatibility.)

For a complete list of the WIF 4.5 configuration elements, see [Windows Identity Foundation Configuration Schema](https://msdn.microsoft.com/en-us/library/hh598930(v=vs.110).aspx).

[**Visual Studio Tooling Changes**](javascript:void(0))

The WIF 3.5 SDK offered a stand-alone federation utility, FedUtil.exe (FedUtil), that you could use to outsource identity management in WIF-enabled applications to a security token service (STS). This tool added WIF settings to the application configuration file to enable the application to get security tokens from one or more STSs, and was surfaced in Visual Studio through the **Add STS Service Reference**button. FedUtil does not ship with WIF 4.5. Instead, WIF 4.5 supports a new Visual Studio extension named the Identity and Access Tool for Visual Studio 2012 that you can use to modify your application’s configuration file with the WIF settings required to outsource identity management to an STS. The Identity and Access Tool also implements an STS called Local STS that you can use to test your WIF-enabled applications. In many cases, this feature obviates the need to build custom STSs that were often necessary in WIF 3.5 to test solutions under development. For this reason, the STS templates are no longer supported in Visual Studio 2012; however, the classes that support the development of STSs are still available in WIF 4.5.

You can install the Identity and Access Tool from the Extensions and Updates Manager in Visual Studio or you can download it from the following page on Code Gallery: [Identity and Access Tool for Visual Studio 2012 on Code Gallery](http://go.microsoft.com/fwlink/?LinkID=245849). The Visual Studio tooling changes are summarized in the following list:

* The Add STS Service Reference functionality is removed. The replacement is the Identity and Access Tool.
* The Visual Studio STS templates are removed. You can use the Local STS that is available through the Identity and Access Tool to test identity solutions that you develop with WIF. The Local STS configuration can be modified to customize the claims that it serves.
* The stand-alone Federation Utility (FedUtil) is not available in WIF 4.5. You can use the Identity and Access Tool to modify your configuration files to outsource identity management to an STS.

For more information about the Identity and Access Tool, see [Identity and Access Tool for Visual Studio 2012](https://msdn.microsoft.com/en-us/library/hh545418(v=vs.110).aspx)

[**Passive (WS-Federation) Scenarios:**](javascript:void(0))

* Classes that support passive scenarios have been moved to the [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx) namespace. In WIF 3.5 these classes were in the **Microsoft.IdentityModel.Web** namespace.
* The classes in the **Microsoft.IdentityModel.Web.Configuration** namespace have been moved to[System.IdentityModel.Services.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration(v=vs.110).aspx). These classes represent objects specific to configuration in passive scenarios.
* The **FederatedPasssiveSignInControl** is no longer supported; all classes in the **Microsoft.IdentityModel.Web.Controls**namespace have been removed from WIF 4.5.
* The WS-Federation Authentication Module ([WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx)) sign-out functionality is different than WIF 3.5. For more details about how sign-out works in WIF 4.5, see the [WSFederationAuthenticationModule](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.wsfederationauthenticationmodule(v=vs.110).aspx) class topic.

[**Active (WCF/WS-Trust) Scenarios:**](javascript:void(0))

* The **Microsoft.IdentityModel.Protocols.WSTrust** namespace has been split mainly into two namespaces in WIF 4.5. Classes that represent artifacts that are specific to the WS-Trust protocol are now in [System.IdentityModel.Protocols.WSTrust](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust(v=vs.110).aspx). This includes classes like [RequestSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust.requestsecuritytoken(v=vs.110).aspx). Classes that represent service contracts, channels, service hosts and other artifacts that are involved in using WS-Trust in WCF applications have been moved to [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx); for example, the[IWSTrust13AsyncContract](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.iwstrust13asynccontract(v=vs.110).aspx) interface.
* Configuring a WCF application to use WIF has been greatly simplified. Previously the**Microsoft.IdentityModel.Configuration.ConfigureServiceHostBehaviorExtensionElement** had to be added as a behavior extension and this functionality was then used to wedge WIF into the service behavior by specifying a**<federatedServiceHostConfiguration>** element. WIF 4.5 has been more tightly integrated with WCF. Now you enable WIF on a WCF service by specifying the **useIdentityConfiguration** attribute on the**<system.serviceModel>**/**<behaviors>**/**<serviceBehaviors>**/**<serviceCredentials>** element as in the following XML:

Xml

<serviceCredentials useIdentityConfiguration="true">

<!--Certificate added by Identity And Access VS Package. Subject='CN=localhost', Issuer='CN=localhost'. Make sure you have this certificate installed. The Identity and Access tool does not install this certificate.-->

<serviceCertificate findValue="CN=localhost" storeLocation="LocalMachine" storeName="My" x509FindType="FindBySubjectDistinguishedName" />

</serviceCredentials>

* In WIF 4.5 the service certificate used by an active (WCF) service must be specified on the service host. In configuration, you can do this through the **<system.serviceModel>**/**<behaviors>**/**<serviceBehaviors>**/**<serviceCredentials>**/**<serviceCertificate>**element as shown in the preceding example. In WIF 3.5 the service certificate could be specified through the**<serviceCertificate>** child element of the WIF **<service>** element. This functionality does not exist in WIF 4.5; specify the**<serviceCertificate>** element under the **<serviceCredentials>** element instead.
* The classes used to wedge WIF 3.5 into WCF no longer exist. This includes the following classes in the**Microsoft.IdentityModel.Tokens** namespace: **FederatedSecurityTokenManager**, **FederatedServiceCredentials**, and**IdentityModelServiceAuthorizationManager**, as well as the**Microsoft.IdentityModel.Configuration.ConfigureServiceHostBehaviorExtensionElement** class.

[**Enabling WIF 3.5 in Windows 8**](javascript:void(0))

Because WIF 4.5 is part of .NET 4.5, it is automatically enabled on computers running Windows 8 and Windows Server 2012 and applications that are built using WIF 4.5 will run under Windows 8 or Windows Server 2012 by default. However, you may need to run applications that were built using WIF 3.5 on a computer that is running Windows 8 or Windows Server 2012. In this case, you need to enable WIF 3.5 on the target computer. On a computer running Windows 8, you can do this by using the Deployment Image Servicing and Management (DISM) tool. On a computer running Windows Server 2012, you can use the DISM tool or you can use the Windows PowerShell **Add-WindowsFeature** cmdlet. In both cases, the appropriate commands can be invoked either at the command line or from inside the Windows PowerShell environment.

The following commands show how to use the DISM tool from either the command line or from inside the Windows PowerShell environment. By default, the DISM PowerShell module is included in Windows 8 and Windows Server 2012 and does not need to be imported. For more information about using DISM with Windows PowerShell, see [How to Use DISM in Windows PowerShell](http://go.microsoft.com/fwlink/?LinkId=254419).

To enable WIF 3.5 using DISM:

dism /online /enable-feature:windows-identity-foundation

To disable WIF 3.5 using DISM:

dism /online /disable-feature:windows-identity-foundation

To check which features are enabled or disabled using DISM:

dism /online /get-features

Alternatively, on computers running Windows Server 2012, you can enable WIF 3.5 by using the Windows PowerShell **Add-WindowsFeature** cmdlet. To do so from the command line, you can enter the following command:

powershell "add-windowsfeature windows-identity-foundation"

From inside the Windows PowerShell environment, you can enter the command directly:

add-windowsfeature windows-identity-foundation

|  |
| --- |
| Note**Note** |
| Because many of the classes in WIF 3.5 and WIF 4.5 share the same names, when you are using both WIF 3.5 and WIF 4.5 together, be sure to either use fully qualified class names or use namespace aliases to distinguish between classes in WIF 3.5 and WIF 4.5. |

### Namespace Mapping between WIF 3.5 and WIF 4.5

**.NET Framework 4.6 and 4.5**

Beginning with .NET 4.5, Windows Identity Foundation (WIF) has been fully integrated into the .NET Framework. This integration engendered name changes and some consolidation of the WIF namespaces and API surface. This topic provides some guidance and a general mapping between the WIF 3.5 namespaces and the WIF 4.5 namespaces. It is not intended to be exhaustive, but rather provide some general information about where to find familiar WIF 3.5 classes in WIF 4.5. For more detailed information about the differences between WIF 3.5 and WIF 4.5, see [What's New in Windows Identity Foundation 4.5](https://msdn.microsoft.com/en-us/library/hh873305(v=vs.110).aspx). For guidance about how to migrate an applications built using WIF 3.5 to WIF 4.5, see [Guidelines for Migrating an Application Built Using WIF 3.5 to WIF 4.5](https://msdn.microsoft.com/en-us/library/jj157089(v=vs.110).aspx).

[**WIF 3.5 to WIF 4.5 Namespace Map**](javascript:void(0))

The WIF classes, which were collected under the **Microsoft.IdentityModel** namespaces in WIF 3.5, are now distributed among the following namespaces: **System.Security.Claims**, **System.ServiceModel.Security**, and the **System.IdentityModel** namespaces in WIF 4.5. In addition some WIF 3.5 namespaces were consolidated or dropped entirely in WIF 4.5.

|  |
| --- |
| Important note**Important** |
| The following **System.IdentityModel** namespaces contain classes that implement the WCF claims-based identity model:[System.IdentityModel.Claims](https://msdn.microsoft.com/en-us/library/system.identitymodel.claims(v=vs.110).aspx), [System.IdentityModel.Policy](https://msdn.microsoft.com/en-us/library/system.identitymodel.policy(v=vs.110).aspx), and [System.IdentityModel.Selectors](https://msdn.microsoft.com/en-us/library/system.identitymodel.selectors(v=vs.110).aspx). The WCF claims-based identity model is superseded by WIF. You should not use classes in these three namespaces when building solutions based on WIF. |

The following table provides information about where WIF 3.5 classes can be found in WIF 4.5.

|  |  |  |
| --- | --- | --- |
| **WIF 3.5 Namespace** | **WIF 4.5 Namespace** | **Comments** |
| **Microsoft.IdentityModel** | [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx) | * Most of the classes that represent constants are not implemented. * The classes that are used to build security token services have been moved from**Microsoft.IdentityModel.SecurityTokenService** to[System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx). * The classes in **Microsoft.IdentityModel.Threading** have been moved to [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx). * The **ExceptionMapper** and **MruSecurityTokenCache**classes are not implemented. |
| **Microsoft.IdentityModel.Claims** | [System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx) | * The **IClaimsPrincipal** and **IClaimsIdentity** interfaces are not implemented in WIF 4.5. Instead[System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx) and[System.Security.Claims.ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) are now the base classes from which most .NET principal and identity classes derive. This means there is no need for specialized claims principal and identity classes like**Microsoft.IdentityModel.Claims.WindowsClaimsPrincipal**and**Microsoft.IdentityModel.Claims.WindowsClaimsIdentity**in WIF 4.5, use [System.Security.Principal.WindowsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsprincipal(v=vs.110).aspx)and [System.Security.Principal.WindowsIdentity](https://msdn.microsoft.com/en-us/library/system.security.principal.windowsidentity(v=vs.110).aspx) instead. The same is true for other for the other specialized claims principal and identity classes that existed in WIF 3.5. * The **Microsoft.IdentityModel.Claims.ClaimsCollection**class is not implemented in WIF 4.5. Instead, collections of claims are exposed as enumerable collections of type[System.Security.Claims.Claim](https://msdn.microsoft.com/en-us/library/system.security.claims.claim(v=vs.110).aspx). * [System.Security.Claims.ClaimsPrincipal](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsprincipal(v=vs.110).aspx) and[System.Security.Claims.ClaimsIdentity](https://msdn.microsoft.com/en-us/library/system.security.claims.claimsidentity(v=vs.110).aspx) provide methods that now fully support LINQ. |
| **Microsoft.IdentityModel.Configuration** | [System.IdentityModel.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration(v=vs.110).aspx) | Some elements and classes have undergone name changes and some have been dropped in WIF 4.5; for example**Microsoft.IdentityModel.Configuraiton.ServiceConfiguration** is now [System.IdentityModel.Configuration.IdentityConfiguration](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration.identityconfiguration(v=vs.110).aspx). |
| **Microsoft.IdentityModel.Protocols** | [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Protocols.WSFederation** | [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Protocols.WSFederation.Metadata** | [System.IdentityModel.Metadata](https://msdn.microsoft.com/en-us/library/system.identitymodel.metadata(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Protocols.WSIdentity** | Not Implemented in WIF 4.5 | In WIF 3.5 contained classes to support CardSpace, not implemented in WIF 4.5. |
| **Microsoft.IdentityModel.Protocols.WSTrust** | Split between the[System.IdentityModel.Protocols.WSTrust](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust(v=vs.110).aspx)and [System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx)namespaces. | Classes that represents WS-Trust artifacts are in the[System.IdentityModel.Protocols.WSTrust](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust(v=vs.110).aspx) namespace; for example, the [RequestSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust.requestsecuritytoken(v=vs.110).aspx) class. Classes that represent WCF service contracts, service hosts, and channels that enable a WCF service to communicate using the WS-Trust protocol are in the[System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx) namespace; for example, the[WSTrustServiceHost](https://msdn.microsoft.com/en-us/library/system.servicemodel.security.wstrustservicehost(v=vs.110).aspx) class. |
| **Microsoft.IdentityModel.Protocols.WSTrust.Bindings** | Not Implemented in WIF 4.5 | - |
| **Microsoft.IdentityModel.Protocols.XmlEncryption** | Not Implemented in WIF 4.5 | Contained classes that represent XML Encryption constants in WIF 3.5. These constants are not implemented in WIF 4.5. |
| **Microsoft.IdentityModel.Protocols.XmlSignature** | [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx) | The **EnvelopingSignature** class and classes that represent constants are not implemented. |
| **Microsoft.IdentityModel.SecurityTokenService** | Split between the [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx),[System.IdentityModel.Protocols.WSTrust](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust(v=vs.110).aspx), and [System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx)namespaces. | - |
| **Microsoft.IdentityModel.Threading** | [System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Tokens** | [System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Tokens.Saml11** | [System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Tokens.Saml2** | [System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Web** | [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx) | - |
| **Microsoft.IdentityModel.Web.Configuration** | [System.IdentityModel.Services.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration(v=vs.110).aspx) | Classes that provide configuration for passive (WS-Federation) scenarios have largely been moved to[System.IdentityModel.Services.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration(v=vs.110).aspx); however, some of these classes are in [System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx). |
| **Microsoft.IdentityModel.Web.Controls** | Not Implemented in WIF 4.5 | The classes in **Microsoft.IdentityModel.Web.Controls**implemented the Federated Passive Sign-In Control, which does not exist in WIF 4.5. |
| **Microsoft.IdentityModel.WindowsTokenService** | Not Implemented in WIF 4.5 | - |

## WIF Code Sample Index

**.NET Framework 4.6 and 4.5**

The following are code samples for Windows Identity Foundation 4.5:

* [ClaimsAwareWebApp](http://go.microsoft.com/fwlink/?LinkID=248405) - this sample demonstrates basic use of authentication externalization (to the local test Security Token Service from the Identity and Access Tool for Visual Studio 11) on a classic ASP.NET application (as opposed to a web site).
* [ClaimsAwareWebService](http://go.microsoft.com/fwlink/?LinkID=248406) - this sample demonstrates basic use of authentication externalization on a classic WCF service.
* [ClaimsAwareMvcApplication](http://go.microsoft.com/fwlink/?LinkID=248407) - this sample demonstrates how to integrate WIF with MVC, including non-blanket protection and code which honors the forms authentication redirects out of the LogOn controller.
* [ClaimsAwareWebFarm](http://go.microsoft.com/fwlink/?LinkID=248408) - this sample demonstrates a farm ready session cache (as opposed to a tokenreplycache) so that you can use sessions by reference instead of exchanging big cookies. It also demonstrates an easier way of securing cookies in a farm.
* [ClaimsAwareFormsAuthentication](http://go.microsoft.com/fwlink/?LinkID=248409) - this very simple sample demonstrates that in .NET 4.5 you get claims in your principals regardless of how you authenticate your users.
* [ClaimsBasedAuthorization](http://go.microsoft.com/fwlink/?LinkID=248410)- this samples shows how to use your CLaimsAuthorizationManager class and the ClaimsAuthorizationModule for applying your own authorization policies.
* [FederationMetadata](http://go.microsoft.com/fwlink/?LinkID=248411) – this sample demonstrates both dynamic generation (on a custom STS) and dynamic consumption (on a relying party application) of metadata documents.
* [CustomToken](http://go.microsoft.com/fwlink/?LinkID=248412) – this sample demonstrates how to build a custom Simple Web Token (SWT) token type.

## WIF Extensions

**.NET Framework 4.6 and 4.5**

This section describes the extensions for Windows Identity Foundation.

* [JSON Web Token Handler](https://msdn.microsoft.com/en-us/library/dn205065(v=vs.110).aspx)
* [Validating Issuer Name Registry](https://msdn.microsoft.com/en-us/library/dn205067(v=vs.110).aspx)

### JSON Web Token Handler

**.NET Framework 4.6 and 4.5**

The JSON Web Token Handler extension for Windows Identity Foundation enables you to create and validate JSON Web Tokens (JWT) in your applications. The JWT Token Handler can be configured to run in the WIF pipeline like other built-in security token handlers, but it can also be used independently to perform token validation in lightweight applications. The JWT Token Handler is particularly useful when using an OAuth 2.0 bearer token scheme, such as authenticating to Windows Azure Active Directory.

The JWT Token Handler is available as a NuGet package. See [Downloading the JSON Web Token Handler Package](https://msdn.microsoft.com/en-us/library/dn205064(v=vs.110).aspx) for more information.

[**Scenarios**](javascript:void(0))

The JWT Token Handler enables the following key scenarios:

* **Validate a JWT Token in a Server Application**: In this scenario, a company named Litware has a server application that uses WIF to handle web sign-on requests. Litware wants to enable their application to use JWT tokens for authentication. The application is updated with the JWT Token Handler, and then the application configuration is updated to add the JWT Token Handler in the WIF pipeline. After the updates have been made and a new request enters the WIF pipeline, the JWT token is validated using the new handler and successful authentication occurs.
* **Validate a JWT Token in a REST Web Service**: In this scenario, a company named Litware has a REST web service that is secured by Windows Azure Active Directory. Requests to the web service must be authenticated by Windows Azure AD, which issues a JWT token upon successful authentication. Litware has a client application that needs to access the web service. The client makes a request to the web service and presents its JWT token from Windows Azure AD, which is then validated by the web service using the JWT Token Handler. After the JWT Token Handler has validated the token, the desired resource is returned to the client by the web service.

[**Features**](javascript:void(0))

The JWT Token Handler offers the following features:

* **Validate a JWT Token**: JWT tokens can be easily validated by the token handler’s validation logic, either as a part of the application’s WIF pipeline or called independently of WIF
* **Create a JWT Token**: The JWT Token Handler can be used to create JWT tokens for authorization in downstream services

#### Downloading the JSON Web Token Handler Package

**.NET Framework 4.6 and 4.5**

This topic discusses how to download and use the JSON Web Token Handler in your project.

[**Downloading the JSON Web Token Handler**](javascript:void(0))

The JSON Web Token Handler extension is available as a NuGet package, which adds the necessary assemblies and references to your project. If you do not already have NuGet installed, go to [nuget.org](http://nuget.org/) to install it. You can see the versioning history for the extension by visiting its page on NuGet: [JSON Web Token Handler on NuGet](http://www.nuget.org/packages/System.IdentityModel.Tokens.Jwt/)

Downloading the JSON Web Token Handler by using the Package Manager GUI

1. In Visual Studio, right-click your project in **Solution Explorer**, and then select **Manage NuGet Packages**.
2. In the **Manage NuGet Packages** window, click the search box and enter JWT Token Handler and press **Enter**.
3. From the results pane, click the **Install** button for the first result.
4. The package will begin downloading. Before it is added to your project, the License Acceptance dialog will appear. If you agree to the license terms, click **I Accept**.
5. The latest JSON Web Token Handler assemblies will be downloaded and added to your project.

Downloading the JSON Web Token Handler by using the Package Manager Console

1. In Visual Studio, click Tools, Library Package Manager, and then Package Manager Console.
2. The **Package Manager Console** appears. Enter the following text and press **Enter**:
3. Install-Package System.IdentityModel.Tokens.Jwt
4. The latest JSON Web Token Handler assemblies will be downloaded and added to your project.

#### JSON Web Token Handler API

This section contains the API Reference for the JSON Web Token Handler WIF Extension.

##### System.IdentityModel.Tokens Namespace

[Other Versions](javascript:;)
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The System.IdentityModel.Tokens namespace contains classes that represent security tokens, security token handlers, key identifier clauses and other artifacts used in token generation and processing. The namespace contains base classes such as [SecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytoken(v=vs.114).aspx),[SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler(v=vs.114).aspx), and [SecurityKeyIdentifierClause](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykeyidentifierclause(v=vs.114).aspx), as well as classes that derive from these classes and represent several of the token types, artifacts, and handlers for which the Windows Identity Foundation (WIF) has built in support. This includes classes that contain support for SAML v1.1 and v2.0 tokens, such as: [SamlSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.samlsecuritytoken(v=vs.114).aspx), [SamlSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.samlsecuritytokenhandler(v=vs.114).aspx), [Saml2SecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.saml2securitytoken(v=vs.114).aspx), and [Saml2SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.saml2securitytokenhandler(v=vs.114).aspx).

[**Classes**](javascript:void(0))

|  |  |  |
| --- | --- | --- |
|  | Class | Description |
| Public class | [AsymmetricSignatureProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.asymmetricsignatureprovider(v=vs.114).aspx) | A class that provides signing and verifying operations when working with an[AsymmetricSecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.asymmetricsecuritykey(v=vs.114).aspx). |
| Public class | [JwtHeader](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtheader(v=vs.114).aspx) | The [JwtHeader](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtheader(v=vs.114).aspx) class contains JSON objects that represent the cryptographic operations applied to the JSON Web Token (JWT) and optionally any additional properties of the JWT. |
| Public class | [JwtPayload](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtpayload(v=vs.114).aspx) | The [JwtPayload](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtpayload(v=vs.114).aspx) class contains JSON objects representing the claims contained in the JWT. Each claim is a JSON object in the form of { Name, Value }. |
| Public class | [JwtSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtsecuritytoken(v=vs.114).aspx) | A class that represents a JSON Web Token (JWT). |
| Public class | [JwtSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtsecuritytokenhandler(v=vs.114).aspx) | A [SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler(v=vs.114).aspx) designed for creating and validating JSON Web Tokens (JWT). See <http://tools.ietf.org/html/draft-ietf-oauth-json-web-token-07> for more information about the JWT specification. |
| Public class | [JwtSecurityTokenRequirement](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtsecuritytokenrequirement(v=vs.114).aspx) | Provides a location for settings that control how the [JwtSecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtsecuritytokenhandler(v=vs.114).aspx)validates or creates a [JwtSecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.jwtsecuritytoken(v=vs.114).aspx). |
| Public class | [NamedKeyIssuerTokenResolver](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeyissuertokenresolver(v=vs.114).aspx) | [NamedKeyIssuerTokenResolver](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeyissuertokenresolver(v=vs.114).aspx) represents a collection of named sets of[SecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykey(v=vs.114).aspx)(s) that can be matched by a [NamedKeySecurityKeyIdentifierClause](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeysecuritykeyidentifierclause(v=vs.114).aspx)and return a [NamedKeySecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeysecuritytoken(v=vs.114).aspx) that contains [SecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykey(v=vs.114).aspx)(s). |
| Public class | [NamedKeySecurityKeyIdentifierClause](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeysecuritykeyidentifierclause(v=vs.114).aspx) | A [SecurityKeyIdentifierClause](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykeyidentifierclause(v=vs.114).aspx) that can be used to match[NamedKeySecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeysecuritytoken(v=vs.114).aspx). |
| Public class | [NamedKeySecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.namedkeysecuritytoken(v=vs.114).aspx) | A [SecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytoken(v=vs.114).aspx) that contains multiple [SecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykey(v=vs.114).aspx) that have a name. |
| Public class | [SignatureProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.signatureprovider(v=vs.114).aspx) | This class defines the object model for types that provide signature services. |
| Public class | [SignatureProviderFactory](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.signatureproviderfactory(v=vs.114).aspx) | Creates [SignatureProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.signatureprovider(v=vs.114).aspx)s by specifying a [SecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitykey(v=vs.114).aspx) and algorithm.Supports both [AsymmetricSecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.asymmetricsecuritykey(v=vs.114).aspx) and [SymmetricSecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.symmetricsecuritykey(v=vs.114).aspx). |
| Public class | [SymmetricSignatureProvider](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.symmetricsignatureprovider(v=vs.114).aspx) | Provides signing and verifying operations using a [SymmetricSecurityKey](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.symmetricsecuritykey(v=vs.114).aspx) and specifying an algorithm. |
| Public class | [TokenValidationParameters](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.tokenvalidationparameters(v=vs.114).aspx) | Contains a set of parameters that are used by [SecurityTokenHandler](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytokenhandler(v=vs.114).aspx) when validating a [SecurityToken](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens.securitytoken(v=vs.114).aspx). |

### Validating Issuer Name Registry

**.NET Framework 4.6 and 4.5**

The Validating Issuer Name Registry (VINR) for Windows Identity Foundation enables multi-tenant applications to ensure that an incoming token has been issued by a trusted tenant and identity provider. This functionality is particularly useful for multi-tenant applications that use Windows Azure Active Directory because all tokens issued by Windows Azure AD are signed using the same certificate. In order to differentiate between requests from multiple tenants that use the same certificate – and consequently have the same thumbprint – your application must persist the issuer name for each tenant to perform validation logic. The VINR provides this functionality, and it also enables you to add custom validation logic or to store the issuer registry data in locations other than a configuration file. The extension can be added to your application’s WIF pipeline or it can be used independently.

The VINR is available as a NuGet package. See [Downloading the Validating Issuer Name Registry Package](https://msdn.microsoft.com/en-us/library/dn205069(v=vs.110).aspx) for more information.

[**Scenarios**](javascript:void(0))

The VINR enables the following key scenario:

* **Validate a Token in a Multi-Tenant Application**: In this scenario, a company named Litware has developed a multi-tenant application that uses an identity provider such as Windows Azure AD. This application serves two customers: Contoso and Fabrikam. When a user from Fabrikam authenticates to Litware’s application, the resulting token from Windows Azure AD is signed using its standard certificate and the request is issued by Fabrikam. The application needs to verify that both the issuer name and the token is valid, and needs to differentiate requests from Contoso that are signed using the same certificate from Windows Azure AD. The VINR makes it easy for Litware’s application to differentiate and validate requests from multiple tenants such as Contoso and Fabrikam.

[**Features**](javascript:void(0))

The VINR offers the following features:

* **Issuer Name and Token Validation for Multi-Tenant Applications**: Validates the incoming token by verifying the issuer name (tenant) and whether the token was signed using a valid certificate from the identity provider.
* **Extensibility for Custom Validation Logic and Data Stores**: Provides extensibility to inject your own validation logic and to specify a data store other than the default configuration file.

#### Downloading the Validating Issuer Name Registry Package

**.NET Framework 4.6 and 4.5**

This topic discusses how to download and use the Validating Issuer Name Registry (VINR) in your project.

[**Downloading the Validating Issuer Name Registry**](javascript:void(0))

The VINR is available as a NuGet package, which adds the necessary assemblies and references to your project. If you do not already have NuGet installed, go to [nuget.org](http://nuget.org/) to install it. You can see the versioning history for the extension by visiting its page on NuGet: [Microsoft Validating Issuer Name Registry on NuGet](https://nuget.org/packages/System.IdentityModel.Tokens.ValidatingIssuerNameRegistry/)

Downloading the Validating Issuer Name Registry by using the Package Manager GUI

1. In Visual Studio, right-click your project in **Solution Explorer**, and then select **Manage NuGet Packages**.
2. In the **Manage NuGet Packages** window, click the search box and enter ValidatingIssuerNameRegistry and press **Enter**.
3. From the results pane, click the **Install** button for the first result.
4. The package will begin downloading. Before it is added to your project, the License Acceptance dialog will appear. If you agree to the license terms, click **I Accept**.
5. The latest VINR assemblies will be downloaded and added to your project.

Downloading the Validating Issuer Name Registry by using the Package Manager Console

1. In Visual Studio, click Tools, Library Package Manager, and then Package Manager Console.
2. The **Package Manager Console** appears. Enter the following text and press **Enter**:
3. Install-Package System.IdentityModel.Tokens.ValidatingIssuerNameRegistry
4. The latest VINR assemblies will be downloaded and added to your project.

#### Validating Issuer Name Registry API

This section contains the API Reference for the Validating Issuer Name Registry WIF Extension.

## WIF API Reference

.NET Framework 4.6 and 4.5

Windows Identity Foundation (WIF) classes are split across the following assemblies: **mscorlib** (mscorlib.dll), **System.IdentityModel**(System.IdentityModel.dll), **System.IdentityModel.Services** (System.IdentityModel.Services.dll), and **System.ServiceModel**(System.ServiceModel.dll). This topic provides links to the WIF namespaces and brief explanations of the classes that each namespace contains.

|  |
| --- |
| Important note Important |
| The following **System.IdentityModel** namespaces contain classes that implement the WCF claims-based identity model:[System.IdentityModel.Claims](https://msdn.microsoft.com/en-us/library/system.identitymodel.claims(v=vs.110).aspx), [System.IdentityModel.Policy](https://msdn.microsoft.com/en-us/library/system.identitymodel.policy(v=vs.110).aspx), and [System.IdentityModel.Selectors](https://msdn.microsoft.com/en-us/library/system.identitymodel.selectors(v=vs.110).aspx). Starting with .NET Framework 4.5, the WCF claims-based identity model is superseded by WIF. You should not use classes in these three namespaces when building solutions based on WIF. |

[System.IdentityModel](https://msdn.microsoft.com/en-us/library/system.identitymodel(v=vs.110).aspx)

Contains classes that represent cookie transforms, security token services, and specialized XML dictionary readers.

[System.IdentityModel.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.configuration(v=vs.110).aspx)

Contains classes that provide configuration for applications and services built using the Windows Identity Foundation (WIF). The classes in this namespace represent settings under the [<identityConfiguration>](https://msdn.microsoft.com/en-us/library/hh568637(v=vs.110).aspx) element.

[System.IdentityModel.Metadata](https://msdn.microsoft.com/en-us/library/system.identitymodel.metadata(v=vs.110).aspx)

Contains classes that represent elements in a Federation Metadata document.

[System.IdentityModel.Protocols.WSTrust](https://msdn.microsoft.com/en-us/library/system.identitymodel.protocols.wstrust(v=vs.110).aspx)

Contains classes that represent WS-Trust artifacts.

[System.IdentityModel.Services](https://msdn.microsoft.com/en-us/library/system.identitymodel.services(v=vs.110).aspx)

Contains classes that are used in passive (WS-Federation) scenarios. Also contains some classes that represent settings under the[<system.identityModel.services>](https://msdn.microsoft.com/en-us/library/hh568674(v=vs.110).aspx) element. Settings under this element configure WS-Federation for applications. The**System.IdentityModel.Services.Configuration** namespace contains most of the classes that are used to configure WS-Federation.

[System.IdentityModel.Services.Configuration](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.configuration(v=vs.110).aspx)

Contains classes that provide configuration for WIF applications that use the WS-Federation protocol. The classes in this namespace represent settings under the [<system.identityModel.services>](https://msdn.microsoft.com/en-us/library/hh568674(v=vs.110).aspx) element. The **System.IdentityModel.Services** namespace also contains some classes that are used to configure WS-Federation.

[System.IdentityModel.Services.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.services.tokens(v=vs.110).aspx)

Contains specialized security token handlers for Web farm scenarios.

[System.IdentityModel.Tokens](https://msdn.microsoft.com/en-us/library/system.identitymodel.tokens(v=vs.110).aspx)

Contains classes that represent security tokens, security token handlers, and other security token artifacts.

[System.Security.Claims](https://msdn.microsoft.com/en-us/library/system.security.claims(v=vs.110).aspx)

Contains classes that represent claims, claims-based identities, claims-based principals, and other claims-based identity model artifacts.

[System.ServiceModel.Security](https://msdn.microsoft.com/en-us/library/system.servicemodel.security(v=vs.110).aspx)

Contains classes that represent WCF contracts, channels, service hosts and other artifacts that are used in active (WS-Trust) scenarios. This namespace also contains classes that are specific to Windows Communication Foundation (WCF) and that are not used by WIF.

## WIF Configuration Reference

.NET Framework 4.6 and 4.5

You can configure Windows Identity Foundation (WIF) in your applications by adding elements to a configuration file. This topic contains links to reference topics for the WIF configuration elements.

[Windows Identity Foundation Configuration Schema](https://msdn.microsoft.com/en-us/library/hh598930(v=vs.110).aspx)

The reference for the WIF configuration elements.

[WIF Configuration Schema Conventions](https://msdn.microsoft.com/en-us/library/hh598928(v=vs.110).aspx)

Contains information about general attributes and formats used by the WIF configuration elements.

### WIF Configuration Schema Conventions

**.NET Framework 4.6 and 4.5**

This topic discusses conventions used throughout the Windows Identity Foundation (WIF) configuration topics and describes some common features and attributes used in the [<system.identityModel>](https://msdn.microsoft.com/en-us/library/hh568638(v=vs.110).aspx) and the [<system.identityModel.services>](https://msdn.microsoft.com/en-us/library/hh568674(v=vs.110).aspx) sections.

[**Modes**](javascript:void(0))

Many of the WIF configuration elements have a **mode** attribute. This attribute typically controls which class is used to do a particular part of the processing and which configuration elements are allowed as child elements of the current element. A configuration error will be raised if elements that are included in the configuration file are ignored because of the mode settings.

[**Timespan Values**](javascript:void(0))

Where [TimeSpan](https://msdn.microsoft.com/en-us/library/system.timespan(v=vs.110).aspx) is used as the type of an attribute, see the [Parse(String)](https://msdn.microsoft.com/en-us/library/se73z7b9(v=vs.110).aspx) method to see the allowed format. This format conforms to the following specification.

[ws][-]{ d | [d.]hh:mm[:ss[.ff]] }[ws]

For example, "30", "30.00:00", "30.00:00:00" all mean 30 days; and "00:05", "00:05:00", "0.00:05:00.00" all mean 5 minutes.

[**Certificate References**](javascript:void(0))

Several elements take references to certificates using the **<certificateReference>** element. When referencing a certificate, the following attributes are available.

|  |  |
| --- | --- |
| **storeLocation** | A value of the [StoreLocation](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.storelocation(v=vs.110).aspx) enumeration: **CurrentUser** or **CurrentMachine**. |
| **storeName** | A value of the [StoreName](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.storename(v=vs.110).aspx) enumeration; the most useful for this context are **My** and **TrustedPeople**. |
| **x509FindType** | A value of the [X509FindType](https://msdn.microsoft.com/en-us/library/system.security.cryptography.x509certificates.x509findtype(v=vs.110).aspx) enumeration; the most useful for this context are **FindBySubjectName** and**FindByThumbprint**. To eliminate the chance of error, it is recommended that the **FindByThumbprint** type be used in production environments. |
| **findValue** | The value used to find the certificate, based on the **x509FindType** attribute. To eliminate the chance of error, it is recommended that the **FindByThumbprint** type be used in production environments. When **FindByThumbPrint** is specified, this attribute takes a value that is the hexadecimal-string form of the certificate thumbprint; for example, "97249e1a5fa6bee5e515b82111ef524a4c91583f". |

[**Custom Type References**](javascript:void(0))

Several elements reference custom types using the **type** attribute. This attribute should specify the name of the custom type. To reference a type from the Global Assembly Cache (GAC), a strong name should be used. To reference a type from an assembly in the Bin/ directory, a simple assembly-qualified reference may be used. Types defined in the App\_Code/ directory may also be referenced by simply specifying the type name with no qualifying assembly.

Custom types must be derived from the type specified and they must provide a **public** default (0 argument) constructor.

# Classes

## PrincipalPermission Class

<https://msdn.microsoft.com/en-us/library/system.security.permissions.principalpermission(v=vs.110).aspx>

## IPrincipal Interface

[**https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx**](https://msdn.microsoft.com/en-us/library/system.security.principal.iprincipal(v=vs.71).aspx)

## IIdentity Interface

https://msdn.microsoft.com/en-us/library/system.security.principal.iidentity(v=vs.71).aspx